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*****

RULE 3 ORGANIZATION AND ADMINISTRATION

*****

Rule 3.11 Fingerprint-Based Background Checks of Exchange Employees and Others

(a) In order to enhance the security of the respective facilities, systems, data, and/or records of the Exchange (collectively, "facilities and records"), the Exchange shall obtain fingerprints from, and conduct a fingerprint-based background check of, all prospective and current employees, temporary personnel, independent contractors, and service providers of each of the Exchange and its principal subsidiaries. However, the Exchange may determine not to obtain fingerprints from, or to seek fingerprint-based background information with respect to, a person due to that person's limited, supervised, or restricted access to facilities and records, or the nature or location of his or her work or services. The Exchange shall apply this rule in all circumstances where permitted by applicable law.

(b) The Exchange shall submit fingerprints obtained pursuant to this rule to the Attorney General of the United States or his or her designee for identification and processing. The Exchange shall at all times maintain the security of all fingerprints provided to, and all criminal history record information received from, the Attorney General or his or her designee. The Exchange, however, may provide a subsidiary with access to information from background checks based on fingerprints obtained from that subsidiary. The Exchange shall not redisseminate fingerprints or information to the extent prohibited by applicable law.

(c) The Exchange shall evaluate information received from the Attorney General or his or her designee and otherwise administer this rule in accordance with Exchange fingerprint procedures as in effect from time to time and the provisions of applicable law. Fingerprint-based background information, such as a felony or serious misdemeanor conviction, will be a factor in making employment decisions; engaging or retaining any temporary personnel, independent contractors, or service providers; or permitting any fingerprinted person access to facilities and records.

• • • Supplementary Material:  -------------------
.10 Fingerprints and the Issuance of Identification Badges.—The Exchange intends, with limited exceptions, to obtain fingerprints from, and fingerprint-based background information with respect to, all employees, temporary personnel, independent contractors, and service providers who receive Exchange-issued photo badges or other identification permitting them access to facilities and records for more than one day ("Long-Term Badges"). The Exchange has the capacity electronically to immediately limit or terminate the access to facilities and records that Long-Term Badges permit, and reserves the right to do so. On a case-by-case basis, the Exchange may determine not to obtain fingerprints from a person to whom a Long-Term Badge is issued, based on the decision of a committee of Exchange officers who oversee application of the rule that there exists an exception to obtaining the fingerprints, as contemplated by the rule.
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