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I. INTRODUCTION 

Respondent Eugene Terracciano ("Terracciano'') concedes that he willfully aided and 

abetted Aegis Capital Corporation's ("Aegis's") failures to file required Suspi�ious Activity 

Reports ("SARs") on hundreds of transactions, in violation of Section 17( a) of the Securities 

Exchange �ct of 1934 ("Exchange Act") and Rule 17a-8 thereunder. See Order Making 

Findings, Imposing Remedial Sanctions and a Cease-and-Desist Order and Ordering 

Continuation of Proceedings, SEC Release No. 4956, 2018 WL 3344228 (July 6, 2018) 

(hereinafter "Consent Order" or "CO"). As Aegis's Anti-Money Lawidering Compliance 

Officer ("AML CO") during the period September 2013 to. June 2015, Terracciano knew it was 

his responsibility to file SARs. Yet, although he had nearly three· decades of compliance 

experience, he failed to file SARs despite being confronted repeatedly with detailed evidence of 
. 

. 

numerous highly suspicious transactions. In response to these knowing and repeated vjolations 

-and to protect the public, the Division ofEnforcement.("Division") requests that the Hearinge

Officer place limitations on Terraccian.o's activities, pursuant to Sections 15(b) of the Ex�hangee

Act, Section 203(f) of the Investment Advisers Act of 1940 (''Advisers Act"), and Section 9(b)e

of the Investment Company Act of 1940 ("Investment Company Act"). Specifically, thee

Division requests that Terracciano be barred from assodation with any broker, dealer,e

investment adviser, municipal securities dealer, municipal advisor, transfer agent, or nationallye

recognized statistical rat�ng organization with a right to reapply after a period of two years.e

Respondent's violations are undisputed and egregious. While he served as AML CO, 

Terracciano pennitted suspicious activity in low-priced securities to go completely unreported. 

He neglected his critical duties as a senior compliance officer and AML CO and displayed a 

troubling failure to comprehend obvious signs of criminal behavior that posed substantial risk to 



market participants. For these and the other reasons set forth below, the requested bar is in the 

public interest. 

II. PROCEDURAL BACKGROUND 

On March 28, 2018, the Securities and Exchange Commission ("Commission") filed an 

Order Instituting Proceedings ("OIP") against Terracciano. The OIP alleged that as a result of 

Terracciano;s failures, from September 2013 through e�rly 2014, Aegis failed to file SARs on 

hundreds of transactions when it knew, suspected, or had reason to suspect that the transactions 

involved the use of the broker-dealer to facilitate fraudulent activity or had no business or 

apparent lawful purpose. (OIP at 1). 1 

On May 21, 2018, Terracciano submitted an offer of settlement, which the Commission 

determined to accept. (CO at I). In the Consent Order, the Commission required Terracciano to 

cease and. desist from committing or:causing �y violatiQns of Section 17(a) of the Exchange Act 

and Rule-17a-8 thereunder and ordered him to pay a civil penalty of$20,000, pursuant to a 

payment plan. (Id. at I 0). 

The Consent Order also specified that Terracciano agreed to continued proceedings on 

the record to determine what remedial action is appropriate in the public interest and that, in 

On the same day it filed the OIP, the Commission issued two related Orders. In the first 
Order, the Commission, inter a/ia, accepted Aegis's settlement offer and found that Aegis 
willfully violated Section l 7(a) of the Exchange Act and Rule l 7a-8 thereunder. See Order 
Instituting Administrative and Cease-and-Desist Proceedings, Making Findings, and Imposing 

. ",·. :·""'""'Remedfal·-&amrtions-and,�€ease-aand-Qesis�.Qrdtt-; SE€ ReleaseN6!'8Q956� 201-8 WL 1532091 
(Mar. 28, 2018). In the second Order, lhe Commission accepted the settlement offers of Kevin 
McKenna, Aegis's AML CO prior to Terracciano, and Robert Eide, Aegis,s Chief Executive 
Officer. See Order Instituting Administrative and Cease-and-Desist Proceedings, Making 
Findings, and Imposing Remedial Sanctions and a Cease-and-Desist Order, SEC Release No. 
82957, 2018 WL 1532092 (Mar. 28, 2018). in that Order, the Commission found that McKenna 
willfully aided and abetted and caused Aegis's violations, and-among other reliefimposed- it 
barred McKenna from acting as a compliance officer or designated anti-money laundering 
compliance person for any securities finn, with the right to apply after 18 months. (Id.) 
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connection with those proceedings, the findings of the Consent Order "shall be accepted and 

deemed true by the hearing officer." (Id. at 9). 

III.s FACTSs

A.s Aegis's Low Priced Securities Businesss

Aegis Capital Corporation, headquartered in New York City, is a dually-registered 

invesbnent adviser and broker-dealer with multiple branches. (CO at 2). During the relevant 

period, Aegis had various brokerage customers, including customers of their branch offices, who 

transacted in low-priced securities. (CO at 3). Several of these customers were foreign financial 

During the relevant perjod, Aegis had specific written supervisory procedures ("WSPs") 

governing compliance with its AML responsibilities. Aegis's WSPs expressly identified Aegis,s 

(CO at 3; see also Aegis WSPs for the period February 27, 2013 to March 25, 2014, submitted 

herewith in relevant part as Exhibit 1, at 143). Moreover, Aegis's WSPs stated that all Aegis 

employees were obligated to "promptly report to the [AML CO] any known or suspected 

violations of anti-money laundering policies as well as other suspected violations or crimes." 

(CO at 3; Exh. I at 27). 

Pursuant to 31 C.F.R. § 1023.320 (the "SAR Rule"), Aegis was required to file SARs for 

transactions by, at, or through the firm that involved or aggregated at least $5,000 if Aegis knew, 

suspected, or had reason to suspect that, among other things, the transactions involved funds 

institutions that effected transactions on behalf of their underlying customers, all of whom were 

unknown to Aegis. (Id.). During the relevant period, Aegis had relationships with various 

·clearing firms that assisted in effecting low-priced securities transactions. (Id.). 

B.s Aegis's Anti-Money Laundering Compliance Program - Written Supervisorys
Procedures Concerning SARs and Specific. Red Flags Related to Markets
Manipulations ·s

. 
. 

AML CO as the individu�I responsible for deciding whether Aegis was required to file a SAR. 
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derived from illegal activity, had no business or apparent lawful purpose, or involved using 

Aegis to facilitate criminal activity. (CO at 3). .Aegis explicitly cited the SAR Rule in its WSPs. 

(Exh. I at 143). 

Aegis, in its WSPs, specifically identified certain trading in low-priced securities as 

suspicious activity that could warrant a SAR filing: 

·Aegis will file [SARs] for transactions that may be indicative ofe
money laundering activity. Suspicious activities include a widee
range of questionable activities; examples include trading that 
constitutes a substantial portion of all trading for the day in a 
particular security . .. /and} heavy trading in low-priced 
securities. 

(Id., emphasis added). 

Aegis's WSPs also identified specific AMLred flags associated �th low-priced 

securities transactions. (Id. at 182-83, 262). These specific-AML red flags included the 

. following: 

1. There is a -sudden spike in investor demand for, coupled with a rising price in, ae
thinly-traded or low-priced security;e

ii.e The issuer has been through several recent name changes, business combinationse
or recapitalizations, or the company's officers are also officers of numerouse
similar companies;e

iii.e The issuer's SEC filings are not current, are incomplete, or nonexistent;e

iv.e The customer appears to be acting as an agent for an undisclosed principal, bute
declines or is reluctant, without legitimate commercial reasons, to providee
information or is otherwise evasive regarding that person or entity;e

v.e The customer's account has wire transfers that have no apparent business purposee
to or from a country identified as a money laundering risk or a bank secrecye
haven;ande

vi.e The customer, for no apparent reason or in conjunction with other "red flags/'e
engages in transactions involving certain types of securities, such as penny stockse
... which although legitimate, have been used in connection with fraudulente
schemes and money laundering activity.e

4 



Many of these red flags identified in Aegis's WSPs tracked or overlapped with the money

laundering red flags contained in FINRA industry notices, including a January 2009 FINRA 

Nutice to Members 09-05 and an April 2002 NAS�Notice to Members 02-21, submitted 

herewith as Exlul>its 2 and 3, respectively. 

C.aTerracciano Knew Aegis's Policies on SAR Reporting, Including the Fact Thata
as AML CO, It Was His Responsibility to File SARs.a

As Director of Compliance and AML CO, Terracciano was thoroughly familiar with 

Aegis's WSPs. In particular, as AML CO, Terracciano was responsible for updating and did in 

fact make "adjustments to the WSPs relating to AML procedures .... " (See Transcript of the 

placed the re_sponsibility to file SARs solely· on him. (Id. at 69:23-70:6). 

Terracciano acknowledged that for_ low-priced securities, each of!he following is a r�d.a

Investigative Testimony of Eugene Terracciano, submitted herewith in relevant part as Exhibit 4 

and cited hereafter as "Terracciano Tr." at 70:21-71 :13). Terracciano also knew that the WSPs 

flag: sudd�n sp�es•in price and/or trading volume;· changes in corporate nam� or purpose; heavy 

spending on advertising and promotions and little actual business activity; related party 

transactions; engaging in a �'pump and_ dump"; or company management with a history of 

unlawful behavior. (Id. at 129: l 0-130: I; 159: I 1-23) .. 

D. Terracciano Was Directly Confronted With Clear, Detailed Evidence of 
Suspicious Activity But Did Not File Any SARs. 

Terracciano failed to file SARs on Aegis's behalf on low-priced securities transactions 

even when he received alerts from Aegis's clearing firm ("AML Alerts") detailing blatantly 

suspicious transactions. These AML Alerts were sent from Roya] Bank of Canada ("RBC"), 

which Aegis began to use as its clearing finn in December 2012. (CO at 5). Beginning in 

January 2013, RBC repeatedly identified AML red flags in Aegis's low-priced securities 
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business and described them in AML Alerts that continued throughout Terracciano's tenure as 

Aegis's AML CO. (Id.) 

Terracciano received alerts concerning the fol�owing customers: 

i.-

In early November 2013, while Terracciano was serving as Aegis's AML CO, RBC sent 

� AML Alert-to Terracciano regarding , which had an 

account at Aegis. (Id.) That November I, 2013 AML Alert, (the "November 1 Alert," submitted 

herewith as Exhibit 5), outlined-• suspicious trading in five low-priced securities, 

and noted that in about six months- had sold nearly J billion shares of low-priced 

securities through Aegis. (Exh. 5 at -20112 (emphasis added); CO at 5). 

In the November I Alert, RBC also noted that between September 17 and October 31, 

2013, had sold 31 % of outstanding 

shares a11d that the average daily trading volume had increased by-approximately five fold during 

_, trading while the share price had dropped by approximately 90%. (CO at 6; Exh. 

5 at -20113). The AML Alert also explained that-had experienced a rapid increase in its 

stock price and trading volume that coincided with a promotional campaign that was inconsistent 

with the company's financial performance reflected in its SEC filings. (CO at 6; Exh. 5 at -

20113). 

RBC also noted in the November I Alert that 

reported no revenues and that - had sold over 60% of the company's outstanding 

shares in two and a half months while the share price had dropped by approximately 50%. (CO 

at 6; Exh. 5 at -20113). In addition to its suspicious trading in the low-priced stock of- and 

-• RBC identified in the November I Alert-' similarly suspicious trading in 

three other low-priced securities. (CO at 6). For example, the November I Alert notified 
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Terracciano that- had sold more shares of one particular low-priced security in 

three months than that issuer even had outstanding. (CO at 6; Exh. 5 at -20113). 

After detailing in the November l Alert-' suspicious trading in the five 

low-priced securities, RBC requested that Aegis provide a description of: (i) the _due diligence it 

performed on the customer; (ii) the due diligence it performed on the securities

liquidated in the account; and (iii) how Aegis was comfortable with the activity in the account. 

(Id.). 

Although Terracciano recognized the red flags associated with the trading by. 

- (Terracciano Tr. at 129: I 0-130: I), and closed the account due to the p�esence of 

suspidous activity, Terracciano did not file a SAR on Aegis's behalf. (CO at 6). Terracciano 

claims to have investigated the information in the November I, 2013 Alert, but "cannot 

remember" why he did not file a SAR. (Terracciano Tr. at 134:12-16). Notably, a·November 5, 

-20f3 email (submitted herewith as Exhibit 6) indicates that Terracciano had concerns aftere

reviewing "account activity, account opening paperwork ... etc." with regard to the issues raisede

in the November I Alert. (Exh. 6 at -20680). Yet, despite having the AML Alert and othere

information indicating potentially criminal - and certainly suspicious - activity in.e

_, account, Terracciano did not file a SAR.e

Critically, Terracciano knew that closing an account did not "substitute for filing a SAR." 

(Terracciano Tr. at 152:6-8; CO at 6). Moreover, Terracciano could not provide any written 

- , -- analysis or otherwise demonstrate that he had even consider'etl filing ·sARs' for these transactions.e

(CO at 6). 

ii.-

While Terracciano was the AML CO responsible for filing SARs on behalf of Aegis, 

another customer and 
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for proceeds of 

-(collectively- - engaged in suspicious low-priced securities transactions for 

which he did not file a SAR on Aegis's behalf. (CO at 6). -was a foreign financial 
0 M 

• 
0 

institution that traded on behalf of underlying customers who were unknown to Aegis. (Id.) 

Trading on behalf of an unknown principal is identified by Aegis's WSPs as a money-laundering 

red flag. (Exh. l at 25). 

Between June 11 and 17, 2013, and during a paid prorhqtional campaign,_ sold 

approximately 340,000 shares of 

approximately $248,000. (CO at 6). 

Moreover, another Aegis customer, , traded suspiciously in 

- at the same time as- (CO at 7). In particular,_ sold approximately 760,000 

shares of- through Aegis during the same promotional campaign, resulting in proceeds of 

approximately $840,000. (Id.) -was yet another foreign_ financial institution that traded on 

behalf of underlying customers who were unknown to Aegis. (Id.) . 

On December 2, 2013, while Terracciano was serving as Aegis's _AML CO, RBC sent an 

AML Alert (the "December 2 Alert", submitted herewith as Exhibit 7) to Terracciano, regarding 

-•s trading in--and wrote that the trading "exhibited characteristics commonly 

associated with a pump-and-dump scheme; including paid stock promotion, a significant increase 

in both price and trading volume, followed by a precipitous drop in price and volume." (Exh. 7 at 

-8794; CO at 7) (emphasis added). 

In the December 2 Alert, RBC also noted that- had changed both its name and 

business from an automotive parts manufacturer to a medical device company and that it had no 

revenue and minimal trading volume before the paid stock promotion began. (Id.). The 

December 2 Alert also notified Terracciano that-trading in- was similar to the 
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suspicious trading of two other Aegis customers -- and 

2 - which had prompted RBC to request that Aegis close those accounts juste

months earlier in August. (Id.). 

Terracciano recognized that the information in the December 2 Alert created strong 

reason to suspect that illegal activity had occurred. (Terracciano Tr. 158:11-159:23). Indeed, in 

an email sent just 24 minutes after receiving the December 2 Alert, Terracciano ordered that 

-account be closed and acknowledged that the compliance department did "not havee

the bandwidth to monitor the account." (Exh. 7 at -8792). This lack of compliance "bandwidth" 

was particularly relevant since Terracci�o subsequently learned that the Aegis oranch manager 

who supervised the trading had no"t been conducting required reviews. (Terracciano Tr. 173 :6-

175: I (agreeing that the failure to conduct required reviews "makes matters worse")). 

Worse still, Terracciano testified that even if a client engages in a "pump and dump" 

scheme using its Aegis account, it would not "taint the account forever." (Terracciano Tr. 

212: 14-18). Indeed, after receiving the December 2 Alert and initially r�questing that the 

account be closed, Terracciano persuaded RBC to allow the account to continue trading by 

explaining that it would be restricted to allow trades in only stocks listed on the major 

exchanges. (See December 3, 20 I 3 email thread, submitted herewith as Exhibit 8, at Bates -

8804; Ten·acciano Tr. at 207:25-208:14). 

-·s accounts were ultimately closed because of AML concerns. (CO at 7). Bute

Terracciano did not finally close the account until after he learned that the relevant branch 

manager had not, in fact, blocked the account from trading in low-priced securities as promised 

The SEC later sued- for violating Section 5 of the Securities Act of l 933. 
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or been conducting the requisite reviews of- trading. (Id.; see also Exh. 7 at -8792; 

Exh. 8 at -8804; Terracciano Tr. at 167:9-20). Yet despite the� red flags as�ociated with the 

trading in- by-and at least one qther Aegis customer, and the fact that a branch 

manager had not told him the truth or conducted any of the requisite trade reviews, Terracciano 

still did not file a SAR on Aegis's behalf. As a result, Aegis withheld from the relevant 

authorities information that strongly indicatecl Aegis customers were.engaged in criminal stock 

manipulation. 

In fact, no regulatory agencies or criminal authorities were ever alerted by Aegis to the 

clear indicia that-was engaging in market manipulation. -did not face 

regulatory or criminal scrutiny at that time. A few years later, in March 2018, the Commission 

sued-in federal district court, alleging it had engaged in a fraudulent "pump and dump" 

scheme to manipulate the unlisted stock of a different microcap company. See SEC v. -

. Criminal charges were 

brought against the same defendants. and other individuals by the U.S. Attorney's Office for the 

Eastern District of New York. See United States v. 
-------------

In short, after receiving the December 2 Alert, Terracciano conducted only 24 minutes of 

research. He acknowledged, however, that an average investigation into an issue like the one 

presented in the December 2 Alert would take a "number of days." (Terracciano Tr. at l 63: 12-

15). Having been presented with strong evidence of illegal conduct and learning that the branch 

manager did not tell the truth or conduct trade reviews, Terracciano did not produce any written 

analysis or create any other documents demonstrating that he even considered filing a SAR. (CO 

7). 
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iii. 

, a New York corporation, is a microcap hedge fund and was an 

Aegis customer during the relevant period. (CO at 8). Between·February 1_0, 2014 and February 

sold 705.9 million shares of 

million. - is a low-priced security that traded on OTC Link. (Jd:}. 

On February 19, 2014, RBC sent an AML Alert (the "February 19 Alert," submitted 

·omillion shares o� that day' and 2. 7 billion shares of lo�-priced securities since it opened itso

account. (Exh. 9 at -17615-16; CO at 8). In addition to the suspicious trading highlighted in theo

February 19 Alert, RBC also explain� that _it could "certainly list more concerns with theseo
. 

companies if[Aegis] need[ed] �orereasons why I_RBC was] concerned." (Exh. 9 at 17615).o

·oIn addition to the suspicious tra�ing, there were numerous other in_dicia that there waso

manipulative trading in- (CO at 8). For example, there.was a large increase in price and 

volume of trading in- that coincided wi� a promotional campaign. (Id.). Moreover, the 

company's name had changed several times before becoming- (Id.). 

The suspicious information in the February 19 Alert was not, however, limited to the 

- trades; it also described suspicious trading by in over 1. 6 billion 

shares of the securities of ten additional microcap issuers, all of whom exhibited red flags - as 

set forth in Aegis's WSPs- such as numerous stock splits, non-reporting to the SEC, and name 

changes. (Exh. 9 at -17615-16). RBC also asked Aegis to explain: (i) its due diligence on the 

customer; (ii) its due dili&ence on the securities liquidated in the account; and (iii) how Aegis 

became comfortable with the activity. (Id. at -17 616-1 7). 
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ough Aegis for proceeds of approximately $1.24 

herewith as Exhibit 9) to Terracciano, explaining that it was going to block 

account at market close because, among other reasons, had already sold 200 



- -

Even after Aegis and Terracciano received the February 19 Alert, Aegis continued to 

allow to trade in-Indeed, on February 19 and 20, 2014,_ 

-sold an additional 12Q million shares o� (Id. at-17615). 

Despite the significant trading by in- and the red flags 

associated with its trading in other low-priced securities, Terracciano still did not file a SAR on 

Aegis's behalf. (CO at 9). And once again, there is no evidence that Terracciano even 

considered filing a SAR. 

As a result, despite all the red flags, no regulatory agencies or criminal authorities were 

alerted by Aegis to the suspicious trading 'in account, including clear indicia 

that it may have been engaging in market manipulation. In 2016, a full two years after 

Terracciano failed to file a SAR on 'trading in-the SEC filed a 

complaint:against- and its CEO, alleging fi--a1:1d.--SEC v. 

E. Terracciano Did Nothing to Verify Why, in Light of These Repeated AML 
Alerts, Aegis's Trade Review Systems Did Not Flag Low-Price Securities 
Transactions as Suspicious .. 

Aegis's trade surveillance system, compliance personnel, and branch managers did not 

ale11 Terracciano to any of the suspicious activity described above. (Terracciano Tr. at 173:20-

. J 74:21, I 86: 12-194: 14). Although Terracciano testified that he would have wanted to know 

about the trading as it was occurring, (id. at 193:11-25), after he was notified of the suspicious 

activity by RBC..'-through the AML Alerts, he did nothing to investigate or verify why Aegis's 

own trade review systems had failed to detect this activity and did nothing to remediate those 

failures. (Id. at 189: 1 & 190:6, explaining that he simply reminded the relevant compliance 
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personnel that they were supposed to be doing "Google searches" to check for "marketing 

news"). 

. Had Terracciano foliowed up to learn why suspicious transactions were not being brought 

to his attention through the finn' s own systems, he would have learned that the finn 's trade 

surveillance system did not even analyze transactions in Delivery Versus Payment/Receive 

Versus Payment ("DVP/RVP'') account.3 (CO at 5). In-DVP/RVP accounts held at Aegis, thee

customer deposited their shares at another finn in a custodial account, and the sale transactions 

were effected through Aegis. (Id. at 3). All of the suspicious activity described in the AML 

Alerts and outlined above occurred in DVP/RVP accounts, meaning Aegis's trade surveillance 

system did not analyze them at all. 

Terracciano claims that he reacted to the AML Alerts by having "subsequent 

conversations" with the compliance personnel4 that monitored the trade surveillance system and 

�eneral conversations with the branch heads. (Terracciano Tr. at 194: 1-195: 14). Terracci�no 

also purportedly �id "some look-backs," id� 195: 19-25, but produced no contemporaneous 

evidence �f what those "look-backs" entailed or found, if they were conducted at all. 

3 Aegis personnel testified that, to review trades for suspicious activity, the firm relied 
heavily on a trade review system provided by RBC called Protegent Surveillance, which they 
refer to as "ProSurv." See, e.g., Terracciano Tr. 87:4 - 90:16. The ProSurv system monitored all 
the firm's transactions. See the Transcript of the Investigative Testimony of Craig Kotash, 
("Kotash Tr."), submitted herewith as Exhibit 10, at 146: 12 - ) 47: 18. This system, however, did 
not analyze DVP/R VP transactions. In July 2013, Aegis upgraded to the ProSurv Enhanced 
system� but this system's default setting also did not analyze DVP/RVP transactions and was not 
adjusted to do so during the Relevant Period. See March 10, 2016 email from counsel for RBC, 
submitted herewith as Exhibit 11; see also Kotash Tr. ) 22:25-123:24 (testifying that nothing 
changed in his compliance review despite ProSurv upgrade). 

4 A compliance employee that Terracciano claims he spoke to upon receiving the AML 
Alerts testified that, in fact, he does not recall ever speaking to Terracciano regarding the AML 
Alerts specifically or any of the issues RBC raised in them. See Kotash Tr. 156:4-158:8. 
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IV. ARGUMENT 

Terracciano's failure to fulfill his important responsibilities as Aegis's AML CO 

establishes that it is in the public interest to bar him from the industry with � right to reapply 

after two years. As described above, Terracciano was completely derelict both in filing ·sARs

particularly after receiving the AML Alerts - and in fulfilling his other obligations as an AML 

CO. He failed to file SARs when presented with patently suspicious activity; and he failed to 

address obvious issues in Aegis's compliance and trade surveillance systems for low-priced 

securities. Moreover, Terracciano showed a basic disregard for the seriousness of the unlawful 

conduct described in the AML Alerts and the potential hann to investors. 

A. Legal Standards 

Section 15(b) of the Exchange Act [15 U.S.C. § 78o(b)] and Sections 203(e) and (f) of 

the Advi�rs Act [15 U.S.C. § 80b-3(e),-(f)] grant the Commission the power to, among other 

thing�, -place limitations on or bar, in the public interest, any person who is associated with a 

broker/dealer or investment adviser who "willfully aided [and/or] abetted ... the violation by 

any other person of any provision" of the securities laws or rules thereunder. Exchange Act 

Section 3(a)(18), (15 U.S.C. § 78c(a)(18)] and Advisers Act Section 202(a)(17) [15 U.S.C. § 

80b-2(a)( 17)) define "officer" and "any employee" to be an "associate" of a broker/dealer and 

adviser.5e

To determine whether a bar is in the public interest, the Commission typically considers 

the following factors: 

the egregiousness of the [respondent's] actions, the isolated or recurrent nature of the 
infraction, the degree of scienter involved, the sincerity of the [respondent's] assurances 
against future violations, the [respondent's] recognition of the wrongful nature of his 

5 There is no dispute that Terracciano was an officer and employee of Aegis and that he willfully 
aided and abetted Aegis's violations of Exchange Act Section l 7(a) and Rule l 7a-8 thereunder. 
(CO at 1, 2, 9). 
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conduct, and the likelihood that the [respondent's] occupation will present opportunities 
for future violations. 

·Steadman v. SEC, 603 F.2d 1126, 1140 (5th Cir. 2000). Deterrence may also be considered "ase

part of the overall remedial inquiry.,, PAZ Securities, Inc. v. SEC, 494 F .3d 1059, I 066 (D. C.e

Cir. 2007) (quoting McCarthy v. SEC, 406 F. 3d 179, 189 (2d Cir. 2005)). The inquiry "into thee

·appropriate sanction to protect the public interest is a flexible one", and no one factor ise

dispositive." In re Con;ad P. Seghers, Advisers Act Rel. No. 2656, 2007 SEC Lexis 2238, ate

*13 (Sept. 26, 2007), ajf'd, 548 F.3d 129 (D.C. Cir. 2008).e

B. It Is in the Public Interest To Bar Terracciano From the Industry for Two 
Years. 

suspe�t that Aegis clients were engaged in manip':'�ative trading and securities fraud, often in. the 

i. Terracciano 's Conducl Was Egregious. 

Terracciano was repeatedly presented with detailed evidence that gave him a reason .to 

securities of multiple issuers.· The AML Alerts described conduct that Terracciano recognized-or 

at least should· have recognized, in ·light of Aegis's WSPs, FINRA guidance, and his decades qf 

compliance experience, as clearly suspicious. Yet, although he knew it was his r�sponsibility to 

·efile SARs, he did nothing. There is no documentary evidence that Terracciano even considerede

filing any SARs. Terracciano's failure to file SARs when confronted with red flags of illegale

activity demonstrates that a bar is necessary to protect the public. In the Maller of Ronald S.e

Bloomfield, et al., S.E.C. Release No. 9553, 2014 WL 768828, *16 (imposing sanctions,e

including a two-year industry bar, on "the designee for making decision on behalf of [brokerage]e

about filing SA Rs ... [because] he was well aware of many of the red flags necessitating thee

filing of SA Rs.").e
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Rather, with respect to the information in AML Alerts, Aegis's clearing fum flagged the conduct 

Critically, Terracciano did not discover the suspicious activity described in the AML 

Alei:ts, or any other suspicious activity, through his own diligence or from other Aegis personnel. 

as improper and directly questioned how Aegis had allowed it to occur. In other words, another 

securities finn told Terracciano that it had, at a minimum, a reason to suspect that Aegis was 

being used by its customers to engage in illegal conduct, and Terracciano's response was to 

ignore his known responsibility to file SARs. RBC was also clearly exasperated with Aegis; the 

AML Alerts it sent to Aegis demanded to know what review and analysis Aegis was doing that 

allowed the subject accounts to remain open and engage in this type of trading. 

In short, Terracciano knew the trading was highly suspicious, and he knew that RBC

another securities firm and critical business partner-was alarmed and frustrated that Aegis had 

allowed it to occur. In that context, his dereliction of his duty to file SARs was egregious and 
. . 

warrants a bar. Bloomfield, 2014 WL 768828 at * 17 (sanctions appropriate in part because 

individual responsible for filing_ SARs did. not do so, even though he knew his brokerage's 

clearing firm haq closed accounts and ultimately terminated clearing agreement due to persistent 

improper activity). 

Terracciano's failure to act is even more egregious because. particuiarly after he received 

the AML Alerts, he knew that certain Aegis customers were engaged in highly suspicious low

priced securities transactions. Yet, as he testified, no Aegis employee ever reported any 

suspicious low-priced securities activity to him� and the finn 's surveillance system never flagged 

any such activity either. (Terracciano Tr. at 102:16-21). Thus, he must have known one of two 

things: no one at Aegis was detecting the activity, or certain employees were simply allowing it 

to occur. In fact, with respect to-s suspicious trading, Terracciano knew that the 
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relevant branch manager was not conducting the required trade reviews. Still, Terracciano did 

not investigate why Aegis's trade surveillance.systems or compliance personnel had not flagged 

this conduct, and he did nothing to ensure that such suspicious activity would be detected in the 

future. There is also no evidence that, upon receiving the AML Alerts, Terracciano undertook a 

' other trading, or trading in the 

same low-priced securities by other Aegis clients. 

ii. Terracciano 's Misconduct Was Recurrent. 

Terracciano's failures were recurrent. It is undisputed that from September 2013 through 

early 2014, while Terracciano was serving as Aegis's AML CO, Aegis failed to file SARs on 

hundreds of transactions. (CO at 2). In that period, Terracciano received at least three AML 

Alerts detailing blatantly suspicious trading activity by three6 Aegis customers in the securities 

of at least 15 issuers. In the AML Alerts;RB Ctepeatedly expressed its concern about this 

potentially unlawful activity and inquired about what, if any, due diligence Aegis had conducted 

to get comfortable with the activity. 

iii. Terracciano /-lad a High Degree of Scienter. 

Terracciano knew that as AML CO it was his duty to file SARs. Terracciano was also 

familiar with the red flags set forth in Aegis's WSPs and the FJNRA guidance indicating that a 

SAR may need to be filed. Moreover, as his testimony shows, he knew the trading activity 

described in the AML Alerts was suspicious on its face. In fact, he was sufficiently alarmed in 

some cases to order the ·accouhts'i:losed.- 'Teit?tci}iiio-a!�<fkiie\.v·,--orw'as ·re'.fl<less in not realizing, 

that neither Aegis's personnel nor its compliance systems and procedures had flagged the 

The December 2 -Alert also referenced two additional customers -- and 
- - who had engaged in suspicious trading activity. 

17 
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suspicious activity and brought it to his attention. Terracciano therefore acted with a high degree 

of scienter� strongly supporting the SEC's requested relief. 

iv. Terracciano Does Not Appear To Grasp the Wrongful Nature of His 
Conduct, Creating a Risk of Future Violations. 

In his testimony, Terracciano descnl>ed taking a flexible approach with regard to 

customers who aie clearly engaging in suspicious activity. For instance, he argued, troublingly, 

that engaging in a "pump and dump" is not by itself sufficient cause to close a client account. 

Terracciano also failed to display a serious commitment to addressing the fact that Aegis's 

systems and procedures were not equipped to identify or restrict that activity. 

T�erefore, notwithstanding Terracciano's bifurcated settlement offer; there is strong 

reason to doubt that Te�acciano fully understands the seriousness of the violations. His 

reassurances against future violatiens should be viewed skeptically, especially in the context of 

his recurrent i�competence and disregard for hi� AML CO reporti�g and other obligations. 

And, because Terracciano intends to return to work as a compliance professional in the securities 

·aindustry ,.there is a substantial risk that he will be in a position to commit future violations. As aa

result, the requested bar is in l_he public interest.a

v. The Division ,s Requested Sanction ls Consistent With Precedent and the 
Goals of Deterrence. 

The Division is seeking a bar, with a right to reapply after two years, restricting 

Terracciano's employment as a compliance or AML professional. Precedent makes clear that the 

sanction sought by the Division is appropriate. In Bloom.field, the Commission imposed a two

year bar in part because the officer responsible for filing SARs "failed to respond to red flags of 

possible misconduct ... [and] enabled customers ... to perpetuate their suspicious activity 

without detection foraa substantial period." 2014 WL 768828, at *19. 
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Prior settlements for violations of Exchange Act Rule 17a-8 also support a two-year bar. 

For example, in the settled administrative proceeding, In the Matter of Park Fina,:1cial Group, 

Inc., et al., File No. 3-12614 (Order Making Fin�gs, December 5, 2�07), th� Commission 

imposed a two-year associational bar against the Respondent, who like Terracciano had been 

responsible for filing SARs, because he "continued to effect transactions Jn the securities of 

[issuer) for the BVI Companies' accourit during the relevant time period despite the obvious 

risks set forth above [including related-party transactions] and the suspicious nature of the 

transactions." Similarly, in another settled administrative proceeding, In the Matter of Jerard 

Basmagy, File No. 3-18487 (May 16, 2018), the Commission imposed a three-year bar where the 

Respondent AML Officer, as here, ignored the red flags set forth in his brokerage's stated 

policies regarding suspicious transactions and failed to a�t on warnings from the clearing firm 

regarding transactions in low-priced securities. Accordingly, the range of sanctions for 

analogous condu.ct strongly supports the imposition of the two-year bar requested by the 

. Division. 

Finally, granti�g the Division's requested sanction will deter future violations of Rule 

17a-8 by sending a message--to other AML COs and other broker-d�aler compliance officers that 

the repeated, knowing, and egregious disregard for clear SAR-reporting obligations will not be 

permitted. AML COs have an essential duty to report suspicious conduct and prevent their firms 

from being used to perpetrate crimes. 

19 
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V. CONCLUSION 

Division requests that its motion be Vcl!lted and that Terr�cciano be barred from the securities 

industry, with the right to r�apply after a period of two years. 

In sum, Terracciano willfully aided and abetted Aegis's violations of Section l 7(a) of the 

Exchange Act and Rule 17a-8 thereunder, and his knowing and egregious con�uct readily 

establishes that the bar requested by the Division is in the public interest. Accordingly, the 

Dated: December I 0, 2018 Respectfully submitted, 

DIVISION OF ENFORCEMENT 
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maherd@sec.gov 
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The Firm will promptly report to FINRA (not later than 30 calendar days after the Firm has concluded or 
reasonably should have concluded) that an associated person of the Firm or the Firm itself has violated any 
securities-, insurance-, commodities-, financial- or investment-related laws, rules, regulations or standards of 
conduct of any dom.es!i� or fQreign regulatQsyJmdy or .. self-regulatory_organizatior.a. Conduct reported will be 

conduct that has a significant monetary result with respect to the Firm, customers, or markets, or multiple 

instances of any violative conduct. 

Relating to reported events, the Firm will file with FINRA copies of the following. Document filings will not be 

duplicated if the documents have already been provided to FINRA's Registration and Disclosure staff within 30a__ ,.,.._ ... -� ...... -�--�-�- · �---�~··--· .. . -. .. -·-· · ·  ----·- ··----- · -----·· · · ··- -·- - -·-daysaofastaffrequest:'"""·· 
·---- ··------- ---- --·-· . ···•---·-· . -·---- . · -··---•--·· - -•--- ... 

1.a any indictment, information or other criminal complaint or plea agreement for conduct reportable undera
paragraph (a)(1 )(E) of this Rule;a

2.a any complail'lt in whicn a member is named as a defendant or respondent in any securities- ora
commodities-related private civil litigation, or is named as a defendant or respondent in any financial
related insurance private civil litigation;a

3.a any securities- or commodities-related arbitration claim, or financial-related insurance arbitration claim,a
filed against a member in any forum other than the FINRA Dispute Resolution forum;a

4.a any indictment, information or other criminal complaint. any plea agreement, or any private civila
complaint or arbitration claim against a person associated with a member that is reportable undera
question 14 on Form U4, irrespective of any dollar thresholds Form U4 imposes for notification, unless,a
in the case of an arbitration claim, the claim has been filed in the FINRA Dispute Resolution forum.a

2.15 Money Laundering 

[FINRA Rule 331 O; Bank Secrecy Act] 

Money laundering is a serious crime potentially related to the funding of terrorist activities. It is the subject of 
extensive federal regulations that impose reguirements on financial institutions, such as broker-dealers and their 
employees, to detect and prevent potentiai money laundering activities. This is ·an obligation of each employee 

of Aegis. 

Money laundering is the movement of criminally derived funds to conceal the true source, ownership, or use of 
the funds. The funds are filtered through a maze or series of transactions, so the funds are "cleaned" to look like 
proceeds from legal activities. 

In general, money laundering occurs in three stages. Cash first enters the financial system at the "placement" 
stage, where the cash profits from criminal activity are converted into monetary instruments, such as money 
orders or traveler's checks, or deposited into accounts at financial institutions. At the "layering" stage, the funds 
are transferred or moved into other accounts or other financial institutions to separate further the proceeds from 
their criminal origin. At the "integration" stage, the funds are reintroduced into the economy and used to 
purchase legitimate assets or to fund further criminal or legitimate activities. 

Engaging in money laundering is a federal crime with severe penalties for those engaged in criminal activities 
and those who facilitate, intentionally or inadvertently, money laundering. It is important that Aegis, as well as all 
employees, remain diligent and active participants in Aegis's anti-money laundering (AML) program. 

2.15.1 Background 

The Currency and Foreign Transactions Reporting Act, also known as the Bank Secrecy Act (BSA), and its 
accompanying regulation, is a tool the U.S. government uses to fight drug trafficking, money laundering, and 
other crimes. Congress enacted the BSA to prevent financial service providers (such as banks and broker
dealers) from being used as intermediaries for, or to hide the transfer or deposit of, money derived from criminal 
activity. Money laundering schemes may include the use of wire transfers, cash, bearer instruments, travelers' 
checks, money orders, cashiers' checks, and other negotiable instruments. 
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Aegis is required to comply with the reporting, recordkeeping, and record retention requirements of the BSA. 
The requirements govern the payment, receipt, or transfer of currency within and into and out of the U.S. and 
foreign financial transactions and accounts. 

2.15.2 Shell Companies 

' 

[FINCe,n advisory on shell companies: http://www.tincen.gov/AdvisoryOnShells_FINAL.pdf] 

Shell companies may represent potential money laundering risks. nshell company" refers to non-publicly traded 
corporations, limited liability companies (LL Cs), and trusts that typically have no physical presence ( other than a 
mailing address) and generate little or no independent economic value. It is important for employees to be 
aware of the risks involved in dealing with shell companies. 

Most shell companies are formed for legitimate business purposes such as to hold stock or intangible assets of 
another business entity or to facilitate domestic and cross-border currency and asset transfers and corporate 
mergers. Unfortunately, shell companies have become common tools for money laundering and other financial 
crimes, primarily because they are easy and inexpensive to form and operate, and ownership and transactional 
information can be concealed from regulatory and law enforcement authorities. Most states do not collect or 
require disclosure of ownership information at the formation stage or after. 

Agents. also known as intermediaries or nominee incorporation services (NIS), can play a central role in the 
formation and maintenance of shell companies. Agents and NIS firms offer a wide range of services that may 
include offering an office address, mail-forwarding services, local telephone listings, and other services that may 
give the appearance of a locally-established business. Some agents and NIS firms also provide nominee 
services which can preserve a client's anonymity. Some risk indicators of shell companies potentially engaged in 
money laundering are: 

• An inability to obtain (through Internet searches, commercial database searches, or direct inquiries to 
the company's foreign correspondent bank) information necessary to identify originators or beneficiaries 

· - -
of wire transfers. 

• A foreign correspondent bank exceeds the anticipated volume projected in its client profile for wire 
transfers in a given period or an individual company exhibits a high amount of sporadic activity that is 
inconsistent with normal business patterns. 

• Payments have no stated purpose, do not reference goods or services, or identify only a contract or 
service number. 

• Goods or services of the company do not match the company's profile based on information previously 
provided. 

• Transacting businesses share the same address, provide only a registered agent's address, or raise 
other address-related inconsistencies. 

• An unusually large number and variety of beneficiaries receive wire transfers from one company. 
• Frequent involvement of beneficiaries located in high-risk, offshore financial centers. 
• Multiple high-value payments or transfers between shell companies with no apparent legitimate 

business purpose. 

2.15.3 Penalties 

Participation in a money laundering scheme or the knowing receipt of proceeds from criminal activities is a 
crime. Aegis and its employees are subject to severe criminal, civil, and regulatory penalties if they facilitate or 
participate in money laundering activities. Violations by employees may result in internal disciplinary action 
including termination. 

An employee may be deemed to be facilitating or participating in money laundering by engaging in a transaction 
with a customer (accept a deposit, arrange a withdrawal, effect a trade, etc.) when he or she is aware of, or 
willfully ignores. the fact that the customer is engaged in illegal activities. 
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2.15.4 Treasury Dept. OFAC List 

The U.S. Treasury Department's Office of Foreign Assets Control (OFAC) is responsible for publishing sanctions 
against persons, corporations, and other entities including foreign governments that have been identified by the 
U.S. Government as engaging in·criminal·activities'-including drug·traffickingcmd'terrorfstactivlties'.' Aegisis- --· - -· -- _, · 
obligated to check its accounts against the lists of blackings to ensure it does not engage in prohibited 
transactions which include securities transactions and transfer of assets out of a blocked account or to a 
blocked person or entity. 

Aegis has procedures to monitor the OFAC lists and comply with reqwrements to block proper.ty and notify 
OFAC when required. Questions regarding.Aegis's;program.should-ba.referred.to theAML Complianee.0fficer... n.-:wu, ;_ "�" .. 
More information is also available at the OFAC web site at www.treas.gov/ofac. 

2.15.5 Preventing Money Laundering 
There are a number of ways Aegis and its employees can avoid money laundering schemes. 

2.15.5.1 Knowing The Customer 

Being familiar with the customer's financial resources, business activities, and sources of funds are avenues for 
knowing the customer. Knowing the customer occurs at the time an account is opened as well as during the 
operation of a customer's account 

The identity of customers must be verified when a new account is opened. Procedures for verifying customer ID 
are explained in the chapter ACCOUNTS in the section New Accounts. 

2.15.5.2 Risk Indicators 

[NASO Notice to Members 02-21] 

The following are examples of risk indicators (red flags) that may suggest potential money laundering. 

Red Flags indicating potential Money Laundering 

The customer exhibits unusual concern regarding the Firm's compliance with government reporting 
requirements and the Firm's AML policies, particularly with respect to his or her identity, type of business and 
assets, or is reluctant or refuses to reveal any information concerning business activities, or furnishes unusual 
or suspect identification or business documents. 

The customer wishes to engage in transactions that lack business sense or apparent investment strategy, or 
are inconsistent with the customer's stated business strategy. 

The information provided by the customer that identifies a legitimate source for funds is false, misleading, or 
substantially incorrect. 

Upon request, the customer refuses to identify or fails to indicate any legitimate source for his or her funds 
and other assets. 

The customer (or a person publicly associated with the customer) has a questionable background or is the 
subject of news reports indicating possible criminal, civil, or regulatory violations. 

The customer exhibits a lack of concern regarding risks, commissions, or other transaction costs. 

The customer appears to be acting as an agent for an undisclosed principal, but declines or is reluctant, 
without legitimate commercial reasons, to provide information or is otherwise evasive regarding that person or 
entity. 

The customer has difficulty describing the nature of his or her business or lacks general knowledge of his or 
her industry. 
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The customer engages in suspicious activity involving the practice of depositing penny stocks, liquidates 
them, and wires proceeds. A request to liquidate shares may also represent engaging in an unregistered 
distribution of penny stocks which may also be a red flag. [FINRA Regulatory Notice 09-05] 
the customer attempts to make frequent or large deposits of currency, insists on dealing only in cash 
equivalents, or asks for exemptions from the Firm's policies relating to the deposit of cash and cash 
equivalents. 
The customer engages in transactions involving cash or cash equivalents or other monetary instruments that 
appear to be structured to avoid the $10,000 government reporting requirements, especially if the cash or 
monetary instruments are in an amount just below reporting or recording thresholds. 
For no apparent reason, the customer has multiple accounts under a single name or multiple names, with a 
large number of inter-account or third-party transfers. 
The customer is from, or has accounts in, a country identifi�d as a non-cooperative country or territory by the 
Financial Action Task Force·(FATF). 
The customer's account has unexplained or sudden extensive wire activity, especially in accounts that had 
little or no previous activity. 
The customer's account shows numerous currency or cashiers check transactions aggregating to significant 
sums. 
The customer's account has a large number of wire transfers to unrelated third parties inconsistent with the 
customer's legitimate business purpose. 
The customer's account has wire transfers that have no apparent business purpose to or from a country 
identified as a money laundering risk or a bank secrecy haven 
The customer's account indicates large or frequent wire transfers, immediately withdrawn by check or debit 
card without any apparent business purpose. 
The customer makes a funds deposit followed by an immediate request that the money be wired out or 
transferred to a third party, or to another firm, without any apparent business purpose. 
The customer makes a funds deposit for the purpose of purchasing a long-term investment followed shortly 
thereafter by a request to liquidate the position and transfer of the proceeds out of the account. 
The customer engages in excessive journal entries between unrelated accounts without any apparent 
business purpose. 
The customer requests that a transaction be processed in such a manner to avoid the Firm's normal 

t documentation requirements. --·i 
The customer, for no apparent reason or in conjunction with other "red flags," engages in transactions 
involving certain types of securities, such as penny stocks, Regulation "S" (Reg S) stocks, and bearer bonds, 
which although legitimate, have been used in connection with fraudulent schemes and money laundering 
activity. (Such transactions may warrant further due diligence to ensure the legitimacy of the customer's 
activity.) 
The customer's account shows an unexplained high level of account activity with very low levels of securities 
transactions. 
The customer maintains multiple accounts, or maintains accounts in the names of family members or 
corporate entities, for no apparent business purpose or other purpose. 
The customer's account has inflows of funds or other assets well beyond the known income or resources of 
the customer. 

2.15.6 Cash Deposits Not Accepted 

Aegis does not accept cash deposits or cash equivalents (money orders, travelers checks). Customers who 
attempt to deposit cash should be advised to submit a personal check to his or her account. 
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2.15. 7 Reports Of AML Non-Compliance And Other Potential Crimes 

All employees are obligated to promptly report to the AML Compliance Officer any known or suspected 
violations of anti-money laundering policies as well as other suspected violations or crimes. If the potential 
violation implicates the AML Officer, it should be reported to a senior'officer of Aegis. All reports are confidential 
and the employee will suffer no retaliation for making them. 

What to report: Crimes or suspected crimes by individuals (whether associated with Aegis, a customer, or 
prospective customer) are required to be reported. This includes suspicion that Aegis is being used as a conduit 
for criminal activity such as money laundering or structuring transactions (discussed below) to evade the Bank 
Secrecy Act reporting requirements.;There is no clear definition of what constiMes a n�rime/1 

, If you, believe . • � 
some improper or illegal activity is occurring, it is your obligation to report it. 

SAR reports: Broker-dealers are required to file Suspicious Activity Reports (SARs) for transactions that may 
be indicative of money laundering activity. 

By law, Aegis and its employees cannot disclose to the customer or anyone other than authorized regulators 
that it has filed a SAR. Questions regarding SAR filings should be referred to Compliance. 

2.15.8 Currency Transaction Reporting 

The Bank Secrecy Act requires broker-dealers to report certain transactions relating to currency transactions, as 
follows: 

• Report cash or currency deposits of more than $10,000, including multiple deposits on the same day 
that would total more than $10,000. A currency Transaction Report (CTR) is filed with the Financial 
Crimes Enforcement Network (FinCEN), a bureau of the Treasury Department. Some state regulators 
also require reporting of currency transactions. 

• Report currency or bearer instruments over $10,000 transferred into or out of the U.S. The Currency 
and Monetary Instrument Transportation Report (CMIR) is filed with the U.S. Customs Service. 

2.15.8.1 Prohibition Against Structuring Deposits To Avoid Reporting 

Cash or currency deposits or attempted deposits which appear to be part of a deposit structure to avoid IRS or 
Customs currency reporting requirements or Firm limitations, or are otherwise suspicious, may not be accepted 
and must be reported to Compliance. Employees are prohibited from: 

• aiding or advising a customer in structuring a transaction to avoid reporting requirements 
• holding instruments for deposit on succeeding days 
• transporting cash or cash equivalents or bearer instruments to a bank on behalf of a customer 

2.15.9 Recordkeeping Requirements 
In addition to reporting requirements, broker-dealers are subject to requirements to maintain records of transfers 
of funds (including wire fund transfers) of $3,000 or more. This includes transfers between accounts that are not 
for the same owner and transfers to third parties including banks and other financial institutions. Records of 
transfers are available for inspection by regulators and other appropriate authorities, when requested. 

2.15.10 AML Compliance Officer 

Aegis has designated an AML Compliance Officer who is responsible for overseeing Aegis's anti-money 
laundering program. The AML Officer may be contacted whenever an employee has questions about Aegis's 
program, a current or prospective account, or activities or transactions that raise questions about potential 
money laundering activities. An employee may also provide information anonymously to the AML Officer. The 
AML Officer is responsible for investigating suspected money laundering activities and taking corrective action 
when necessary. 
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2.15.11 Identity Theft 
Identity thieves use someone's personal identifying information to open new accounts and misuse existing 
accounts. The Firm has established an ldentityTheft·-Prevention Program (FFPP) to· hetp ·detect'and pre'lent � ...... · 
identity theft. Many elements of detecting or preventing identity theft are similar to anti-money laundering (AML) 
requirements that are included in these policies. 

The ITPP is based on identifying "red flags" that indicate identity theft may have occurred. It is the 
responsibility of all employees to be alert and report to the AML Compliance Offlcer any new or existing 
customers who may be engaged in violations Qf anti-money laundering regulations or identity theft or 
who have reported identity theft. 

Following is a list of potential identity theft red flags. 

Red Flag 

Category: Alerts, Notifications or Warnings from a Consumer Credit Reporting Agency 

1. A fraud or active duty alert is included on a consumer credit report. An uactive duty" alert is an alert a 
military person may add to his/her credit report to identify potential identity theft. 
2. A notice of credit freeze is given in response to a request for a consumer credit report. 
3. A notice of address or other discrepancy is provided by a consumer credit reporting agency. 
4. A consumer credit report shows a pattern inconsistent with the person's history, such as a big increase in 
the volume of inquiries or use of credit. especially on new accounts; an unusual number of recently 
established credit relationships; or an account closed because of an abuse of account privileges. 

Category: Suspicious Documents 

5. Identification presented looks altered or forge�. 
6. The identification presenter does not look like the identification's photograph or physical description: 
7. Information on the identification differs from what the identification presenter is saying. 
8. Information on the identification does not match other information our firm has on file for the presenter, like 
the original account application, signature card or a recent check. 
9. The application looks like it has been altered, forged or tom up and reassembled. 

Category: Suspicious Personal Identifying Information 

10. Inconsistencies exist between the information presented and other things we know about the presenter or 
can find out by checking readily available external sources, such as an address that does not match a 
consumer credit report, or the Social Security Number (SSN) has not been issued or is listed on the Social
Security Administration's (SSA's) Death Master File. 
11. Inconsistencies exist in the information that the customer gives us, such as a date of birth that does not fall
within the number range on the SSA's issuance tables. 
12. Personal identifying information presented has been used on an account our firm knows was fraudulent. 
13. Personal identifying information presented suggests fraud, such as an address that is fictitious, a mail 
drop, or a prison; or a phone number is invalid, or is for a pager or answering service. 
14. The SSN presented was used by someone else opening an account or other customers. 
15. The address or telephone number presented has been used by many other people opening accounts or 
other customers. 
16. A person who omits required information on an application or other form does not provide it when told it is 
incomplete. 
17. Inconsistencies exist between what is presented and what our firm has on file. 
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18. A person making an account application or seeking access cannot provide authenticating information 
beyond what would be found in a wallet or consumer credit report, or cannot answer a challenge question. 

______ . Ca��_g_c;,ry: �!l�Pi�l�l!�.�c(?�J:11:l' A<?'1Yi�. ,, vuu•• .,._,,�•� '""' '-•••-· \....•\."'"''""' , -J•'-' � · •  

19. Soon after the Firm gets a change of address request for an account, we are asked to add additional 
access means (such as debit cards or checks) or authorized users for the account 

20. A new account exhibits fraud patterns, such as where a first payment is not made or only the first payment 
is made, or the use of credit for cash advances and securities easily converted into cash. 

21. An account develops new p�ttems qf activiJy,_�uch as nonpayment inconsistent with prior history, a 
material increase in credit use, or a material change in spending or electronic fund transfers. 

22. An account that is inactive for a long time is suddenly used again. 

23. Mail the Firm sends to a customer is returned repeatedly as undeliverable even though the account 
remains active. 

24. We learn that a customer is not getting his or her paper account statements. 

25. We are notified that there are unauthorized charges or transactions to the account. 

Category: Notice From Other Sources 

26. An outside agency, law enforcement, a clearing firm, or other source notifies the Firm that an account has 
been opened or used fraudulently. 

27. The Firm is notified of potential unauthorized access to customer personal information due to data loss 
from an outside provider or a breach of an outside provider's data. 

28. Notice from a customer of the loss of information (e.g., loss of wallet, birth certificate, etc.). 

2.16 Emergency Business Recovery Procedures 

[FINRA Rule 4370] 

Aegis has a Business Continuity Plan that assigns responsibilities and outlines procedures in the event of a 
disaster or emergency which impacts Aegis's ability to continue conducting business (also termed a "significant 
business disruption11 

). Examples of a major disruption include a regional power outage; disruption at another 
company that provides services critical to Aegis's business; and destruction of an office or other facilities by 
natural causes or by other means. The Plan designates employees who are responsible for employee safety 
and protection of firm property, records, and customer assets. 

In the event of a disruption, employees will be given instructions by authorized personnel. Depending on the 
nature of the emergency, it may be necessary to use alternative communication systems; transfer personnel 
and/or business activities to alternative office space; or transfer Aegis's business to other brokerage firms or 
financial institutions until normal operations can be resumed. 

Aegis has established procedures for contacting employees in the event of an emergency. If Aegis conducts a 
test of its emergency procedures, all employees are required to participate as if the emergency were real. Past 
emergencies affecting the securities industry have shown that preparedness and cooperation are key to 
maximizing the safety of employees and minimizing business interruptions. It is important for all employees to 
follow instructions from senior management and other authorized key personnel during any drill or when an 
emergency occurs. 

Questions regarding Aegis's Business Continuity Plan may be referred to Compliance. 

2.17 Prohibited Activities 

Responsibility • Designated Supervisor 
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security and confidentiality of the shared information; that the information will be used only for the authorized 
purpose; and the identity of a contact person at the institution. 

Aegis will share infonnaJiq11, �b9Ht.ttaos� .$!,!;,pee��� 9f terrQ.ri.st finam:ing ang, .mone�Jp_uncJe.ring wtth .other ... __ , .. , .. ·", _ . 
financial institutions for the purpose of identifying and reporting activities that may involve terrorist acts or money 
laundering activities and to determine whether to establish or maintain an account or engage in a transaction. 
The AML Compliance Officer will file the required certification with FinCEN and re-certify annually. All 
information will be treated as confidential and will be maintained in the AML Compliance Officer's files which 
may either be hard-copy files or password-protected electronic files. 

•: 111 , .• . In addition, the AML Officer will verify that any financial institution ·with wliicfi Aegis" sllares informatton' (inclu'ci'irig 
affiliates) has itself filed the requisite certification. A written letter or attestation will be required from the other 
financial institution and maintained in the AML Officer's files or a list provided by FinCEN will be consulted and a 
record made that the other institu��n has �led the _r�quire_d certifica!ion. 

7 .11 Suspicious Activity Reports (SARs) 

[Bank Secrecy Ad 31 CFR Chapter X Part 1023 Subpart B; USA PATRIOT Ad Sectfon 356; FINRA Notice to Members 02-47; FlnCEN 
Guidance on Suspicious Adlvlty Report Supportfng Documentation: http://www.fincen.gov/Supporting_ Documentation_ Guldance.pdf; 
FinCEN Guidance FIN-2008-G005; FinCEN Guidance regarding sharing SAR infonnation with affiliates: 
http://www.ftncen.gov/news_room/nr/html/20101122..hbnl; FinCEN Advisory FIN-2010-A014 Maintaining the Confidentiality of Suspicious 
Activity Reports: http://www.fincen.gov/statutesJegs/guidance/htmUFIN-2010-A014.htm) 

I 
• 

Responsibility ; 

• Reports from employees of crimes or suspected crimes 
• Suspicious activities detected through ongoing reviews 

Resources 
• Other available information 

• As required 
Frequency 

• Review and investigate suspicious transactions referred by employees 
• Determine whether Aegis (or its clearing firm, if applicable) will file a SAR 
• If appropriate, file Form SAR-SF with FinCEN and state authorities 

Action • Notify _senior management, as appropriate, of forms filed 
• Provide copy to parent company, if applicable 
• File SARs jointly with other financial institutions, if applicable 

• Notes and other documented reviews are retained in a suspicious activity file 
• Copies of SARs filed by Aegis are retained in the SAR file with notation of when Record 

and to whom sent 

Aegis will file Suspicious Activity Reports (SARs) for transactions that may be indicative of money laundering 
activity. Suspicious activities include a wide range of questionable activities; examples include trading that 
constitutes a substantial portion of all trading for the day in a particular security; trading or journaling 
between/among accounts, particularly between related owners; late day trading; heavy trading in low-priced 
securities; unexplained wire transfers, including those to known tax havens; unusually large deposits of funds or 
securities. For business introduced to a clearing firm, Aegis will rely on the clearing firm to make filings on its 
behalf and to provide copies to Aegis. 
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7 .11.1 Identifying Potential Suspicious Activity 

Aegis uses a number of tools to identify potential suspicious activity including: 

• Transactiorrinformation including disbursement of funds or securities 
• Education of Firm personnel. particularly supervisors in Operations areas 
• Employee reports of potential suspicious activity forwarded to the AML Compliance Officer 
• Information or reports provided by the clearing firm for business introduced to a clearing firm 

7 .11.2 When A Report Must Be Filed 

A SAR must be filed for any transaction that. alone or in aggregate. involves at least $5,000 in funds or other 
assets. if Aegis knows, suspects, or has reason to suspect that the transaction (or a pattern of transactions of 
which the transaction is part) falls into one of the following categories: 

• Transactions involving funds derived from illegal activity or intended or conducted to hide or disguise 
funds or assets derived from illegal activity. 

• Transactions designed. whether through structuring or other means, to evade the requirements of the 
Bank Secrecy Act (BSA). 

• Transactions that appear to serve no business or apparent lawful purpose or are not the sort of 
transactions in which a particular customer would be expected to engage, and for which Aegis knows of 
no reasonable explanation after examining the available facts. 

• Transactions that involve the use of Aegis to facilitate criminal activity. 

Excluded from the filing requirement are violations otherwise reported to law enforcement authorities such as: 

• a robbery or burglary that is reported to law enforcement authorities 
• lost, missing, counterfeit, or stolen securities reported pursuant to 17f-1 
• a violation of federal securities laws or SRO rules by Aegis, its officers, directors, employees, or RRs 

that are reported to the SEC or SRO. except for violations of Rule17a-8 (filing of Currency and 
Transaction Reports) which must be reported on a SAR 

7 .11.3 Filing A Report And Emergency Notification 

If Aegis determines to file a SAR with FinCEN, the AML Compliance Officer will file: 

• within 30 days of becoming aware of the suspicious transaction; or 
• if no suspect has been identified within 30 calendar days of detection. reporting may be delayed an 

additional 30 calendar days or until a suspect has been identified, but no later than 60 days from date of 
initial detection. 

In situations involving violations that require immediate attention (such as terrorist financing or ongoing money 
laundering schemes), the AML Compliance Officer will immediately notify by telephone an appropriate law 
enforcement agency. Suspicious transactions that may relate to terrorist activity may also be reported to 
FinCEN's Financial Institutions Hotline. In either event, a SAR will be filed. 

7 .11.3.1 Emergency Notification 

[FINRA Notice to Members 02-21) 

When conducting due diligence or opening an account, Federal authorities will be notified immediately by the 
AML Compliance Officer, when necessary, in the following situations: 

• A legal or beneficial account holder or person is engaged in a transaction listed on or located in 
country or region listed on the OFAC list. 
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• An account is held by an entity that is owned or controlled by a person or entity listed on the OFAC list. 
• A customer tries to use bribery, coercion, or similar means to open an account or cany out a suspicious 

activity. 
• There is reason to.believe.a customer is trying to move illicit.cash_out.of the government's reach. 
• There is reason to believe the customer is about to use funds to further an act of terrorism. 

Emergency contacts include: 

• OFAC Hotline 
• Financial lnstitutiol)� Hollin� ,J( • • f 11 4 • , • I \J j : : � •.:, ! : _r,.:. \ I:-. 

• Local U.S. Attorney's office 
• Local FBI office 
• Local SEC office 

7 .11.4 Retention Of Records 

The AML Compliance Officer maintains a file of copies of SARs filed with FinCEN and all related documents for 
a period of 5 years from the filing date. 

7 .11.5 Providing SARs Information To SROs 

[SEC letter to CEOs: http://www.sec.gov/about/offices/ocie/brokerdealerletter.htm) 

While SARs are to be treated as confidential, the Firm will provide SARs and supporting documentation 
available to any self-regulatory organization (SRO) that examines the Firm for compliance with the SAR Rule, 
upon request of the SEC. The request may be part of a routine examination, an investigation, or part of the 
SRO's risk assessment effort within its examination program. 

7 .11.6 Prohibition Against Disclosure 

By statute and regulation, Aegis may not inform customers or third parties that a transaction has been reported 
as suspicious. U.S. Treasury and Federal Reserve Board regulations also require Aegis to decline to produce 
SARs in response to subpoenas and to report to FinCEN and the Federal Reserve Board the receipt of such 
requests and Aegis's response. Failure to maintain the confidentiality of SARs may subject an employee to civil 
and criminal penalties under Federal law. Violations may be enforced through civil penalties of up to $100,000 
for each violation and criminal penalties of up to $250,000 and/or imprisonment not to exceed five years. The 
Firm may also be liable for civil money penalties resulting from AML deficiencies that led to improper SAR 
disclosure up to $25,000 per day for each day the violation continues. 

Procedures to protect the confidentiality of SARs include the following: 

• Access to SARs is limited to employees on a "need-to-know" basis 
• SARs will be maintained in locked physical or electronic files 
• SARs may not be left on desks or on open computer files and must be viewed without access by 

unauthorized persons 
• SARs shared with others will be clearly marked "Confidential" 

Compliance (or Aegis's counsel) is responsible for responding to subpoena requests and Compliance will notify 
FinCEN and the Federal Reserve Bank of any subpoenas for SARs. 
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9.1.3. 7 Non-Documentary Methods Of Verifying Customer Identification 

Non-documentary methods of verifying customer ID involve other procedures. Non-documentary methods must 
· 

be used in the following circumstances: 

• An individual is unable to present acceptable photo ID 
• The documents presented are unfamiliar 
• The account is opened without obtaining documents 
• The customer..opens.the account witheut appearing. in-per-sen at-Aegis,. , • · · • • • • •· 
• Other circumstances, at-the discretion of the RR's supervisar, New Accounts; and/or the AML 

Compliance Officer, where Aegis is unable to verify the customer's identity 

In these circumstances, a non-documentary method must be indicated by the RR on the new account · · 
application: 

· 

• Direct customer contact information 

9.1.3.8 Additional Verification For Certain Customers 

For the following types of customers, a minimum of TWO forms of customer ID are required in addition to review 
and approval by the AML Compliance Officer prior to opening the account: 

• Accounts for foreign public officials (individuals in high office in other countries, their families and close 
associates, political party officials) 

9.1.3.9 Lack Of Customer ID Verification 

For customers presenting unacceptable customer ID at the time of account opening, the account will not be 
opened. 

For customers who fail to provide required ID or documents within 30 days of account opening, the 
account will be restricted to liquidating transactions only until satisfactory ID verification is received. 

For accounts where non-documentary verification results in substantive, unresolved discrepancies 
(information that is inconsistent such as name, address, taxpayer ID number, etc.), either the account will not be 
opened or will be immediately closed. 

Questions regarding accounts that do not comply with requirements to verify customer ID should be referred to 
the AML Compliance Officer. 

9.1.3.10 Customer Notice 

Customers are provided notice, prior to opening an account, that their identification will be verified. This notice 
may be on Aegis's web site, on new account applications, or in other disclosures provided at the time of account 
opening. 

9.1.4 Identity Theft (FACT Act Red Flags Rule) 

[Fair and Accurate Credit Transactions Act (FACT Act) Section 114 and 315) 

Responsibility 
• Designated Supervisor 

Resources • New account information 
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---

• Order and transactions records (including transfers of funds/securities) 
• Available reports 

• Daily and· ongoing 
- . . 

Frequency 

• Identify •red flags" when reviewing new accounts, orders, and transactions 
• If red flags are identified, contact the AML Compliance Officer to consult regarding 

-

Action . further action 
. .  . . ... 1 

• � . - inducie identity theft in training 

• New account records 
.. . 

• Order and transactions records 
Record • Referral of red flags to Compliance and notation of action taken 

• Records of training including when conducted, subject matter, and who attended 

Identity thieves use someone's personal identifying information to open new accounts and misuse existing 
accounts. The Firm has established an Identity Theft Prevention Program (ITPP) to help detect and prevent 
identity theft Many elements of detecting or preventing identity theft are similar to anti-money laundering (AML) 
requirements that are included in these policies. A more detailed explanation of the Program is included in the 
section Identity Theft Prevention Program (FACT Act Red Flags Rule) in the chapter ANTI-MONEY 
LAUNDERING (AML) PROGRAM. 

The ITPP is based on identifying "red flags" that indicate identity theft may have occurred. It is the 
responsibility of all employees to be alert and report to the AML Compliance Officer any new or existing 
customers who may be engaged in violations of anti-money laundering regulations or identity theft or 
who have reported identity theft. 

9.1.4.1 Red Flags 

The following two tables include "red flags" that are possible indicators of identity theft or money laundering. 

Red Flags indicating potential Identity Theft 

Category: Alerts, Notifications or Warnings from a Consumer Credit Reporting Agency 

1. A fraud or active duty alert is included on a consumer credit report. An "active duty" alert is an alert a 
military person may add to his/her credit report to identify potential identity theft. 

2. A notice of credit freeze is given in response to a request for a consumer credit report. 

3. A notice of address or other discrepancy is provided by a consumer credit reporting agency. 

4. A consumer credit report shows a pattern inconsistent with the person's history, such as a big increase in 
the volume of inquiries or use of credit, especially on new accounts; an unusual number of recently 
established credit relationships; or an account closed because of an abuse of account privileges. 

Category: Suspicious Documents 

5. Identification presented looks altered or forged. 

6. The identification presenter does not look like the identification's photograph or physical description. 

7. Information on the identification differs from what the identification presenter is saying. 

8. Information on the identification does not match other information our firm has on file for the presenter, like 
the original account application, signature card or a recent check. 
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9. The application looks like it has been altered, forged or tom up and reassembled. 

Category: Suspicious Personal Identifying Information 

10. Inconsistencies exist between the information presented and other things we know about the presenter or 
can find out by checking readily available external sources, such as an address that does not match a 
consumer credit report. or the Social Security Number (SSN) has not been issued or is listed on the Social 
Security Administration's (SSA's) Death Master File. 

11. Inconsistencies exist in the information that the customer gives us, such as a date of birth that does not fall 
within the number range on the SSA's.issuance.tables.---�- -•·-····· .. 1,,1 ,.., •  •  J • • •• 

• 
12. Personal identifying information presented has been used on an account our firm knows was fraudulent. 

13. Personal identifying information presented suggests fraud, such as an address that is fictitious, a mail 
drop, or a prison; or a phone number is invalid, or is for a pager or answering service. 

14. The SSN presented was used by someone else opening an account or other customers. 

15. The address or telephone number presented has been used by many other people opening accounts or 
other customers. 

16. A person who omits required information on an application or other form does not provide it when told it is 
incomplete. 

17. Inconsistencies exist between what is presented and what our firm has on file. 

18. A person making an account appiication or seeking access cannot provide authenticating information 
beyond what would be found in a wallet or consumer credit report, or cannot answer a challenge question. 

Category: Suspicious Account Activity 

19. Soon after the Firm gets a change of address request for an account, we are asked to add additional 
access means {such as debit cards or checks) or authorized users for the account 

20. A new account exhibits fraud patterns. such as where a first payment is not made or only the first payment 
is ll)ade, or the use of credit for cash advances and securities easily converted into cash. 
21. An account develops new patterns of activity, such as nonpayment inconsistent with prior history, a 
material increase in credit use, or a material change in spending or electronic fund transfers. 

22. An account that is inactive for a long time is suddenly used again. 

23. Mail the Firm sends to a customer is returned repeatedly as undeliverable even though the account 
remains active. 

24. We learn that a customer is not getting his or her paper account statements. 

25. We are notified that there are unauthorized charges or transactions to the account. 
Category: Notice From Other Sources 

26. An outside agency, law enforcement, a clearing firm, or other source notifies the Firm that an account has 
been opened or used fraudulently. 

27. The Firm is notified of potential unauthorized access to customer personal information due to data loss 
from an outside provider or a breach of an outside provider's data. 

28. Notice from a customer of the loss of information (e.g., loss of wallet, birth certificate, etc.). 

Red Flags indicating potential Money Laundering 

The customer exhibits unusual concern regarding the Firm's compliance with government reporting 
requirements and the Firm's AML policies, particularly with respect to his or her identity, type of business and 
assets, or is reluctant or refuses to reveal any information concerning business activities, or furnishes unusual 
or suspect identification or business documents. 

The customer wishes to engage in transactions that lack business sense or apparent investment strategy, or 
are inconsistent with the customer's stated business strategy. 
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The information provided by the customer that identifies a legitimate source for funds is false, misleading, or 
substantially incorrect. 

Upon request, the customer refuses to identify or fails to indicate any legitin:aat�. source for his_ c;,r her funds · ··" .. --·" ·-··------····'·-- ... ·---···-------·--·······•- ----·- •-·· 
and other assets. 

The customer (or a person publicly associated with the customer) has a questionable background or is the 
subject of news reports indicating possible criminal, civil, or regulatory violations. 

The customer exhibits a lack of concern regarding risks, commissions, or other transaction costs. 

The customer appears to be acting as·an agenTfor an undisclose� principal, but declines or is reluctant, 
without legitimate com"rnercial ·reasons, 'to proviae information '6Ffs otherwise evasive regarding that person or 
entity. 

The customer has difficulty describing the nature of his or her business or lacks general knowledge of his or 
.. . . .  her industry. 

The customer attempts to make frequent or large deposits of currency, insists on dealing only in cash 
equivalents, or asks for exemptions from the Firm's policies relating to the deposit of cash and cash 
equivalents. 

The customer engages in transactions involving cash or cash equivalents or other monetary instruments that 
appear to be structured to avoid the $10,000 government reporting requirements, especially if the cash or 
monetary instruments are in an amount just below reporting or recording thresholds. 

For no apparent reason, the customer has multiple accounts under a single name or multiple names, with a 
large number of inter-account or third-party transfers. 

The customer is from, or has accounts in, a country identified as a non-cooperative country or territory by the 
Financial Action Task Force (FATF). 

The customer's account has unexplained or sudden extensive wire activity, especially in accounts that had 
little or no previous activity. 

The customer's account shows numerous currency or cashiers check transactions aggregating to significant 
- p o!,1 �·' • • • • �. "!c 

sums. 
-

The customer's account has a large number of wire transfers to unrelated third parties inconsistent with the 
customer's legitimate business purpose. 

The customer's account has wire transfers that have no apparent business purpose to or from a country 
identified as a money laundering risk or a bank secrecy haven 

The customer's account indicates large or frequent wire transfers, immediately withdrawn by check or debit I 

card without any apparent business purpose. 

The customer makes a funds deposit followed by an immediate request that the money be wired out or 
transferred to a third party, or to another firm, without any apparent business purpose. 

The customer makes a funds deposit for the purpose of purchasing a long-term investment followed shortly 
thereafter by a request to liquidate the position and transfer of the proceeds out of the account. 

The customer engages in excessive journal entries between unrelated accounts without any apparent 
business purpose. 

The customer requests that a transaction be processed in such a manner to avoid the Firm's normal 
documentation requirements. 

The customer, for no apparent reason or in conjunction with other "red flags," engages in transactions 
involving certain types of securities, such as penny stocks, Regulation "S" (Reg S) stocks, and bearer bonds, 
which although legitimate, have been used in connection with fraudulent schemes and money laundering 
activity. (Such transactions may warrant further due diligence to ensure the legitimacy of the customer's 
activity.) 

The customer's account shows an unexplained high level of account activity with very low levels of securities 
transactions. 

·- ---- .... 

The customer maintains multiple accounts, or maintains accounts in the names of family members or I 

Aegis Capital Corp. -184 - February 27, 2u i :.,· 



Other Notes: 

• Non-affiliate: to qualify as a non-affiliate, must not have been an affiliate of the issuer for at least 3 
months prior to the sale. . .. - - •· • - -· • - .. - . •.- - • • 

• Various staff positions also apply regarding tacking of the holding period; sales by a pledgee; and other 
staff opinions. 

• Rule 144 is not available to sellers of a shell company's securities whether the company is reporting or 
non-reporting. 

")fl 

10.34.4 New Account Information Regarding Affiliates 

Aegis's new account fonn includes an inquiry whether the customer is an affiliate of an issuer. RRs are 
responsible for obtaining this information and, if the customer is an affiliate and places an order to sell shares of 

· ·the issuer, contacting Compliance for instructions on executing the order under Rule 144. 

10.34.5 Lending And Option Writing On Control And Restricted Securities 

The lending of money, extension of loan value, or use as collateral of restricted securities are subject to specific 
limitations. Compliance should be contacted prior to any such arrangement. 

Covered listed options may be written on underlying control or restricted stock if the stock is saleable when the 
option Is written. Compliance should be contacted to detennine the salability of the underlying securities prior to 
writing covered options. 

10.35 Unregistered Resales Of Restricted Securities 

[FINRA Regulatory Notice 09-05) 

• Designated Supervisor 
Responsibility • Operations personnel 

• New accounts at opening 
• Proposed sales of potentially unregistered securities 

Resources • Order records or transaction reports 
• Physical certificates 

• When new accounts are opened with a potentially questionable transaction 
• As required - assist RR in evaluating a potential sale 

Frequency • Daily - review of order records/transaction reports 
• As required - review certificates 

• Review for "red flags" listed in this section 
• If a red flag is identified, contact the RR for more information about the customer 

and the block being sold; contact the customer if necessary to confirm the 
Action securities are not unregistered or restricted 

• Operations personnel should refer questionable certificates to the designated 
supervisor for follow up with the RR or customer 

• Order records/transaction reports 
• New account records 

Record 
• Records of certificates received 
• Designated supervisor's record of action taken, if applicable, in a log, on the order 
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record, in a daytimer, or in another record 

Broker-dealers are prohibited from selling unregistered securities unless the sale falls within an available 
exemption such as Rule 144 sales discussed in the prior section. Avoiding such sales is based on knowing the 
customer and the securities to be sold. The RR should be aware of "red flags" that may indicate a customer is 
selling unregistered securities, including the following .examples:. 

.,,,.- :· . •,•,,. 

.. .,,_, •.- ... •···· -
• ... _._:,.. ... • I'-••• .� ---••-•••- - •- -•'- •• �• -

• .. , . ,. .,-i ......... 

• A wstomer opens a new account and delivers physical certificates representing a large block of thinly
traded or low-priced securities. 

• A customer has a pattern of depositing physical share certificates, immediately selling the shares antj. 
then wiring out the proceeds of the resale. 

• A customer deposits share certificates that are recently issued or represent a large percentage of the 
float for the security. 

• Share certificates reference a company or customer name that has been changed or that does not 
match the name on the account. 

• The lack·of a restrictive legend on deposited shares seems inconsistent with the date the customer 
acquired the securities or the nature of the transaction in which the securities were acquired. 

• There is a sudden spike in investor demand for, coupled with a rising price in, a thinly-traded or low
priced sewrity. 

• The company was a shell company when it issued the shares. 
• A customer with limited or no other assets under management at Aegis receives an electronic transfer 

or journal transactions of large amounts of low-priced, unlisted securities. 
• The issuer has been through several recent name changes, business combinations or recapitalizations, 

or the company's officers are also officers of numerous similar companies. 
• The issuer's SEC filings are not current, are incomplete, or nonexistent. 

When confronted with a customer wanting to sell a block of stock where there may be a question about the 
registered status of the stock, the client will be required to complete a questionairre. The questionairre will be 
required to be reviewed and approved by compliance before the stock certificate is deposited. Supporting 
documentation as to how the shares were received will be requested from the client before it is approved. The 
following is the questionairre that the client will be required to fill out before depositing stock into his account; 

1 of 5 
PENSON FINANCIAL SERVICES, INC 
AND/OR BROKER DEALERS 
FOR WHICH IT CLEARS 
DEPOSIT SECURITIES REQUEST 
FOR BULLETIN BOARD, PINK SHEET AND UNREGISTERED SECURITIES 
Indicate Type: Physical Certificate Deposit DWAC/DRS Transfer from Issuer Other Transfer 

NOTE: This form must be filled in completely. Failure to complete each line will result in a rejection of the form 
and/or the certificate. If non-applicable, please enter N/A where needed. 
Security Owner Name: 
Account#: 
Shareholder Address: 
Occupation: 
Security Description 
Issuer/Company Name: 
Issuer Address: 
Issuer Phone: 
State of Registration: 
Where are shares traded? 
Certificate No.: 
Ticker Symbol: 
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No. of Shares: 
CUSIP: 
Total Shares Outstanding:(most recent public filing) 
Approx ValUB: $ 
Total Shares Outstanding: (per Transfer Agent) 
Most current trading price: 
Date: 
Fully reporting: Yes No 
Current Filer. Yes No 
Security Owner Que-stlt>nnaire 

Ill' --••-� :: __ :_., _::_, __ 

1 
Security Deposit Reason (e.g. safekeeping; resale): 
2 
How long a client of this correspondent1 
3 
Has the client or any affiliated accounts deposited shares of this issue within the last 90 days? If yes, please 
explain: 
4 
Does the client intend to deposit more shares in the future? 
5 
If yes to #4, how many? 
6 
Date Security was Acquired: 
7 
Were shares acquired thru purchase, as payment for services/compensation, stock offering, employment 
agreement, debt agreement, or Note/Debt conversion? 
Yes No 
8 
If yes to #7, attach verification. 
Verification should include, when applicable, copies of private placement memorandum, offering agreement, 
certain employee compensation-documentation, debt agreement, convertible noteS: or employee agreement. 
Documentation will be needed to justify question above. 
Attached: Yes No 
List document attached: 
9 
Security acquired from (the "Prior Owner")? 
Yes No 
2 of 5 
10 
If Prior Owner and Issuer are not the same, indicate Prior Owner's purchase date, seller's name, and 
amount/manner of payment: 
11 
Was the prior owner an officer, director, affiliate, control or 10% holder of the securities at the time, or within 90 
days of Owner's receipt of the security? 
Yes No 
12 
If answered yes to #11, please explain. 
13 
Is client currently selling shares thru any other broker dealer? 
Yes No 
14 
How many shares of the Issuer are owned or controlled, directly or indirectly, by you? 
15 
How many shares, if any, have been sold by you? 
16 

How many shares have been issued to, or transferred to, the shareholder within the last year? 
17 
Is the Security restricted from resale for any reason? If so, what is the basis for the restriction? When does the 
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restriction end? 
Yes No 
18 
If restricted, may the ��.�res -����old w,l� prosP.�9�us q�(9re tt:1�.�nd of.It\� restr:ic�ve peciod? If sp, how:,s0on? 
Yes No 
19 

Was the Security covered by a current registration statement when acquired? If yes, explain, including type of 
registration e.g. S-1, Form 20, etc. 
List type of and date of relevant SEC filing 

Was the Security exempt from SEC registration when you acquired it? If yes, describe exemption relied upon. 
Yes No 
21 
If a non-SEC reporting company, please list Officers and Affiliates. 
22 
Has the Issuer been through a recent name change? If so, what was (or were) previous name(s)? 
Yes No 
23 

Was Issuer a shell company when shares issued? If so, are the corporate headquarters located in the same 
state that the shares were issued? In which state were shares issued? 
Yes No 
24 
Are you, or have you been, an officer, director, affiliate, control person or 5% owner of the Issuer? If yes, provide 
position and dates of duties held. 
Yes No 
3 of 5 
25 
Is client, or any family member, a present or past officer, director, employee, control person, insider or large 
shareholder (10% or greater)? 
Yes No 
26 
If yes to #25, please explain. 
27 
Percent of total outstanding shares the shareholder holds? 
28 
Have you made any payment to any other person in connection with the sale of the security? (e.g. commission) 
29 

Have you made any arrangements for buy orders in connection with the sale of the security? 
30 

Are there any stops or restrictions on shares? 
Yes No 
31 
If yes, type of stop or restriction: 
32 

If restricted, what safe -harbor is being used to resell shares? 
33 

If Free-trading, are the shares registered? 
Yes No 

Yes Nei 
20 

If Registered, type of registration (S-1, S-8 etc) 
35 
Is the registration statement effective? 
Yes No 
36 
List type of and date of relevant SEC filing 
37 
If not Registered, what safe harbor or exemption was used to create free trading shares or resell shares? 
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Other infonnation regarding security deposit that you would like to provide: 
The undersigned hereby represents that the infonnation provided above is true and correct. The undersigned 
understands that Penson Financial Services, Inc. will be rel:ritlg on such infonnation in detennining whether to 
accept orders for the sale of the undersigned's securities. As condition to Penson Financial Se,vices, lnc.'s 
acceptance of any sale. the undersigned hereby agrees to the Tenns and Conditions attached hereto: 

(Namemtte of Entity) (Security Owner Signature) (Date) 
Transfer Agent Verification: (For Broker Use Only) 
Transfer Agent: 
Address: 
Contact Person: 

• 

Telephone: 
Date Verified: 
By: 
Is this Issue DTC eligible? If not, are you submitting a request to make eligible? 
Notes: 

4 of5 
Broker Approval: 
The undersigned Registered Representative, Register Principal, and CCO have carefully reviewed this 
Deposited Securities Request and the appropriate supporting documents. Each represents to Penson Financial 
Services, Inc. that to his/her best knowledge the infonnation is true and correct and is made in compliance with 
all applicable federal and state securities laws and regulations. 

Name of Introducing Broker Contact Phone # 

(Representative Name) (Representative Signature) (Date) 

(Principal Name, other than CCO) (Principal Signature) (Date) 

(CCO Name) (CCO Signature) (Date) 
TERMS AND CONDITIONS 
In consideration of Penson Financial Setvices, Inc. (PFSI) accepting this Deposited Securities Checklist, the 
Security Owner understands and agrees to each of the following: 
1. The Security Owner agrees to keep the foregoing Questionnaire information up to date and current with PFSI 
as long as the Security shares are.being sold. 
2. The Security Owner agrees to indemnify and hold PFSI harmless from and against any and all claims, 
damages, liabilities and expenses which PFSI incurs as a result of or in connection with any inaccuracy or 
omission in the Security Owner's responses to the Questionnaire. 
3. To cooperate with any internal or external audit or regulatory inquiry relating to this Deposited Securities 
Checklist by providing any information or documentation reasonably requested by PFSI to support the 
infonnation provided in the Questionnaire and any Security sale executed in accordance with the Securities 
Laws (as defined below). This obligation to cooperate will remain in effect before and after the completion of the 
transfer of the assets. 
4. The acceptance of any sale of the related securities are expressly subject to the Security Owner's strict 
adherence to all applicable federal securities laws, including, without limitation, those described below (the 
"Securities Laws"): 
Selling Unregistered Securities: Federal securities law make it unlawful for a person to make use of any means 
or instrument of interstate commerce or of the mails to sell a security which has not been registered, or to 
deliver through the mail a security which has not been registered. Accordingly, unless a person can apply an 
exemption to its sales of securities, all securities sold are required to be registered pursuant to Section 5 of the 
Securities Act of 1933 (the "1933 Act"). 
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operate as a fraud on the purrost��r.� .............. ·- ... ._..�. . 

Securities Fraud: Federal securities law make it unlawful for any person to offer or sell securities by the use of 
any means of interstate communication or transportation, including the mails, in order to employ a scheme to 
defraud, to obtain money by omitting material infonnation, or to engage in a course of business that would 

Insider Trading: Federal securities law prohibits insider trading, which generally refers to buying or selling a 
. 

security, in breach of a fiduciary duty or other relationship of trust and confidence, while in possession of 
material, nonpublic information about the security. Insider trading violations may also include "tipping" such 
information, securities trading by the person "tipped", and securities trading by those who misappropriate such 
information. 
5 of5 
�arket Manipulation: 
o Pools - Agreements, often written, among a group of traders to delegate authority to a single manager to 
trade in a specific stock for a specific period of time and then to share in the resulting profits or losses. Market 
manipulation describes a deliberate attempt to interfere with the free and fair operation of the market and create 
artificial, false or misieading appearances with respect to the price ·of, or market for, a security, commodity or 
currency. Market manipulation is prohibited under federal securities law. Market manipulation can occur in 
multiple ways, including: 
D Churning -Placing both buy and sell orders at about the same price. The increase in activity is intended to 
attract additional investors, and increase the price. 
D Runs -Creating activity or rumors in order to drive the price of a security up. This activity is usually referred to 
as "Painting the Tape." 
o Ramping (the market) -Actions designed to artificially raise the market price of listed securities and to give 
the impression of voluminous trading, in order to make a quick profit. 
u Wash sale -Selling and repurchasing the same or substantially the same security for the purpose of 
generating activity and increasing the price. 
D Bear raid-Attempting to push the price of a stock down by heavy selling or short selling. 
Anti-Money Laundering: The Bank Secrecy Act (BSA), and its implementing regulations, is a tool the U.S. 
government uses to fight drug trafficking, money laundering, and other crimes. Congress enacted the BSA to 
prevent banks and other financial service providers from being used as intermediaries for, or to hide the transfer 
or deposit of money derived from, criminal activity. Federal law makes money laundering a criminal act. Money 
laundering,is the.criminal practice of filtering ill-gotten gains or "dirty" money through a maze or series oL .. 
transactions. so the funds are "cleaned" to look like proceeds from legal activities. 
Revised 5/2010 

10.36 Reporting Of Insider Transactions 

[SEC Securities Exchange Act of 1934 Section 16(a); SEC Exchange Act Section 16 and Related rules & Forms (Q & A): 
http://www.sec.gov/divisions/corpfin/guidance/sec16interp.htm) 

Under Section 16(a) of the Exchange Act, directors, officers, and>10% holders of equity securities of a publicly
traded company are required to report their purchases and sales of the issuer's securities to the SEC (and, if the 
security is listed on a national exchange, with the exchange where listed) as follows: 

• at the time the security is registered on a national securities exchange or by the effective date of the 
registration statement 

• within 10 days of becoming a 10% beneficial owner, director or officer 
• by the end of the second business day following a purchase or sale transaction 

Alternate reporting period requirements apply to two categories of transactions in which the insider does not 
control and may not be able to predict when the transaction will occur: 

• Transactions pursuant to a contract, instruction or written plan 
• Discretionary transactions pursuant to employee benefit plans such as fund switching transactions 

In these instances, the date the executing broker-dealer or plan administrator notifies the insider of the 
transaction is deemed the date of execution for reporting purposes, as long as the notification is not later than 
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Unregistered Resales of .. _· January 2009 ., . 

Restricted Securities 
FINRA Reminds Firms of Their Obligations to 
Determine Whether Securities are Eligible for 
Public Sale 

Executive Summary 

FINRA reminds firms1 of their responsibilities to ensure that they comply 
with the federal securities laws and FINRA rules when participating in 
unregistered resales of restricted securities. These responsibilities are 
particularly important in situations where the surrounding circumstances 
place the firm on notice that it may be participating in illegal, unregistered 
resales of restricted securities, such as when a customer physically deposits 
certificates or transfers in large blocks of securities and.the firm does not 
know the source of the securities. 

Recent FINRA investigations have revealed instances in which firms failed 
to recognize certain "red flags" that signaled the possibility of an illegal, 
unregistered distribution. This Notice identifies situations in which firms 
should conduct a searching inquiry to comply with their regulatory 
obligations under the federal securities laws and FINRA rules. FINRA also 
has reviewed procedures provided by a number of large, medium and 
small firms that are designed to address compliance. This Notice describes 
and discusses those procedures. 

Questions concerning this Notice should be directed to: 

► Gary L. Goldsholle, Vice President and Associate General Counsel, 
Office of the General Counsel, at (202) 728-8104; 

► Joseph E. Price, Vice President, Corporate Financing, at (240) 386-4623; 
or 

► Lisa Jones Toms, Counsel, Corporate Financing, at (240) 386-4661. 

.• Notice Type 
. ► Guioance 

Suggested Routing 

, ► Compliance 

► Registered Representatives 
► Trading 
► :fraining 

Key Topic(s) 

► Unregistered Resale of Restricted 
Securities 

► Unregistered Distributions 

Referenced Rules & Notices 

► NASO �ule 2710 
► NASO Rule 2720 
► NASO Rule 2810 
► NASO Rule 3010 
► SEC Rule 144 
► Section 4(1) of the Securities Act 
► Section 4(2) of the Securities Act 
► Section 4(4) of the Securities Act 

Financial Industry Regulatory Authority 



Background & Discussion 

Firms play a critical role in h�lping prevent illegal;·unregjsteredresales-of'r_estricfec 
f 

securities into the public markets. It is a violation of the federal securities laws for 
a firm to offer or sell a security without an effective registration statement or an 
applicable exemption from the Securities Act of 1933 (Securities Act). In addition, 
such sales may violate NASO Rules 2710 (Corporate Financing Rule - Underwriting 
Terms and Arrangements)2, 2720 (Distribution of Securities and Affiliates - Conflicts 
of Interest) and 2810 (Direct Participation Programs).3 

All firms must have procedures reasonably designed to avoid becoming participants 
in the potential unregistered distribution of securities. The nature of those procedures 
and the required level of firm inquiry concerning the customer and the source of the 
securities will depend on the particular circumstances. In addition, firms may not rely 
solely on others, such as clearing firms, transfer agents, or issuers' counsel, to fulfill 
these obligations. Firms' specific obligations are discussed in more detail below. 

The Securities Act prohibits the sale of securities unless the sale is made pursuant 
to an effective registration statement, or falls within an available exemption from 
registration. Before selling securities in reliance on an exemption, a firm must take 
reasonable steps to ensure that the transaction qualifies for the exemption, regardless 
of whether the sale is for its own accounts or on behalf of customers. This includes 
taking whatever steps necessary to ensure that the sale does not involve an issuer, a 
person in a control relationship with an issuer, or an underwriter with a view to offer 
or sell the securities in connection with an unregistered distribution.• 

Section 4(1) of the Securities Act provides an exemption for the routine trading of 
already-issued securities. It does not, however, exempt sales by an issuer, or a control 
person of the issuer, or an underwriter or dealer. Section 4(2) of the Securities Act 
exempts sales made by an issuer not involving a public offering. Whether a sale is one 
that involves a public offering, however, is a question of fact which requires an inquiry 
regarding the surrounding circumstances, including such factors as the relationship 
between the seller and the issuer, and the nature, scope, size, type and manner of the 
offering. Section 4(4) of the Securities Act provides an exemption for unsolicited 
brokers' transactions. However, this exemption is available only if a broker is not aware, 
after a reasonable inquiry, of circumstances indicating that the selling customer is 
participating in a distribution of securities. 
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Recently, FINRA has investigated and brought several enforcement actions concerning 
unregistered distributions.5 A common theme in these cases was that firms resold large 
amounts of low-priced equity securities in over-the-counter transactions. Amon� tlie 
allegations in these cases are that the inquiries necessary to uncover the facts of the 
unregistered distribution were not done or were inadequate, and the firms lacked 
proper supervisory controls to ensure that their written procedures were being 
followed. More specifically, in some instances, firms failed to take steps to determine 
when or how their customers had received the share certificates at issue, whether their 
customers were control persons of the issuers, or what percentage of the outstanding 
shares of these companies their customers owned. In some instances, physical 
certificates for shares were repeatedly deposited into accounts and then sold by 
firms that participated in unregistered distributions. 

Red Flags and the Duty to Make an Inquiry 

Firms typically serve as the channel of distribution through which issuers, affiliates 
and promoters can access the public securities markets. Firms that do not adequately 
supervise or manage their role in such distributions run the risk of participating in an 
illegal, unregistered distribution. As recent investigations have shown, problems can 
arise when firms fail to recognize or take appropriate steps when confronted with 
"red flags" that signal the possibility of an illegal, unregistered distribution. 

The following are example·s of red flags (these are by no means comprehensive and 
should not be considered a "roadmap" for compliance purposes): 

► A customer opens a new account and delivers physical certificates representing a 
large block of thinly traded or low-priced securities; 

► A customer has a pattern of depositing physical share certificates, immediately 
selling the shares and then wiring out the proceeds of the resale; 

► A customer deposits share certificates that are recently issued or represent a large 
percentage of the float for the security; 

► Share certificates reference a company or customer name that has been changed 
or that does not match the name on the account; 

► The lack of a restrictive legend on deposited shares seems inconsistent with the 
date the customer acquired the securities or the nature of the transaction in 
which the securities were acquired; 

► There is a sudden spike in investor demand for, coupled with a rising price in, 
a thinly traded or low-priced security; 

► The company was a shell company when it issued the shares; 
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► A customer with limited or no other assets under management at the firm receives 
an electronic transfer or journal transactions of large amounts of low-priced,_ · 
unlisted sec:;urities; """· '"""'' ... , ... , , . , , .. 

► The issuer has been through several recent name changes, business combinations 
or recapitalizations, or the company's officers are also officers of numerous similar 
companies; 

► The issuer's SEC filings are not current, are incomplete, or nonexistent. 

As noted above, these examples are merely illustrative. There are many other situations 
that may signal that a firm should take a closer look at the circumstances of a proposed 
resale transaction. 

Regarding the duty of firms to determine whether restricted securities are eligible for 
public sale, the SEC has said that: 

[A] dealer who offers to sell, or is asked to sell a substantial amount of securities 
must take whatever steps are necessary to be sure that this is a transaction 
not involving an issuer, person in a control relationship with an issuer or an 
underwriter. For this purpose, it is not sufficient for him merely to accept 
"self-serving statements of his sellers and their counsel without reasonably 
exploring the possibility of contrary facts."(footnote omitted) 

. The amount of inquiry called for necessarily varies with the circumstances of 
particular cases. A dealer who is offered a modest amount of a widely traded 
security by a responsible customer, whose lack of relationship to the issuer is 
well known to him, may ordinarily proceed with considerable confidence. On the 
other hand, when a dealer is offered a substantial block of a little-known security, 
either by persons who appear reluctant to disclose exactly where the securities 
came from, or where the surrounding circumstances raise a question as to 
whether or not the ostensible sellers may be merely intermediaries for controlling 
persons or statutory underwriters, then searching inquiry is called for. 

The problem becomes particularly acute where substantial amounts of a previously 
little known security appear in the trading markets within a fairly short period of 
time and without the benefit of registration under the Securities Act of 1933. In 
such situations. it must be assumed that these securities emanate from the issuer 
or from persons controlling the issuer, unless some other source is known and the 
fact that the certificates may be registered in the names of various individuals 
could merely indicate that those responsible for the distribution are attempting 

6 to cover their tracks. 
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Inquiry Obligations under Securities Act Rule 144 

A firm that distributes securities for its own account or on behalf of a customer may be 
considered a statutory underwriter. Securities Act Rule 144 establishes a non-exclusive 
"safe harbor"from being deemed an underwriter if the securities are sold in compliance 
with its requirements. Unregistered securities that are not freely transferable are 
considered "restricted securities" when they are acquired in a private transaction or are 
acquired by a control person of the issuer.7 

The SEC recently revised Rule 144 and made substantial changes to the requirements 
governing resales of restricted securities.• The amendments, which became effective 
on February 15, 2008, continue to impose a one-year holding period prior to any public 
resale on restricted securities of companies that are not subject to the Exchange Act 
reporting requirements. The amendments eliminated the sales volume and manner of 
sale limitations on resales made by non-affiliates. Revised Rule 144 also includes more 
stringent restrictions on the resale of shares issued by shell companies. Accordingly, 
firms should review whether the company that issued the subject shares was a shell 
company when the shares were issued. 

Before reselling restricted securities, firms must take reasonable steps to ensure that 
the transaction complies with Rule 144 or another available exemption. The factors set 
forth in the Notes to Rule 144(g) serve as a pragmatic guideline in determining what 
questions firms should ask their customers before engaging in an unregistered resale 
of securities:9 

► How long has the customer held the security? 

► How did the customer acquire the securities? 

► Does the customer intend to sell additional shares of the same class of 
securities through other means? 

► Has the customer solicited or made any arrangement for the solicitation of 
buy orders in connection with the proposed resale of unregistered securities? 

► Has the customer made any payment to any other person in connection with 
the proposed resale of the securities? and 

► How many shares or other units of the class are outstanding, and what is the 
relevant trading volume? 

Firms should also try to physically inspect share certificates, if possible, as an 
opportunity to identify red flags and deter risks from forgery and fraudulent 
certificates. 
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Supervisory Procedures and Controls for Unregistered 
Resales of.Secu_rities 

NASO Rule 3010 (Supervision) requires a firm to establish a supervisory system and 
corresponding written procedures to supervise its businesses and associated persons' 
activities. Accordingly, firms that accept delivery of large quantities of low-priced 
OTC securities, in either certificate form or by electronic transfer, and effect sales in 
these securities, should have written procedures and controls in place to prevent 
participation in an illegal, unregistered distribution of securities. 

To help firms evaluate their procedures for supervising these resale transactions, 
FINRA has reviewed the procedures of a number of large, medium and small firms. 
The procedures noted below are not intended to be a comprehensive roadmap for 
compliance and supervision with respect to unregistered resales of restricted securities, 
but rather highlight measures that some firms are using to ensure better compliance 
with their obligations. While a particular practice may work well for one firm, the same 
approach may not be effective or economically feasible for another. Firms must adopt 
procedures and controls that are effective given their size, structure and operations. 

The procedures we surveyed varied depending on the firms' business models; 
nevertheless, the most comprehensive ones tended to include a mandatory, 
standardized process that requires formal approval of the proposed resale 
transaction and thorough accompanying documentation that: 

► Clearly communicates each step in the review, approval and post-approval 
process through the various stages of background inquiry, information 
gathering, required documentation, review, final approval, execution and 
record keeping of the transaction; 

► Assigns clear "ownership" of each step of the transaction review, approval 
and execution process to the responsible representative, principal, legal or 
compliance specialist, business unit or department; and 

► Is easily accessible to the personnel involved in the process, often through 
internal Web-based applications that are clear, instructive and encourage 
process standardization. 

Standardized procedures should be accompanied by supervisory controls to ensure 
that a reasonable and meaningful investigation of the surrounding circumstances 
is conducted and that the information obtained is evaluated to identify whether a 
proposed resale transaction could amount to an illegal, unregistered distribution of 
a restricted security on behalf of an underwriter, an issuer, or a control person of the 
issuer. As a general matter, the procedures and controls should apply to not only 
proposed resales, but also the transfer of securities from one account to another by 
journal or book entry. 
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Among the compliance procedures FINRA reviewed are: 

A. Initial Assessment and Review 

A number of firms h�d procedures that required a comprehensive initial review of the 
proposed resale, which includes gathering information concerning how, when, and 
under what c;ircumstances a customer obtained the securities; whether the securities 
are registered pursuant to an effective Securities Act registration statement; how much 
of the stock is owned by or under the control of the customer; whether the stock 
was paid for by the customer; what relationship, if any, the customer has with the 
issuer or its control persons; and how much stock has been sold by the customer. Some 
procedures also contained brief descriptions of how holders of unregistered securities 
may acquire them, such as via private placements, corporate reorganizations, business 
combinations and stock options plans, and explained that the requirements for resales 
of such securities can vary depending on the nature of the transaction and the status 
of the seller, i.e., whether the seller is considered an affiliate of the issuer. 

Some firms prohibited their representatives from accepting large blocks of securities 
in certificate form or required supervisory approval before a transfer of restricted 
securities would be accepted. 

Many firms required the results of the initial review to be documented and held the 
persons performing the review accountable for completion of the fact-gathering and 
documentation process. As part of this process, firm procedures required the use of 
questionnaires completed by the selling customer regarding the proposed resale 
transaction, form letters completed by the customer and registered representative, 
and other standardized documentation depending on the transaction. 

Some firms deferred the documentation requirements to the person or department 
responsible for approval. Most firms required the completed documentation to be 
reviewed for any unusual circumstances and for completeness before submitting it for 
formal approval of the transaction. This assessment may also alert the firm to unusual 
or suspicious circumstances that may trigger other compliance procedures (such as 
Anti-Money Laundering (AML) reporting) or additional approvals given the size or 
nature of the transaction. 
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B. Formal Review and Approval 

Most of the procedures we reviewed required-formal-approval by a person, unit or 
department that is independent of the initial assessment and review of the proposed 
resale transaction. The person or department responsible for such approval was 
required to document the steps taken and was accountable for the final approval. 
For many firms, the final approval process is more than a verification of the adequacy 
of the documentation. It included an investigation of the customer's and issuer's 
background; a formal process to confirm the seller's affiliation status and the 
conditions upon which the shares can be resold; verification that the issuer is current 
in its filings and the issuer's information is publicly available; and a thorough review 
of the opinion of counsel, restricted stock legend, offering materials or prospectus, and 
other documents for reasonableness of the information and representations. It also 
took into account any previous sales by the customer through any accounts at the firm. 
Approval from a designated principal or legal and compliance specialist generally is 
required in these instances before executing or submitting the trade for execution. 
The approval document also specifies whether there are any conditions to the resale, 
such as volume, manner of sale or other applicable requirements. 

C. Recordkeeping Obligations and Post-Approval Review 

Because of the manner of sale and other requirements that apply to unregistered 
resales of restricted securities by affiliates, some firms' procedures included steps to 
monitor executions of approved transactions to ensure they comply with applicable 
volume or manner of sale requirements. Other firms have a process in place, post
approval of the resale transaction, to examine repeated resales by the same account 
or accounts under common control and to review and monitor aggregated resales in 
the same securities. 

Some procedures we reviewed did not assign specific record keeping obligations. Other 
procedures designated a registered representative at the firm as the person responsible 
for retaining all documents related to the resale as opposed to having another entity 
such as the firm's legal or compliance group or securities transfer unit designated as 
primarily responsible for document retention or, at least, to receive and retain copies 
of the documentation related to the resale. 
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Other Considerations 

A. Reliance on Third Parties. ... : .u J, . , "'�J. 
In considering their obligations, firms should be aware that there are limitations on 
their ability to discharge those obligations by relying on others. FINRA, the SEC and the 
courts have repeatedly held that firms cannot rely on outside counsel, clearing firms, 
transfer agents, issuers, or issuer's counsel to discharge· their obligations to undertake 
an inquiry. Moreover, the fact that securities have been issued by a transfer agent 
without a restrictive legend, or have been put into trading status by a clearing firm, 
does not mean that those securities can be resold immediately and without limitation 

10 under the Securities Act. 

B. AML Compliance 

A firm must also ensure that its AML compliance program adequately addresses red 
flags that may be associated with unregistered resales conducted through the firm.11 
In recent investigations, FINRA has found that firms that participated in unregistered 
resales of restricted securities also may have ignored a number of red flags that indicate 
not only that the resale was part of an unregistered distribution, but also that action 
may have been required under AML reporting requirements.12 Failure to conduct 
appropriate inquiry and respond to red flags may have consequences under both the 
federal securities laws and AML requirements. 

Conclusion 

Firms must have written procedures that are reasonably designed to avoid becoming 
participants in the illegal, unregistered resale of restricted securities into the public 
markets. As noted above, these procedures and the required level of firm inquiry 
depend on the facts and circumstances of the proposed resale. FINRA urges firms to 
pay careful attention to these obligations and the implementation of these procedures. 

Regulatory Notice 9 

https://requirements.12


Endnotes 

1 This Notice refers to broker-dealers and their 5 See, e.g .• Network 1 Financial Securities, Inc. 

associated persons collectively as "firms· NASO AWC No. EAF0400940001, July 11, 2007; 

.. 

2 

unless otherwise specified. 
.IJ: 

NASO Rule 2710 is being re-designated as 
FINRA Rule 5110. See SR-FINRA-2008-039. 

NevWest Securities Corporation. NA'SD AWC 
E0220040112'.0l, March 021, 2007,'a'�d related' 
case SEC v. CMKM Diamonds. Inc., et. al, U.S. 
Dist. Court for the District of Nevada, Civil 

3 See, e.g .. FINRA's Corporate Financing Rules Action No. 08· CV 0437 (Lit. Rel. No. 20519 / 
(NASO Rules 2710, 2720 and 2810). which April 7, 2008); and Cardinal Capitol 

apply to public offerings, and NASO Rule 2110, Management. Inc. NASO AWC E072003004201, 
which requires firms to act under just and July 22, 2005. In addition, FINRA has numerous 
equitable principles of trade. Regulation M ongoing investigations involving allegations 
under the Exchange Act and other FINRA and of unregistered distributions. Barron Moore, 

SEC rules may also apply to an unregistered Inc.. Disc. Proceeding No. 2005000075703, 
public distribution in addition to civil liabilities July 21. 2008. 
under the Securities Act. 6 See, Securities Act Rel. No. 4445, 1962 SEC 

4 The term ·underwriter" is broadly defined in LEXIS 74 (February 2, 1962); see also Section 
the Securities Act to include any person or 21(a) Report, Transactions in the Securities 

entity that purchases securities from an issuer of loser Arms Corp. by Certain Broker-Dealers. 

with a view to distribute. or offers or sells for 50 S.E.C. 489 (1991). 
an issuer in connection with a distribution. 
and any person or entity participating, directly 
or indirectly. in a distribution of securities. 
The term "issuer· includes any person directly 
or indirectly controlling or controlled by the 
issuer. or any person under direct or indirect 
common control with the issuer. See Sec. 
2(a)(ll). Securities Act of 1933. Whether a 

7 See Preliminary Note to Securities Act Rule 
144.e17 CFR 230.144. The term "restricted 
securities· is defined in Rule 144(a)(3). ande
includes securities acquired directly ore
indirectly from the issuer or an affiliate of the 
issuer in a transaction or chain of transactionse
not involving a public offering. 

customer is acting as an underwriter. is a 8 Securities Act Release No. 8869. 72 FR 71546 
control person. or is acting on behalf of an (December 17. 2007). 
underwriter or control person. depends on 
the particular facts and circumstances of the 9 Securities Act Rule 144(g). 17 CFR 2 30.144(g). 

transaction. 

©2009. FINRA. All rights reserved. Regulatory Notices attempt to present information to readers in a format 
that is easily understandable. However, please be aware that, in case of any misunderstanding, the rule 
language prevails. 
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10 Recent investigations have uncovered fact 

patterns in which firms inappropriately relied 

on stock certificates issued without-restrictive· 

legends or certificates accompanied by false 

attorney opinions, or assumed that their 

clearing agent had the responsibility to 
determine if shares could be sold without 

restriction. FINRA has noted in previous 

guidance that firms are still responsible for the 

discharge of their obligations, even if they rely 

on third parties to perform certain activities 

and functions related to their business 

operations and regulatory responsibilities. 

Additionally. FINRA guidance makes clear 

that firms may not contract supervisory and 

compliance activities away from their direct 

control. See Notice to Members 05-48 

(Members' Responsibilities When Outsourcing 

Activities to Third-Party Service Providers). 

ll See NASD Rule 3011 (Anti-Money Laundering 

Compliance Program) and Notice to Members 

02-21 (Guidance to Member Firms Concerning 

Anti-Money Laundering Compliance Programs 

Required by Federal Law). 

12 See, e.g. NevWest Securities Corporation, and 

related case SEC v. CMKM Diamonds, Inc., et. of, 

U.S. Dist. Court for the District of Nevada, Civil 

Action No. 08- CV 0437 (Lil. Rel. No. 20519 / 

April 7, 2008) (failure to take action in 

response to the suspicious circumstances 

surrounding accounts controlled by certain 

customers, including the practice of depositing 
penny stocks, liquidating them and wiring the 

proceeds to bank accounts.) Barron Moore, Inc., 

Disc. Proceeding No. 2005000075703, 
July 21, 2008. 
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Executive Summary 
INFORMATIONAL 

On October 26, 2001, President 
Bush signed the Uniting and 
Strengthening America by 

Anti-Money Providing Appropriate Tools 
Required to Intercept and Obstrud 

Laundering 

becoming effedive, the proposed 
rule change must be approved 
by the SEC. 

The Securities Industry 
Association Anti-Money Laundering 
Committee recently released a 

Terrorism Act of 2001 (PATRIOT preliminary guide for firms to 

NASO Provides 

Guidance To Member 

Firms Concerning 

Anti-Money Laundering 

Compliance Programs 

Required By Federal Law 

SUGGESTED ROUTING 

The Suggested Routing function is meant to aid 

the reader of this document. Each NASD member 

firm should consider the appropriate distribution in 

the context of Its own organizational structure. 

•e Legal & Compliancee
•e Operationse

•e Registratione

•e se·nior Managemente

KEY TOPICS 

•e Compliance Programse

•e Money Launderinge

Money Laundering Abatement 
and Anti-Terrorist Financing Act 
of 2001 (Money Laundering 
Abatement Act), imposes 
obligations on broker/dealers 
under new anti-money 
laundering (AML) provisions 
and amendments to the existing 
Bank Secrecy Act (BSA) 
requirements.2 

Among other things, the Money 
Laundering Abatement Act 
requires all financial institutions, 
including broker/dealers, to 
establish and implement, by 
April 24, 2002, AML programs 
designed to achieve compliance 
with the BSA and the regulations 
promulgated thereunder� The 
NASD reminds members that 
violations of the AML laws could 
lead to criminal prosecution. 

On February 15, 2002, the NASD 
filed with the Securities and 
Exchange Commission (SEC) 
a rule proposal to prescribe 
the minimum standards required 
for each member firm's AML 
compliance program. A copy of 
this rule filing can be found on the 
NASO Regulation AML Web Page. 
( See www.nasdr.com/money.asp.) 
NASO Regulation's AML Web 
Page also provides links to other 
sites and documents to assist 
members in understanding their 
obligations under the AML rules 
and regulations. 

On February 25, 2002, the SEC 
published the proposed rule 
change in the Federal Register. 
The SEC received four comment 
letters in response to the Federal 
Register publication. Before 

SIA Guidance generally discusses 
key elements for broker/dealers 
to consider in developing effectiv.e . 
AML programs. NASO Regulation's 
AML Web Page provides a link to 
the SIA Guidance. 

The NASD is issuing this Notice 
to provide guidance to assist 
members in developing AML 
compliance programs that fit 
their business models and needs. 
A table of contents has been 
provided for readers' convenience. 

Because the Department of 
Treasury (Treasury) is still 
developing AML rules, the NASD 
will update its guidance as new 
rules become final. In the interim, 
firms must comply with the current 
requirements of the BSA and the 
provisions of the Money Laundering 
Abatement Act that now apply 
to broker/dealers and should 
familiarize themselves with the 
proposed rules that Treasury 
has issued to date. (For links to 
Treasury's proposed rules, see 
www.nasdr.com/money.asp.) 

Questions/Further 
Information 

Questions regarding this Notice 
to Members may be directed to 
Nancy Libin, Assistant General 
Counsel, Office of General 
Counsel, NASD Regulation, at 
(202)e728-8835; Grace Yeh,e
Assistant General Counsel, ate
(202)e728-6939; or Kyrae
Armstrong, Senior Attorney,e
Department of Membere
Regulation, at (202) 728-69(,2_e
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BACKGROUND 

The PATRIOT Act is designed to detect, deter, and punish terrorists in the United States and 
abroad and to enhance law enforcement investigation tools by prescribing, among other things� 
new surveillance procedures, new immigration laws, as well as new and more stringent AML 
laws. The Money Laundering Abatement Act expands and strengthens the AML provisions put 
into place by earlier legislation. 

Several provisions of th� Mor:i.�Y. -��u�-��ring ��a�ement Act are relevan_t to NJ\Sp_ me�b�rs. . . 
.. Among other things, all broker/dealers must implement an anti-money laundering compliance 

program by April 24, 2002. The Money Laundering Abatement Act also requires Treasury to 
promulgate rules requiring broker/dealers to file suspicious activity reports (SARs), which identify 
and describe transactions that raise suspicions of illegal activity, and to establish certain 
procedures with regard to "correspondent accounts" maintained for foreign banks. 3 In late 
December 2001, Treasury released proposed rules regarding the filing of SARs by broker/ 
dealers4 and the maintenance of •correspondent accountsa for foreign banks.5 In late February 
2002, Treasury released proposed and final rules governing information sharing among law 
enforcement authorities, regulatory organizations, and financial institutions.0 Treasury will 
continue to issue proposed and final rules throughout the year governing and providing further 
guidance with respect to customer identification, "correspondent accounts" with foreign banks, 
and the application of AML rules to the brokerage industry, among other matters. The NASO will 
continue to keep members apprised of AML rules and regulations that Treasury proposes and 
those that Treasury adopts. 

INTRODUCTION 

Money laundering is generally defined as engaging in acts designed to conceal or disguise the 
true origin of criminally derived proceeds so that the unlawful proceeds appear to have derived 
from legitimate qrigins or constitute legitimate ass�ts. Money laundering occurs in connection 
with a wide variety of crimes, including, but not limited fo, drug trafficking, robbery, fraud, 
racketeering, and terrorism. 

In general, money laundering occurs in three stages. Cash first enters the financial system at 
the "placement" stage, where the cash profits from criminal activity are converted into monetary 
instruments, such as money orders or traveler's checks, or deposited into accounts at financial 
institutions. At the "layeringD stage, the funds are transferred or moved into other accounts or 
other financial institutions to separate further the proceeds from their criminal origin. At the 
"integration" stage, the funds are reintroduced into the economy and used to purchase legitimate 
assets or to fund further criminal or legitimate activities.7 

Brok�r/Dealers And Existing Anti-Money Laundering Laws 

Broker/dealers are subject to most of the existing AML rules as well as the new AML provisions 
of the Money Laundering Abatement Act, which are discussed in detail later in the document. 

Firms should be aware that there are potential severe civil and criminal penalties for violations 
of AML laws. Under the criminal statutes, a person or entity could be criminally prosecuted for 
assisting or facilitating a transaction involving money laundering by a customer if the firm (or 
person) knew or was willfully blind to the fact that the transaction involved illegally obtained 
funds.8 
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All broker/dealers have been and will continue to be subject to existing BSA reporting and 
recordkeeping requirements. as briefly summarized below: 

•e Currency Transaction Report (CTR): Broker/dealers are required to file CTRs fore
transactions involving currency that exceed $10,000. Because structuring is prohibited,e
multiple transactions are treated as a single transaction if they total more than $10,000e
during any one business day. CTRs are filed with the Financial Crimes Enforcement Networke
(FinCEN). a bureau of Treasury.e

•••• •• ·· . ... .... ,. • .,.-,,-- _,,,_, _,,,-i,,, ·-· ·'" 

•e Currency and Monetary Instrument Transportation Report (CMlR): Any.person.who.---'··-··-·- ___ ···•- u_ •..• -=- ,. , ,.e
physically transports. mails. or ships currency or other monetary instruments into or out ofe
the United States, in aggregated amounts exceeding $10,000 at one time, must report thee
event on a CMIR. Any person who receives any transport, mail, or shipment of currency, ore
other monetary instrument from outside the United States in an aggregate amount exceedinge
$10,000 at one time also must report the receipt CMIRs are filed with the Commissioner ofe
Customs.e

•e Report of Foreign Bank and Financial Accounts (FBAR): Any person having a financiale
interest in, or signature or other authority over, financial accounts in a foreign country ise
required to report the relationship if the aggregate value of the accounts exceeds $10,000.e
FBARs are filed with FinCEN.e

•e Funds Transfers and Transmittals: Broker/dealers effecting transmittals or transfers ofe
funds, including wire fund transfers. of $3,000 or more must collect. retain and record on thee
transmittal order certain information regarding the transfer, including the name and addresse
of the transmitter and recipient, the amount of the transmittal order, the identity of thee
recipient's financial institution, and the account number of the recipient. Broker/dealers alsoe
must verify the identity of transmitters and recipients that are not established customers.e

In addition, broker/dealers that are subsidiaries of banks or bank holding companies currently are 
required under the banking regulations to file SARs with FinCEN. Such broker/dealers currently 
are required to report known or suspected federal criminal offenses, at specified dollar 
thresholds, or suspicious transactions involving $5,000 or more that they suspect (1) involve 
funds derived from illegal activity or an attempt to hide or disguise funds or assets derived from 
illegal activity. (2) are designed to evade the requirements of the BSA, or (3) have no apparent 
lawful or business purpose or vary substantially from normal practice. The NASO previously has 
recommended that members report suspicious transactions and has advised firms that the failure 
to do so could be construed as aiding and abetting money laundering violations, subjecting the 
member to civil and criminal liability.9 Some firms, in fact. have been submitting SARs on ae
voluntary basis. As discussed in more detail later in the document, all broker/dealers will soon 
be required to file SARs. 

New And Expanded Anti-Money Laundering Laws Applicable To Broker/Dealers 

As noted above, the Money Laundering Abatement Act imposes significant new obligations on 
broker/dealers through new AML provisions and amendments to the existing provisions of the 
BSA. A brief summary of the new requirements along with anticipated effective dates is provided 
below: 

•e Section 312 (Due Dil igence Requirements): Section 312 requires special due diligencee
for all private banking and "correspondent" bank accounts (accounts established to receivee
deposits from, make payments on behalf of. or handle other financial transactions for ae
foreign bank) involving foreign persons, even if opened before Congress passed thee
PATRIOT Act.10 Treasury is required to delineate, by regulation, the special due diligencee
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policies, procedures, and controls by April 24, 2002. Regardless of whether final regulations 
have been promulgated, the minimum due diligence requirements set forth in Section 312 
( as discussed below in..the II Anti-Money Laundering Program Gujdance•. section) become .. 
effective on July 23, 2002. 

•e Section 313 (Correspondent Account Prohibitions): Section 313 prohibits certaine
financial institutions, including broker/dealers, from maintaining a "correspondent account"e
for, or on behalf of, a foreign "shell" bank (a foreign bank with no physical presence in anye
country). Rnancial institutions are also required to take reasonable steps to ensure that theye
are not indirectly providing correspondent-banking services to foreign shell banks throughe
foreign banks with which they maintain correspondent relationships. Section 313 becamee
effective on December 26, 2001. Treasury released proposed regulations defininge
"correspondent account" in late December 2001 .11 

•e Section 314 (Financial Institution Cooperation Provisions): Section 314 addressese
increased cooperation among financial institutions, regulatory authorities, and lawe
enforcement authorities. Treasury published regulations implementing Section 314 in thee
Federal Register on March 4, 2002. 12 Treasury included a proposed rule to establish ae
communication link between federal law enforcement and financial institutions to better sharee
information relating to suspected terrorists and money launderers. In addition, Treasurye
issued an interim final rule, effective March 4, 2002, requiring financial institutions to file ane
initial, and annual thereafter, certification (which can be completed online at FinCEN's Webe
Site at www.treas.gov/fincen) if they wish to share information regarding terrorist financinge
and money laundering with other financial institutions or associations of financiale
institutions. 13 

•e Section 319(b) (Domestic and Foreign Bank Records Production): Section 319(b)e
addresses the production of domestic and foreign bank records. A financial institution ise
required to produce account information relating to foreign bank accounts within sevene
days in response to requests from federal law enforcement Section 319 became effectivee

·eon December 26, 2001. As mentioned above, Treasury released proposed rules regardinge
maintaining •correspondent accounts" in late December 2001. 14 

•e Section 326 (Customer Identification Standards): Section 326 requires Treasury and thee
SEC, jointly, to issue regulations that set forth minimum standards for customer identificatione
in the account opening process. The regulations will need to require firms, at a minimum,e
to implement "reasonable procedures" to verify the identity of the customer opening ane
account, maintain records used to identify the customer, and consult government-providede
lists of known or suspected terrorists. Final regulations prescribed under Section 326 wille
take effect not later than October 26, 2002. Treasury and the SEC have not yet releasede
proposed regulations regarding customer identification.e

•e Section 352 (AML Compliance Program Components): Section 352 requires all financiale
institutions to develop and implement AML compliance programs on or before April 24, 
2002. Section 352 requires the compliance programs, at a minimum, to establish (1) thee
development of internal policies, procedures, and controls, (2) the designation of ae
compliance officer with responsibility for a firm's anti-money laundering program, (3) ane
ongoing employee training program, and ( 4) an independent audit function to test the·e
effectiveness of the anti-money laundering compliance program. Section 352 further requirese
Treasury by April 24, 2002, to issue regulations that consider the extent to which thesee
requirements correspond to the size, location, and activities of different financial institutions.e
Section 352 further allows Treasury, at its discretion, to issue additional requirements fore
AML compliance programs before the April 24, 2002, deadline. As further discussed later ine
the document, the NASO has proposed a rule setting forth the minimum standards for itse
members' AML compliance programs.e
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•e Section 356 (Broker/Dealer SAR Regulations): By July 1, 2002. Treasury must publishe
final regulations requiring broker/dealers to file SARs. Treasury released proposed broker/e
dealer SAR regulations in late·E>ecember 2001 :15 Under Treasury's proposed regulations;"" .. ·• · ..... • ·., 
the suspicious activity reporting requirement would become effective 180 days after the 
date on which the final broker/dealer SAR regulations are published in the Federal Register. 

NASO ANTI-MONEY LAUNDERING PROGRAM RULE 

• On February 15, 2002, the NASO filed·with the SEC a rule proposal that would set forth minimum 
standards for broker/dealers' AML compliance programs. 111 As required by the Money Laundering 
Abatement Act itself, the rule proposal would require firms to develop and implement a written 
AML compliance program by April 24, 2002. The proposed rule would require the program to be 
approved in writing by a member ·or senior management and be reasonably designed· to achieve · 
and monitor the member's ongoing compliance with the requirements of the BSA and the 
implementing regulations promulgated thereunder. The proposed rule change would require 
firms, at a minimum, to: 

(1)eestablish and implement policies and procedures that can be reasonably expectede
to detect and cause the reporting of suspicious transactions;e

(2)eestablish and implement policies, procedures, and internal controls reasonablye
designed to achieve compliance with the BSA and implementing regulations;e

(3)eprovide for independent testing for compliance to be conducted by membere
personnel or by a qualified outside party;e

(4)edesignate an individual or individuals responsible for implementing and monitoringe
the day-to-day operations and internal controls of the program; ande

(5)eprovide ongoing_tr�ining for appropriate personnel.e

Each firm's AML program must be designed to ensure compliance with the new provisions of 
the Money Laundering Abatement Act, the earfier provisions of the BSA, and the regulations 
promulgated thereunder. To be effective, those procedures must reflect the firm's business 
model and customer base. Further, in developing program criteria, firms should consider the 
guidelines established by the United States Sentencing Commission in the U.S. Sentencing 
Commission Guidelines for organizations, as well as the fiduciary responsibilities of officers 
and directors to ensure that the firm's compliance programs are viable and effective.11 

Regardless of when and in what form the SEC approves the NASO proposed AML compliance 
rule, all firms are required by federal law (the Money Laundering Abatement Act) to have AML 
programs in place by April 24, 2002.18 These AML programs must meet the minimum 
requirements articulated in Section 352 of the Money Laundering Abatement Act.111 

Members should keep in mind that the obligation to develop and implement an AML compliance 
program is not a "one-size-fits-all" requirement. The general nature of the requirement reflects 
Congressional intent that each financial institution should have the flexibility to tailor its AML 
program to fit its business. This flexibility is designed to ensure that all entities covered by the 
statute, from the very large financial institutions to the small firms, will institute effective and 
appropriate policies and procedures to monitor for AML compliance.20 In this regard, each 
broker/dealer, in developing an appropriate AML program that complies with the Money 
Laundering Abatement Act, should consider factors such as its size, location, business activities, 
the types of accounts it maintains, and the types of transactions in which its customers engage. 
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ANTI-MONEY LAUNDERING PROGRAM GUIDANCE 

The required elements of an AML program are discussed in detail below. 

Develop Internal Policies, Procedures, And Controls 

Broker/dealers must develop internal policies, procedures, and controls to ensure compliance 
with the AML laws. The AML procedures should contain a statement that sets forth the member's 
policy of prohibiting money laundering and its overall efforts to detect, deter, and-prevent any 
such violations. Broker/dealers also must establish internal controls to ensure that their AML · · · · · · 
policies and procedures are being enforced. As with any supervisory procedure, the firm must 
establish and implement controls and written procedures that explain the procedures that must 
be followed, the person responsible for carrying out such procedures, how frequently such 
procedures must be performed, arid. how compliance with the procedures should be documented 
and tested. 

Firms must determine the manner in which AML procedures that address the following ( each of 
which will be discussed more fully below) will apply to various accounts: 

• account opening and maintenance, including verification of the identity of the customer; 

• opening and maintaining "correspondent accounts" for foreign banks; 

• monitoring of account activities, including but not limited to, trading and the flow of money 
into and out of the account, the types, amount, and frequency of different financial 
instruments deposited into and withdrawn from the account, and the origin of such deposits 
and the destination of withdrawals; 

• separating the duties of employees where feasible to ensure a system of checks and 
balances (for example, firms may want to ensure that persons who handle cash do not 
open accounts or file CTRs); 

• monitoring for, detecting, and responding to "red flags"; 

• responding to regulatory requests for AML information; 

• establishing controls and monitoring employees' trading and financial activity in employee 
accounts; and 

• ensuring that AML compliance programs contain a mechanism or process for the firm's 
employees to report suspected violations of the firm's AML compliance program procedures 
and policies to management, confidentially, and without fear of retaliation. 

Identification And Verification Of Account Holders 

Opening Accounts 

Prior to the enactment of the Money Laundering Abatement Act, broker/dealers already had 
significant obligations to gather information about their customers in order to, among other 
things, know their customers. NASO Rule 3110 requires member firms to obtain certain 
information about their customers when opening an account, including the following: the 
customer's name and residence; whether the customer is of legal age; the signature of the 
registered representative introducing the account and signature of the member or partner, officer, 
or manager who accepts the account; and if the customer is a corporation, partnership, or other 
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legal entity, the names of any persons authorized to transact business on behalf of the entity. 
Member firms are also required to make reasonable efforts to obtain the following additional 
information (for accounts other than'institational-'accounts and·accounts in whicft'inve'Stments· y .. • 

are limited to transactions in open-end investment company shares not recommended by the 
member or its associated persons) prior to the settlement of an initial transaction in the account: 
a customer's tax identification and Social Security number; the customer's occupation and name 
and address of the employer; and whether the customer is an associated person of another 
member. 

- •"-�-·�•"-''-... ""'' ··�··- ··•-·• t ,.__ ... , ... ! ·•�·"""' ._.,'-.,•••-•"-· ........ \.-4 ,., , •  •  ''-"': 

Member firms also are required under NASD Rules 2110 and 2310 to obtain additional customer 
information. Members are required under NASD Rule 2110 to comply with general "Know Your 
Customer' requirements. Pursuant to these requirements, members must make reasonable 
efforts to obtain certain basic financial-information-from·customers so that members can·protect · 
themselves and the integrity of the securities markets from customers who do not have the 
financial means to pay for transactions.21 NASD Rule 2310 relates to a member's suitability 
obligations to its customers and requires each member to use reasonable efforts to obtain 
information concerning a customer's financial status, tax status, and investment objectives prior 
to making any recommendations to the customer regarding the purchase, sale, or exchange of 
securities. 

The information required under NASD Rules 3110, 2110, and 2310 is the starting point for 
new AML customer identification procedures. The Money Laundering Abatement Act imposes 
additional customer identification requirements on member firms. Effective October 26, 2002 
(or earlier, if final customer identification regulations are effective prior to October 26, 2002), 
broker/dealers are required to implement reasonable procedures for identifying customers 
and verifying their information. 22 These procedures, at a minimum, must require a firm: 

• to verify, to the extent reasonable and practicable, the identity of any customer seeking to 
open an account;23 

. . .. .. ..• , .. · . •  

• to maintain records of information to verify a customer's identity; and 

• to check that a customer does not appear on any list of known or suspected terrorists or 
terrorist organizations such as those persons and organizations listed on Treasury's Office 
of Foreign Assets Control (OFAC) Web Site (www.treas.gov/ofac) (and available on 
www.nasdr.com/money.asp) under "Terrorists" or "Specially Designated Nationals and 
Blocked Persons" (SON List), as well as the list of embargoed countries and regions 
(collectively, the OFAC List).24 

Under the new AML customer identification requirements, broker/dealers will be required to 
make reasonable efforts to obtain and verify information about a customer. If the customer is an 
individual, a firm will need, to the extent reasonable and practicable, to obtain and verify certain 
information concerning the individual's identity, such as the individual's name, address, date of 
birth, and government issued identification number. Possible sources of this information include: 

• physical documents, such as a driver's license, passport, government identification, or an 
alien registration card,25 or, for businesses, a certificate of incorporation, a business license, 
any partnership agreements, any corporate resolutions, or other similar documents; or 

• databases, such as Equifax, Experian, Lexis/Nexis, or other in-house or custom databases. 

Firms opening accounts should verify the identification information at the time the account is 
opened, or within a relatively short time period thereafter (e.g., within five business days after 
account opening). Because of the unknown risk that the prospective customer could be involved 
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in criminal activity, members should consider, depending on the nature of a transaction and an 
account, not effecting a transaction prior to verifying the information. If a potential customer 
refuses to provide any of the information described above, or appears to have intentionally 
provided false or misleading information, a firm should not open the account. If an existing 
customer fails to provide the requested information, the firm, after considering the known 
and unknown risks involved, may consider closing the account. Moreover, in either of these 
situations, the firm's AML compliance personnel should be notified so that a determination can 
be made as to whether the circumstance should be voluntarily reported �o FinCEN or OFAC, 
as appropriate. ,,.;,,, ,::J. . .,, ,. , .'., . .,_ 

In the context of AML compliance, members should implement procedures that allow the firm 
to collect and use information concerning the account holder's wealth, net worth, and sources 
of income to detect and deter possible money laundering activity. Such a review should be ..... . 
integrated into the new accounts supervisor's existing procedures before such supervisor 

l \.'1 ll..-. 

authorizes the opening of an account. Moreover, the supervisor's review should be documented 
and reviewed to ensure that the account-opening procedures are being conducted properly. 
Firms should consider using a checklist that lists the types of information required and 
documents explanations for why an account was opened absent such information. 

Online Brokers 

Online brokers generally do not meet or speak directly to their prospective or existing clients. 
These firms must acquire information about customers and, as mentioned earlier, make 
maximum use of other means of verifying customer identity, such as electronic databases 
(Equifax, Experian, Lexis/Nexis, or other in-house or custom databases). As is required of all 
firms, such verification of customer information must take place at the time the account is opened 
or within a short period thereafter (e.g., five business days). Online firms should also consider 
conducting computerized surveillance of account activity to detect suspicious transactions and 

_ .. , .. _ .. activity. Given t�e global nature of online brok�rage activity, it is essential that online br_o�ers 
confirm the customer data and review the OFAC List to ensure that customers are not prohibited 
persons or entities and are not from embargoed countries or regions. 

Additional Due Diligence When Opening An Account 

Broker/dealers should perform the following additional due diligence when opening an account, 
depending on the nature of the account, and to the extent reasonable and practicable: 

• inquire about the source of the customer's assets and income so that the firm can determine 
if the inflow and outflow of money and securities is consistent with the customer's financial 
status; 

• gain an understanding of what the customer's likely trading patterns will be, so that any 
deviations from the patterns can be detected later on, if they occur; 

• maintain records that identify the owners of accounts and their respective citizenship; 

• require customers to provide street addresses to open an account, and not simply post office 
addresses, or "mail drop" addresses; 

• periodically contact businesses to verify the accuracy of addresses, the place of business, 
the telephone, and other identifying information; and 

• conduct credit history and criminal background checks through available vendor databases. 
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Prohibitions On U.S. Co"espondent Accounts With Foreign Shell Banks 
And Special Due Diligence For Co"espondent Accounts 

Broker/dealers are prohibited from establishing, maintaining, adiflinistering, or"managing·a 
"correspondent accounr (see note 3) in the United States for an unregulated foreign shell bank. 
Firms should have procedures in place to ensure that this does not occur and should 
immediately terminate such accounts if they have any. The broker/dealer's AML compliance 
personnel should be notified upon discovery or suspicion that the firm may be maintaining or 
establishing a "correspondent accounr-in the United States for a foreigR- shell-bank . 

• 

The Money Laundering Abatement Act requires broker/dealers to maintain records identifying 
the owners of foreign banks that maintain "correspondent accounts" in the United States and 
the name and address of an agent residing in the United States authorized to accept service of 
legal process for such banks.26 Broker/dealers should require their foreign bank account holders 
to complete model certifications issued by Treasury to the extent possible. U.S. depository 
institutions and broker/dealers can send the certification forms to their foreign bank account 
holders for completion. The certification forms generally ask the foreign banks to confirm that 
they are not shell banks and to provide the necessary ownership and agent information. Use 
of the certification forms will help firms ensure that they are complying with requirements 
concerning "correspondent accounts• with foreign banks and can provide a broker/dealer with 
a safe harbor for purposes of complying with such requirements.21 Firms are required to recertify 
{if relying on the certification forms) or otherwise verify any information provided by each foreign 
bank, or otherwise relied upon, at least every two years or at any time the firm has reason to 
believe that the information is no longer accurate. 

In addition, broker/dealers will be required under Section 312 of the Money Laundering 
Abatement Act to establish appropriate, specific, and, where necessary, enhanced due diligence 
policies, procedures, and controls that are reasonably designed to detect and report instances 
of money laundering for any "correspondent account" established, maintained, administered, 
or managed for a foreign bank. At a minimum, in the casa of foreign banks licensed by certain 
high-risk jurisdictions or operating under an offshore banking license, broker/dealers are required 
to take reasonable steps: 

• to determine the ownership of the foreign bank; 

• to conduct enhanced scrutiny of the account to detect and report suspicious activity; and 

• to determine whether the foreign bank maintains "correspondent accounts" for any other 
bank, and if so, the identity of those banks.28 

Special Due Diligence For Private Banking Accounts 

Similarly, the Money Laundering Abatement Act requires broker/dealers, at a minimum, to take 
reasonable steps to determine the identity of the nominal and beneficial account holders of, and 
the source of funds deposited into, a private banking account maintained by or on behalf of a 
non-U.S. citizen, and to conduct enhanced scrutiny of accounts requested or maintained by, 
or on behalf of, a senior foreign political figure, N or any immediate family member or close 
associate of a senior foreign political figure. A private bank account is an account {or combination 
of accounts) that requires an aggregate deposit of funds or other assets of more than $1,000,000 
established on behalf of one or more individuals who have a direct or beneficial ownership 
interest in the account, and is assigned to, or administered by, in whole or in part, an officer, 
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employee, or agent of a financial institution acting as a liaison between the institution and the 
direct or beneficial owner of the account.30 This enhanced monitoring or scrutiny should be 
reasonably designed.to detecl-car:td-.report.transactions,that may involve the proceeds,offorei9n- • . �-·--
official corruption.31 Broker/dealers should monitor future pronouncements from Treasury, while 
also determining the extent to which they offer "private banking accounts," and ensure that their 
AML compliance program includes enhanced monitoring and scrutiny of accounts requested or 
held on behalf of foreign officials who may be involved in corrupt activities. The special due 
diligence requirements discussed in this section will become effective on July 23, 2002, 

... regardless ot whether,Treasury has promulgated finaLregulations. , , ... . .. 1·,. - , ·\ , II II 

Monitoring Accounts For Suspicious Activity 

The Money Laundering Abatement Act requires Treasury to adopt regulations requiring broker/ 
dealers to file SARs.32 Under Treasury's proposed regulations, SARs would be filed with FinCEN. 
Broker/dealers would be required to file SARs for. 

• any transaction conducted or attempted by, at or through a broker/dealer involving 
(separately or in the aggregate) funds or assets of $5,000 or more for which: 

• the broker/dealer detects any known or suspected federal criminal violation involving 
the broker/dealer, or 

• the broker/dealer knows, suspects, or has reason to suspect that the transaction: 

• involves funds related to illegal activity,33 

• is designed to evade the regulations, or 

• has no business or apparent lawful purpose and the broker/dealer knows of no 
reasonable explanation for the transaction after examining the available facts, 
including the background and possible purpose of the transaction. 

Although the reporting threshold begins at $5,000, in its proposed regulations, Treasury notes 
that a risk-based approach to developing compliance procedures that can be reasonably 
expected to promote the detection and reporting of suspicious activity should be the focus of a 
broker/dealer's AML compliance program. Treasury further notes that a compliance program that 
allows for the review of only those transactions that are above a set threshold, regardless of 
whether transactions at a lower dollar threshold may involve money laundering or other risks, 
would probably not be a satisfactory program. 34 Broker/dealers should file a SAR and in some 
circumstances notify law enforcement authorities of all transactions that arouse articulable 
suspicion that proceeds of criminal, terrorist, or corrupt activities may be involved. 

Treasury could amend its proposed regulations based on comments it receives from interested 
parties. Treasury is required to issue final SAR regulations by July 1, 2002, and firms will be 
required to file SARs beginning 180 days after final broker/dealer SAR regulations are published 
in the Federal Register. To demonstrate a strong commitment to compliance with AML principles 
and goals, broker/dealers should consider filing SARs voluntarily prior to the effective date of the 
regulations. NASO Regulation will keep members informed as Treasury's proposed regulations 
are amended and finalized. 
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Money Laundering "Red Flags11 

Broker/dealers need to look for signs of suspicious activity that suggest money laundering. 35 If 
a broker/dealer detects "red flags, D 'it shoura perform. aclditiorial 'due diligence oefore proceeding 11' 

with the transaction. Examples of "red flagsa are described below: 

• The customer exhibits unusual concern regarding the firm's compliance with government 
reporting requirements and the firm•s AML policies, particularly with respect to his or her 
identity, type of business �_nd a��ts, or-�� reluctant pr refu�es to reveal _any informatiQn 
concerning business activities. or furnishes unusual or suspect identification or business • 
documents. 

• The customer wishes to engage in transactions that lack business sense or apparent 
investment strategy, or are inconsistent with the customer's stated business strategy. 

• The information provided by the customer that identifies a legitimate source for funds is false, 
misleading, or substantially incorrect. 

• Upon request, the customer refuses to identify or fails to indicate any legitimate source for 
his or her funds and other assets. 

• The customer ( or a person publicly associated with the customer) has a questionable 
background or is the subject of news reports indicating possible criminal, civil, or regulatory 
violations. 

• The customer exhibits a lack of concern regarding risks, commissions, or other transaction 
costs. 

• The customer appears to be acting as an agent for an undisclosed principal, but declines 
or is reluctant, without legitimate commercial reasons, to provide information or is otherwise 
evasive regarding that person or entity. 

• The customer has difficulty describing the nature of his· or her business ·or lacks general 
knowledge of his or her industry. 

• The customer attempts to make frequent or large deposits of currency, insists on dealing 
only in cash equivalents, or asks for exemptions from the firm's policies relating to the 
deposit of cash and cash equivalents. 

• The customer engages in transactions involving cash or cash equivalents or other monetary 
instruments that appear to be structured to avoid the $10,000 government reporting 
requirements, especially if the cash or monetary instruments are in an amount just below 
reporting or recording thresholds. 

• For no apparent reason, the customer has multiple accounts under a single name or multiple 
names, with a large number of inter-account or third-party transfers. 

• The customer is from, or has accounts in, a country identified as a non-cooperative country 
or territory by the Financial Action Task Force (FATF).:se 

• The customer's account has unexplained or sudden extensive wire activity, especially in 
accounts that had little or no previous activity. 

• The customer's account shows numerous currency or cashiers check transactions 
aggregating to significant sums. 

• The customer's account has a large number of wire transfers to unrelated third parties 
inconsistent with the customer's legitimate business purpose. 
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• The customers account has wire transfers that have no apparent business purpose to or 
from a country identified as a money laundering risk or a bank secrecy haven. 

• The custome(s'accoLint'indicates larg�·�r-frequeiit wire tran�fers,�immediately withdrawn-· .. - . -� --�' -· 
by check or debit card without any apparent business purpose. 

• The customer makes a funds deposit followed by an immediate request that the money be 
wired out or transferred to a third party, or to another firm, without any apparent business 
purpose. 

• The customer makes a funds deposit for the purpose of purchasing 
• 

a long-term investment 
followed shortly thereafter by a request to liquidate the position and transfer of the proceeds 
out of the account. 

. .  - -

• The customer engages in excessive journal entries between unrelated accounts without any 
apparent business purpose. 

• The customer requests that a transaction be processed in such a manner to avoid the firm's 
normal documentation requirements. 

• The customer, for no apparent reason or in conjunction with other "red flags," engages in 
transactions involving certain types of securities, such as penny stocks, Regulation "S" 
(Reg S) stocks, and bearer bonds, which although legitimate, have been used in connection 
with fraudulent schemes and money laundering activity. (Such transactions may warrant 
further due diligence to ensure the legitimacy of the customer's activity.) 

• The customer's account shows an unexplained high level of account activity with very low 
levels of securities transactions. 

• The customer maintains multiple accounts, or maintains accounts in the names of family 
members or corporate entities, for no apparent business purpose or other_ purpose. 

• The customer's account has inflows of funds or other assets well beyond the known income 
or resources of the customer.37 

The above-listed money laundering "red flags" are not exhaustive; however, an awareness of the 
"red flags" will help ensure that broker/dealer personnel can identify circumstances warranting 
further due diligence. Appropriate ared flags" should be described in the written policies and AML 
compliance procedures of the broker/dealer. 

Reporting Procedures 

Although final regulations concerning the filing of SARs may not be adopted until July 1, 2002, 
voluntary reporting is useful to the government and helpful to firms in orderto provide a defense 
to charges of aiding and abetting money laundering violations. Furthermore, in anticipation of the 
adoption of the final broker/dealer SAR requirements, all broker/dealers should be preparing to 
establish and implement procedures to detect and report suspicious transactions by means of 
SARs. Firms should implement systems, preferably automated ones, that would allow firms to 
monitor trading, wire transfers, and other account activity to allow firms to determine when 
suspicious activity is occurring. If a firm decides to monitor customer accounts manually, it must 
review a sufficient amount of account activity to ensure the detection of suspicious activity by 
allowing the member to identify patterns of activity and more importantly, new patterns or 
patterns that are inconsistent with the customer's financial status or make no economic sense. 
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Exception reports should consider the transaction size, location, type, number, and the nature of 
the activity. Firms should create guidelines for employees that identify examples of suspicious 
activity that may involve money laundering,and form lists of high-risk clients whose aetivities may •· 
warrant further scrutiny. Firms should develop procedures for following-up on transactions that 
have been identified as suspicious or high-risk. 

Broker/dealers should also develop administrative procedures concerning SARs. The procedures 
should address the process for filing SARs and reviewing SAR filings and the frequency of filings 
for continuous suspicious activity. ·1r _a�dJ��n, � �r_�ker/d��ler sho�!d con�ider r�tj,�i�ng���- all :�-:�: _· · �-.::�·� 

• 

of its SAR filings be reported periodically to its Board of Directors and/or to senior management. 
In the event of a high-risk situation, broker/dealers should require that a report be made 
immediately to the Board of Directors and/or senior management.38 

Recordkeeping And Disclosure 

Firms should develop procedures to maintain the confidentiality of the SAR filings and to 
maintain copies of SARs for a five-year period. Firms are prohibited from notifying any person 
involved in a reported transaction that the transaction has been reported on a SAR. In addition, 
firms may not disclose SARs or the fact that a SAR was filed, other than to law enforcement 
agencies or securities regulators. Firms must also have procedures in place to ensure the denial 
of any subpoena requests for SARs or information in SARs, and for informing FinCEN of any 
subpoena received. It may be advisable to segregate SAR filings and supporting documentation 
from other books and records of the firm to avoid violating the prohibitions on disclosure of these 
records. The broker/dealer should also establish procedures and identify a contact person to 
handle requests for a subpoena or other requests that call for disclosure of a SAR. 

Currency Transaction Reports 

Broker/dealers should have procedures to ensure compliance with the BSA provision requiring . . 
broker/deaiers to file CTRs with FinCEN. 

Currency And Monetary Instrument Transportation Reports 

Broker/dealers should have procedures to ensure compliance with the BSA provision requiring 
broker/dealers to file CMIRs with the Commissioner of Customs when any person physically 
transports, receives, mails, or ships currency or other monetary instruments into or out of the 
United States, in aggregated amounts exceeding $10,000 at one time. 

Procedures For Sharing Information With And Responding To Requests For Information 
From Federal Law Enforcement Agencies 

Broker/dealers should develop procedures to handle requests for information from FinCEN 
relating to money laundering or terrorist activity. Under Treasury's proposed regulations 
implementing Section 314, which were published in the Federal Register on March 4, 2002, 
FinCEN may require broker/dealers to search their records to determine whether they maintain 
or have maintained any account for, or have engaged in any transaction with, each individual, 
entity, or organization named in FinCEN's request. If a broker/dealer identifies an account or 
transadion identified by FinCEN, it would be required to report the identity of the individual, 
entity, or organization, the account number, all identifying information provided by the account 
holder when the account was established, and the date and type of transaction. Broker/dealers 
would be required to report the information to FinCEN as soon as possible either by e-mail to 
patriot@fincen.treas.gov, by calling the Financial Institutions Hotline {1-866-556-3974), or 
by any other means that FinCEN specifies. 
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Broker/dealers also should identify contact persons and have procedures in place for providing 
information to and handling requests from enforcement authorities about the firms' AML efforts, 
as well as customers,engaged in possible money laundering. This infonnatioR-fflust be provided 
to the appropriate agency and made available at a specified location when requested. Firms 
should establish procedures to provide such information not later than seven days after receiving 
a written enforcement agency request. 

Firms should also have procedures in place to terminate a correspondent relationship with a 
foreign bank within 1 o business days of receivirlg writt�rt · notic� ·trorti 'Tteasury dl""thE!° �riited · ·-··ft 
States Attorney General that the foreign bank failed either to comply with a summons or 
subpoena or to contest it in United States court. 

Finally, in the course of performing due diligence or during the opening of an account, firms 
should immediately contact Federal law enforcement by teleption·e in ·a·ppropriate emergency - .. 
situations as described below: 

•e a customer is listed on the OFAC List;e

•e a customer's legal or beneficial account owner is listed on the OFAC List;e

•e a customer attempts to use bribery, coercion, undue influence, or other inappropriatee
means to induce a broker/dealer to open an account or proceed with a suspicious ore
unlawful activity or transaction; ande

•e any other situation that a firm reasonably determines requires immediate governmente
intervention.e

Voluntary Information Sharing Among Financial Institutions 

To the extent desired and/or appropriate, broker/dealers should have procedures in place for 
· .. ;- ...... sharing information with other7

�Aancial institutions about those suspected of terrorism and 
money laundering. Under Treasury's interim rule, which became effective on March 4, 2002, 
broker/dealers that share this information must file an annual certification with FinCEN.39 The 
certification requires broker/dealers to take steps necessary to protect the confidentiality of the 
information and to use the information only for purposes specified in the rule. The certification 
can be found at: www.treas.gov/fincen. Broker/dealers should have adequate procedures to 
protect the security and confidentiality of such information. 

Designate Compliance Officer 

Every broker/dealer compliance program must designate a compliance officer {" AML Compliance 
Officer") to help administer the firm's AML compliance program efforts. Broker/dealers should 
vest this person with full responsibility and authority to make and enforce the firm's policies and 
procedures related to money laundering. The AML Compliance Officer does not need to be the 
firm's current compliance officer. Some larger firms have placed this responsibility on the firm's 
risk manager. Firms may, however, consider incorporating AML compliance requirements into 
the existing duties of a firm compliance officer. Whomever the firm designates as its AML 
Compliance Officer should have the authority, knowledge, and training to carry out the dutie·s 
and responsibilities of his or her position. 

The AML Compliance Officer should monitor compliance with the firm's AML program and help 
to develop communication and training tools for employees. The AML Compliance Officer should 
also regularly assist in helping to resolve or address heightened due diligence and "red flag" 
issues. 
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The AML Compliance Officer should ensure that AML records are maintained properly and that 
SARs are filed as required pursuant to the firm's procedures. In short. the AML Compliance 
Officer should be the pr,imary. contact.fol=-the,fii:m .on-AMl compliance implementation and 
oversight. 

Finally, to the extent applicable, the AML Compliance Officer should report to a member of 
the Board of Directors (or other high level executive officer} on AML compliance issues. This 

senior officer or director should communicate with firm employees on AML issues to further 
demonstrate the firm_' , s 9ornr;n!f!ltent �SL1�L._q9mJ?liance. The fi@•�·��{�f a:na����me��.·$.�ould 
work with the AML Compliance Officer to help ensure that the firm's AML policies, procedures, 
and programs meet all applicable government standards and that they are effective in detecting, 
deterring, and punishing or correcting AML misconduct. The firm's senior management also 
should work with the AML Compliance.Officer. to ensure that the AML compliance policies, 
procedures, and programs are updated and reflect current requirements. 

Establish An Ongoing Training Program 

The Money Laundering Abatement Act requires firms to develop ongoing employee training 
programs on AML issues. The AML employee training should be developed under the leadership 
of the AML Compliance Officer or senior management. Educational pamphlets, videos, intranet 
systems, in-person lectures, and explanatory memos are all appropriate training vehicles for AML 
training. The training may vary based on the type of firm and its size, its customer base, and its 
resources. The NASD urges its members to instruct their employees about the following topics, 
at a minimum: 

a • how to identify "red flags and possible signs of money laundering that could arise 
during the course of their duties; 

• what to do once the risk is identified; 

• what their roles are in the firm's compliance efforts; 

• how to perform their roles; 

• the firm's record retention policy; and 

• disciplinary consequences, including civil and criminal penalties for non-compliance 
with the Money Laundering Abatement Act. 

The NASD advises its members, at a minimum, to implement AML training on an annual basis. 
Frequent evaluation of training programs may be necessary to ensure that firms are informing 
employees about any new developments with the rules and regulations. As noted above, firms 

should update their training materials, as necessary, to reflect new developments in the law. 
· Incorporation of money laundering compliance training into continuing education programs is 

recommended for both registered representatives and supervisors. 

A broker/dealer should scrutinize its operations to determine if there are certain employees 
who may need additional or specialized training due to their duties and responsibilities. For 
example, employees in Compliance, Margin, and Corporate Security may need more 
comprehensive training. The firm should train these employees or have these employees receive 
the appropriate instruction to ensure compliance with the Money Laundering Abatement Act. 
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Establish An Independent Testing Function 

In addition to the firm's overall supervisory responsibility to ensure that its procedures are being 
followed properly, broker/dealers must have an independent testing function to review and 
assess the adequacy of and level of compliance with the firm's AML compliance program. Either 
member personnel or a qualified outside party may perform the testing function, depending in 
part on the firm's size and resources. Smaller firms, for example, may consider using a qualified 
outside party to complete this function or they may find it more cost effective to use appropriately 
trained firm personnel. If a firm uses internal personnel. sufficient separation of functions should 
be maintained to ensure the indeper'fdence·of the internal testing personneL··-·- · 

The independent testing should be performed annually. After a test is complete, the internal 
testing personnel or qualified outside party should report its findings to senior management or to 
an internal audit committee, as appropriate. The firm should ensure that there are procedures for 
implementation of any of the internal testing personnel's or third party's recommendations and 
corrective or disciplinary action as the case may warrant. 

INTRODUCING BROKERS AND CLEARING BROKERS 

The NASD wishes to emphasize that both introducing brokers and clearing brokers have 
responsibilities under the Money Laundering Abatement Act. All broker/dealers should devote 
special attention to potentially high-risk areas for money laundering. Both introducing brokers and 
clearing brokers must establish and implement the appropriate AML procedures identified above 
to comply with the Money Laundering Abatement Act's requirements. 

In order to detect suspicious activity, it is imperative that introducing and clearing brokers work 
together to achieve compliance with the Money Laundering Abatement Act. For instance, 
introducing brokers generally are in the best position to "know the customer/ and thus to identify 
potential money laundering concerns at the account opening stage, including verification of the 

-- -=-. identity of the customer and deciding whether to open an account fora:customer.40 In essence, 
introducing brokers should understand that they are the first line of defense in detecting and 
deterring suspicious activity. Clearing firms, in tum, may be in a better position to monitor 
customer transaction activity, including but not limited to, trading, wire transfers, and the deposit 
and withdrawal into and out of accounts of different financial instruments. To assist introducing 
brokers and, more importantly, satisfy their own obligations under federal law, clearing firms 
should establish both automated systems to detect suspicious activity and procedures to share 
AML information and responsibilities with introducing brokers, consistent with the Money 
Laundering Abatement Act. For example, both the introducing broker and clearing firm may .have 
information concerning a customer relevant to an assessment of whether a wire transfer out of 
an account to a particular destination raises any AML concerns. 

Importantly, introducing brokers must have a basis for assuring themselves that their clearing 
firms are monitoring customer account activity on their behalf. Similarly, clearing firms must have 
a basis for assuring themselves that their introducing firms are following appropriate customer 
identification procedures. Responsibilities relating to AML compliance should be clearly allocated 
between the parties, and such responsibilities should be specified in the parties' clearing 
agreements pursuant to NASD Rule 3230. Any such allocation, however, would not relieve either 
party from its independent obligation to comply with AML laws. 

In short, introducing brokers and clearing firms need to work together to allow each firm to meet 
its obligation to comply with the AML laws. 
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CONCLUSION 

As stated above, the NASD will update its guidance as new AML rules and· regulations become - · 
final. In the interim, the NASO reminds members to comply with' the provisions of the Money' · · 
Laundering Abatement Act that currently apply to broker/dealers. Although the obligation to 
develop and implement an AML compliance program is not a "one-size-fits-allD requirement, all 
broker/dealers must have an AML compliance program designed to achieve compliance with the 
BSA and the regulations promulgated thereunder. 

• 
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ENDNOTES 

1 Uniting and Strengthening America by 
-,:>roviding Appropriate Toots· Requimd to· 

Intercept and Obstruct Terrorism Act of 
2001, Pub. L. No. 107-56, 115 Stal 272 
(2001). 

2 31 U.S.C. §§ 5311, et seq. 

3 In its proposed rules released in 
December 2001. Treasury defines 
"correspondenteaccounrforepurposes 
of broker/dealers as uan account 
established to receive deposits fmm, 
make payments on behalf of a foreign 
bank, or handle other financial 
transactions related to such bank.· 
See 66 Fed. Reg. 67,459 (December 
28, 2001 ). The NASO will keep 
members apprised of any changes 
to the definition of "correspondent 
accounr when Treasury releases its 
final rules in this area. Please also note 
that Treasury's definition is different 
from the definition of correspondent 
brokerage accounts. 

4 See66 Fed. Reg. 67,669 (December 
31, 2001 ). NASO Regulation's AML 
Web Page provides links to Treasury's 

certain BSA provisions. proposed and final regulation�: 

5 See 66 Fed. Reg. 67,459 (December 
28, 2001). 

6 See 67 Fed. Reg. 9873 (March 4, 
2002); 67 Fed. Reg. 9879 (March 4, 
2002). 

7 See generally Anti-Money Laundering, 
Efforts in the Securities Industry, Report 
to the Chairman, Permanent 
Subcommittee on Investigations, 
Committee on Governmental Affairs, 
U.S. Senate, GAO-02-111 (October 
2001). 

8 Title 18 U.S.C. §§ 1956 and 1957 make 
knowingly engaging in, or attempting to 
engage in, financial transactions 
involving the proceeds of certain 
unlawful activities a criminal offense. 
Therefore, under the criminal statutes, a 
person or entity could be prosecuted for 
assisting or participating in money 
laundering perpetrated by its customer 
if the firm (or person) knew or was 

willfully blind to the fact that the 
transaction involved illegal funds. 

, , , ., , ,Crimf��\.P.�.�a!!f.�. !�pude �i:t� up t� , , . , 
$500,000 or twice the value of the 
property involved in the transaction, 
whichever is greater, and prison 
sentences as long as 20 years. In 
addition to criminal penalties, violat01'S 

. may face .civil penalties up to the . 
greater of the value of the property, 
funds, or monetary interests involved in 
the transaction or $10,000, as well as 
forfeiture of any property involved in the 
transaction. The BSA also Imposes 
criminal and civil penalties for violations 
of the BSA or its implementing 
regulations. Generally, a person can be 
subject to a criminal fine of up to 
$250,000 or imprisonment of up to 5 
years, or both. A person who violates 
the BSA while violating another law of 
the United States, or engaging in a 
pattern of illegal activity, is subject to a 
criminal fine of up to $500,000 or 
imprisonment of up to 10 years, or both. 
The Money Laundering Abatement Act 
adds additional criminal and civil 
penalties that can be up to two times 
the amount of the transaction, not to 
exceed $1,000,000 for violations of 

9 See NASO Notice to Members 89-12, 

Reporting Suspicious Cuffency and 

Other Questionable Transactions to 

the IRS/Customs Hotline. 

1 O See note 3. 

11 See 66 Fed. Reg. 67,459 (December 
28, 2001). 

12 See 67 Feel. Reg. 9873 (March 4, 
2002); 67 Fed. Reg. 9879 (March 4, 
2002). 

13 See67 Fed. Reg. 9873 {March 4, 
2002); 67 Fed. Reg. 9879 (March 4, 
2002). 

14 See 66 Fed. Reg. 67,459 (December 
28, 2001). 

15 See 66 Fed. Reg. 67,669 (December 
31, 2001). 

16 See File No. SR-NASD-2002-24. 

17 

17 The U.S. Sentencing Commission 
Guidelines for organizations set out 

, .. ,fn.e fgll�n,9 crit�rj_a.,f,(?� an �ff.E!ctive 
corporate compliance program: 
(1) whether the company's compliance 
standards and procedures are 
reasonably capable of reducing the 
prospect of criminal activity; (2) whether 

. there is oversight af the compliance 
program by high-level personnel; 
(3) whether the company exercises due 
care in delegating substantial authority; 
(4) whether the company communicates 
effectively to all levels of employees;e
(5) whether the company has in placee
viable systems for monitoring, auditing,e
and reporting suspected misconduct 
without fear of reprisal; (6) whether 
the company enforces compliancee
standards in a consistent manner usinge
appropriate disciplinary measures; ande
(7) whether the company has takene
reasonable steps to respond to ande
prevent further similar offenses upon 
detection of a violation. See also In Re 
Caremark International Inc. Derivative 

Utigation, 698 A.2d 959 (Del. Ch. 
1996); McCall V. Scott, 250 F. 3d 1997 
(9th Cir. 2001 ). 

18 The New York Stock Exchange (NYSE) 
· · · has also proposed Rule 445, whiche

mirrors the NASD's proposed rule.e
See File No. SR-NYSE-2002-10e
(filed with the SEC on February 27,e
2002).e

19 31 U.S.C. § 5318(h) (amended by 
Section 352 of the Money Laundering 
Abatement Act). 

20 See USA Patriot Act of 2001: 
Consideration of H.R. 3162 Before 

the Senate (October 25, 2001) 
(statement of Sen. Sarbanes): 
Financial Anti-Terrorism Act of 2001: 

Consideration Under Suspension of 

Rules of H.R. 3004 Before the House 

of Representatives (October 17, 2001) 
(statement of Rep. Kelly) (provisions of 
the Financial Anti-Terrorism Act of 2001 
were incorporated as Title 111 in the 
PATRIOT Act.) 

21 See Notice to Members 96-32; Notice 

to Members 96-70; and Notice to 
Members 99-11. 
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22 Treasury has until October 26, 2002 
to promulgate additional customer 
Identification requirements. 

23 Firms should authenticate customer 
identity at the time of account opening, 
and not just when an account shows 
suspicious activity. 

24 See Notice to Members 01-67, Terrorist 
Activity. Executive Order 13224 · '' 
prohibits transactions with those 
persons and organizations listed on the 
OFAC Web Site on the SON List as well 
as with the listed embargoed. countries 
and regions: See also Section 326 of 
the Money Laundering Abatement Acl 
The OFAC Web Site is updated 
frequently, so members should consult 
the list on a regular basis. Software 
programs that allow firms to perform 
this function in a more user friendly and 
automated manner are available. 

25 Note that under the BSA, firms must 
record a current passport number or 
other valid government identification 
number for transfers or transmittals of 
$3,000 or more by or for non-resident 
alien accounts. See 31 C.F.R. 103.33 
(2001). 

26 31 U.S.C. § 5318(k) (amended by 
Section 319(b) of the Money 
Laundering Abatement Ad). 

27 31 U.S.C. § 5318{j) (amended by 
Section 313 of the Money Laundering 
Abatement Act). Please note that 
Treasury included a model certification 
form in its December 2001 rule 
proposal, available at www.nasdr.com 
/money.asp. 

28 31 U.S.C. § 5318(i) (amended by 
Section 312 of the Money Laundering 
Abatement Act). 

29 Treas. Dept., Bd. of Gov. of Fed. Res .• 
Comp. Of the Currency, F.D.I.C .• 
O.T.S. and State Dept., Guidance on 
Enhanced Sautiny for Transactions 
that May Involve the Proceeds of 
Foreign Offidal Co"uption, (Jan. 2001) 
and at www.ustreas.gov/press/ 
releases/guidance. him. 

30 31 U.S.C. § 5318(i) (amended by 
Section 312(a)(i)(4)(B) of the Money 

''' ' . LSUf\�ng AJ)aJementAd). 

31 31 U.S.C. § 5318(1) (amended by 
Section 312(a)(i)(3) of the Money 
Laundering Abatement Ad). 

32 31 u.s.c. § 5318(g). 

' ''33 Evidence that a broker/dealer knows 
that the property Involved In a financial 
transaction constitutes the proceeds 
of unlawful activity and nonetheless 
conducts (or attempts to conduct) the 
financial transaction with the unlawful 
proceeds with the intent to promote 
the unlawful activity or knowing that 
the transaction Is designed to conceal 
or disguise the nature, source, or 
ownership of the unlawful proceeds, 
can subject a broker/dealer to criminal 
prosecution. See 18 U.S.C. § 1956. 

34 66 Fed. Reg. 67,669 at 67,674 (Dec. 
31, 2001). 

35 Firms are also reminded to notify self
regulatory organizations and the SEC 
if they detect Indicators of securities 
laws violations. Firms should note 
that there are exceptions to the 
proposed broker/dealer SAR 
requirements, including that a broker/ 
dealer is not required to file a SAR to 
report a possible violation of any of 
the federal securities laws or rules of 
a self-regulatory organization by the 
broker/dealer or any of its officers 
or directors, employees, or other 
registered representatives, other than 
certain rules, so long as such violation 
is properly reported to the SEC or 
a self-regulatory organization. See 66 
Fed. Reg. 67,669 at 67,676-6n (Dec. 
31, 2001). 

36 The FATF is an inter-governmental 
body whose purpose is the 
development and promotion of 
policies, both at national and 
international levels, to combat money 
laundering. The FATF monitors 
members' progress in implementing 
anti-money laundering measures, 
reviews money laundering techniques 
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and counter-measures, and promotes 
the adoption and implementation of 

• aJ1ti-mqru�y lal!�rtr:ig ro.�1;:;ures . 
globally. See links to the FATF Webe
Site at www.nasdr.com/money.asp. 

37 See Speech by Lori Richards, 
Director of Securities and Exchange 

•e Commi�Jon's qff!� of G�'1:1.P.Uan0;te
• Inspections and.E>eprninatioos, Money 

Laundering: It's on the SEC's Radar 
Saeen (May 8, 2001); See also SIA, 
Prellminary Guidance for Deterring 
Money Laundering Activity, at 12-13e
(Feb. 2002); Sarah B. Estes,e
Sutherland, Asbill & Brennan LLP,e
Securities Broker-Dealers and Money 
Laundering: The Obligations of Broker
Dealers Under Money Laundering Laws 
at� (2001).e

38 Firms may wish to consult FinCEN's 
Web Site for more information (see 
www.treas.gov.tincen), including, 
annual SAR Activity Review reports 
and SAR Bulletins, which discuss 
trends in suspicious activity reporting 
and give helpful tips. 

39 See 67 Fed. Reg. 9873 (March 4, 
2002). 

40 All broker/dealers should consider using 
electronic databases (such as Equifax, 
Experion, Lexis/Nexis, or other in-house 
or custom databases) to verify customer 
identity. 

Cl 2002 National Association of Securities 

Dealers, Inc. (NASDJ. All rights reserved. Notices 

to Members attempt to present information to 

readers in a format that is easily understandable. 

However, please be aware that, in case of any 

misunderstanding, the rule language prevails. 
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Page 5 

l PROCEoEDINGS 
2 MR. BAGNALL: We will go on the record at 10: 10 

3 a.m., using t he watch on my wrist, September 30, 2015. 

4 M r. Terraccoiano, could you please raise your 

s right hand. 

6 Do you swear or affinn to tell the truth. the 
7 whole truth and nothing but the truth? 

8 THE WIoTNESS: Yes, I do. 

9 Whereupon, 

10 EUGENE WILLIAM TERRACCIANO 

11 was called as a witness and, having been first duly 

12 sworn. was examined and testified as follows: 

13 EXAMINATION 

14 MR. BAGNALL: Can you please state and spell 

15 

16 

17 

18 

19 

20 

21 

22 

23 

24 

15 your full name for the record? 

16 THE WITNESS: Yes. Eugene, E-u-g-e-n-e, 

17 William, W-i-1-1-i-a-m, T crrncciano, 

18 T -e- r- r-a-c-c-i-a-n-o. , .  

19 MR. BAGNALL: Okay. You can put your hand 

20 down. Thanks. 

21 So I am Geoorge Bagnall and this is Dan Maher. 

22 We are members of the staff of the Enforcement Division 

23 of the U.S. Securities and Exchange Commission. 

24 This is an investigation by lhe U.S. SEC in the 

25 matter o SF.C File No. 

2 (Pages 2 to 5) 
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Page 66 Page 68 

1 BY MR. BAGNALL: 1 BY MR. BAGNAIL: 
2 Q Did you have any other Job responsibilities? 2 Q Yes,sir. 
3 A Training. 3 A Are you saying did I have access to a report? 
4 Q Oby. Anything else1- · •··� ... -- .. •·•-4.,-•-••l'mnot mrc of your question. •·· -········- - -·• 
5 A Andneedsanalysis. 5 Q Yeah, let me ask it agn 
6 Q Okay. Anything else? 6 I am asking you if'you lmowmt a suspicious 
7 A rm going to  say that's it. 7 activity report is. 
8 Q Okay. How about any responsibilities with 8 A One that needs to - one that would be filed, 

respect to suspidom activity reports? Did you have any· • - · · - · •·· .. 9 - • • are you saying? 

11 CO for suspfdous activity reports at Aegis? 11 A Okay, yes. yes. 
12 A Yes. 12 Q So what is a suspicious activity report? 
13 Q What were th$)Se job responsibilities? J.) A A suspicious �vity report is an electronic 
14 A The responsibilities were the acwal trade 14 report filed through FinCen that outlines activities in 
15 activity reports were done through branch supervisory 15 an account in a drop-down box or in additional to that, 
16 compliance personnel. And issues - I would periodically 16 and I checked offboxes. 
17 discuss issues or when needed from the branches on 17 Q And are you describing the boxes and the 
18 activity. 18 drop-down box - the c&ecled boxed in the drop-down box, 
19 MR. McCURDY: Excuse me one second. I missed 19 that's an online system? 
20 the first part of your answer. 20 A Yes, online fcmi, yes. 
21 What was primarily done through branch 21 Q Okay. As the AML CO for Aegis- in your 
22 supervisory persormel? 22 capacity as the AML m for Aegis, what responsibility, if 
23 TIIE WITNESS: The trade a ctivity reviews. 23 any, did you have for making smpiclous activity reports? 
24 MR. McCURDY: Tiiank you. 24 A If an activity was deemed suspicious after 
25 BY MR. BAGNALL: 25 investigation, and a suspicicm SAR would be filed. 
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1 Q And the second part was discuss issues with 1 Q 'Who is responsible for detennining whether a 
2 whom? 2 SAR should be filed at Aegis? 
3 A Discuss issues with the supervistors that were 3 A That was a discussion between the CCO and 
4 using those systems. 4 myself. 
5 Q And how were the trade activity reviews and 5 Q So was there - both the chief compliance 
6 discussions, bow were th ose related to suspicious 6 officer and the AML CO were mponsible for deciding 
7 activity reports? 7 whether Aegis needed to file a SAR, is that what you're 
8 A Obviously that captured the trade activity in 8 saying? 
9 accounts. If anything was out of the ordinary, that 9 A Correct, yes. 

10 w ould be brought to my attention and the attention of the 10 Q Was that spelled out somewhere in the firm's 
11 previously CCO. 11 policies and procedures that tbe responsibility to file a 
12 Q And which previous chief compliance officer? 12 SAR was both the AML CO and the chief compliance officer? 
13 A When Sam Guidetti was there. When Tony Monaco 13 A I don't know- I don't know if that was 
14 was there. 14 actually in the memorialized in a WSP. 
15 Q So whoever was in that role at the time? 15 Q Okay. So is it your testimony then that in 
16 A Yes. 16 practice it was the responsibility of both the AML CO and 
17 Q And what is the "suspicious actMty report"? 17 chief compliance officer at Aegis to determin e whether a 
18 A What definition are you - are you asking me a 18 SAR needed to be filed? 
19 definition of a - 19 A Correct. 
20 Q Whal is a suspicious activity report? 20 Q Okay. Do you know what the memo1ialized 
21 A Y cu know, there's a lot of different activities 21 practice was at Aegis for who had - let me start that 
22 that could quite possibly make up a suspicious activity. 22 over. 
23 MR. McCURDY: He's asking about a suspicious 23 Do you lmow \\-hat the WSPs of the finn say about 
24 activity report. 24 who has responsibility to detennine whether a SAR needs 
25 THE WITNESS: Oh, an actual report? 25 to he filed? 

j 
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1 A Yes. 1 enhanced procedure for that specific function. 
2 Q What do the WSPs say? 2 Q Was there a precipitating event that led Aegis 
3 A I believe that said that the AML CO bas that 3 to update the DVP/RVP procedures? 
4 respousibtlity. 4 A Not that I know ot: i-
5 Q The AML CO alone? 5 Q ID what ways did the enhanced procedures for 
6 A Y CS, COITect. 6 DVP/RVP accounts affect AML compliance at A egis? 
7 Q Again, in connection \\itb your role as the AML 7 A It entailed a number of additional 
8 CO at Aegis, were there any other job responsibilities 8 documentation that needed to be filled out and a number 
9 y�u.had wi� �pect tq $ARs that you haven't abudy 9 of websites that needed to be looked at to check 

- · · - • ,.-1'-'•••·f 10 mentioned? l O - - · infonnation. J 
I 

11 A I'm not entirely sure what you mean by that 11 Q Do you know why those procedures weren't in 
12 Q So I think you testified that you had the 12 place for DVP/RVP accounts Initiall y? 1 
13 resd nsilx1ity to detennine, after an investigation, 13 A No. pod
14 whether a SAR needed to be med fn conversations mth 14 Q Did Aegis, during your time at the time, did 
1 S the chfef coaq,liance officer, co�t? 15 Aegis have a low-priced securities business? 
16 A Uh-huh. 16 A rd like you to clarify that a little more. 
1 7 Q And that was in response to my questions about 1 7 Q What is a low-priced securities business, do 
18 what job respon51'bilities you had as the AML CO in 18 you know? 
19 connection wfth SAR, correct? 19 A Yes, I do know. 
20 A Correct. 20 Q What is it? 
21 Q Okay. Did you have any other Job 21 A A low-priced securities business is anything -
2 2 responsibilities as the AML CO at Aegis that are related 2 2 a security that bades under $5 a share. Could even be 
23 to SARs? 2 3 on an exchange, but usually on a Bulletin Board , 
2 4 A No. 2 4 transaction or security. i 

2d Qd Did you hade anyd sd ibd ty as the 2d Q ad that ind dd dA egisd ave a kad v re ponsd hd hd___ _d _d _d _____ o _k_d _ _ _ _ __ _s _o_d _y_. - - _d _d _ _ _ _d _d _d _d _ill_d _ _ _ ___ s __ y_._w_u_ _d _d _ _ _m_·_m_ _, d_·_id _d _d _d _d__ -tj 
,_d -t-
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l AML CO fo� drafting the AML compliance policies andd ld low-priced securities business during the time you were 
2 procedures at Aegis? 2 employed by the fmn?d
3 A Yes. 3 A You know, I'm still not sure what you mean by a 
4 Q Okay. Can you please describe those 4 "low-priced securities business." 
5 responsibilities? 5 Q Let me try again, okay? 
6 A Making adjustments to the WSPs relating to AML 6 A Yeah. 
7 procedures, putting in enhancements to what was already 7 Q During the time you were employed hy Aegis, did 
8 in the compliance manual. 8 Aegis have customers \\ho traded low-priced securities? 

9 Q Did you do those things during your time at 9 A Yes. 
10 Aegis? 10 Q Okay. When I say the "low-priced securities 
11 A Correct 11 business," I mean that, that Aegis had customers that 
12 Q Yes, you did? 12 engaged in transactiod ,'With low-priced securities, okay? ns 
13 A Yes. 13 A Could I just ask you a question? 
14 Q What changes did you make to the AML policies 14 Q Sure. Well - go ahead. 
15 and procedures ,mile you wed at Aegis? 15 A I'd like to just clarify because when you say re 
16 A One in particular was the enhanced procedw-cs 16 "business," I'm thinking of the organization and a line 
17 for DVP/RVP accounts for low-price securities. 17 of business. 
18 Q And what was yow· role in connection \\ith the 18 When you characlt.Tizt.-d that word, you're saying 
19 enhanced procedure for DVP/RVP accounts? 19 do you transact in stocks, bonds, and low-priced 
20 A I worked with senior management to put together 20 securities. is that part of the finn's blLo;incss line? 
21 an updated procedure. 21 And I would say that that is not part of the firm's 
22 Q Why did you need to update the procedure for 22 business oderall. vd
23 DVP/RVP accounts? 23 Q Why isn't it part of the firm's business 
24 A In disc�ons with our outside counsel and 24 overall? Why isn't the low-priced securities - the 
25 senior management, it was de1ermined that we needed an 25 trading in low-priced securilies by Aegis customers part 
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1 Q And was that process documented anywhere? 
2 A If it was an e-mail, it wouJd be documented. 
3 lfl had conversations, you koow, with additional people, 
4 I might have put that into a document, yes. 
5 Q Okay. And where would that be maintained? 
6 A In a file, SbarePoint file. 
7 Q Okay. Thank you. 
8 BY MR. BAGNALL: 
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1 Q What flags did Aegis add? 
2 A There was an enhanced version that came out 
3 that was rolled out through RBC and Kevin McKenna, and 
4 -that had an enhanced version of the aetuahystcm. "'" , It I •W'-14... �. 

5 Q Okay. Did Aegis monitor for suspicious 
6 activity in any ways other than the trade activity 
7 reviews? 
8 A There's - on the work flow system, requests 

9 Q Did the individualsin the branches that were 9 

10 responsible rot conducting the review--- the frade ·10 .t. 'fiilids, rcqulsts for ch&:k requests, anlf tfiings-oftliaf . , . - d • 

11t nature. 
12 In reviewing and processing those, there would 
13 be a look-back into the account to sec what activ.ity 
14 triggcn:d the request to send out the funds or journal 
15 securities or anything of that nature. 
16 Q I'm sorry. Was that a manual process what you 
17 just described? 
18 A It was a wcb-ba.scd process. But it was manual 
19 in a sense that to look back onto the account activity 
20 system, and to look through activity and whatnot. that 
21 part was - that part was electronic but it was manual in 
22 the sense that you went back and did a separate step to 
23 look into the actual account 

11 activity reviews, or condudiog the trade activity 
12 reviews - did they receive training on how to identify 
13 suspicious activity? 
14 A Yes. 
15 Q When did they recdve the training? 
16 A The training received on an ongoing basis 
17 through discussions, through operations, through the 
18 centralized compliance function. 
19 Q Were the individuals condu�g the trade 
20 acdvity reviews provided with examples of suspicious 
21 activity that they should be on the lookout for during 
22 the reviews? 
23 A No. 
24 Q Was there anywhere where the individuals 

Q Okay. Was there anything else? 
A Spot checks of trade activity through the 

25 responsible for conducting the trade activity reviews 
25 

Page 87 

1 could look to find a set of e� of suspicious 
2 activity that they should be on the lookout for? 
3 A Yes. 
4 Q And ,l'hat �re those resources? 
5 A Well, there was within the system itself, the 
6 Proserve system, which is an ongoing evolution, the 
7 actual system, there were flags and the resources were at 
8 RBC and at Aegis to discuss what those flags were, you 
9 know, and if the flags were tripped or triggered, what 

10 should be done with it. 
11 Q Who \\'aS responsible for creating the flags in 
12 the Proserve system? 

Page 89 

1 supervisor in the home office. 
2 Q So the person ,mo conducted the spot checks, is 
3 that person in the compliance department? 
4 A That person is a supervisory person. 
5 Q With compliance responsibilities? 
6 A With compliance responsibilities in the sense 
7 that they have a direct contact with home office 
8 compliance on a daily basis. 
9 Q For the purposes of conducting the spot checks, 

10 were the supervisors responsible for actually the spot 
11 checks, \Vere they provided with examples of suspicious 
12 activity that they should be on the lookout for? 

13 

14 

A Those were I believe a default system. A No. 
Q When you ny a "default system," you mean that 14 Q Do you know- specifically now with respect to 

15 when the Proserve system was deployed at Aegis, it came transactions in low-priced securities, were there any 
16 with flags alnlady included in it? 16 flags in the Proserve system that monitored those sorts 
17 A Correct. 17 of transactions? 
18 Q Did Aegis modify those Oags at all? 18 A Yes, there were flags that did monitor those 
19 A Yes. 19 transactions, yes. 
20 Q How did Aegis modify the nags? 20 Q What did those flags monitor for? 
21 A 1l1e modification was done to decrease fali;c 21 A Low-priced security transactions, securities 
22 positives that came up on the systcnt 22 that traded SS and under. 
23 Q Did Aegis add any additional flags to the 23 Q Maybe you could describe for us how a flag 
24 Prn5erve S)'Stem that didn't come in the default? 24 worked in the Proserve system. 
25 A Yes, posmbly •• yes, I believe so, yes. 25 A When a trade was transacted, a sell. let's say, 
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1 or a purchase. it didn't matter, a Oag would be tripped 

2 if a security traded under $S a share. 

3 Q And so every single transaction for a security 

4 _ .under $5 ffllald be flagged In the system? 

5 A Yes. 

6 Q And so somebody reviewed every single 

7 transaction? 

8 A Yes. 

9 Q .l\lhat were they reviewing for? 

1 o A ifhey would review to see if it was a listed 

11 security or a security they traded to a market Bulletin 

12 Board, that kind of thing. 

1 Golden? 

2 A That was disseminated to every single employee 

3 at thefinn. 

4 Q Considering that Mr. Kotash and Mr. Golden had 

5 respo11S1oility for revie\\ing tnnsactions in low-priced 

6 securities, did they receive any tnining unique to that 

7 job role that 1''0Uld have provided them guidance on what 

8 suspicious activity they should be on the lookout for? 

9 A I'm not entirely sure what you mean by that. 

1 O Q So did Mr. Kotash and Mr. Golden, separate from 

11 training that went firm.\\ide, did they receive specific 

12 training that would aid them In their duty to review all 

1 entails? 

2 Q Well, you've testified a couple of times today 

3 about the different types of Crainfng that Aegis offered 

4 to its employees. 

5 A Uh-huh. 

6 Q Any of those types of Cninfags, did you 

7 receive any training about smpfdoas activity reports? 

8 A I administered the training. so the Notice to 

9 Members that went out. The annual compliance training, 

10 that bad m>dulcs in it about AML. 

11 Q So I'm asldng if you received, you personally, 

12 received training on suspicious activity reports from 

Q Who were the indivi�ual! �mo conducted that Aegis? 

review? 14 A No. 

A One of the hubs was 40 Wall Street. At 40 Wall 15 Q Do you lmow\\hat cin:wnstances require Aegis to 

16 Street. Todd Golden and Craig Kotash. 16 file a suspicious activity report? 

1 7 Q And were Mr. Golden and Mr. Kotasb provided 17 A 

18 with examples of suspicious activity related to 18 Q What are those cin:mmtanccs? 

19 low-priced securities transaction that they should be on 19 A There is a number of c:irc:Ulmtanccs that 

2 0 the lookout for during their review? 20 comprise potential suspicious activity. 

21 A In one of the compliance alerts I sent out as 21 MR. McCURDY: Make sure you're on the right -

2 2 part of the training, I believe I bad - I believe l bad 22 Are you asking him for examples or are you 

three Notice to Members that actually outlined suspicious 23 asking him-

2 4 activity or potential suspicious activity. 24 MR. BAGNALL: I am asking Mr. Terracciano to 

Q Did you disseminate that to Mr. Kotash and Mr. 25 tell me what circwmtances require Aegis to file a SAR. 
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l 1HE WllNESS: I don't think that is the 

2 question you had originally asked me. 

3 MR. McCURDY: That's fine. Just amwer the 

4 question he just asked. 

5 1HE WITNESS: Could you -

6 BY MR. BAGNALL: 

7 Q What circumstances reqube Aegis to ftle a SAR? 

8 A When there is no doubt that there is - that a 

9 suspicious activity took place. 

10 Q So the standard is when there's no doubt that a 

11 suspicious activity took place? 

12 A Or when it was decm:d that mspicious activity 

low-priced securities transactions? did in fact take place. 

14 A No. 14 Q So is it your testimony that Aegis had a duty 

15 Q For example, did Mr. Kotash and Mr. Golden 15 to me a SAR when it ,w aware that suspicious acti\ity 

1 6 receive specific Ir.lining unique lo them on ,vbat 16 had taken place? 

1 7 suspicious activity they should be on the lookout for in 17 A When suspicious activity was detected. 

18 their review of low-priced securities transactions? 18 Q Okay. And '\lbat type of suspklous activity 

A No. would require Aegis to fde a SAR? 

2 0 Q Did you ever- you penonally, did you ever 

21 personally receive any tr.tining from Aegis \\ith respect 

2 2 to suspicious activity reports? 

2 3 A I had discussions with one of rhe previous CCOs 

2 4 about activity, but actual training --

20 A I don't believe that there's any one type of 

21 activity. I'd have to look at the whole siluation and : 

22 review it and check documentation and come to a decision. 

23 Q Can you provide some exa�les of suspicious ,, 

24 activity that would require Aegis to me a SAR? 

Could you just define what training actually A Are you asking me ifl know of an example? I'm 
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l break for lunch if that's okay with you. l And that request would generally - that would 

2 THE WITNESS: Y cab, that's fine. 2 be directed to our operations department and start 

3 BY MR. BAGNALL: 3 vetting it that way. 

4 lftheper1011gave-ifthcregistered rep-·· · ·-····-

5 of any suspicious activity related to low-priced 5 gave the name of the security to the compliance 

6 securities transactions? 6 department or to myself: I would -or the department 

7 A Yes. 7 itself would do a review of that actual security. They 

8 Q What was the suspidous activity that you \ftre 8 would call up on different OTC, maybe trading databases 

9 

10 

aware of? 

A I would J"hst like to clarify. i \V()U}d-or· 

9 

10 

• and thing.dike that, and see if there was scull-end • 

ammoncs, or whatcvt:r the � rri:iy be, anything that • 

11 the department would get - it would come to maybe 810 11 could come up that would be a warning. 

12 compliance or maybe sometimes it would be sent to the 12 And that would also be a way to detect activity 

13 individual in the. compliance department, myself or the 13 in person. 

14 CEO or whoever was then: at the time -activity would 14 Q So did that !lctually happen? Through that 

15 come or a notice of activity would come from RBC. 15 review, you became aware of suspicious activity related 

16 Q Okay. Were there otller - let me think about 16 to a low-priced securities transaction? 

17 the rigbt way to say this. 17 A I became aware of requests that came to either 

18 Other than communications from RBC, were you 18 myself or to the compliance area, or to the operations 

aware of any suspldous activity related to low-priced 19 area, to deposit securities. 

20 securities at Aegis? 20 Q And that was Indicative of suspicious activity? 

21 A No, not that was brought to my attention. 21 A Not necessarily, no. 

22 Q Did any Aegis employees ever report to you any 22 Q So what I was asking you all the methods by 

23 suspicious activity that they had observed in connection 23 \\1:lich you became aware of suspicious activity at Aegis 

24 \\ith low-priced securities transactions? 24 that was related to transactions in low-priced 

A On occasion. Yes. 2S securitties. 
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1 Q And so \\ith that in nod, is there now two sort 

2 or types of - fn addition then, is it fair to say that 

3 In addition to communications with RBC, you also became 

4 aware of suspicious activity mated to low-priced 

5 securities from reports from Aegis employees? 

6 A Con·cct. 

7 Q Other than those two instances, communications 

8 \\ith RBC or reports from Aegis employees, were there any 

9 other instances through "tJicb you became aware of 

10 suspicious activity related to low-priced securities 

11 tnnsactions at Aegis? 

12 MR. McCURDY: Any other imtances. or any other 

13 methods? 

1 So you mentioned the communications \\ith RBC. 

2 You mentioned the reports from Aegis employees. 

3 A Right. 

4 

5 

Q And then you were Just describing the third 

method. 
1; 

6 A Right. 

7 Q So through that direct method, there were times 

8 -when you identified suspicious activity related to 

9 low-priced securities? 

10 A There wen: times when that was one of the 

11 factors in an analysis if activity could be suspicious. 

12 As I said earlier, if the rep wanted to deposit a 

13 security from founder stock, from a CEO or an 

MR. BAGNALL: Methods. Thank you. 14 entrepreneur that started a company. ll1ey held that 

TIIE WITNESS: Yes. 15 stock for a number of years and now they were looking to, 

16 BY MR. BAGNALL: 16 you know, sell that stock. 

17 Q What were they? I could do a precursor review of that security 

18 A There's the direct mc1hod. The direct m:thod 

19 

20 Q What do you mean by the "direct method"? 

21 A ll1c direct method would be a regiscc:n:d rep 

22 would come 10 the compliance office and say, "I have a 

23 client that is a founder of a coa-.,any and they would like 

18 and dctcnnine if that security should be deposited or not 

19 into the account. 

20 Q At any time during your employment at Aegis, 

21 "hen you were conducting the direct method that you just 

22 testified to, did you ever become aware of suspicious 

23 activity related to a low-priced security transaction? 

to deposit some shares, to trade those shares It's Just yes or no. 

A I'm not entirely sure. I'd like you to clarify eventually." 
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l through. 1 respect to Che e-mail? 

2 Q Did you tell anyone at Aegis why you were 2 A To gather information. 

3 leaving? 3 Q Anything else? 

4 A .No ... 4 . A , To.speak. with the indi11idual&im1ol\1Cd,._ to 

5 Q Who did you tell that you \\'Ue leaving? 5 verify infonnation within the e-mail, and to follow up 

6 A I told George Kott. 6 with discus.,iom with Michael Heiser. 

7 Q And 'ftilat did you tell him? 7 Q Did you recogim.e my AMI. recl flags in this 

8 A I told George I had a better opportlmity and 8 e-mail? 

9 

10 

I'm leaving. 

Q So you never told anybody at Aegh that a· part • 

... .9 . 

· 10· 

. A .. I see potential rcd.�yes. 

Q · 'Did you RCoglli2E them at the time you receJved 

11 of lhe reaso11 you \\-ere leawig was because of the lack of 11 it? 

12 resoun:es in lhe compliance department? 12 A Yes. 

A No,no. 13 Q . � reel flags did you _recognize? 

14 MR. BAGNAIL: Would you mark this next please. 14 A Right here - it starts at the top, "As of 

15 (SEC Exhibit No. 28 was marked 15 7/29/13, the c:mq,any reported shan:s outstanding and sold 

16 for identification.) 16 more shares than they reported outstanding." 

17 BY MR. BAGNALL: 17 Q Anything eke? 

18 Q Can you take a look at that please and let me 18 A Yes. There's a number of iBlCS here that are 

19 lmowwhen you're done? 19 questionable. 

20 A Yes. 20· Q Uyou focus speclfically on the bottom of the 

21 (The wi� reviewed the docwnent.) 21 first page - and I should paint out to you, Mr. 

22 A Okay. 22 Terrac:daao, do you see on the bottom right-band comer 

23 Q Do you recognm this document? 23 of the page, there's a marldng "SEC-Aegis-E" and then a 

24 A Yes, l do. 24 string of numbers? 

Q Wbatisit? 25 A Righl 

Page 127 Page 129 

1 A It's a - the document starts from a request Q That's called the Bates stamp. And so just for 

2 from RBC compliance to Sam Guidetti, at that time the 2 ease of our discussion, when I'm talking about a 

3 CCO, and to Kevin McKcnna. 3 particular page, I'll refer to the last three numbers of 

4 Q And who is Michael Heiser? 4 the Bates stamp. 

5 A Michael Heiser is a compliance officer that 5 A Okay. 

6 covers correspondence. 6 Q So on the first page of Exhibit 28, the page 

7 Q Sorry. Who is he a compliance officer for? 7 ending 094, do you see at the bottom, the third bullet 

8 A ForRBC. 8 from the bottom, 

9 Q Okay. And at the time, November l, 2013, what 9 A Yes. 

10 role did Mr. McKenna serve at Aegis? 10 Q Do you see any AML red Rags in the two bullets 

11 A At that time Kevin had transitioned to 11 that follow the 

12 operations. 12 A Yes. 

13 Q And 'ft-ho is Nicholas DeGidio? 13 Q What red flags do you see? 

14 A Nick DeGidio is - I don't know his actual 14 A "The company reported 231.7 million shares 

15 title but he's another employee ofRBC. 15 outstanding. They sold 31 percent of the outstanding 

16 Q Okay. And do you lmow why Mr. McKenna 16 shares." And then it goes on to talk about the average 

17 fon,·nded you Mr. Heiser's e-mail? 17 daily volume. 

18 A No,no. 18 Q Okay. Does the average daily volume bullet 

19 Q On November I, 2013, what roles were you 19 also include AML red flags? 

20 serving at Aegis'! 20 A Yes. 

21 A Director of compliance and AML officer. 21 Q Or is it multiple red nags or just one? 

22 Q You were the AML CO at the time? 22 A No, there's multiple red ftags. 

23 A Right. 23 Q All righL Are there any bullets on either 

24 Q When you received the e-mail, the fonvard from 24 page 094 or 095 that aren't an AML red Dag? 

25 )tr. McKenna, what responsibility did you have \\ith 25 A No. They are all - I would all consider them 
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1 a red flag. 
2 Q When you received this e-lD2il, did you consider 
3 ftlingaSAR? 
4 A Fust I gathered the facts of the- ... 
5 MR. McCURDY: That's a yes or no. 
6 THE WITNESS: No. 
7 BY MR. BAGNALL: 
8 Q Whytnot? 
9 A This is a snapshot of infonnation. This· · · .. · 

.. 
10 

11 Q Okay. At any time after you received this 

1 o · · ····deliberative process overwhetHeryou would me a SAA';· 
11 
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1 else. I don't remcmbcr exactly. 
2 Q Sony. And that e-mail that you just testified 
3 to \\l>Uld memorialbe the deliberative process you 

4- -�··· undertoolu1s to•bether or not �u would file.a-SAR-for · 
5 the lnfonmtioa contained in this e-mail? 
6 A It would amwer the facts. It would amwcr the 
7 questions too. We would supply facts to the questions 
8 answered. 
9 · ·· ·· • Q Howk that-a memorialization of the • , � •· • - • • 

describing the content of this e-mail? 

12 e-mail, did you consider filing a SAR? 12 A That was a subsequent discussion with Michael 

13 . . A Yes. 13 Heiser also. 

14 Q When? 14 Q So you discussed with Michael Heiserwhe�er 
15 A Some of the infonnation I believe at the time 15 Aegis ll\lu!d file a SAR on this, on the content of thfs 

16 was inconsistcnL 16 e-mail? 
l 7 MR. McCURDY: He's asking when. 17 A Well, we disamed the actual infonnation, 
18 THE WITNESS: Oh, when? I don't know -I 18 whether it was- where this information came from In 
19 don't know lhaL 19 some insunccs previous or during the time that these 
20 BY MR. BAGNALL: 20 were sent over, sometimes the infonnation would not be 
21 Q Did you take some steps after receiving this 21 totally factual. It might represent different 
2 2 e-mail before you considered whether you should file a 22 individuals or different circumstances. 
23 SAR?t 23 So there would be discussion about what we 
24t A Yes. 24 found and what we -what Mike had thought of the 
2 5 Q What steps did you take? 25 information also. Because he would have to go present 
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1 A I believe I just outlined those. l gathered 1 that to his AML department. 
2 the facts. For example, reached out to the reps lhat 2 Q It sowlds-and correct me if I'm m-ong-but 
3 covered the account. Pulled out documentation from RBC. 3 it sounds hlfe what you are describing is the 
4 That's in the postage system. Had conversations with 4 investigation that you did into answering the questions 
5 RBC, with the reps, with Kevin McKcnna, that I believe at 5 that RBC presented to you, Is that comet? 
6 that time prepared the documentation for the 6 A Yes, correct. 
7 certificates. 7 Q And then com-ersations or communications \\ith 
8 Q And after you completed those steps, you· 8 Mr. Heuer about the results of that investigation, is 
9 considered whether to file a SAR? 9 that right? 

10 A Yes. 10 A Y cs, correct. 
11 Q Did anybody else take part in that 11 Q I am asldng you-trying to ask you something 
12 consideration? 12 different. I am trying to ask you whether you documented 
13 A Sam Guidetti and Kevin McKcnna. 13 the dehoentive process that you undertook about whether 
14 Q Did you ultimately decide to file a SAR? 14 you would me a SAR on the content of this e-maU on 
15 A I don't know ifl actually filed on this one. 15 Exhibit 28. 
16 Q Did you record the deliberative process that 16 A No, I did not document the deliberative 
17 you undertook for whether or not you should file a SAR 17 proc� 
18 for this e-mail? 18 Q Did you ever document the deliber.1dve process 
19 A Yes. Yes. 19 of whether or not you would fde a SAR other than \\ith 
20 Q Where did you record it? 20 respect to Exhibit 28? 
21 A In an e-mail back to Michael Heiser. 21 A I can't say. I don't - every circwmtance 
22 Q You drafted an e-mail to Michael H eiser? 22 would be different. 
23 A That was - I believe the e-mail was drafted by 23 Q Okay. Did you discover anything in your 
24 a number of - pulling together all different 24 investigation into the racts outlined in Exhibit 28 that 
25 information, either I sent it or it was sent by someone 25 led you to conclude that you did not - that Aegis did 
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not need to ftle a SAR? 
2 A It was multiple docwncotation outlining -
3 multiple documentation outlining in the enhanced 
4 procedure completed.that kd me to,believe.that that .... 
5 sufficed as far as an explanation of what occurred in my 
6 conversation when I went back in addition to Mike Heiser. 
7 Q I'm not sure I understood that, Mr. 
8 Terrattiaoo. 
9 Could I ask it again -

10 A Yeah, sure. : 
ll Q - to make sure we're on the s:ame page. 
12 Did you find anything in the investigation that 
13 was conducted into the content of the e-mail in Exhibit 
14 28 that kd you detennine th:it you did not need to ftle a 

15 SAR on behalf of Aegis? 
16 A I cannot remember at that time. 
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Q Do you have any t'cason to believe th:il you 
2 didn't rettive that e-mail? 
3 A No. 

, ... 4 , Q Directing you to the,content.of.the second ..... 
5 e-mail from the top that Mr. Guidetti \\rote, "Kevin, 
6 ple:ise see us when you get in tomorrow morning." 
7 Did Mr. McKenna come and - let me back up. 
8 Do you know who Mr. Guidetti was refening to 

. ,. 9 whc-n he ll\TOtt, "sec us"? ., 
·10 A No. 
11 Q After this e-mail in tl1e No\'ember 4, 2013, time 
12 frame, did Mr. Mc Kenna come and see you and Mr. Guidetti 
13 and Ms. Cap2r.1 about the inquiry from RBC? 
14 A Yes. 
15 Q \\!ten did he come to see you? 
16 A I don'1 know. 

Q Okay. Do you know the customc, 17 Q Did you have an in-person meeting about the. 
A No. 18 -inquiry from RBC? 

A 

18 

MR. BAGNALL: Anybody'! 
Okay. I'll take back Exhibit 28. 

19 rm not sure. Could you state that again? 
Q Yes. I asked you if Mr. McKenna came to see 

Is. Ca ar:i after this November 
20 

you and Mr. Guidetti and-
22 4th time frame about th1 inquiry from Q I am going to band you \\n:il's been previously 

nL1rncd as Exhibit 16. 
BY MR. BAGNALL: 21 

RBC? 23 

24 Could you let me know \\itcn you've had an 
25 opportunity to review it? 
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(The \\itncss reviewed the document.) 
A Okay. 
Q Do you recogni1.c this document, M,·. 

Terracciano? 
5 A No. 
6 Q Do you agree that it appears to be a 
7 continu:ition of the !bread that we just looked at in 
8 Exhibit 28? 
9 A Yes, I do. 

10 Q Okay. Do you have any reason to believe - do 
11 you see also that the second e-mail do\\n from the top on 
12 the first page of Exhibit 16, page I 12, there's an e-mail 
13 at November 4, 2013, at 4:39 p.nL, from Mr. Guidetti to 
l4 Mr. McKenna, cc'ing Ms. Capara and you. 

24 A Y cs, he did. 
25 Q Okay. Did you have an in--person meeting nith 
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Mr. McKenna'! 
2 A Yes. 
3 Q What did you disc1lss at the in-person meeting'! 

A We diseus.<,cd 1hc facts surrow,ding 1hc issues 
5 within the e-mail, the docum:ntalion that was supplied by 
6 operations, and that was within the compliance - excuse 
7 me, within RBC postage. 
8 Q Why was Mr. McKenna involved in the meeting? 
9 A Mr. McKcnna was the poinl person for•· or the 

10 employee that was involved in the initiation process of 
11 anythiag to do wi1h requests for certificates or ·· 
12 Q Okay. Did that meeting with Mr. MeKenna 
13 include a discussion :is 10 \\i1cthcr or not a SAR needed to 
14 be filed? 

Do you see that? 15 A I don't remember that. 
A Uh-huh. 16 Q Is there an)1hing else about the discussion 16 

Q Do you have any reason to believe that you 
didn't receive that e-m:,il'! 

17 

18 
\\1th Mr. McKenna that you haven't already testified to? 

A I do happen 10 remember thal I had Slaled 1ha1 
A No. this type of account sirc1chcs 1hc bandwidth of 

20 Q In the most recent e-mail in the thread, at the 20 compliance. and tha1 was also - that was also agreed up 
21 \'ery top of the same page, do you see that that's an 21 by Sa,n We had stretched our bandwidth and we just don't 

e-mail from Mr. McKenna to Mr. Guidetti, cc'ing Ms. 

19 

22 ha\'C 1hc •· we just <1011'1 ha\'c the time 10 do all of the 
23 SUr\'cillance behind these accounts. 
24 And I 1hink al the lime Mike Heiser was asking 
25 us how we would he comfortable with the accou111. 

Copar� and you. 
Do you sec that? 

A Yes, I do. 
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Page 150 Page 152 

1 
2 
3 
4 

Q Okay. 
MR. BAGNALL: Anybody else? 
Ml take it back. 
B-v:.MR.. BAGNALL: 

l 
2 
3 
4 

account was actuaDy closed? 
A No. 
Q Okay. Let me give you tlm back. 

Assume for a moment that the account was indeed 
5 
6 
7 
8 
9 

10 
11 
12 
13 

Q I'm going to hand you l\hat's been previously 
marlGCd as Exhibit 22. 

Take a look at it ple2Se and let me know when 
you've bad an opportunity to do so, Mr. Terracciano. 

And as you aRt looking at it, I'D-represent-to , -• • •· , • 
you that you don't�� to be il"edpient ot-inender :. .;-
or any or the e-maDs Included, okay. 

A Right. 
(The witness.reviewed the docwnent.) 

s closed,okay. 
6 Does dosing the account substitute for filing 
7 a SAR? 
8 A No. 

- . -. .9-- .. - Q Do you lmow what coacems - strike tbaL I'lle
I • • .\II\.. I• '· •'-'' · 10· • ·• take (teback 

11 BY MS. ZERNES: 
12 Q If there was an AML concern and an account w:is 
13 closed, who ultfma�ely had final authority to close the 

. � 

A Okay. 14 account? 
Q So if I could direct your attention to the 15 A Coa:pliancc. 

16 middle of the first psge of Exhibit 22, lbe page ending 
17 680, do you see the e-mail from Mr. Heiser to Jennifer 
18 McGeary, Brittany Mathias and cc'ing Samuel Guidetti. 
19 A Right. 
20 Q Do you see in the body of that e-mail, it says, 
21 "Sam Guidetti and Eugene Terracciano, of Aegis 
22 compliance, called me in response to the concerns listed 
23 below about 6ve minutes ago." 

16 Q Iftbe sales side wanted to keep it open and 
17 compliance did not, was there an arbitration process? 
18 MR. McCURDY: Did you say sell side? You mean 
19 the salespeople? 
20 BY MS. ZERNES: 
21 Q Excuse me. The account representation. 
22 A No. 
23 Q Who physically closed the account? 

Do you see that? 24 A A GSR, which is an administrative wire would be 
25 A Uh-huh. 25 sent from operations to close the accowit. 

t--------------------------1-------------------------1, 

Page 151 Page 153 

1 
2 

Q Do you n:c:all in the November 5, 2013, time 
frame baving a call \\itb Mr. Guidetti and RBC about the 

1 
2 

Q Oby. Were there any instances in which there 
'MS debate on account closure outside of compliance? 

3 ---ccount? 3 A Yes. 
4 
5 
6 
7 
8 
9 

10 

11 

12 

13 

14 

A No. 
Q If you read the second paragraph there, "Per 

Sam and Eugene, the account predates them Based on our 
concerns, they reviewed the account activity, account 
opening papeffl'Orlc, spoke to the rep, ct cetera. 

"Based oo that review and the concerns brought 
to their attention by RBC, Aegis llill he closing the 
account." 

Does that jog your memory as to whether you had 
a conversation, a telephone cal� llith Mr. Heiser about 
the-ccount? 

4 
5 
6 
7 
8 
9 

10 
11 

12 

13 

14 

Q And can you describe these situations? 
A Yes. 
Q Will you please describe the situation? 
A Yes, I will. Yes, I will. 

MR. McCURDY: So just to be clear, when you are 
saying omside of compliance, in which he participatt.-d? 

MS. ZERNES: Correct. 
MR. McCURDY: Okay. 
1HE WITNESS: 1bcrc were instancc.c; when.: we 

mandated an account be closed. The reps would go to 
senior management and make a case to keep the account 

15 A We had many conversations - 15 open. 
16 

17 

18 

MR. McCURDY: lt'seaeyesorno. 
THF. WITNESS: No. no. 
BY MR. BAGNALL: 

16 

17 
18 

BY MS. ZERNES: 
Q Uh-huh. And at that point, there is stiU a 

question, so the reps have gone to management. They 
19 Q Okay. So let me ask you - 19 said, "We don't ,wnt to close the account." Compliance 
20 
21 

22 

A Sure. 
Q Does that jog your memory as to \\ilether or not 

Aegis closed the-ccount? 

20 
21 

22 

says, "Yes, there are AML concerns." 
What happens next? 

A 11icrc would be a further discus.sion at that 
23 

24 

25 

A It says. "Aegis will be closing the account." 
Q Right. What I'm asking is, after reading that, 

does it prompt you to remember ,,fiether the -

23 

24 

25 

time. If Sam was there as the CCO, we would both be 
brought in to Bob's office to di� the issues and why 
we believed the account should he closed out. 
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lt closed as well"t
2 Do you see that? 
3 A Yes. 
4 Q What, ff any, respomibilities did you have.. 
5 llith respect to this e-mail? 
6 A The respoDS1l>ility was to follow up with 
7 conversations at the branch level. Standard procedw-e to 
8 contact the branch manager. the rep, the conq,liance 
9 coverage at the branch level, and, you know, discuss the 

Page 160 

1 ago for Ibis e-mail? 
2 A No,ldon't. 
3t Q Can you mp the page one fonv.anl to the page 

. � � 4,: ,. ,.ending ffloc. - ... ... .. ,•, & ···· · . � -- '' 
5 A Uh-huh. 
6 Q The very bottom of that page, an e-maD from 
7 Eugene Terracciano to Mr. DeGidio, 810 Conq,liance, Mr. 
8 Kott, Mr. McKenna and Mr. Feni. 
9 Do you see that? .. , ..... 1, "\t .. . I 

. .  10 activity and•how the account is conducted or operates. 10 A 
11 Q Okay. Do you Identify any AML red flags In the 11 Q Who is Mr. Ferri? Who is David Feni, sony? 
12 12 A Yes. Dave Ferri is the branch manager of e-mail from Mr. DeGidio sent December 2, 2013? The one 

1, 

that I just read through, the one on the page ending 794. 13 Maitland office. 
A Yes. He lists 

-
14 - starting fro-own to 14 Q So do you see what dme you sent that e-mail? 
15 15 A December 2, 2013, at 3:04 p.m 
16 Q So you are saying the three pamgniphs that 16 Q Okay. Flip back one page. The page ending 

follow the colon? 17 794. 
18 A Yes. 18 A Uh-huh. 
19 Q Olcay. What AML red Oags do you see? What time did Mr. DeGidio send his inquhy to Q 

20 20 A In this snapshot, I see "pump and dwnp" first you? 
21 off. Stock promotion and trading volwnc increases. And 21 Excuse me. To 810 Coq,liance. 
22 then a drop in the price and volume. 22 A December 2, 2013, at 2:40 p.m. 

Q Did you consider filing a SAR on the content of Q How nmcb time passed between the time Mr. 
24 the information in Eidu"bit 29? DeGidio sent his e-mail and the time you sent your 
25 A I don't remember the exact circunaance behind 25 

Page Page 161 

i lt that at that time.t 1 A A little over 20 minutes. 
2 Q So that's a no? 2 Q Is that enough time to complete the 

A I'm just saying I don't remember the exact 3 investigation that you just described a moment ago? 
circwnstance behind that time. 4 A Ycs,yes. 

Q So you don't recall \\'hether you - 5 Q So you could conduct an investigation into this 
A I don't recall. ;i 6 6 e-mail in 24 minutes?t

7 Q Sony, let me finish the question. 7 A Yes. 

i 
i 8 You don't recall whether you considered filing 8 Q How is that possible? 

9 aSAR? 9 A By looking al differcnl websites, collecting J 

10 A Yes, I don't. 10 the infonnation. news stories, promotion "pump and dump" 
11 Q Olcay. Does the content of the e-mail that Mr. 11 is a simple Google search. In name changes -
12 DeGidio sent December 2nd on Its face provide a reason to 12 Q Well, one of the things you mentioned I thin I< 
13 suspect that illegal activity had been occuning through 13 - (1 

14 Aegis? MR. McCURDY: Let him finish his answer. 
A The activity is concerning, what he wrote here. 15 THE WITNESS: I'm not done. 

16 and would be investigated. 16 MR. BAGNALL: I'm SOll)'. I thought you were 

information in this e-mail, on its face, gave Aegis a 18 THE WITNESS: Yeah. There's 'iii thatt :: 

17 

18 

done. Q That's not what I asked you. I asked if the ., 
; 

19 19 reason to suspect that illegal activity had occurred arc easily •· a Google search. I searched 1: 

and-Those were both closed in 20 20 through the Ihm? 
21 A Correct. 21 August. j 

22 Q Yes? 22 So Kevin McKcnna was probably - since he's on 
A Yes. here, he was probably consulted as to what that activity 

24 Q Okay. Do you specifically remember conducting 24 was at that time. 
25 the investigative steps you just testified to a moment That is a quick way of finding out what 
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Page 162 

l actually transpired. 

2 BY MR. BAGNALL: 

3 Q Okay. And what •bout contacting the registered 
4 rep? 
5 A Yes. 

6 Q That could Ii.ave happened in that amount of time 
7 as well? 
8 A Absolutely. 

9 Q Okay. What about gathering and revie\\ing 

Page 164 

l -trading in-where would 
2 that investigation be documented? 

3 A That would be documented in SharePoint. 

... 4. Q .. , Oby_ So.reading.up the chain� sony, are 

5 you still on the second page ending 793? 

6 A 793, yeah. 

7 Q Okay. Dooyouosee,afteroyour�ntiil from3:04 
8 p.m., there's an �111311 from Mr. McKenna at 5:41 p.m., 

. . 9. _. that same day, askillg Teressa Fion,cci to close.U,c ...... . 

trading data? accounts: 

A lnat's all on Proscrve. A Uh-huh. Right. 

Q So all of those things you mentioned, including Q Okay. And right above that, Ms. Fiorucci 
13 gathering trading data, talking to the rep, that could responds, "One of the accounl�, the account •��ing 28349, 

all be done in 24 minutes? has trades from the day prior." 
15 A Yes. 15 Do you see that? Ms. Fiorucci responded on 
16 Q Okay. Is that typically how long it took the 16 Decemb<r 3rd, so she points out that there were trades 

compliance departtncnt to conduct the investigations into from December 2nd. Do you sec that? 

the inquiries it received from RBC? 18 A l'msorry. 

A No. MR. BAGNALL: Let the record reflect I am 
20 Q How long did the investigations typically take? 20 pointing to the exhibit in front of Mr. Tc1Tacciano. 
21 A Each one is different. 21 Do you sec 1ha1? 
22 Q I'm asking you about how long they typically 22 THE WITNESS: Okay. I sec it now, yes. 
23 took. 23 BY MR. BAGNALL: 

A You are talking about an average? 24 Q Okay. And then you responded to Ms. Fiorucci 
25 Q Sure, yes. 25 - what is th,11 - 16 minutes later sa)ing, "Did they 

1---------------------------------li 
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1 MR. McCURDY: So that's a different question. 1 lr:ulcd listed stock?" 
2 You said "average" or "otypical"? Which one do 2 Do you see that? 
3 you want'! 3 A Uh-huh, yes. ' 

4 MR. BAGNALL: Let's start with typical. 4 Q Why did you ask her ii-had tmded 
5 MR. McCURDY: And he said 1herc isn't a 5 listed stocl,-? 
6 typical. 6 A I don't remember •· I don't remember now. 
7 BY MR. BAGNALL: 7 Q Can you look at the next e-mail up in the 
8 Q Okay. So what's the average? 8 thread, "1uch actually starts on the first page of the 
9 Well, let me back up. 9 exhibit, the page ending 792? It sa)'S, "Below are the 

10 You agree there's no typical. 10 tr.ides." And then there's a l:lble. 
11 A No. 11 Do you sec that? 
12 Q \Vhat would you say is the average amount of 12 A Uh-huh. Right. 
13 time ii takes to complete an investigation into an RBC 13 Q Do you rccognm, the issuers that are included 
14 inquiry? 14 in the table? 
15 A A number of days. 15 A No, I do not recognize them all. No. 
16 Q Okay. How out of the ordinary would it be to 16 Q Okay. Do you know whether the issuers included 
I 7 complete an investigation in 24 minutes? 17 in the tr:idc are listed stock•;'! 
18 A It is oUI of the ordinary. 18 A No, I'd have 10 do fu11hcr research on !hat. I 
19 Q Okay. l s  it possible that no investigation was 19 wouldn'I know. 
20 conducted and you just inslruc ted that the account be 20 Q All right Do you see that the next e-mail up 
21 closed llithout an investigation? 21 in the thri,ad from Mr. Mc Kenna? "Didn't compliance 

; 22 A No. 22 reques1 1his account 10 be closed?" On the first page, 
23 Q It's not possihle'! 23 l\lr. TcrrJcciano. The page ending 792. 
24 A No. h's nm pos.<ihlc. 24 A Yes. I sec ii. yes. 
25 Q Where would the investigation into the- 25 Q And lhen you responded to Mr. Mc Kenna saying, 
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l "Please block the aa:ount for sales only aml dose the 1 Q Was be disciplined? 
2 account. Dave Feni said the accounts 'Wl!re only trading 2 A That I don't lmow. 
3 in listed securities. Obviously not true." 3 Q You said that you did not reprimand him. 
4 Doyouseetllat?, ,.. . .. , ........ , .- .... , .. , ..•. � _ 4 , Do you kQe>w if som�oe else,;Jt,� ... , .... 
5 A Yes, r do. 5 reprimanded Mr. Ferri? 
6 Q Does that mrab yoarrec:ollectf� as to 6 A I don't Imow thaL 
7 whether Mr. Feni asserted to you that the account was 7 BY MR. MAHER: 
8 not trading in anyding other than listed securities? 8 Q Did you ask that he be reprimanded? 

- 9e A It refreshes my.dust by looking at this, i.� ..... 9 A In Ibis case -

•10 refreshes my memaryto their - I bad a prior 10 MR. McCURDY: It's a yes or no •. 

11e conversation with Mr. Ferri about the accounts and 11 TIIE WITNESS: This case, no. 

12 whether or not - what the trading activity was or was 12 BY MR. MAHER: 

13 

14 

not. And he said
t 
�Oh, they are trading listed 

securities." 

13 

14 

Q I'm sorry. You said, "In this case, no." 

Were there other situations where you felt Mr. 

15 

16 

Q 

A 

Okay. But that wasn't true? 

That was not true. 

15 

16 

Fem misled you? 

A Excuseme. 

17 

18 

Q So does that rmah your RCOllection as to 

whether the issuen that are included in tile table on 

17 

18 

Q Were there other situations in which you felt 

Mr. Ferri misled you? 

19 this enuoit are listed securities? 19 A Oh. no, absolutely noL 

20 A I would have to do further rescarcb. No. 20 Q Okay. Were there other interactions you had 

21 

22 

23 

Q So when you wrote, "Obviously not true," were 

you refelling to some securities other than those 

included in the table on this exhibit? 

21 

22 

23 

with Mr. Ferri? 

A Yes, just phone interactions, yes. 

Q Okay. And is it your recollecdon that this is 

A I don't recall from this time period. 
the only situation in 'Which you felt he told you 

25 Q Okay. The most recent e-mail in the thread, 
25 something that was not true? 

Page 167 

1 the fim e-mail at the very top of the page, "George" -
2 this is from you, December 3, 2013, do you see that? 
3 A Uh-huh. 

4 Q "George, the accounts will be blocked for sales 
5 only and close the accounL We do not have the bandwidth 
6 to monitor. Thank you." 
7 Do you see that? 
8 A Yes. 
9 Q So when you. fflite, "We do not have the 

10 bandwidth to monftor," \\bat do you mean when you - what 
11 did you mean when you wrote that? 
12 A Reading this-reading the e-mail now, 

13 obviously there was a statement made from Dave Ferri that 

14 this account was only going to be trading listed 

15 securities. 

16 That proved not correcL When Dave Ferri, the 
17 branch manager in Maitland, Florida, was interviewed. he 
18 did not tell me the truth, right? 

19 So that's why the account would be blocked and 
20 closed. 

21 Q Did Mr. Ferri suffer any consequences for not 
22 telling you the truth in an inteniew? 

23 A What do you mean by "consequences"? 

24 Q Was he reprimanded? 
25 A I did not reprimand him. 

Page 169 

1 A Com:ct, yes. 

2 BY MR. BAGNALL: 

3 Q So when Mr. Maher asked you if you requested 

4 that Mr. Ferri be reprimanded, you said, "Not in this 

5 case." 

6 Where there other cases when you requested that 
7 Mr. Ferri be reprimanded? 

8 A Absolutely not. 

9 Q Okay. When we fll'St started talldng about this 
10 exhibit, I asked you if it was problematic that somebody 

11 had asserted to you that an account had been blocked for 

12 trading other than in listed securities, and you 

13 testified that it wasn't problematic. 

14 After reading it more closely, do you still 

15 agree with that statement? 
16 A This is a snapshot of activity, and of e-mail 

17 activity and correspondence. A full analysis would need 

18 to be done. It's not - it's not -· it's not, you know, 

19 easy for me 10 quickly say yes or no. So I would need 

20 to. you know. look into it further. 

21 Q So there are instances when an employee of the 

22 finn made a misrepresentation to you that are not 

23 problematic? 
24 A Thal would always be problematic. 

25 Q Okay. So isn't this problematic? Isn't the 
. 
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Page 170 Page 172 

1 content of Exhibit 39 problematic? l dump" scheme, 'Mlich you unclentood to be criminalt

2 A I'd like to clarify that. 2 actMty, you were mbled by Mr. Ferri, comet?t

3 Q Please. Please do. 3 A Correct. 

4 A Yes. Okay. Mr. Ferri made.a statement tome. 4_ •• , ..... -Q--Okay. Andthatdidn'tnlseaoyserious 

5 That statement did not hold true. I never had a problem 5 concerns foryoa? 

6 with Mr. Ferri in the past There was no reason for me 6 A Ob, it absolutely raised concems for me. And 

7 or maybe the finn - I can't say on behalf of the tinn - 7 the fact that this says, "exhibited characteristics of 

8 but there's no reason to actually reprimand the person at 8 pwq, and duup," I'm not entirely sure what that really 

9 this time. 9 ....... means., .. -··· 

10 To look at this and to try to pib:e back alt bf· 10 And there were cases when I would go back to I 
.... ,. 

ll'!IIV � ... � l� �.u l UlJU � !..at.t\V. 

11 the activities based upon a snapshot from 2013 is quite ll Mike Heiser and Nick DeGidio to get further clarification 

12 difficult. 12 on that, they would say, "Ob, that's something my AMI.. 

13 BY MR. MAHER: 13 department gave me. I'll try to find Qut," and then I 

14 Q Mr. Tenudano, you received an e-mail lo 14 would never - I wouldn't hear back from them 

15 which RBC raised the threat of criminal misconduct. In 15 Q Okay. And whfle you didn't ask that Mr. Feni 

16 the course of investigating the e-mail, you were Ued to 16 to be reprimanded in this situation, did you have any 

17 by Mr. Ferri. 17 subsequent coavenations with him regarding the 

18 That didn't raise any serious concerm to you? 18 information he prowled you? 

19 MR. McCURDY: There's no evidence that he was 19 A Could you state that again? I'm sorry. 

20 

21 

22 

23 

24 

lied to. 

MR. MAHER: Didn't he just testify-

MR. McCURDY: He said there was infonnation 

which turned out to be oot true. 

MR. MAHER: That's not evidence that he was 

20 

21 

22 

23 

24 

Q I said even though in this puticu)ar case you 

did not ask that Mr. Feni be reprimanded, did you have 

any convenations with Mr. Ferri subsequent to this 

regarding the fnformatlon he provided you? 

A I had subsequent conversations with Mr. Ferri I 
25 lied to? 25 about being careful of what he tells me and what he says 

1-----------------------1------------------------41 
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1 MR. McCURDY: Absolutely not. People can be l he's going to enforce. 

2 wrong. Just like that question is wrong. 2 Q And mt did he say in response? 

3 BY MR. MAHER: 3 A He said, "I apologize greatly. I will in the 

4 Q So the information Mr. Ferri provided you 4 future make every effort to comply with what you tell 

5 turned out not to be true. 5 ine." 

6 In the course of you investigating a clear 6 Q Did he explain to you how he came to provide 

7 threat of criminal misconduct and conducted through 7 you incorrect infonnation? 

8 Aegis, it didn't raise any - 8 A I'm not sure what that means. 

9 MR. McCURDY: Where is the language about a 9 Q Did be tell you how he got it wrong? 

10 threat of criminal misconduct? 10 A No. 

ll MR. MAHER: Isn't a "pump and dump" scheme 11 Q Did you ask him? 

12 another word for criminal misconduct'! 12 A Yes, I did. 

MS. CLARKE: "Exhibited characteristics-" 13 Q And be did not tell you? 

14 MR. McCURDY: But there's no question. What's 14 A It wasn't substantial. It was not substantial 

15 the question? 15 what he told me. 

16 BY MR. BAGNALL: 16 Q Can )'OU explain \\'hat you meao by "substantial"? 

17 Q Mr. Terracciano, is a "pump and dump" market 17 A Substantial meaning he was not monitoring •- he 

18 manipulation criminal activity? 18 was not m>nitoring the account himself directly on an 

19 A In and ofitself -- 19 every-single-transaction basis. 

20 MR. McCURDY: ll's a yes or no. 20 Q Wasn't he miuired to do that as the branch 

21 THE WITNESS: Yes. 21 manager? 

22 BY MR. BAGNALL: 22 A He was - yes, as the branch manager, that was 

23 Q Okay. Thank you. And so in the course of 23 one of my subsequent conversations with him, that he had 

24 investigating something that exhibited the 24 the responsibility to uphold that proccdw-e. 

25 characteristics commonly associated with a "pump and 25 Q Doesn't that fact make the matter wo�e here? 
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1 So nowyou've received an e-mail that describes trading 
2 through the firm that exhibits the characteristics of 
3 criminal activity. 
4 Mr. Ferri told you informatiou.thaUumed,out 
5 to be inaccurate. And when you spoke to him about it 
6 further, you learned that be wasn't doing the things that 
7 he was supposed to be doing by way of monitoring the 
8 trades, correct? 
9 A The trades - right, correct. 

Page 176 

1 A Y cs. What number is that? l'msony. 
2 Q EDding792. 
3 A Okay. 

.:4. . Q .Of Esbihit.29. 1 just want to go back to the� .. 
5 "We do not have the bandwidth to monilor." 
6 Do you see dlat? 
7 A Yes. 
8 Q Why weR you telling that to Mr. Kott and Mr. 

• u .9_. McKenna? 
Q So doesn't thatmake matters worse? • -A- ·ThcyarcscbiotmembetsofAcgis'Capital Corp. -

11 A In this little snapshot, I would say -1 would Q Oby. So does that mean that you didn't 
12 say it does not nCCCSArily make matters worse because in monitor the account before December 3, 2013? 
13 my subsequent conversations with him, the trading 13 • f.. No, that does not mean that.a
14 activity was monitored from another location. from 40 Q So does it mean that you're no longer going to 
15 WallStrceL monitor? 
16 Q That's besides the point, isn't it? Mr. Ferri 16 A No, it does not mean that either. 
17 himself had a penonal obligation to monitor that Q What does it mean then? 
18 trading, correct? 18 A No, it jmt meam that there was not enough
19 A Right, right. there was not coougb - there was not enough - we were 
20 Q And he did not do it, right? 20 stretched quite thin and there was not enough resources 
21 A Y cs, that's correct. 21 to monitor an account on a daily basis, and keep an 
22 Q So be just got lucky that 40 Wall happened to 22 ovenide on it 
23 be monitoring it too, right? 23 Q So does that mean that you did monitor It? Did 
24 A Right 24 you monitor it before December 3, 2013? And when I say 
25 Q So that makes matters worse, doesn't it? 25 "it," I mean did you monitor 

Page 175 Page 177 

1 A Yes. -· 1 ccoW1ts before 
2 Q Okay. What, if anything, did Mr. Ferri say 2 December 3, 2013? 
3 about the trading that engaged in in. 3 A Are you asking did I monitor it? 
4 that exhibited these characteristics of a 4 Q Yes. 
5 "pump and dump"? 5 A Did I? No, I did not monitor it myself. no. 
6 A I don't remember that - I don't remember that 6 Q Did the compliance department monitor it? 
7 exact specific response. 7 A The branch compliance monitored the account. 
8 Q Did you ask him about it? 8 Q That's Mr. Feni? 
9 A I asked him about every single one of these 9 A No. That's Todd Golden. 40 Wall Street. 

10 points. 10 Q Okay. So 'ft-hen you said, "We do not have the 
11 Q But you don't recall his responses'! 11 bandwidth to monitor," does that mean you're not going to 
12 A I don't recall the responses. 12 monitor it going fomanl? 
13 I'd like - can I just say one official thing? 13 Let me ask that -
14 Q Yes, absolutely. Please do. 14 MR. McCURDY: It says the account is closed. 
15 A We never had a problem with Mr. Ferri 15 The first part of this e-mail says. "Close the accow1t." 
16 So I just want to make sure -personally with upholding what he said he would do and 

THF. WITNESS: Yes. That's correct. whatnot, so this was a situation where he didn't have a 
MR. BAGNALL: The tirsl part of the e-mail is repeat -he didn't have a second violation. This was 

the first time it was actually caught RBC asking for the accowtt to be closed, right? 
MR. McCURDY: No, the first part of the e-mail Q So you're not aware of Mr. Ferri having other 

that you're rcforring to says. "The account will be issues for the clients that he was responsible for in the 
Maitland, Florida, branch? 22 blocked for sales only and close the account." 

23 

24 

25 

A To my knowledge, no. 
Q Can you tum back to the first page of this 

exhibit please, Mr. Terracciano? 

23 

24 

25 

BY MR. BAGNALL: 
Q But that means at this moment. it l� not 

closed. con-ect? 
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1 occurring in the account? lt A Yes, absnlutdy. 
2 A Yes. 2 Q Did they say anything to you that Indicatedt
3 Q And what did they say? 3 that they� coacemed? 
4 A This is going back to-2013-. I don't rancmbe:r 4 · A · Yeah, when I mentioned "pwnp and dmq,," they. 
5 evr:cy conversation I bad with them. 5 were very ama:mcd. 
6 Q We� you made a good point, right, that 6 Q Ami 'WfJat did they say? 
7 there's a lot mcare than what's in this snapshot. 7 A They said they weren't aware of that, or 
8 A Yes. 8 whatnot. I said. "Well, you know, you need to be aware 

.. 

9 
10 

Q Okay. So rd like to giYeyou an opportunity 
• I I." .. •� to tell us aboat that, okay.t

9 of those iSliUCS." 
· 1 o "' ,. But like l'ni saying, this is a snapshot of what · 11111 L 

11 A Yes. 11 transpired. 
12 Q So how many accounts were Mr. Golden and Mr. 12 Q Okay. So Mr. Golden and Mr. Kotash were 

K<1tash and responsible for monitoring? respollSl"ble for monitoring th_ese accounts, correct? 
14 A They were - well. you mean fos- this branch or A Uh-bub. 

15 just for overall? 15 Q Did they say \\hether they had observed trading 
16 Q Their job everyday. 16 in� that exhibited characteristics 

A Their job overall was to cover a number of commonly associated with "pump and dumps"? 
18 different branc:hes. 18 A l'mnot sure what you mean by that. 
19 Q My qaestion was how many accounts were Mr. 19 Q I'm asking you, did you Mr. Golden and Mr. 
20 Golden and Mr. Kotasb responsible for monitoring? 20 Kolash tell you that in their monitoring activities of 
21 A That number I don't know offhand. 21 the mu_ ccounts, they too had observed the 
22 Q Was it more than 10? 22 trading with dmacteristics coDDDOnly associated with a 
23 A Absolutely. 23 "pump and dump"? 
24 Q Was it more than 100? 24 A They didn't tell me that. 
25 A Absolutely, yes. 25 Q Did that concern you? 

Page 187 Page 189 
•: 

1 Q Was it more than a thousand? 1 A That they didn't tell me that? 
2 A Yes. 2 Q Comet. 
3 Q Was it more than two thousand? 3 A Yes, it's a concern. 
4 A I don't know. You arc trying to give me some 4 Q And 'ftily W2S that concerning to you? 
5 nwnbcrs and I can't - 5 A Because that activity is deemed wtlawful. 
6 Q It's � than a thousand is all you can say. 6 Q RighL And the two individuals that are 
7 A Yes. 7 responsible for monitoring it didn't notice it, comet? 
8 Q So Mr. Golden and Mr. Kotash were responst1Jle 8 A Correct. 
9 for monitoring over a thousand accounts and you just made 9 Q So that's concerning, right? 

10 a phone call to them to tell them that the account was 10 A Yes. 
11 going to be dosed because of "pwnp and d�" activity - 11 Q Did that weigh into your detennination as to 
12 what is the \\'0111- clwacteristics conunonly associated 12 whether or not changes needed to be made with Aegis's 
13 with "pump and dump" activity, the misrepresentation or 13 monitoring protocol? 
14 the misstatement about what type of trading was going to 14 A The mmitoring protocol was an evolving 
15 be done, and the fact that Mr. Ferri wasn't completing 15 process.. As I Slated previously-· 
16 the review that he was supposed to be doing, did they 16 Q It was a yes or no question, Mr. TeJTacciano. 
17 respond to that infonnation at all? 17 A Yes,� 
18 A Y cs, they did. 18 Q Okay. Did you make any changes to the 
19 Q And what did they say? 19 monitoring protocol after the conversation you had with 
20 A In those conversations with them, they were 20 Mr. Golden and Mr. Kotash? 
21 covering -- they were covering the Proserve system for 21 A 1ne changes were instructional. 
22 Dave Ferri. That was I believe delegated to them from 22 Q What does that mean? 
23 Dave. A "lns1ructional" means you need to check the -
24 Q Were l\fr. Colden and Mr. Kotash concerned \\ith you've got to do Google searches in this immediately as 
25 the infonnation you relayed to them? 25 soon as you see it. And look up all the relevant points. 
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l If you do a Google search on - sec a lot of activity on 
2 the stock, volume is up, volume is down. do a Google
3 make sun: that a Google search is done and then see if 
4 there's any marlccting.news on the company. 
5 Q Weren't they supposed to be doing that already? 
6 A Yes. 
7 Q And did they tell you that they had not been 
8 doingtllat? 
9 A No, I don't rcmembec if they.actually.told me ...... . 

Page 192 

l MR.McCURDY: Doycuknow? 
2 TilE WfINESS: Do I -
3 MR. McCURDY: Know. 
4 � WI'.fNESS: Do I�� ���.t�on't �ly .. _ .,, 
5 know. 
6 BY MR. BAGNALL: 
7 Q How do you know that the Proserve system 
8 flagged the trading iJ in the 
9 accounts? 

that. 10 A I didn't·.actually sec it so I don't bow. 
Q Did you ever follow up with Mr. Golden and Mr. 11 Q Olcay. Did the Proserve system flag any of the 

Kotasb to ensure that they- after you had given them 12 trndlng that occmnd in the account? 
that direction, that they were follo�ng through on it? 13 A I don't remember at that time. 

A Yes. 14 Q Before receiving the inquiries from RBC, did 
Q How did you do that? 15 anyone at Aegis make you aware about the trading In_ 

16 16 A I did that by them coming to the office and we in the �ccounts? 
17 actualJy went through some situations and did some Google 17 A No. 
18 18 sea.rdx:s at the 810 Compliance office. Q Prior to recemog the RBC inquiry regarding 

the I ccount that we discussed earlier, did Q After that time, did Mr. Golden and Mr. Kotash 
20 report to you that they bad identified any suspidous 20 anybody at Aegis bring to your attention the trading that 

21 was going on in that account? activity in their monitoring responsibilities? 
22 A No. A Not that I remember, no. 

Q Was that concerning to you? Q Okay. And you don't know whether - correct me 
A Not at the time, no. I'm wrong, but I think you just testified that you don't 
Q \Vhyenot? 25 know ,mether the Proserve system flagged the trading in 

Page 191 Page 193 

l A Because if they didn't see- if they saw 
2 something they would have reported to me directly. 
3 Q Well, that's what I'm asking is concerning, 
4 that potentially they didn't see it 
5 A Right. 
6 Q So isn't that concerning to you? 
7 A Well, after additional instruction, if they 
8 didn't sec anything, then it did not come to my 
9 attention. I lOOk it the - would show it, and then if 

10 it wasn't brought to my attention. then obviously it was 
11 ani.s.wc. 
12 Q Were Mr. Golden and Mr. Kotasb responsible for 
13 monitoring the-account? 
14 A Not - when you say "monitoring the account," 

1- either of the l\\'O -..:counts or the
2 account, correct? 
3 A Correct. 
4 Q Did you do anything after you received the RBC 
5 inquiries to ensure that going fonvard you would get 
6 notification from the Proserve flags on trading like that 
7 descnoed in the RBC alerts? 
8 MR. McCURDY: 1l1at he would get it him;elf? 
9 MR. BAGNALL: Con-cct. 

10 BY MR. BAGNALL: 
11 Q Let me back up. Let me ask you a different 
12 question first. 
13 As the AML compliance office of Aegis, would 

you want to know about the type oftradingeoccuning at _e
15 yes, they were monitoring - they were monitoring the 15 the finn that's described in Exhibit 29? 
16 16 account, not on an individual basis, but through the A Yes, yes. 
17 actual Proscrve system for alerts. Q Okay. Would you, as the AML CO of Aegis, would 
18 Q Okay. Did the Proserve system flag 18 you want to know about the type of trading that was 
19 occurring in the-ccount that we discussed s 
20 trading in 20 earlier? 
21 A I believe it did. yes. 21 A Yes. 
22 Q Was that brought to your attention? 22 Q Okay. And you just testified a moment ago that 
23 A No. 23 you didn't lmow about that trading until you received the 
24 Q How do you know that? 24 RBC inquiry, correct? 
25 A I believe it did because on - A Con·ect. 
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1 Q So did you do anything after recdving the RBC 
2 Inquiries to emure that you personally 'MIUld find out 
3 about that type of trading? And 'When I say "that type of 
4 tnding." I mean the tciding like that dacribed be� in 
5 Esbibit29. 
6 A I bad subsequent convcrsatiom with lhe 
7 individuals that do the review off of the Proscrve 
8 system. 
9 Q And that's Mr. Golden IUld Mr. Kolash? 

-10 A Yes. 
11 Q Okay. Bot then after you had that convmation 
12 \\ith them, you never heard from them about any other 
13 trading b"ke that described in Exhibit 29, conect? --
14 A No, com:ct. 

Page 196 

1 Q Afteryoa reaived the RBC inquiries about the 
2 ccamds and tbe�ccounts, did 
3 

4 
you UDdatake any effort to Identify all the accounts at 
Aegi$ dlatwa-e �m, \ow-prlc� securi�es? 

5 A That was an ongoing process. Yes, that was an 
6 ongoing process. 
7 Q Oby. After identifying all the accounts that 
8 were tnding in low-priced sccmitfes, did you subject 
9 those amiunts to any beighteoed scrutiny? 

10 A Full review was - at that time conducting a 
11 full review on the accounts and whatnot. I don't know 
12 offhand what accounts were on -
13 MR. McCURDY: He didn't ask you what accounts. 
14 He asked you if you did the review. 

Q So wasn't that concemfng to you? So you had 15 TIIE WllNESS: Yes, we did the review. 
16 this conversation with them about ensming that you -would 16 BY MR. BAGNAJ.L: 
17 be aware of tlm type of tndlng activity and you never 17 Q So yoa undertook a review to identify all the 
18 heard about any type of trading actMty like this after 18 accoums that were trading in low-priced securities and 
19 that. 19 then began subjecting all of those accounts to heightened 
20 A CorrccL 20 scrutiny? 
21 Q That W3SD't concerning? 21 A I'm sorry. When you say "all accowits" -

I 
22 A No, that is concerning, yes. 22 Q AD the accounCs you identified through your 
23 Q Okay. What did you do about ft? review. 
24 A Well, I had - I would go to the branch and 24 A Yes. 
25 · disam accounts with them and whatnot, and, you know,e 25 Q Did you subject all of lhem to heightened 

1---------------+--------------t� 
Page 195 

l talk to them over the phone about it on a regular basis, 
2 and if there was an issue, that would be brought up at 
3 that tim:. 
4 Q And were issues brought to you? 
5 A There were some issues that were brought, yeah. 
6 Q Issues that included trading like that 
7 descnl>ed here in Exhibit 29? 
8 A Y cab. yeah. 
9 Q How many issues were brought to your attention 

10 after you had this conversadon with Mr. Kotash and Mr. 
11 Golden? 

Page 197 

l sc111tiny? 
2 A When you say "heightened scrutiny," what 
3 specifically are we talking about? 
4 Q I'm talking about ,mat you described as 
5 "heightened scrutiny" earlier today. 
6 A Right. That - that's one of the issues that I 
7 discussed. There's not a bandwidth for --
8 MR. McCURDY: It's a yes or no question. 
9 TIIE WllNESS: No. 

10 BY MR. BAGNALL: h 

Q Did you imtruct all of those accounts to be 
12 A Yeah. l don't know the number, but in closed then because you didn't have the bandwidth to 
13 conversations, you know, we talked about some trading and 13 subject them to heightened scrutiny? 
14 some activity. But, yeah, don't know the number. A 1berc were a number of accounts that were 
15 Q Do you think that the steps you took to ensure 15 closed. 
16 that you heard about this type of trading going forward Q Did you iDsbuct that all of the accounts he 
17 were effective? closed became you didn't have the bandwidth to subject 

A I think they were effective, yc:alL them to heightened scrutiny? L 

Q Did you conduct or direct anyone to conduct a A I don't think all ofethcm. 
review of accounts at the finn to see if any other Q Whynot? 

21 clients had traded over a billion shares of OTC stocks? A I don't think all ofthc1n 1l1erc were - there 
22 A l had an individual who was in a supervisory 
23 role through Kevin McKenna. and we did - we did some 
24 look-backs on things to try to find some low-priced 
25 securities that were traded. 

were o,-cr 250 accounts that were actually - that were 
actually closed. 

Q How many remained open? 
A I don't know that total number, but that wa.<; in 

50 (Pages 194 to 197) 

18 
19 

20 



13 

19 

14 14 

17 

18 

19 

20 

22 22 

23 23 

24 

25 

Page 206 

l Q But you don't know 'l\hetbe.r you did that or not 

2 non'? 

3 A I don1t know now, no. 
4 Q Okay . .J'll take b:i_ck µbibit J.Q, J"hank }'9\1, .. 
5 MR. BAGNALL: Could you please mark this next 

6 in line? 

7 (SEC Exhibit No. 31 was marked 

8 for identification.} 

9 BY MR. BAGNALL; •. 
10 Q Before I hand you this, Mr. Temicciano, do .you 
11 know'l\nether anybody at Aegis made Mr. Eide aw:ire of 
12 RBC's inquiries into the-ccount? 

Page 208 

1 31, U,c oldest e-mail in the U,read is from you to Mr. 

2 DcGidio cc'ing Mr. McKenna? 

3 A Uh-huh. 

Q A! Dec�Irher 2, �0131 at 
'" , ...... 

.e t4� p.n, . 
5 Do you sec lh:it? 

6 A Yes. 
7 Q And in that e-mail, you asked 'l\itether RBC would 

8 be okay ";th Aegis keeping tlu-ccounts open, 

9 correct? 

10 A Uh-huh. 

11 Q And you •re asking if they'd be okay \\ith it if 

12 the accounts •re lin-ited to trading in U.S. 

A Yes. 13 exchange-listed stocl.'s only, right? 
14 Q Did anybody m.1kc Mr. Eide a'l\:ire? 14 A Correct, yes. 
15 

16 

A 

Q 

George Kott did. 

How do you know that? 

15 

16 

Q Do you recall "ftethcr you received this e-mail 

after the RBC inquiry indicating that the two 1111 
17 A In conversation - I'm sorry, I jllSI feel I 17 accounts engaged in trading that exhibited 
18 need to say again. As I said prc:Violl5ly, the e-mail was 18 chancteristics common to a "pump !lnd dump11? 

only one part. In conversations, in person and on the 19 A No. 
20 telephone, all these issues wcre discussed with senior 20 Q Okay. Let me hand you back then Exhibit 30. 
21 management, and that was presented to Bob. 21 If you'd tum in Exhibit 30 to the page mari:ed 
22 Q And is that true too of the two - 22 773. Thee-mall at the bottom of that page from Mr. 
23 accounts? 23 DeGidio to the 810 Con�>liance, December 2, 2013, 2:40 
24 A Correct. 24 Jl.nl 
25 Q And is that true of every RBC inquiry that came 25 Do you see that? 
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1 to Aegis? 1 A Uh-huh. 
2 A Not - that I don't know. 2 Q And then if you look back at Exhibit 31, do you 
3 Q What determined 1'i1elher an RBC inquiry would be 3 sec that your e-mail requesting that the account remain 
4 made kno\\tl to Mr. Eide or not? 4 open ,,ith certain conditions was sent at 3:46 p.m.? 
5 A Byehim. 5 A Right. 
6 Q At the !inn, at the !inn generally. 6 Q So you had received RBC's inquiry first, is 
1 A That I don't know. 1 that correct"! 
8 Q Do you know how many RBC inquiries Mr. Eide was 8 A Y cs, it appears that way, yes. 
9 informed about? 9 Q Okay. Why would you be - as the AML CO of 

10 A No, I wouldn't know that. 10 Aegis, \\by would you be comfortable keeping the two 
11 Q 1 am going to bond you what's been marked as 11 -accounts open \\i1en you'd been told that they had 
12 Exhibit 31. 12 engaged in trading that exhibited characteristics 
13 Could you please take a look at that and let me 13 commonly associated \\;th a "pump and dump"? 

know nt1cn you're done? A I feel the need lo go back again and explain --
15 (The \\itness reviewed the document.) 15 Q Okay, one moment. Could you just answer tho! 
16 A Okay. 16 ttucst:ion? 

Q Do you recognize this document, Mr. 17 A Ask me that question again. 

Terr.1cdano? 18 Q Why, after you had received the e-mail fn1111 RBC 
A I recognize it now. indicating that the two �ccounts had engaged in 
Q Who! is it'! 20 trJdlng that had characteristics commonly associated \\ith 
A lle° s a correspondence between mysclt: all the 21 the "pun1p and dump," "by would you be ok:1y \\ith those 

relevant parties, back to Nick DcGidio over at RBC. accounts remaining open :it Aegis W1der any circumstances? 

Q Related to the two llll•ccounts? A There were conversations preceding this about 
A Con-ect. the accounts. 
Q All right. Do you see at the bottom of Exhibit Q And \\hal about those conversations gave you 

-•-•· _ .. _ ______ .. __ .,. .. _ 
, 
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1 comfort that the accounts could stay open when they had 1 trading that exhibited the signs of a "pump and dump" so 
2 engaged in traclfng with cbamcteristics commonly 2 long as that trading was only a small portion of the 
3 associated with a "pump and dump" scheme? 3 trading that occun-ed in the account? 
4 A In conversations with everyone listed on this - - . - 4 .. A �o.-�No, and let aic-picfaco .tbat- , ,..,.. ""'�'" ....... -.... ,.. • .,. r,r-·• �.,,r,n ,.,, .-i. • .,,..,._. 

5 e-mail- 5 The accowrt would need to - the account would 
6 Q l'msony. WhichHDlil? EJhfbit30or31? 6 no longer - it was understood the account would no 
7 A Both ofthcm. In conversations with myself, 7 longer trade any low-priced securities. It would only be 
8 Sam, Teressa, Nick DcGidio, Mike Heiser, who was also in 8 listed securities. 
9 

10 

some disamion, and Kevin McKenna, we talked about the 
account and the activity and whatnot, and it wasn't my 

9 

10 

Q . But lbe bell can't be un-nmg, right? What 
about the tradinglbat It bad already done that exhibited 

11 idea to keep the account open, based upon if they were 11 the characterislics of a "pump and dwnp" scheme? 
12 going to do listed stock or not 12 MR. McCURDY: What about it? 

The discus.goo was from RBC. "Why does it look 13 MR. BAGNALL: What weight - .. 
14 like it's" - ifl remember comctly, "Why docs it look 
15 like it's predominately low-price security activity?" 
16 And in those conversations, it went around and 
17 around to the fact that, you know, if the account did 
18 some kind of other business �des low-priced 
19 securities, RBC might be comfortable with keeping the 
20 account open. 
21 Q So as an AMI. CO, ff a customer's account 
22 engaged in 90 percent trades on listed stock and I 0 

MR. McCURDY: Do you mean does that taint the 
15 account forever? Is that what you're asking? 
16 MR. BAGNALL: That's right. Yes. 
17 THE WITNESS: You know, I don't think that 
18 taints the account forever. 
19 BY MR. BAGNALL: 
20 Q Why not? 
21 A Well, if it's determined that it is a "pump and 
22 dump " scheme, and how you actually determine that, was 

percent fn exhibited cbaracteristlcs or a "pump and 23 there any enforcemeut action taken against the security 
24 dump," you would be okay keeping that account open? 24 or the account or du: account holders? 

A No. I wouldn't be. Q The questions go only one way, Mr. Terncc:iano. 

Page 211 Page 213 
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1 Q Okay .. Why theif�i11�fo matter If the account 1 A Y cs. Well� there wasn't any. ,-.1 •. � _.--. 

2 in quesdon here, the bVG�cCOIDlts, only had a 
3 small portion or the trading that uhiblted 
4 chancteristics or a "pump and dump" scheme? 
5 A It was-
6 MR. McCURDY: l'msony. CanI hear that 
7 question again? 
8 BY MR. BAGNALL: 
9 Q Did you understand the question, Mr. 

10 Terracciano? 
11 A I would like to hear it again myself. 
12 Q Okay. Maybe I misunderstood you, right. I 

2 Q How do you know? 
3 A I did Google searches. We looked into it. And 
4 I don't remcni>er at that time seeing anything about an 
5 actual confinnation of a "pump and dump" scheme. 
6 BY MR. MAHER: 
7 Q ls that your standard test? As long as there's 
8 no regulatory action that's been filed? 
9 A No, that's not. In this case. that was what -

10 that was what w-.is uncovered. 
11 Now. ifl can move forward just one moment. 
12 In discussions with RBC. it was brought up on 

14 

thought you said that the convenation -I asked you why 13 that level that if this client was not engaging in that 
you would be comfortable keeping this account open under 14 kind of activity. then they might be okay with keeping 

15 any circumstances, whatever the conditions are. 15 the account open. 
16 I thought you then said, "Well, � had a 16 MR. McCURDY: They. RBC? 
17 conversation with RBC and they indicated that maybe this THE WlTNF.SS: RRC. 
18 account only had a small por11on or the trading that 
19 exhiblted the signs of a "pump and dump" and that they 
20 would be okay going fonvard if they focused only on the 
21 trading that didn't exhibit those chancteristics. 
22 Is that what you'd said? 
23 A Yes. that's what he said. 

18 BY MR. BAGNALL: 
19 Q But I 'm not asking you about RBC. I am asking 
20 you about your view as the AML CO for Aegis. 
21 A Uh-huh. 

I 
l 22 Q Do you agree that you had an Independent 

23 obligation, and I mean independent from RBC. as the AML 

25 

Q And now what I am asking you is., as the AML co. 24 CO for Aegis. to make detenninatinn.'I about the accounts j 
you would be okay keeping an account open that engaged in 25 at the firm ,mere you were AML CO? 

♦ .' a . ' _,., .{"'·"':�.nr ... i.; ·.-; ,, •_.-, :  + -•· ., , ... . .  .  �'\�·:--. 
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From: Kevin McKenna (kmckenna@aeglscap.com] 
Sent: Mon.day. �vem�J)4. 201_3_ �:44_ PM 
To: Samuel Guidetti 
Cc: Melissa scaparro: Eugene Terracciano 
Subject: Re: AML Surveillance Request for xxx-26184 / 12HC / 

Who is. the rep ?? Don't think there sd be much discussl� 
_________________ ·. _;,._11 , • •• __ _1:_u:_ _,,_. _,.._· .. :_i, __ ·•-�•---·'•-••--·•-"-� , • • .· • •. -··· .· ·, •-'----• _•1 __ . ,, ,._ 

From: Samuel Gufdetti 
sent: Monday, November 04, 2013 04:39 PM Eastern Standard lime 
To: Kevin McKenna 
Cc: Melissa Scaparro; Eugene Terracciano 
Subject: FW: AML Surveillance Request for xxx-26164 / 12HC / 

Kevin, 

Please see us when you get in tomorrow morning. The attached is an urgent matter from RBC. They were looking for a 
response today but since you are out of office and I do not recall seeing ft, Mike will give us t111 tomorrow to get back. 

Sam 

From: Heiser, Michael [mallto:mfchael.heiser@rbc.com] 
Sent: Monday, November 04, 2013 4:32 PM 
To: Samuel Guidetti 
Subject: FW: AML Stuveillance Request for xxx-26164 / 12HC / 
Importance: High 

lelSer, Michael 
JVefflber 01, 201312:01 PM 
nuel Guidetti; 'Kevf n McKenna' 
:ildlo,NldlOlas 

PN: AML Surveillance Request for )00(•26164 / 12HC 
ice: High 

Good afternoon, 

I received the following request from our AML Department. Based on the volume of activity, RBC CS requests a 
response by the end of day Monday, November 4. 

Through our AML surveillance processes, the following account was identified for additional review: 

Account Number: xxx-26164 
Account Name 

Please be advised that we require written or eledronlc confinnauon that you have reviewed the account and found the 
client and adivity reasonable under your AML program. Specifically. please address each or the following: 

Since the account was opened In February, the client has Hquldatecl nearly one bJHlon shares of OTC stocks, which are 
covered via shares received via RVP from State street Bank (DTC f#0987). Pattem&lconcems RBC CS Identified during a 
preftmlnary review of a few of the securities Include: 

SEC-Aegis:-E-0020112 
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• 

• As of 7129113, the company reported to have 240M shares outstanding. Between 7117 and 10/8, the client sold 245. 74M 
shares - more shares than were last reported outstanding. 

•a on 9120, there were 690M shares traded, meaning the company issued at least 750M shares'in seven weeks.a
•a on 1111113, the number of outstanding shares deaeased by 1:500.a
•a The company has generated no·revenues and·ifsronly asset is a·S3SO;OOO deposit towards the acquisifion of a mine.a
•a The company spent $652,500 on consulting fees in the six months ended 6130/13 .a

• 

• On-8115113, the company roporled to have 231. 7M shares outstanding. Between 9117 and 10/31, the client sold 71.BM 
shares, or 31% of the outstanding shares. 

•a The average daily trading volume has fncreased·by ne* "five times since the client started selling shares, accompanied
' · · ' " · · · · ·· '·· ·· -· " ' ' · · by a 90% deaease in price. 

• As of 7115, the company reported to have 702. 7M shares outstanding. Between 8115 and 10/30, the client sold 422.4M. . 
shares, or 60% of the outstanding shares. 

•a During the period the cflent has been selfing, the price has dropped by 50%.a
•a The company has generated no revenues .a

• 

• , • •· ./ I ' Q 
•a The company last reported to have 8.819B shares outstanding. The c/ienl sold 217M shares between 614 and 7124 for

proceeds of $21,500.a
•a The company has generated no revenues and has Jess than $43,000 in assets.a

• concerns are from review earlier this year of related account held for -

•a The company has a history of issuing a large amount of shares, followed by multiple reverse splits.a
•a Following a reverse spflf, the company doubled the amount of shares outstancf,ng in one month, jumping from 11.637M

shares outstanding on 10/8/12 to 23.805M shares on 11114/12. Since then, the price has dropped from $0.21 to $0.02.a
Less than six months ago, it was trading at over $2.40.a

•a The company fifed with the SEC a document stating its intent to issue 249M shares of common stock and authorize thea
b"oard-of directors to increase or decrease the number of shares of common stock on the company without stockholder
approval. ff also authorized a revision of the stock Incentive Plan to be able to issue 15M shares instead of only 71, 429.a

•a As of the last 10Qin November 2012, Tripod had $260,000 of debt which was convertible mto over 15 million shares ofa
the company's common stock (nearly 40% of the outstanding shares assuming the only shares the company has issueda
since 11/14112 were to the client).a

•a The Issuer's CEO, Pater M. Hoffman, has been Investigated by the government on four counts of felony tax frauda
charges. Allhough he ended up only pleading guilty to a misdemeanor charge based on a mistrial, the charges area
noteworthy, especially in light of the U.S. Attorney in New Orleans' cunent investigation into tax credits claimed by aaa
affiliate of the issuer, Seven Ms Pictures Louisiana.a

•a The company's former chairman, Bruce McNall, was convicted of bilking six banks out of $236 million. He pleaded guiltya
to five felony charges of conspiracy and fraud and was sentenced to 70 months in prison.a

Questions for the Compliance Officer: 
• What due diligence has the firm performed on the client? 
• What due diligence has the firm performed on the securities liquidated In the account? 
• How is the finn comfortable with this activity? 

Any additional information provided in your response would be helpful to determine if the above activity is reasonable . 

... Please note that this inquiry Is confidential and is not to be shared with the client. Although the client may be 
contacted directly to address the questions within this inquiry, Informing clients that they are subjects of an Anti
Money Laundering (AML) inquiry Is prohibited .... 

Please respond by email to the above inquiry within frve business days of receipt. Note that a lack of response will 
result In the account being blocked for further activity. Based upon the Initial answers provided, RBC CS may follow 
up with additional questions in order to better understand the dlent. 
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--

Due to the risk posed by certain clients. RBC CS may ask that the correspondent dosely monitor an account and may 
even request that the account be dosed. If an account Is subject to monitoring, RBC CS may periodically request the 
results of this review from the correspondenL 

correspondents are reminded that under the USA PATRIOT Act, each·firm must have its own AML Program. For 
questions about your AML Program or the AML fnqufry process. please contact your Relationship Manager. 

Thank you. 

AML COmpffance 

• Michael K. Helser I Compffance iand Risk Manager 
RBC Correspondent services I RBC Advisor Services I RBC Capital Markets, LLC 
60 South 6" st. I Minneapolis, MN 55402 
Phone: 612-371-2363 I Fax: 612-313-1194 
mlchael.helser@rbc.com I YNNf rbo-cs,com I www.rbc>as.com 

RBCCapis&IM&rbb.UC 
McmbetNYSEIPINIWSIPC 

-- -- , •.. -._r.,. 

Note: This message is intended only for the personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of this message you are hereby notified that any review, 
disseminatio� distnl>ution or copying of this message is strictly prohibited. Aegis Capital Corp. reviews and 
archives outgoing and incoming �mail. Such may be produced at the request of regulators and/or in connection 
with judicial/arbitral proceedings. Sender accepts no liability for any errors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or sell securities. Opinions or estimates constitute Aegis Capital Corp. 's best 
judgment at this time and are subject to change without notice. lnfonnation upon which the material contained 
in this transmission is based was obtained from sources believed to be reliable but has not been verified. 
Additional infonnation is available upon request. Aegis Capital Corp. Inc., its affiliates and respective directors, 
officers and employees may buy or sell securities mentioned herein as agent or principal. Aegis Capital does not 
give any representation or warranty as to the reliability, accuracy or completeness of any third party material, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for errors in, 
or omissions from such third party material. The fact that third party information was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or affiliation by Aegis Capital Corp., its 
owners, or its employees. 

Note: This message is intended only for the personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of this message you are hereby notified that any review, 
dissemination, distnl>ution or copying of this message is strictly prohibited. Aegis Capital Corp. reviews and 
archives outgoing and incoming e-mail. Such may be produced at the request of regulators and/or in connection 
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with judicial/arbittal proceedings. Sender accepts no liability for any errors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or sell securities. Opinions or estimates constitute Aegis Capital Corp.'s best 
judgment at this time and are subject to change without notice. lnfonnation upon which the material contained 
in this transmission is based was obtained, ftom sources beOe.ved to be reliable but has not been verified. 
Additional information is available upon request.· A�gis Capital Corp. Inc.� its' affiliates anci 're°spective'directo� 
officers and employees may buy or sell securities mentioned herein as agent or principal. Aegis Capital does not 
give any representation or warranty as to the reliability, accuracy or completeness of any third party material, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for errors in, 
or omissions from such tmrd party materi��-The fa� that third party infonnation was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or.aftiiiation'byAegisCapital,<'.;orp!Jt�-�- � __ _',�,---, 
owners, or its employees. 
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telser, Mlchael 
Mfflbel 04, 2013 3:33 PM 
:;any, Jennifer 

PN: AML Surveillance Request for xxx-26164 / 12HC / 

From: George Kott (gkott@aeglscap.com] 
Sent: Wednesday. November 06, 2013 8:03 AM 
To: Samuel Guidetti 
Subject: Re: AML Surveillance Request for xxx-28164 / 12HC / 

Nicely done 

Sent from my HTC 

- Reply message -
From: "Samuel Guidetti" <SGuidetti@aegiscap.com>t
To: "George Kott" <gkott@aegiscap.com>t
Subject: AML Surveillance Request for )00(-26164 / UHC /t
Date: Tue, Nov S, 2013 4:39 PMt

FYI 

From: Helser, Mkhael [rnailto:mlchael.helser@rbc.com] 
Sent: Tuesday, November 05, 2013 4:14 PM 
To: McGany, Jennifer; Matthies, Brittany (RSC Wealth Mgmt) 
Cc: Samuel Guidetti 
Subject: RE: AML Surveillance Request for xxx-26164 / 12HC / 

sam Guidetti and Eugene TerantJno of Aegis Compliance called me In response to the concerns nsted below about five 
minutes ago • 

. · . , .. .-.... .Per Sam and Eugene, the account predates them. Based on our concerns they reviewed. tht:t �ccount activity, account 
opening paperwork, spoke to the rep etc. Based on that review and the concerns brought to their attention by RSC, Aegis 
will be dosing the accounl 

Michael K. Heiser I COmpftance and Risk Manager 
RBC Correspondent Services I RBC Advisor Services I RBC C8pital Markets, LLC 
80 South & St. I Mlnneapons, MN 55402 
Phone: 612-371-23631 Fax: 612-313-1194 
mlchael.helser@rbc.com I www.rtJo.es com I www.rbc-as.com 

ice: High 

Kevin Is out and Sam hadn't seen it. I told him to get it back to me end of day tomorrow. 

teiser,t-tichael 
wember 01, 2013 12:01 PM 
nuel Guldetlf; 'Kevin MtKenna' 
2idio, Nicholas 

PN: AMl Swvell1ance Request for )00(•26164 / l2MC / 
ice: High 

Good afternoon, 

SEC-Aegis-E-0020680 . "_ .. � 
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I received the ronow1ng request from our AML Department. Based on the volume of activity, RBC cs requests a 
response by the end of day Monday, November 4. 

Through our AML surveillance processes, the foRowing account was identified for additional review: 

Account Number: xxx-28164 
Account Name 

Please be advised that we require written or eledlonic confinnation that you have reviewed the account and found the 
client and adivaly reasonable under your AML program. Specifically. please address each of the following: 

Since the account was opened In February. Iha client has Hquidated nearly o,re billion shares of OTC stoclcs. which 818 
covered via shares received via RVP liom State street Bank (OTC #09BTJ. Pattemslconcems RSC CS klentJlied eluting a 
preliminary review of a few of the securilles include: 

• 

•e As of 7mll13, the company reported to have 240M shares outstanding. Between 7117 and 10/8, the client sold 245. 74M
shares-more shares than MW last repoded outstancllng. 

• On� there wem 690M shares tmcte4 meaning the company Issued at least 750M shares in seven weeks.e
•e On 1111113. the number of outstanding shares decreased by 1 :soo.e
• The company has generated no revenues and its only asset is a $350,000 deposit towards the acquisition of a mine.e
• The company spent $652,500 on camultfng fees in the sl,c months ended 6/30/13 •e

have 231.7M shares outstanding. Between 9117 and 10/31, the client sold 71.BM 
shares. or 31'6 of tho outstanding shares. 

•e The average daHy trading volume has Increased by nearly five times since the client started selllng shares, accompaniede
by a 9°" dectease In price • 

•e During the period the c/Jent has been selling, the price has dropped by 50%.e
•e The company has generated no revenues.e

• The company last reported to have 8.8198 shares outstanding. The client sold 217M shares between 614 and 7124 for
proceeds of $21,500. 

•e 1he company has generated no revenues and has Jess than $43,000 in assets.e

• 

: � ; I 11 ; I I •e

• 

• As of 7115, the company reported to have 702. 7M shares outstanding. Between 8115 and 100� the client sold 422.4M
shares, or 609' of the outstanding shares. 

• 

• • • / , : • ; 
-r 

• concems are tom review earlier this year of related account held� 

•e 1he company has a history of Issuing a large amount of shares, followed by multiple reverse splits.e
•e Following a reverse spOt, the company doubled the amount of shares outstand'1119 in one month, jumping from 11.637Me

shares outstanding on 10/8/12 to 23.805M shares on 11/14112. Since then, the prtce has dropped from $0.21 to $0.02. 
Less than six months ago, It was trad"mg et over $2.40.e

• 77Je company filed with the SEC a document stating its intent ta issue 249M shares of common stock and authorize the
board of ditectors to inaease or decrease the number of shares of common stock on the company without stocldJolder 
approval U also authorized a revision of the stock Incentive Plan to be able to issue 15M shBtes Instead of only 71,429. 

• As oflhe last 10Q in November 2012. Tripod had $260,000 of debt which was convertible into over 15 mHHon shares of
the company's common stock {nearly 4"" of the outstanding shares assuming the only shares the company has issued 
since 11114112 were to the client). 

• The lssue,..s CEO, Peter M. Hoffman, has been Investigated by the government on four counts of felony tax fraude
charges. Although he ended up only pleading guilty to a misdemeanor charge based on a mlstrtal, the charges sre 
noteworthy, especially In Dght ofthe U.S. Attorney in New Orleans' current Investigation into tax credits claimed by an
aflillate of the Issuer, Seven Ms Pictures Louisiana. 

•e 1he company's former chairman, Bruce McNaH, was convicted of bilking six banks out of $236 million. He pleaded guilty
to five felony charges of conspiracy and fraud ancl was sentenced to 70 months in prison. 
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� --· -- ·----- - ----... ,. .. -- . - .a

Questions for the Compliance Officer: 
•a What due diligence has the finn performed on the client?a
•a What due dUfgenc:e has the finn perfonned on the securities liquidated in the account?a
•a How is the finn comfortable with this activity?a

Any additfonal info� �ed in your �ea-���,b� ;;_;;pr�i to detennfne "tt'the above.acUvttyis ·reasonable .a

... Please note that this inquiry is confidential and Is not to be shared with the client. Although the client may bea
contacted directly to address the questions within this inquiry, Informing clients that they ara subjects of an Anti
Money Laundering (AML) Inquiry is prohibited. ...a

-Please respond by emalto tha above Inquiry within five.business. days of.receipt. Note that a lack of response willa
result in the account being blocked for further activity. Based upon the fnftlal answers provlded, RBC CS may followa
up with additronal questions In order to better understand the client.a

Due to the risk posed by certain.dents. RSC cs may ask that the correspondent closely monitor an account and maya
even request that the account be closed. If an account fs subject to monitoring, RBC cs may penod(cally request thea
results of this review from the correspondenta

Correspomlenls are reminded that under the USA PATRIOT Act. each finn must have its own AML Program. For
questions about your AML Program or the AML Inquiry process. please contact your Relationship Manager.a

lllankyou. 

AML compliancea

Mlchael K. Heiser I CGmplfance and Risk Manager
RBC correspondent Services I RBC Advisor Services I RBC Capftal Markets. LLCa
60 SOuth 6'" St. I MlnneapoUs, MN 55402
Phone: 812-371-2383 I Fax: 612-313-1194a
mtchael.helser@rbc,com I WfN/.rbc-cs.com I www.r�s.coma

This c-mai1 may be privilqc,d rz,4/a, amfic!cdi&J. ad die IClldct docs 
aot wma -,rdatcdaa,itsazidotz!ipliom. MY� \lie, or 
cq,yizrgoflhi:IND&ilorcbc imanutiaa II COldaim llyo111albca m 
inlCndcdrccipiall is IZlllldhariml tlyw RCC:iva dais e-mail hi 
am. pbscadvilcmcumncd1aldy(b)' imno-mailctOlbcmsc), 

Note: This message is intended only forthe personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of this message you are hereby notified that any review, 
dissemination, distnl>ution or copying of this message is strictly prohibited. Aegis Capital Corp. reviews and 
archives outgoing and incoming e-mail. Such may be produced at the request of regulators and/or in coMection 
with judiciaVarbitral proceedings. Sender accepts no liability for any errors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or sell securities. Opinions or estimates constitute Aegis Capital Corp. 's best 
judgment at this time and are subject to change without notice. lnfonnation upon which the material contained 
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in this transmission is based was obtained from sources believed to be reliable but has not been verified. 
Additional infonnation is available upon request Aegis Capital Corp. Inc., its affiliates and respective directors, 
officers and employees may buy or sell securities mentioned �rein as agent or principal. Aegis Capital does not 
give any representation or warranty as to the reliability, accuracy or completeness of any third party material, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for erroqjn, 
or omissions from such third party material. The fact that third party information was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or affiliation by Aegis Capital Corp., its 
owners, or its employees. 

Note: This message is intended only for the personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of-this message you are hereby notified that any review, 
dissemination, distribution or copying of this message is strictly prohibited. Aegis Capital Cotp. reviews and 
archives outgoing and incoming e-mail. Such may be produced at the request of regulators and/or in connection 
with judiciaJ/arbitral proceec,ings. Sender accepts no liability for any eaors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or sell securities. Opinions or estimates constitute Aegis Capital Corp.'s best 
judgment at this time and are subject to change without notice. Information upon which the material contained 
in this transmission is based was obtained from sources believed to be reliable but has not been verified. 
Additional information is available upon request. Aegis Capital Corp. Inc., its affiliates and respective directors, 
officers and employees may buy or sell securities mentioned herein as agent or principal. Aegis Capital does not 
give any representation or warranty as to the reliability, accuracy or completeness of any third party material, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for em>rs in, 
or omissions from such third party material. The fact that third party information was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or affiliation by Aegis Capital Corp., its 
owners, or its employees. 

.. 
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From: 

Seal: 
To: 
Cc: 

SubJect: 

Eugene Termcciano <ETaraceiano@aegiscom> 
Tuesday, December 3, 2013 2:48 PM 
OCOflCICoU <gkott@acgiscap.com> 
KeviaMdCama <kmdc 
FW 

George. 

lhe acmurdswlft be b!adzd for sales only and dose the account. Wedo not have the bandwfdth to monitor. Thank you. 

From: l:&&geneTemccfalo 
sent: 1\Jesday, Decl:mber03, 2013 9:03 AM . • Jt. ......... 

To: KevfrlMcKmna;Ten:ssa Rorvcd 
CC:Samuel 
subject: 

Teressa. 

Please blodctheaccountsforsales onlv and dose the accounts. Davefffll said the ace.cunts were onlytradfns In listed securities. Obvloust,, not true. 

lhankyou. 

Eugene Temtcdano 
Dlrector of Compllance 
Aefl.s capltalc:o,p. 
810 71h Avenue, 181h Ffoor 
Hew Yorlc, NY 10019 
646-557-3497X693 

Flom: K2wl MclG:Ma 
Sent: 1\lesday, Decenw03, 2013 8:54 AM 
To: Teressa Rolvcd; Eugene Tenacdano 
Cc Samuel Gufdettl 
5abjed:RE (12HC) )00(-19060 and )0()(-28349 . . . . • . 

• • - , , .� V/'1 •,.!!, f. Jc:.·.,.,_ � 

Drdn't compffanee request this account be dosed» 

Kevin C. MdCerma 
Aesb capital Corp. 
810 7th Avenue 181h Floor 
New York, N.Y.10019 
212-813-1010X436 

----········· - ..... -····-·······-···----····••·-··· ·•·•·····-···· .......•.... ··- ....•... ......... .. ·····••··· ..... ... . ..... .. . ...... . .. .... .. ·•·• . . ......... -····· . 
From: Teressa fioruc:d 
Sent: Tuesday, Decemba-03, 2013 8:52 AM 
To: Eu;erla Tarac:dano 
CcKcvfnMdCalna 
Subject: RE: 12HC) )00(.19060 and )0()(-28349 

Below are the tr.Mies. 

Net Settle Comm 53tes 
Date Type Price Amount Date Amt Credit 
1 

1'2/2/2013 

12/2/2013 532.65 
12/2/2013 

12/2/2013 9 0.24 -877.& 40 

12/2/2013 9 6.59 .•3,954.00 12/Sf20ll 54 

11/2/2013 9 0.697 14,079.40 12/5/2013 139.4 

SEC-Aegis-E-0008792 
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12/2/2013 I: I :I 
12,425.19 

�3.146.32 I I I I I 
Teressa Fiorucci-Alvlz 
Aegis Capitll Corp 
Phone: 646-290-7899 
Fax: 646-355-1993 
tfloruccl@uglsop.cOll) 

From: Eugene Terrao:iano 
Sent: Tuesday, Oecen-ber 03, �13 8:40 AM ' ,_., ..... , � • r r.·, - • . .  ,...-., . .  
To: Teressa RonlCd 
Cc Kevin Md(enna 
Subject: 12HC) )00(-19060 and XXX· 28349 

Taressa, 

Did they trade llsted stock? 

From: Teressa Florua:i 
Sent: Tuesday, Oecetrber 03, 20U 8:24 AM 
To: Kevin HcKe,,na; Eugene Terracciano; 810 Compliance 
Cc George:; David f-en1 
Subject:A (UHC) XXX·19060 and XXX-28349 

898-28349 has tr.ides from 12/2. 

Teressa Florucd-Alvlz 
Aegis Capital Corp 
Phone: 646-:z<J0-7899 
Fax: 646-3 SS-1993 
tQorucd@3egtsc;m.com 

From: Kevin McKenna 
Sent Monday,� 02, 2013 5:41 PM 
To: EuQene Terracdano; OeGldio, Nicholas; 810 Canpllanc:e; Teressa Rorucci 
CcGecige ... . ... ... - -·· 
Subject: (12HC) XXX-19060 and XXX·2B349 

Teressa, 

Please have these accounts dosed. 

True 
Kevin 

Kevin C. MclCenna 
Aegis Capital Corp. 
810 7th Avenue 18th Floor 
New Y0<k. N.Y, 10019 
212-813-1010X436 

(12HC) XXX-19060 and XXX·2B349 

Nick, 

(12HC) XXX-19060 and XXX-28349 wlll be dosed. 

Kevin, c.-.n a membc.- of your team send :i request to RSC to close the above referenced xcounts. 

Thank you, 

SEC-Aegis-E-0008793 

https://tQorucd@3egtsc;m.com


Euaene Temcdano 
Oitectorof Com,ilance 
Aegis Capital Corp. 
810 7th Avenue. 18th Roor 
New York. Hr 10019 
646-557•3497 X 693 -

Good Afternoon. 
fle888 seethe emaD belowfromAML 

The abowlderencedaocounts rar�ln <cm:cral fnJasie and Jut,2013. lbeae trades are ofconcem for Che 
rollovtfngreasons: 

NJdaolm DeGldlo I Relationship Manager, RSC Correspondent&. Advisor Services I RBC Capital Markets, LLC 160 South 6th 
St PIS I Miuncapolis I MN I SS402 I T:6J2-371-2839 IC: 612-387.6295 I F:866-63S-3S73 

Note: This message is intended only for the personal and confidentilll use of Che designated recipicnl(s) named above. If you me not lhe intended 
iecipimt of this message you an: herd>y notified that any review. d�oa. distnl>ulion or copying or this message is strictly prohl"bited. Aegis 
Capital Corp. reviews and en:hives outgoing and incoming �mail. Such may be produced at the n:quest or segulatorsandlor in connection with 
judiciallmbilml proceedings. Sender accepts no liability for any em,1$ or omissions arising as a result of transmission. Use by other than intc:oded 
recipients is prohibited. 'Ibis transmis.,ion is neither an olTcr nor a solicitation of an oO"cr to buy or sell securities. Opinions or estimates constihlte 
Aegi, Capilal Coip.'s best judgment at this time and me subject to change without notice. lnfonnatioa upon which lhe material contained in this 
mmsu\issiou is based was obtained fiom sources believed to be iclinbt� but fm uot been verified. Additional infonnalion is available upon request. 
Aegis Capilal Corp. Inc.. ils ofliliatcs and respective directors. officers and anployees may buy or sell securities mentioned herein as agent or 
principal. Aegis Capital does not give any representation or wammty as to the reliability, accuracy or completeness of any third party material, nor 
does Aegis CapilDI Corp. w:cept any rapons1"bility arising in a anyway ( including negligau:e) for cnors in. or ommions from such lhinl party 
material. The fact that thin:I party information was provided through Aegis Capital docs noC constitute an endorsement. authorization, sponsorship. 
or affiliwoD by Aegis Capital Coip .• iCS owners. or its employees. 

Nole: 11m message is intmded omy for the personal and confidential use oflhe designated recipicnt(s) named above. If you arc not the intended 
recipient oflhis message you are hereby notified that any review, dissemination. distnoution or copying of this message is strictly prohibited. Aegis 
Capi1aJ Coip. ieviews and archives outgoing and incomina e>mail. Such may be produced at the request of regulators and/or in connection wilb 
judiciaJ/mbitmJ proceedings. Sender ac:cc:pts no lillbility for any errors or omissions amiog as a n:sult or transmission. Use by other than inb:ndcd 
n:cipients is protu'bit.:d. This transmission is neither an off er nor a solicitation or an oft"c:r to buy or scU securities. Opinions or estimates constitute 

SEC-Aegis-E-0008794 



· • . .,,. ·· · • • · ·· .......... - · ......... .-its'O� ot its employees. or affiliation by Aegis Capital Coip . 

Aegis Capital Corp.'s best judgment at Ibis time and an: subject to change wilhcut notic.:. lafonmdion upon which the material conwned in this 
transmission is based was obtained fiom SOUlta believed to be IC!iab!e but has not bccll verif&ed. Additional information isaYailable upon request. 
Aegis capital Corp. fnc,. ilsafliliates and ICSpCdive dhcdors. oft"ICCIS and employees may buy or sell securities mentioned herein as aaent or 
principal. Aegis Capital does not give any �on or warranty as ro lhe rdiabificy. accuracy orcomplc:fenCSSoC any thud party malcrial, nor 
does Aegis Capital Corp. eccept any respoail»lity arising in a anyway ( including negligence) for eaors in, or omissioas from such third pmty 
material. The fact dud dmd party infonnation was provided through Aegis Capital does not constitute 1111 endorsement. authorization. sponsorship, 

· · :. , · · · - ·· ----

Note: 1ms message is inraaded only for dte persona) and confidential use of the designated ia:ipieat(s)named above. If you are not the intended 
n:cipient of this message you are hereby notified that any review. cfisscmmalion. disbibution or copying of lhis message is strictly prolu"bitcd. Aegis 
Capital Coq,. �cwsandaa:bivesoutgoingand inc:oming e>mail. Such may be pmduccd at the requat of rcgulatorsand/orinc:mmcction with 
judiciaf/mbitral yoceeding., Sender accepts no liability Corany enors or omissions arising as a result of transmission. Use b'J other than inCcncfed 
Reipients is prohibited. 1his trcmsmissiaa is neilher an offer nor a solicitalion of an offer ro buy orsdl securities. Opimoas or estimates constitute 
Aegis Capital Corp.•s bestjud'gmcnt at diis timeaitd me subject to change without ao1ice. lafomwion upon which 1hemmcrial comained in this 

1 1 transmission is based wasobtiined fiomSOURICS believed to be reliable but has noU,ca1 verified. Addiliorial inf'mtnation is available upon· request.' 1 '·' • • • • � • 

Aegis Capital Corp. Inc.., i1s afliliales and mpcclive dh=tors, officers and employees may buy or sell securities mentioned haeiD as agent or 
principal. Aegis Capital does not give ml'J sepsescntalion or wammty as to the reliability. accvraq or completeness or 8rrJ third party material. nor 
does Aegis Capital Colp. accept any n:sponsibility arising in a anyway ( including nqligeace) for errors in. or omisnons from such third party 
material. The fact 11ml lhud party information was provided through Aegis Capital docs not constitute an endorsement.authorization. sponsorship. 
or affiliation by AesisCapital Colp .. its owners. or its employees. 

Note: This message is intmded onJy for lhc pasunal and confidential use of lhe designated rccipient(s) named above. If you arc not the intended 
n:cipient of this message you me hereby notiflCCI that any review. dissemination. distribution or copying of Ibis message is stric:tly prolu'bitcd. Aegis 
Capital Corp. miews anclan:bives outgoing and incoming e-mail. Such may be pmducccl at lhc request of n:gulatoisand/or in connection with 
judicial/mbitral' proceofings Saide,-m:ccpCs no liability for mr, ams or omissions arising as a result of trammission. Use by other than intended 
n:cipienls is pmluoitcd. nistnmsmission isncithc:r an offer nor a soliciladcm of an offer to buy or sell securities. OpiDioas or esmnates CODStibJtc 
Aegis Capital Corp.'s best judgment at this lime and are mbject to change without DOlice. lnfcmnation upon which the material contained in this 
uammissioD is based was obtained ftom soun:cs believed to be reliable but bas not lleal verifJCd. Additional informalion is available upon iequest. 
Aegis Capital Corp. Inc.. its afliliatcs and respective dirc:ctors. off"ICers and employees may buy or sell sccwidcs mentioned bc:R:in as agent or 
principal. Aegis Capital docs not give any repesentation orwarmnl)' as to lhe n:liability. accuracy or completeness of any 1bitd � material, nor 
does Aegis Capital Cmp. accept aay � arising in a anyway ( including negligem:e) for enors in. or omimioas Crom such thud party 
mataial. The fact that thud party informalion was pmvidal through Aegis Capital docs not conslitute an endorsement. authorization, sponsorship. 
or amliation by Aegis Caplla1 Corp.. its ov.ue:rs. or its auployees. 

Note: This message is intended only for the personal and confidential uscof lhc designated n:cipient(s) named above. If you me not the intended 
n:cipient of this message you me hereby notifsed lhat ony review. dissemination, disbibution or copying of this message is stridly proluoitcd. Atgjs 
Capital Corp. rmews and mtbives outgoing and incoming e-mail. Such may be produced at the .equcst of regulators and/or in connection with 
judiciaJ/arbitral proceedings. Sender accepts no liability for any enors or omissions wing as a result of transmissicn. Use by other than intended 
ia:ipien1s is prolulrited. This transmission is neither an offer-nor a solicitation of an offer to buy or sell securities. Opinions or estimates constitwe 
Aegis capital Corp.'s besijudgment at this timcmul are subject to change without-notice. lnformalion upon which llte material contained in this 
transmission is based was obtained from soura:s believed to be JdiabJc bul has not been verified. Additional infcmnation is available upon request. 
Aegis Capital Corp. Inc.. its affiliates and respective din:ctors. ofricers and employees may buy or sell sc:curilies mentioned herein as agent or 
principal. Aegis Capital does not give any rq,n:scntation or wammty as ID the reliability, =:uraey or completeness of any lhird party material, nor 
does Aegis Capital Corp. accept any sespc>DSJlJility arising in a anyway ( including negligace) for arors in, or omissions from such thud party 
mataial. 1be fact that third party informalion was provided through Aegis Capi1al docs not constituk: an endorsement. authorir.ation. sponsorship. 
or affaJiation by Aegis Capital Corp., its owners, or its employees. 

Note: This message is immded only for the pasonal and confidential use of thcdesignntcdrccipient(s) named above. If you arc not the intended 
recipient of this message you ere hereby notifscd that any review, disseminatio� distribution or copying of this message is strictly prohibited. Aesis 
Capital Corp. reviews and mcbives outgoing and incoming tHnBil. Such may be pn,duccd at lhe ieqltCSl of n:gulatorsandlor in connection wiQi 
judicial/mbitral proceedings. Sender CGC,epts no liability for any arors or omissions arising as a result of trmmnission. Use by other than intended 
recipients is piohibitcd. This transmission is neither au off'er nor a solicilalion of an offer to buy or sell securities. Opinions or estimates constiNte 
Aegis Capital Corp.'s best judgment at this time and me subject to change without notice. Information upon which the material contained in this 
transmission is based was obtained fiom sources believed to be reliable but has not been verified. Additional infonnation is avoilable upon request. 
Aegi, CapiCaJ Corp. Inc., its affiliates and respective dircdors, ofrscas and employees may buy or sell securities mentioned hcn:in as agent or 
principal. Acp; Capilal does not give any n:pn:scntation or wammty as to lhc reliability, accuracy or comptctcncss or any thud party mataiaJ, nor 
docs Aegis Capital Corp. accept any responsi1>ility arising in a anyway ( including negligence) for arors in. or omissions from such third pmty 
material. The &ct Chat dwd party infonnation wm pn,vided through Aegis Capital docs not constitute an endorsement. authorization. sponsorship, 
or aR"aJiation by Aegis Capital Corp .• its ownc:rs. or its employees. 

Note: This message is intended only for the personal and confJdentitll use of the designated rccipient(s) nmned above. If you a.re not the intmded 
recipient of this message you me hereby notirsed that any review. clisscminatio� distribulion or copying of this message is strictly polu'bited. Aegis 
Capital Corp. revi� and archives outgoing and incoming e-mail. Such mny be produced d the request of segulalorsandlor in conm,:tion with 
judidal/azbitral proceedings. Sender accepts no liability for any enors or omissions arising as a result of transmission. Use by other than intended 
n:cipienrs is prohibited. This transmission is neither an offer nor a solicitation of an olTcr to buy or sell sccwitics. Opinions or estimaccs constitute 
Aegis Capital Corp.'s bestjttdgment at this time and me subject to change without notice. lnfc,mation upon which the material contained in this 
lnmSmission is based was obtained from sources believed ID be reliable but bm not been verirlCd. Additional information is available upon request. 
Aegis Capital Coip. Inc., ilsafilliates and respective directors. officers and employees may buy or scll sc:cwities mmtioncd herein as agent or 
pincipal. Aegis Capital does not give any represenlalion or warranty as to lbe reliability, accuracy or completeness of any thud pany mataial, nor 
docs Aegis Capital Cotp. accq,t any n:sponsibility arising in a anyway ( including ncgligmcc) for errors in. or omissions from such thin1 puty 
material. The fact that lhinl pad}' information was provided through Aegis Capital does not constitute un endorsement. authorization. sponsorship, 
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2.39705 

12/2/2013 

139.4 

From: 

Sent: 

To: 

Cc: 

Subject: 

Eugene Terrocciano <ETemicciano@aegiscap.com> 

Tuesday, December 3, 2013 2:42 PM 

Kevin McKenna <kmckcnna@acgiscap.com>; Swnucl Guidetti <SGuidctti@acgmp.com> 
Teressa Fioruc:ci <IFiorucci@ncg • 

FW: XXX-19060 and XXX-28349: 

Gentll!!Nn, 

As you can see O;ive Fer,I is Incorrect when he states only listed securities for both accounts. Teress:i pleaise move forward with dosing the accounts. Thank 
you, 

... Net Settle Comm �lcs 
Date Quantity Oescrlptlon - Sol!fce Type Price Amount Date Amt Credit 

I 12/2/2013 -10,000 BSEL 9 23,820.08 12/5/2013 150 

12/2/2013 9,400 BBUY 9 1.52 14,430.88 12/5/2013 142.88 I II I 
12/2/2013 79,500 BBIJY 9 0.674648 S3,634.S2 12/5/2013 532.65 I II I 

2,000 I •1 I BBIJY 9 1.48015 -3,010.30 12/5/2013 so 

12/2/2013 3,490 BBUY 9 0.24 -877.6 12/5/2013 40 I II I 
12/2/2013 600 I II I B8UY 9 659 -3,954.00 12/5/2013 S4 

12/2/2013 20,000 I II I B8UY 9 0.6197 14,079.40 12/5/2013 

12/2/2013 5,000 I II I RVP 9 12,425.19 

12/2/2013 -5,700 OVP 9 33,146.32 I II ____ . 

From: OeGldlo, Nlcholas [mailto:nlcholas.degldio@,t,c.com) 
Sent: Tuesday, Deoerr.ber 03, 2013 9:28 AM 
To: Eugene Terracdano 
Cc: Kevin McKema 
Subjed: RE: XXX· 19060 and XXX·28349: 

HI Eugene. 

A!l long os the Acgls contiooes to monUor the 3CCOW1b to mal<c suro lllo dlcnt Is only trading In US exchange listed stoeks, our AML would be comlortablo wilh 
lhal 

Th:lnlo, 
Nick 

Nlchola.s DeGidlo I Relationship Manager, RBC Correspondent&. Advisor Services I RBC Caplt:il Markets, LLC 160 Soutb 6th 
St PIS I Minneapolis I MN I 554021 T:612-371-2839 IC: 612-387-6295 I F:866-635-3573 

From: Eugene Tema:lano lm;,IJtp:�sop.O)IJ]) 
Sent: DecembEr 02, 2013 3:'16 PM 
To: OeGldlo, Nicholas 
Cc: Kevin Mc:Kerm 
Subjed: XXX· 19060 and XXX·283'19: 

Nick, 

We've limited this customer to US exchange listed Stocks Only. There will net be any bulletin board stocks traded noing forward. Are you ok with ke!epin(l the 
accounts open or are you still requesting to close. Please let me know. 

Thanks, 

&Jaone Terra<dono 
Directer of COmpllancc 
Aegis Copltal Corp. 

SEC-Aegis-E-0008804 
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810 7th Avenue. 18th Floor 
New 'fort_ Hr 10019 
646-557-3497 X 693 

Note: This message is intazded only for the pasomdanclconf"ulcnlial use of the designated recipimt(s)nmncd above. lfyoa me nol the intended 
recipient of this message you arc hermy notified tlmt any review, disscmiaation, distribution or a,pyiDg of dus message isslrictly prohibited. Aegis 
Capital Corp. aeviewsand mdtivcs outgoing and mcoming e-mail. Suda may be poduccd at tbc rcqacst or RgDJatamand/or in connection wilh 
juclicial/adribal proceedings Sender accepSs no liability far my arors or omissions arising asa rcsaltof lrammissioa. Use by olhcr lban intended 
recipienls is pmlulrited. 11lis transmission is neither III offer nor a soUcitation or an offer to bay cir sell securities. Opiniom or estimates constitute 
Aegis Capital Coq,.ts best judgment at lhis time udme mbjcct to change without notice. lnfonnadoa upon whicb tbemataial coulaincd in this 
transmission is based wasobtaincd liom sources bdiered to be n:liab!c bit bas not Ileen vauaed. Addi1ional iaf'onmtiao is available upon request 
Aegis Capital Colp. Inc.. ilsaffiliatcs and rcspectivcdirmors. off seas and employees may buy or sell securities mmtioned herein as agent or 
principal. Aegis Capital does not give any 1epieseutalion or-wananty as to the n:tiability, m:c11J=Y orwmp!icacssor ,my dmd party matcriaJ, nor 
does Aegis Capilal Coap. DCCCpl any RSJ>ODSl"bilily arising &,a anyway ( including ncgligcnec) fotenars.in..otommions ftom such thiid party 
amlaial. The fact 1bat thhd party inf'onnation was pm!cd through Aegis Capital does not constitute an endoaement, authorir.ation. sponsoJShip, 
or afJ"wation by Aegis Capital Corp., its owners. or ils employees. 

Note: This message is intmded only for the pasoDBlandconfidentiol use of the designated n:icipicnt(s)namcd above. If you arc not the intended 
recipient of tins message you me hereby notified that any review, disscmiaation. ctistnlJUlion or copying of dus message is strictly prolulrited. Aegis 
Capital Corp. reviews and mdlivcs outgoing and incoming e-mail. SUch may be pn,duced Bl lhcreqm:stof regulatcns and/or in connection with 
judfoial/arbilral pn,ceedings. Sender accepts no liability for any errors or omiBonsarising as a result of cransmission. Use by other lhan inlalded 
Reipients is prohl"bited. 11m transmission is neither an offer nor a solicitalion of an offer to buy or sell securities. Opinions or estimates constitute 
Aegis Capital Corp.'s best judgment Dt this time and are subject to change without notice. Jnfonnatioa upon which lhemataial contained in dus 
tnmsmission is based was obtained fi'om somces believed to be reliable but Im not been verified. Additional infonnation is available upon Rquest. 
Aegis Capital Ccnp. Inc .• ils affiliates and respective directors. ofTtce:rs and employees may buy or sell securities tnadiom:d hcn:in as agent or 
pincipal. Aegis Capital does not sire any representation or wammty as to the ieliability. ac:cumcy orcamplclcaess of ay third party material. nor 
docs Aegis.capital Corp. accept any respoDS1"bility arising in a Dnyway ( including negligence) for cm,11 in, or omissions 1iom such third party 
materiaJ. The fact that thud party information was piovicled through Aegis Capital does not constihdcan e:mlcmmlcnt, aUlhorization. sponsorship. 
or affiliation by Aegis Capital Corp., its owners. or its employees. 
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From: Samuel Guidetti (SGuidelli@aegiscap.com) 
Sent: Wednesday. February 19. 201411:24 AM 
To: Geo,ge Kott: 810 Compliance 
Subject: RE: AML SurveDfance Request for xxx-18791 / 12HC 
Attachments: fmage001.Jpg 

Shut the account down I 

I .· • From: George Kott 
Sent: Wednesday, February 19, 2014 11:19 AM 
To: 810 Comprsance 
Subject: FW: AML Surveillance Request for )00(•18791 / 12HC / 
Importance: Hfgh 

This is Drucker. If there are n:d flags this guy shouldn't be allowed to sell it. At least not thna Aegis. 
George Kott 
Chief Operating Officer 
Aegis CapHal Corp. 

. 810 Seventh Avenue. 16th Roe, 
New Ycxk_ Haw Yark 10019 
1it Tot (212) 813-1010 
a rax: r212) a13-1048 

181 fmalt: gkoffltaegiscap.com 
0 Web: www gegfscqpcp,p eom 

..;� .-\ECIS C.-\PITAL CORP. 

. From: DeGtdlo, Nfcholas [mailto;nfcholas,degfdlo@;bC:com] 
Sent: Wednslay, February 19, 201411:13 AM 
To: 810 O>mJ)f,ance 
r.c: George Kott; Helser, Michael 
Subject: AML SurvelUance Request for X>OC-18791 / 12HC 
Importance: High 

Good Morning, 

Please see the email below from AML 

Can you ask them to provide a response for this? Since yesterday. the client has sold an additional 200 million shares or 
nd more than 1 mflllon shares of- both of which are companies that exhibit a number of red flags. I can 

certainly list more concerns with these companies if they need more reasons why RBC is concerned with this. 

Trading will be blocked at market close today. 

Good afternoon. 

I received the following request from our AML Department. Based on the volume of activity, RBC cs requests a 
response by the end of day Tuesday, February 18, 2014. 

Through our AML surveillance processes, the following account was identified for additional review: 

1 
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Account Number. xxx-18791e
Account Name 

Please be advised that we require written or eledronic confirmation that you have reviewed the account and found thee
client and activity reasonable under your AML program. Specifically;-please address each of lhe following: 
Since the account began trading last year, 2. 7 billion shares of OTC stocks have been liquidated, which is 85% of the 
account's total tra<f,ng activity. Pattemslconcems RBC CS identified during a preiiminary review of a few of the secwffles 
include: 

• 

•e Multiple large reverse splils· (1 :20-0n 6/27 /08 and 1 :250 on 6/20/11)e
•e Company not reporting with the SEC 
•e The client liquidated 35 million shares on 10/30/13, 10/31/13 and 11/1/13, which account for 30% of the day's volume. 
•e The company and CEO were issued a cease and desist order in 201 O by the Alabama Securities Commission for the salee

of unregistered securities. http://www.asc.stale.al.us/Orders/2010/CD-2010-0046.pdf 
. .  

·-•e Yield Sign 
•e The client liquidated 28 million shares on 10/17/13 and 10/18/13 which accounted for 19% of the day's volume. A stocke

promotion had been run on 10/7. : lllllllllliiiii 7/6112 

•e StopSign 
•e Split history includes a 5:1 forward split on 10/28/04 and a 1 :15 reverse split on 12/1/08.e
• Company deregistered from filing with the SEC on 6/27/08. 
• The company has authorized 10 billion shares. : lliiiliillli°f 495.5 million shares of which 300 million have been sold In February 2014. 

•e Not reporting to the SEC 
•e Split history includes a 1.9:1 forward split on 1/29/01 and a 1 :50 reverse split on 10/10/06.e
•e The company has changed their name six times since it was formed In 2001. 
•e The client sold over 2 million shares on 6/19/13 which accounted for 41% of the day's volume .e
• 

•e The company deregistered from filing with the SEC on 1/22/13. 
•e Split history consists of a 1:20 reverse split on 10/19/09 and a 1.02:1 split on 9/16/13. 
•e The client has liquidated over 1 billion shares since last April which is a fourth of the 4 billion shares that are authorized.e
•e The company has a history of recent paid promotions from 5/17/13, 6/20/13 and 8/8/13.e

beverage company that focuses edible marijuana products. 

•e Not reporting to the SEC. 
The client has lie idated more than 31 million shares, or about 15% of the total reported shares outstanding.eque: 

• Not reporting to the SEC. 
•e Split history consists of 1 :40 reverse split on 5123/07, 1:100 on 11/5/08, 1 :300 on 6/15/09, a 20:1 forward split on 1/12/1 O,e

and a 1:2,233 split on 1/30/13. 
: �changed their name 6 limes since 2000 . 

. --. 
•e The client sold 1 O million shares on 6/12/13 which accounted for almost 25% of the day's volume .e

•e Not reporting to the SEC. 
•e Split history includes 2:1 forward split on 12/5/02, 1:150 reverseese
•e The company changed its name from to 

•e The client sold 29 million shares during April 2013 
•e The number of authorized shares is not being reported.e

2 
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Questions for the Compliance Officer: 
•a What due diligence has the finn perfonned on the client?a
•a What due diligence has the finn perfonned on the securities liquidated in the account?a
•a How Is the flnn comfortable with this activity?a

·- .... . · ----··---

Any additional informaUon provided in your response would be helpful to detesmine if the above activity Is reasonable • 

... Please note that this inquiry is confidential and is not to be shared with the client. Although the client may be 
contacted directly to address the questions within this inquiry, informing clients that they are subjects of an Anti• 
Money Laundering (AML) lnquify is prohibited. ... 

Please respond by email to the above inquiry within flV8 business days of receipt Note.that a lack of response wDL 
result In the account being blocked for further activity. Based upon the Initial answers provided, RBC CS may follow 
up with additional questions fn Older to better understand the dfent 

Due to the dsk posed by certain clfenls. RSC cs may ask that the correspondent dosely monitor an account and may 
even request that the account be dosed. If an account is subject to monitoring. RBC CS may periodically request the 
results of this review from the correspondent. 

Correspondents are reminded that under the USA PATRIOT Act. each ftnn must have Its own AML Program. For 
questions about your AML Program or the AML Inquiry process. please contact your Relationship Manager. 

Thank you, 

AML Compliance 

111isc-mai1 mar lie priviJegcd m!Uorcclll1dcati&J. ml Che sauli:t docs 
not wdvo=,rdatcdriafmm!obli&adom. A:tf distri� USC. Of 
copyioaotllm a-mail ortha inf'onm2ioft il camimbyalha-thm m 
iA1cnded rccipicsll is� U'you rcccivcdm e-mail in 
arot. p!eatO lldri1a mo immalidcly(IIJ mumo-mal ar olhcrwiso) 

Uzilcssspcci(icd bylbc scmk:r. c-mml mmasa 111: DCll mcrypt.cd. 
Asauda.acmmva immmalicn IGlll.o or rocaiYCd 6cmlhis a-mail 
adl!rcssCMJ aol lio� lnfanmtion ll'CCICM:d by ors= 
fivm lhia systaD D subject to lfflCW by svpcrvisi=ypasoMCI, 
isrcwicd. &lldmayboproduccd to rea,,iJaaory =haritk:s orodicn 
withalcsaJ riglil to the imarnticm. 

Note: This message is intended only for the personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of this message you are hereby notified that any review, 
disseminatio� distribution or copying of this message is strictly prohibited. Aegis Capital Corp. reviews and 
archives outgoing and incoming e-mail. Such may be produced at the request of regulators and/or in coMection 
with judicial/arbitral proceedings. Sender accepts no liability for any errors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or selJ securities. Opinions or estimates constitute Aegis Capital Corp. •s best 
judgment at this time and are subject to change without notice. Information upon which the material contained 
in this transmission is based was obtained from sources believed to be reliable but has not been verified. 
Additional information is available upon request. Aegis Capital Corp. Inc.� its affiliates and respective directors, 
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officers and employees may buy or sell securities mentioned herein as agent or principal. Aegis Capital does not 
give any representation or warranty as to die reliability, accuracy or completeness of any third party materiaJ, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for errors in, 
or omissions from such third party material. The fad that third party information was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or affiliation by Aegis Capital Corp., itso- I ' • • ' • 

owners, or its employees. 
' 

Note: This message is intended only for the personal and confidential use of the designated recipient(s) named 
above. If you are not the intended recipient of this message you are hereby notified that any review, 
dissemination, distribution or copying of this message is stridly prohibited. Aegis Capital Corp. reviews and 
archives outgoing and incoming e-mail._Such may be. produced at the requesCof.�IMQP..SP.itlo.f.m C9M�<m ............. 1 

with judicial/arbitral proceedings. Sender accepts no liability for any errors or omissions arising as a result of 
transmission. Use by other than intended recipients is prohibited. This transmission is neither an offer nor a 
solicitation of an offer to buy or sell securities. Opinions or estimates constitute Aegis Capital Corp. 's best 
judgment at this time and are subject to·change·withoui-notice. lnfonnation upon which the material contained 
in this transmission is based was obtained from sources believed to be reliable but has not been verified. 
Additional information is available upon request. Aegis Capital Corp. Inc .• its affiliates and respective directors, 
officers and employees may buy or sell securities mentioned herein as agent or principal. Aegis Capital does not 
give any representation or warranty as to the reliability, accuracy or completeness of any third party material, 
nor does Aegis Capital Corp. accept any responsibility arising in a anyway ( including negligence) for errors in, 
or omissions from such third party material. The fact that third party information was provided through Aegis 
Capital does not constitute an endorsement, authorization, sponsorship, or affiliation by Aegis Capital Corp., its 
own� or its employees. 
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THE UNITED STATES SECURITIES AND EXCHANGE COMMISSION 

In the Matter of: 

File No . 

.,. . ·; 

WITNESS: Craig Kotash 

PAGES: 1 through 184 

PLACE: Securities and Exchange Commission 

100 F Street, N.E., 

Washington, D.C. 20549 

DATE: Wednesday, January 13, 2016 

The above-entitled matter came on for hearing, 

pursuant to notice, at 10:14 a.m. 

Diversified Reporting Services, Inc. 

(202) 467-9200 
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1 APPEARANCES: 
2 
3 On behalf of the Securities and Exchange Commission: 
4 GEORGE BAGN�L, ESQ;! S� A���y 

0 

5 DANIEL MAHER, ESQ., Staff Attorney 
6 RICKY SACHAR, ESQ., Staff Attorney 
7 Securities and Exchange Connnission 
8 Division of Enforcement 
9 100 F Street, N.E. 

. 
10 Washiiigton, D.�:.�054� 
11 
12 On behalf of the Witness: 
13 PAUL McCURDY, ESQ. 

1 PROtCEEDINtG S  
2 MR. BAGNALL: We 'ftfil go on the record at 
3 10:14 a.m., Januaiy 13, 2016. Mr. Kotash, could you 

,. , , , 4 .. , ,J.!��.�J��� �)'.�����-�-f�--•m, , 
5 tell the truth, the whole truth, and nothing but the 
6 truth? 
7 1llE WITNESS: do. 
8 Whereupon, 
9 CRAIG KOTASH 

- . ,, .. . .  -,- -..... . ...t
., . 10 was called as a witnc:Q; and, having been first duly 

11 sworn. was examined and testified as follows: 
12 EXAMINATION 
13 BY MR. BAGNALL: 

14 WENDY CLARKE, ESQ. Q Could you please state and spell your 
15 Kelley, Drye &, Warren, LLP 15 full name for the record? 
16 Cantelbury Green 16 A Craig Kotash, C-R-A-1-G; K-0-T-A-S-H. 
17 201 Broad Street Q Do you have a niddle name? 

A John. 18 Stamford, Connecticut 06901 
18 

19 203-3S1-8039 Q Normal spelling? 
20 Pmcunly@kelleydrye.com 

20 A J-0-H-N. 
21 

21 Q I am Geoige BagmIL And this is Dan 
22 ALSO PRESENT: 

22 Maher. Later today for a brief time, we will be 
23 Kate .2ernes, FinCEN 

23 joined by another of our coDeagues from the SEC 
24 Evelyn Nicholas, FinCEN 

24 named Ricky Sachar. We are members of the Staffin 
25 

the Enfo�ement Division of the U.S. Securldes and 

Page Page 3 

':-.·· •· ,, 1 C O N T E NT S  
2 
3 WITNESS 
4 Craig Kotash 
5 
6 EXHIBITS DESCRIPTION 
7 50 Subpoena 
8 SI U4 
9 52 OrgChart 

10 53 Document Request 
11 54 Transmittal Letter 
12 55 Letter 
13 56 Screen Shot 
14 57 Screen Shot 
15 58 Screen Shot 
16 59 Table 
17 60 E-mail String 
18 61 E-mail String 
19 62 E-mail 
20 

21 

22 

23 

24 

25 

EXAMINATION 
4 

IDENTIFIED 
7 

10 
13 

81 
86 

90 

92 

94 

96 

112 
129 
133 

137 

l Exchange CommissiorL Also 'ftitb us today is Evelyn 
2 Nicholas from FmCEN. And we will be joined later 
3 by one of Evelyn's colleagues from FinCEN named Kate 
4 Zemes. 
5 Could you please confirm that you consent 
6 to FinCEN being here today? 
7 A Yes. 
8 MR. BAGNALL: And, Mr. McCurdy, can you 
9 put on the record that you consent to their presence 

10 as well. please? 
11 MR. McCURDY: Agreed. 
12 MR. BAGNALL: This is an investigation by 
13 the U.S. SEC in the matter o 
14 Inc., SEC File No. - to determine whether 
15 there have been violations of certain provisions of 
16 the federal securities laws. However, the facts 
17 developed in this investigation might constitute 
18 violations of other federal or state, civil or 
19 criminal laws. 
20 Prior to the opening of the record. you 
21 were provided with a copy of the Fonnal Order of 
22 I nvcstigation in this matter as well as its 
23 supplements and amendments. It will be available 
24 for your examination during the course of this 
25 proceeding. 

2 (Pages 2 to 5) 
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A Uh-huh. 
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17 

19 

23 23 
24 

19 19 

24 

Page 122 Page 124 

1 version? 1 page five, please. And this time, I would like you 
2 2 to focus on Item 11 when you get there, please. 

A Okay. 

Q And you see. i� accord_341c� - I ,am going . 
to read Item 11. "In accordance with the 
description of the process on page four of the 
December 23 letter for all potential violations of 
Aegis policies related to the relevant securities 
that were foqnd during a daily review. Documents 
suffldent to identify the potential policy 
violations were referred to Aegis' AML compliance 
office." Do you see that? 

3 Q Prior to July 2013 when the upgrade 
4 occurred, were flags in DVP RVP accounts being 
5 suppressed? 
6 A r can't say one way or another. I don't 
7 know. 
8 Q Did you review any DVP RVP accounts prior 
9 to July 2013? 

.. 10 A Not to my recall. Again, we are talking 
11 several years out, though. 
12 Q Okay. The description you gave us 

25 Q So after the enhancement in July 2013 

Page 123 

1 how, if at all, did those flags change? 
2 A I don't know of any material change to 
3 those particular flags that I have noticed. 
4 Q Do you see also in this response it says 
5 - it describes the upgrade, which is a moreo
6 powerful and feature-filled venion. ProSurv 
7 enhanced provides Aegis with an even greater serieso
8 of suspicious acdvity and anti-money launderingo
9 alerts. Do you see that? 

10 A Yes. 
11 Q In your experience using the ProSurv 
12 service, is that true? 
13 A Again, I can't speak to that, because in 
14 my role I have not seen any difference in what I am 
15 getting back. It is possible there are other flags 
16 being generated that is not part of my role in 
17 looking at transactional. 
18 Q Thank you for making that distinction. 

3 

• 4 
5 
6 
7 
8 
9 

10 
11 
12 

13 earlier in your testimony about the flags, A Yes. 
14 specifically with the low-priced securities, you Q And then lfoyou read Response 11, it 

gave us three flags that eJfsted in the system. Is 15 says, "Pleased be advised that no potential 
16 that a description of the Oags as they emt after 16 violations of Aegis' policies related to activity in 

July 2013 or before July 2013? Excuse me. 2013. 17 the relevant securities were identified. As a 
18 A Right And this relates to - you are 18 result, there were no referrals to Aegis' AML 

gearing this question towards lhe enhanced and 19 co�pliance officer." Do you see that? 
20 whether that affected any change in - 20 A Yes. 
21 Q Yeah, that's right. I want to know did 21 Q Does that refresh your recollection as to 
22 the three flags that you descnoed for us earlier, 22 whether or not - when I asked you earlier if you 

did those eDSt before the enhancement? had ever referred anything related to the relevant 
24 A Yes, they did. securities to the AML office, I think you said you 

25 dido 't recall? 
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1 A Right 
2 Q Does this refresh your recollection as to 
3 whether or not you did? 
4 A It ccnainly doesn't bring to mind a case 
5 where I did, I will say. 
6 Q Okay. Just bear with me here. Can you 
7 look on the same page of the same Exhibit 55 at l11e 
8 bottom, Item 16, documents sufficient to identify 
9 the Aegis personnel responsible for conducting the 

10 daily unregistered securities review for all trades 
11 related to the relevant securities, including name, 
12 tide, and which of the trades in the relevant 
13 securities they were responsible for reviewing. And 
14 the response is on the following page, page six. It 
15 says, not applicable. Please be advised that none 
16 of the relevant securities were restricted at the 
17 time the shares were deposited and/or received into 
18 Aegis' accounts. As a result, the relevant 

Let me just ask that question again. In the way securities were not identified and/or flagged as 
20 that you personally use ProSurv in connection with 20 unregistered. 
21 your job, did the ProSurv enhanced version provide 21 Do you see that? 
22 you with an even greater series of suspicious 22 A Yes. 
23 activity in anti-money laundering alerts? 23 Q Was one of your responsibilities to make 
24 A No, I can't say that. a detemlination as to whether or not securities were 
25 Q Can you turn again Elhibit 55? Tum to 25 restricted? 

., . 

32 (Pages 122 to 125) 
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trading activity that RBC's AML Group identified ate
2 Aegis'! 
3 A I can't speak 10 the nature of the 
4 e-mails that have come. I do know there have been 
5 questioos related to AML that have been sent and 
6 required follow-up. Now, whether they represented 
7 transactions or account serup, I don't know 
8 specifically the narure of the e-mails.e
9 Q Could you look at yol!r Exhibit ?4 again,e

10 please, and turn to page nine of Exhibit 54. Ande
11 you see subparagraph U when you gel there at the tope
12 of the page. It says USGT. Do you sec, looking 
13 back at Exhibit 10 now, see the subject the accounte
14 number there?e
15 A Right. 
16 Q And then if you match that account number 

Page 144 

the e-rruill header it says�nd all responsee
dot PDF. By the w:iy these documents were producede
to us, we understand that to be the last page, thee
page ending 861 on the attach!Jlent. 

5 A Okay.e
6 Q Can you please read that attachment, pagee
7 861 of Exhibit 10, and tell me ifthot refreshese
8 your recollection as to whether or not you reviewed 
9 anyeofthc-ra.!!_ing. 

10e A Again, I don't recall specifically tbalr 
11e issue.e
12e Q And do you believe thot it is the casee
13e th�t there were no flogs for the U.S. - -
14e rading because it was a DVP RVP account 
15e and those flags were suppressed'! 
16e A I think that's likely. 
17e MR. MCCURDY: Well, he said where there \\ith what you sec under U in Exhibit 54, do you sec 

18e 18e were no Oags.ethat's \\hat's listed in paragraph one, right? 
A Not the 898 but the 19059. 19e THE WITNESS: Oh, you said low-priced 

20e Q And you are listed there as a trade 20e securities, though, right? 
21e reviewer for trades in USGT, right, for that 21 BY MR. BAGNALL: 
22e account, which h s account? 22 Q Let me ask it again. So we asked for thee

23 A Yes. production of all reports that were related to 

24 MR. McCURDY: Again, he has testified and trading in�etween October 2011 and March of 
25e 25 2013?eit is important that he understand the account 

Page 143 Page 14 5 

review rcsporlSibility is not driven by the issue ore A Uh-huh. 
2 the symbol.e 2 Q And there were none for., 

3 BY MR. BAGNALL: 3 A Okay. 

Q Let me follow-up. Did you revicw Q So we don't have any nags that were 
5 r:iding in-� 5 produced. So my question wasn't limited to 
6 A I can't recall. 6 low-priced securities. �vhcthcre
7 Q If you look at the top of the page ending 7 there were no flags fo1--s tra,11 ,_._ m 
8 859 of Exhibit JO and read between 12/12/2012 ond 8 ...,ccause those na s were being suppressed 
9 3/4/2013, the client received a total of9,932,077 9 because s account was to be in the RVP 

10eshores of USA Gr:iphite, Inc. After ha,ing read account? 
11e A On some levels it could have been. But that, do you recoll \\hcthcr you saw on amount of 
12 we have already seen an example of this potentialeshares like that in USA Gr:iphite, Inc in the Bank 
13 that it may have nagged for other commission-based Gutenberg account? 
14 items like that. But the likelihood is right. It A I can't recall. 

Q Docs it jog your memo11· at oil •bout ony 15 would not have been produced, particularly ifwe are 
16 16 talking about the low-priced securities flag. trading in USA Graphite that Bank Gutenberg engaged 

in that you reviewed? 
A No. 

Q All right. I will take back Exhibit IO'! 
MR. BAGNALL: Do you want tu ask 18 

Q Con you turn to the last page of Exhibit J 9 something? 
20 MR. McCURDY: Yeah, maybe we should take I 0, please. Can you - this is - I om son-y to do 
21 another quick break.ethis to you. Can you look at the front page? You 
22 MR. BAGNALL: We will go ofTthc record 

01 2:33 p.m., January 13, 2016. 
sec the e-11L1il al the vc,-y top of Exhibit 10 is from 
Oovid Fcni to Kevin McKcnna copying George Koll and 

24 ( A recess was held.) Stacy Kishpaugh. And he writes, Please seee
25 RY MR. RAGNALL. auachcd. And then 1hc :1ttachmcnts al the top in 

37 (Pages 142 to 145) 
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1 A Yeah, I am still W1SUre of the question 
2 when you say do you typically see this. It sounds 
3 like you are saying it's a common occwrence. 
4 Q I am asking yoa if it is a commont
5 occurrence. 
6 A I don't believe it to be, no, not to my 
7 recall. 

8 Q If you bad seen it, would it be something 
9 you would likely remember? _ 

10 A I can't say. I mean, the la!t couple of 
11 years since we have changed our guidelines, if it 
12 was something that I needed to do some due diligencet
13t on because it had yellow or red flags, then I 
14t probably would have some recall. Again, given thet
15 amount of time that has passed, I can't account for 
16 that as well. 
17 Q And I put back in front of you here 
18 Exhibit S7. And you will see that there is not
19 exception report fo1- Did you see that here on 
20 ExhibitS7? 
21 A Right 
22 � believe that's likely because the 
23 -account was a DVP RVP account?t
24 A I think that's a reasonable conclusion. 
25 Q Could you tum to the page ending 095 of 
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1 
2 the first bullet says, 
3 A Yes. 
4 Q And under that it says as of7/15 the 
5 company reported to have 702.7 million shares 
6 outstanding. Between 8/15 and 10/30, the client 
7 sold 422.4 million shares or 60 percent of the 
8 outstanding shares. During the period the client 
9 has been selling, the price has dropped by SO 

10 percent. The company has generated no revenues. 
11t Does reading that refresh your recollection as tot
12t whether or not reviewed I !trading int
13 

14t A No, it is nott
15t Q Okay. I \\;II take back Exhibit 28. I amt
16 going to hand you what has been marked previously as 
1 7 Exhibit 29. If you can look that over and let me 
1 8 know \\'hen you are done. Again, I ,'Will represent to 
l 9 you that you do not appear to be a sender or 
2 0 recipient lo any of the E-mails in this thread? 
21 A Okay. 
22 Q If you could look, please, at - this is 
2 3 Exhibit 54. And I will refer you to page one. This 
2 4 is the trading i� You see the accounts for 
25 -19 - that ends 19060 and 28349 are both 
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1 listed in paragraphs one and aw. And you are 
2 identified as a trade reviewer, right? 
3 A Yes. 

· 4 · · · Q · · .So if you could look-aUhe page now backt
5 to Exhibit 29 ending 794 and see the e-mail from Mr. 
6 DeGidio to 810 compliance copying George Kott. 
7 Could you read the E-mail tut Mr. DeGidio sen� 
8 please, and tell me If that refreshes your 
9 recollection as to whether or not you reviewed 

10t �ding� 

11 A Okay. 
12 Q Does ft refresh your recollection as to 
13 whether or not you reviewed�ding in -
14 

15 A No, it does not 
16 Q Okay. Did you discuss �ading 
17 in "tbMr. Terracciano? 
18 A I don't n:call doing so. 
19t Q And, again, If you recall, if you look at 
2 0 Exhibit 57 there is only one fde ro .... which Is 
21 - And we looked at that earlier. And it didn'tt
22 mention anything low-priced securities as yout
23 recall It was- I believe it 'WllS a commission 
2 4 exception repo� right? 
25 A Yes. 
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1 Q Did Mr. Terracciano ask you whether you 
2 had identifi�trading In -

3-
4 A Not that I can recall. 
5 Q Did Mr. Terracciano tell you that 
6 •--1- that Aegis had received an e-mail from RBC 
7 indicating tba, b: ading in 1111 
8 xhlbfted characterized commonly 
9 associated mtb a pump and dump scheme? 

10 A Not that I can recall 
11 Q As a result of receiving RBC's alert 
12 regarding-trading in■■■■■■ didt
13 Mr. Terracciano visit you and Mr. Golden and givet
14 you instruction on how to investigate trading liket
15 this? 
16 A I don't recall. 
17 Q So you don't recall specific 
18 conversations with Mr. Terracciano about
19 trading in� Do you recall generally 
20 conversations with Mr. Terracciano in which he would 
21 relay to you the substance of alerts from RBC? 
22 A I do not recall that type of conversation 
23 with him. 
24 Q Were there general instances, again, not 
25 specific to this, but general instances of 

40 (Pages 154 to 157) 
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To: Bagnai�·Gtw,rqe�_�ll��C�GOV) 
Cc: MaMr� Danle�MtiherD@._SEC;GOVJ: Sachar, RlckyfSACHARR@SEC.GOV] 
From: J�ks�n.J�_l'SeYJ:Q� 
Seni: Thur 3131'2018 9:!6:47 AM 
lm�nee: Normal 
s� ��:-hl'the Ma,tt��-� - �Su� Settings 

Goorge- Setfor:th below are·th� .. answers you posed with RBC's relponses. · Also, RBC 
informed'us that It received Iha attached document from Aegis on November 18, 2013. 
RBC was not aware of, whether it had previously produced this document to the SEC in 
connection with this matter. 

RBC!s Respom1es to the SEC's Qqestlons Set Forth in George Bagnall's Email <>f 
March 1(), 2016 

01.e •How it informed Aegis, specifically, of the ProSurv Enhanced functions,e
partici.llarJy the ·tunction relatecUo anafyzing DVP/RVP accounts."e

Response: Gen�ral ProS_urv Enhanced functions: One WebEx training session to 
show how to access alert parameters. how to look at and change parameters, and tum 
alerts on/off. The WebEx did not specifically address DVP/RVP functions. The WebEx 
and discussion lasted about 20 minutes. 

02.e "To produce copies of any documents it provided to, or communications it hade
with, Aegis regarding the ProSurv Enhanced function for analyzing DVP/RVP accounts,e
including any emails, brochures, manuals, instructions, or any other document on thee
topic?'e

Response: Aegis called and asked how to tum on DVP/RVP trades in Enhanced. 
RBC located the function and told Aegis where to access the function and turn it on. 
These conversations occurred just before Aegis turned on the DVP/RVP in ProSurv, as 
previously communicated. 

SEC--RBC·E.0064684 

https://enf-ed2-ho:8443/axcng/resources/brava/5d06836b 1 a76/lib/client.htm l?logLevel=e... 12/10/2018 
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•·•········•··• .. ··-•·"··------·---------------------·---·· .. ··· .. -·.· .. ......... . ... ---· ... -.. ...... _., ........... ......... ....... ... .......... . 

. Q2a. · We are·particularly interested in any documents or communications that 
explained. b>'Aegis tfle:fact that DVP/RVP accounts were·not analyzed by default 
in ProSurv Enhanced, but that such analysis could be enabled if'Aegisdesired.• 

.. I , . • oJ 

Response: The'i:',e.·are, no suc!'l cfocu.ments or communications. 

Q3. 'Whether correspondent firms are informed that ProSulV Basic does not 
analyze DVPiRVP'accounts.11 

Response: RBC is not aware of any such. cornmunications. 

04.e "If the answer to 3 is "yes," how it informed Aegis, specifically, of that fact."e

Response: NA. 

05.e "If the answer to 3 is "yes." to produce copies of any documents providf:de
to, or communications it had with, Aegis regarding the fact that ProSurv Basic dide
not analyze DVP/RVP accounts, including any emails, brochures, manuals,e
instructions. or any other document on the topic?"e

Response: NA. 

Please let me know if you have any further questions. J 

SEC-RBC-E--0064885 

https://enf-ed2-ho:8443/axcng/resources/brava/5d06836b I a76/lib/client.html?logLevel=e... 12/10/2018 
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JJaekson 

Partner 

C)) DOR.SEY'" 

ntways ahead D�scription: cid:73609101°9@03082C>f1-0D5D 

.. 

DORSEY & WHITNEY LLP 
Suite 1500, 50 South Sixth Street I Minneapolis, MN 55402-1498 

P: 612.340.2760 F: 952.516.5596 C: 612.940.2047 

WWW.DORSEY.COM :: MINNEAPOLIS :: BIO:: V�ARD 

CONFIDENTIAL COMMUNICATION 
E-mails from this firm normally contain confidential and privileged. material, and 
are for the sole use of the intended recipient. 
Use or distribution by an unintended recipient is prohibited� and may be a 
violation of law. If you believe that you received 
this e-mail in error. please do not read this e-mail or any attached items. Please 
delete the e-mail and all attachments, 
including any copies thereof, and inform the sender that you have deleted the e
mail, all attachments and any copies thereof. 
Thank you. 

From: Bagnall, George [mailto:BagnallG@SEC.GOV] 
Sent: Thursday. March 10, 2016 7:23 PM 
To:Jackson,J 
Cc: Maher, Daniel; Sachar, 
Subject: RE: In the Matter of 
Settings 

J: 

SEC-RBC·E-0064888 
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. ... .. ................ ..... -- ....... ..... ............... ....... ........................... ............. _______ .......... ...... ................................ . 

Thank you for getting back to us so quickly. We really appreciate it 

. ,,., I ·  '" th.-. I _C ..•• ,,,._, •• ,·.• t ,n 

By way of follow�up, could you please ask RBC: 

1.o How it informed Aegis, specificaily, .of6'e ProSurv Enhanced functions,o
particularly the function related to analyzing DVP/RVP accounts.o

2.o To produce copies of any documents it provided to, or.communications ito
had with, Aegis regarding the ProSurv Enhanced function for analyzingo
DVP/RVP accounts, including any emails, brochures. manuals, instructions, oro
any other document on the topic?o

a.o We are particularly interested in any documents or communications thato
explained to Aegis the fact that OVP/RVP accounts were not analyzed by defaulto
in ProSurv Enhanced, but that such analysis could be enabled if Aegis desired.o

3.o Whether correspondent firms are informed that ProSurv Basic does noto
analyze DVP/RVP accounts.o

4.o If the answer to 3 is "yes,• how it informed Aegis, specifically, of that facto

5.o If the answer to 3 is "yes,n to produce copies of any documents providedo
to, or communications it had with, Aegis regarding the fact that ProSurv Basico
did not analyze DVP/RVP accounts. including any emails, brochures, manuals,o
instructions, or any other document on the topic?o

Thank you again. 

SEC-RBC-E-0064887 
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-------------------· ··············• .................... · ··· ··· ·········--···-.. ···· ···------------

George 

.. 

S�ttings 

From: Jackson.J@dorsey.com [mailto:'1ackson.J@dorsey.ooml 
Sent: Thul'$day, ·M�rch 10. 2016 11 :36. AM 
To: Bagnall, ·George 
Ce: M,ahe

_e
· er, Dane

_ 
iele

.e
;:Sachae

_ 
r, .r 

Subject: RE: In the,Mattet o I-ProSurve
·e · · · 

George.;.. Set for:tfl: bef9W are yot1rquestion and RBC's response. J 

Question: Can you please contact RSC and ask them why the ProSurv Basic 
system, and the default settings in the ProSurv Enhanced system, are not set to 
analyz& DVP/RVP accounts? 

Response: To tum on the DVPJRVP review function in ProSurv Basic would 
meaningfully affect ProSurv system perfonnance. Making DVP/RVP review the 
default setting in Basic would require that active review for all finns using Basic. 
As approximately 155 finns use ProSurv Basic, the volwne of DVP/RVP trades 
that pass through the ProSurv analysis engine would severely degrade the speed 
and performanc:$ of the entire ProSurv system, causing slow perfonnance and 
occasional ProSurv system crashes. Under the current settings, where 
DVP/RVP review is not activated as the default. firms using ProSurv Enhanced 
may still elect to activate DVP/RVP review if management believes that review is 
important to its compliance function. 

When a firm moves to ProSurv Enhanced, the then-current settings are 
maintained. In other words, if a finn using ProSurv Basic, which has kept the 
default settingst moves from Basic to Enhanced, those Basic settings will remain 
the defaults tor Enhanced. That finn may enter ProSurv system parameters to 
tum on the DVP/RVP review function at any time. RSC views function selection 
decisions to be the firm's, as each firm is in a better position to decide which 
functions are necessary for its business. RBC informs the firms of the available 
ProSurv functions they may wish to select. 

SEC-RBC-E-0064888 
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..
.... ..................... ..... .... . . .. . .......... . ........... ............................... ............. ............... .......... ·-----······•········· ... ···· .............................................. . 

Please let me know if you have any further questions. J 

JJackson 

Partner 

... 

C� OOR$�Y-
ahv�ys ahead Description: cid:736091019@Q3082011-0D5D 

DORSEY & WHITNEY LLP 
Suite 1500, 50 South Sixth Street I Minneapolis, .MN 55402-1498 

P: 612.340�2760 F: 952.516.5596 C: 612.940.2047 

WWW.DORSEY.COM :: MINNEAPOLIS :: BIO :: V-CARD 

CONFIDENTIAL COMMUNICATION 
E-mails from this firm normally contain confidential and privileged material, and 
are for the sole use of the intended recipient. 
Use or distribution by an unintended recipient is prohibited, and may be a 
violation of law. If you believe that you received 
this e-mall in error, please do not read this e-mail or any attached items. Please 
delete the e-mail and all attachments, 
including any copies thereof, and inform the sender that you have deleted the e
mail, all attachments and any copies thereof. 
Thank you. 

From: Bagnall, George r mailto:BagnaUG@SEC.GOVl 
Sent: Wednesday, March 09, 2016 2:45 PM 
To: Jackson, J 
Cc: Maher, Daniel; Sachar, Ric 
Subject: In the Matter of -ProSurv 

SEC-RBC-E-0084889 
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Settings 

J: 

.. 

OVP/RVP ac:counts? 

I'm writing to follow..up the voice mail I left for you a moment age;> .. Can you 
please contact RBC and ask them why the ProSurv Basic-system, and the 
d�fc;1ult s�ttingsin the ProSU.rvEnhanced system, are not set to analyze 

. . 

Thank you. 

George 

George Bagnall 
Senior Counsel 
Division of Enforcement 

U.S .. Sec;:urities and Exchange Commissione
100 F Street NEe
Mailstop 5720e
Washington, DC 20549-5720e
Tel. (202) 551-4316e
Fax (202) 772•9240e

BagnallG@sec.gov 

PRIVILEGED & CONFIDENTIAL: This e-mail message (and any attachments) 
from the U.S. Securities and Exchange Commission is for the exclusive use of 
the intended recipient(s) and may contain confidential and privileged information. 
If you are not the intended recipient, please do not read, distribute, or take action 
in reliance upon this message. If you have received this email in error, please 
notify the sender immediately by return e-mail and promptly delete this message 
and its attachments from your computer system. Please be advised that no 

SEC-RBC-E.oo64690 
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privil�ges are.waived. by th�.transmis$ion,ofthis message:;,, 

. .  

.. _,,: ..• •,_:.;��:.�!"..:}.:• 
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DIVISION OF ENFORCEMENT'S 
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SECURITIES AND EXCHANGE COMMISSION 

ADMINISTRATIVE PROCEEDING 

FILE NO. 3-18414 

Judge Carol Fox Foelak 

REPLY BRIEF IN SUPPORT OF ITS MOTION FOR SANCTIONS 

RECEIVED 

FEB 13 2019 

OFFICE OF THE SECRETARY 

The Division of Enforcement ("Division") writes in reply to Respondent Eugene 

Terracciano's Opposition to the Division's Motion for Sanctions ("Opposition," cited as "Opp."). 

In the Opposition, Tel'facciano mischaracterizes the record, the law and the nature of the 

Division's requested relief. Contrary to Terracciano's argument, and as explained below and in 

the Division's Motion for Sanctions (the "Motion"), the requested two-year associational bar is 

an appropriate sanction to address Terracciano's egregious misconduct and is necessary to 

protect the public interest. 

ARGUMENT 

J. The Division Has Not Requested a Permanent Bar 

The Division has sought only a two-year bar, with a right to re-apply. Terracciano casts 

that as a permanent bar, on the basis that it is "much more likely" his re-application would be 

unsuccessful. (Opp. at 3-4). But that is pure speculation; ifTerracciano's record is as lengthy 

and pristine as he claims, the Securities and Exchange Commission ("Commission") and/or 



FINRA may very well approve his· re-application after the required two-year timeout from the 

industry. Terracciano's strained interpretation of the remedy framework would render the 

difference between a two-year associational bar and a five-year or lifetime bar meaningless. 

As a result, the standards Terracciano cites (Opp. at 6-7) in Steadman v. SEC, 603 F .2d 

11e26 (5th Cir. 1979) and SEC v. Benger, 64 F. Supp. 3d 1136 (N.D. Ill. 2014), both of which 

concern perm.anent bars, do not apply here. The Division's proposed relief is neither "'drastic" 

nor "extraordinary." {Opp. at 6-7, quoting Steadman and Benger). The Division could have 

sought a longer, or even permanent, bar, but instead requested relief that is consistent with 

precedent and proportionate to Terracciano's serious, consequential 1 violations. Terracciano's 

attempt to suggest otherwise should be disregarded. 

II. Terracciano's Conduct Was Egregious 

Terracciano argues that bis conduct was not egregious. (Opp. at 7-9). But after attacking 

the Division for referring to the actual record (Opp. at 4), Terracciano invents a story about his 

2 conduct that has no basis in fact and contradicts the Consent Order.e Specifically: 

A. Terracciano Did Not "Detect" Red Flags and Did Not Take "Prompt, 
Effective Action " 

Nothing in the Consent Order or the record supports Terracciano's argument that he "did 

detect 'red flags' ... and took prompt, effective action to address those concerns." (Opp. at 7). 

1 In the Opposition, Terracciano declines to address the fact that the Commission eventually 
sued a number of the entities involved in the improper trading. (Motion at 10-11, 13 ). Had 
Terracciano acted properly, their misconduct may have been detected earlier. 

2 That Terracciano now hopes to divorce the remedy determination from the actual "underlying 
facts and circumstances" of the case and the ''findings to which Mr. Terracciano ... consented" 
(Opp. at 4) is telling. Contrary to what Terracciano implies, those facts are directly relevant to 
the factors the Hearing Officer is to consider in making any remedy determination. (Motion at 3, 
15). 

2 



As the Division explained in the Motion, it was Aegis's clearing finn, Royal Bank of Canada 

("RBC"), that alerted Terracciano to what was plainly manipulative trading. (Motion at 6-13, 

16). Worse, having been repeatedly confronted with evidence that Aegis's systems - and itse

registered representatives -were systematically incapable of flagging suspicious low-priced 

securities trading, Terracciano did virtually nothing to improve.the.system. (Id. at 13-14, lo, 

17). Terracciano did not "detect" anything relevant. 

Terracciano also falsely claims that he took "prompt, effective action" after receiving the 

AML Alerts. (Opp. at 7). As a basic matter, his failures to file SARs demonstrate that he was 

not "effective" in alerting regulators about blatantly improper trading. (Motion at 10). Nor was 

he "effective" in assessing why Aegis's systems failed to detect suspicious low-priced trading. 

Worse, Terracciano was far from "prompt." For example, with regard to� suspicious 

, Terracciano hesitated to close the account and even asked 

RBC to permit it to stay open on a limited basis. (Motion at 9-10 and Exhibit 8 thereto). And, 

after receiving the AML Alert in February 2014, was 

pe1mitted to sell an additional 120 million shares of the stock before the account was closede.e

(Motion at 11-12 and Exhibit 9 thereto). 

In sum, Terracciano falsely depicts himself as an effective and decisive compliance 

officer who was merely na"ive about technical repo11ing requirements. In fact, the record reveals 

a halting, incomplete response to the AML Alerts and a complete failure to file SARs or address 

the obvious compliance issues the AML Alerts raised. 

B. Terracciano 's Failures Involve Far More Than the Three AML Alerts 

Terracciano argues that his misconduct was "relatively isolated, especially when 

considered against the many thousands of accounts maintained at Aegis .... "(Opp.at 9-10). 

trading in 



But as the Consent Order makes clear, the three AML Alerts are merely illustrations of broader 

failures both to file SARs on "numerous" suspicious transactions and to address Aegis's 

systemic deficiencies. (Consent Order, cited as "CO", at fl 7-8, 13). What's more, while 

serving as Aegis's AML CO, Terracciano willfully aided and abetted Aegis's fitilures to file 

SARs on "hundreds of transactions." (Id. at 2). Terracciano's misconduct was widespread, not 

isolated. 

C.e Terracciano Demonstrated a High Degree of Scienter 

Terracciano argues that he lacks scienter. (Opp. at 10). But as the Consent Order states: 

"Terracciano willfally aided and abetted and caused Aegis' violation of Section 17(a) of the 

Exchange Act and Rule 17a-8 thereunder." (CO at ,J 46, emphasis added). As a fallback, 

Terracciano argues that his scienter is "significantly ameliorated" by "the fact that he did detect 

and act on the underlying activity." (Opp. at 10). But as discussed above, Terracciano did not 

"detect" anything, while his actions after receiving the AML Alerts represented both aiding and 

abetting Aegis's violation of Exchange Section I ?(a) and Rule 17a-8 thereunder, and also a 

failure to address Aegis,s systemic problems. 

Although Terracciano emphasizes that he eventually closed certain accounts (Opp. at 7, 

9), he did so only after he was explicitly told by RBC that the accounts were engaged in unlawfule_e

conduct. Indeed, the fact that he eventually closed certain accounts is itself evidence of his 

scienter. He knew the trading identified in the AML Alerts was suspicious (after being told); he 

knew, based on Aegis policies and his experience, that he should have filed SARs for those 

transactions; he knew closing an account is not a substitute for filing a SAR (Opp. at l 0-11 ); but 

he nonetheless failed to file any SARs. 

4 



Terracciano also exaggerates the decisiveness and worth of the actions he did take. The 

record and the Consent Order demonstrate, however, that Terracciano actually hesitated to take 

action on-s suspicious activity, allowed to continue trading, and 

did nothing to explore why no system or person at Aegis had alerted him to the suspicious 

trading that was the basis of the AML Alerts. 

In short, his conduct does not "ameliorate" his scienter. Rather, it shows, at best, extreme 

recklessness. For that and the other reasons described above and in the Motion, Terracciano's 

conduct was egregious. 

III. Legal Precedent Supports a Two-Year Bar 

A. Terracciano Fails To Distinguish In re Bloomfield 

Terracciano fails to meaningfully distinguish his failures from the misconduct in In re 

Bloomfield. In that case, the Commission imposed a two-year bar and $335,000 in penalties on 

Robert Gorgia, the AML officer for Leeb Brokerage Services ("Leeb''), for his failures to 

supervise and file SARs. Bloomfield, 2014 WL 768828 at *16-17 (Feb. 27, 2014). Gorgia's 

failures are nearly identical to those here. He received multiple indications that certain Leeb 

customers engaged in suspicious trading oflow-priced securities. Specifically, like Terracciano, 

he knew that Leeb's clearing firm had raised concerns and halted trading in certain accounts. Id. 

at ** 11-14, 16-17. Yet, like Terracciano, he did little to follow-up and never filed SARs. Id. at 

** 14, 16-17; see also Motion at 16-17. 

Terracciano attempts to distinguish Bloomfield in two ways: by suggesting that Gorgia 

was more senior than Terracciano (Opp. at 8), and by arguing that, in contrast to Gorgia, 

Terracciano "follow[ cd] up on suspicious activity, took prompt action to restrict and close 

accounts, and implemented enhanced procedures." (Id. at 8-9). Neither argument is valid. 

5 



Seniority was not an issue in Terracciano's failures to file SARs. (See Transcript of the 

Investigative Testimony of Eugene Terracciano at 99:23-100:23, attached hereto as Exhibit 12 

( explaining that Aegis's CEO did not have the authority to overrule a decision to file a SAR)). 

And, as described above, Terracciano did not "follow up" properly to ascertain why Aegis's 

systems and personnel had failed to alert him to the improper trading.3 (CO at� 13). Hiso

decision to close certain accounts and circulate a new requirement for DVP/RYP accounts4 did 

not meaningfully address Aegis's systematic inability to flag- or report- suspicious trading. 

Accordingly, as in Bloomfield, a two-year associational bar is appropriate and in the 

public interest here. 

B. In re Gilford Securities and In re Elizabeth Pagliarini Do Not Support 
Terracciano 's Position 

Terracciano cites In re Gilford Securities, et al., Exchange Act Release No. 65450 (Sep. 

30, 2011) and In re Elizabeth Pagliarini, Exchange Act Release No. 63964 (Feb. 24, 20 I l ), as 

examples of more limited sanctions for willfully aiding and abetting violations of Exchange Act 

Section 17(a) and Rule I 7a-8 thereunder. (Opp. at 13-15). But those settlements did not involve 

the kind of egregious conduct found here. Accordingly, Terracciano's sanction should be more 

severe. 

3 Terracciano tries to distinguish In re.lerard Basmagy and In re Park Financial (discussed ino
the Motion at I 9) on similar grounds, arguing that Te1ncciano was not comparably senior and 
did "follow up" properly. (Opp. at 13). For the reasons discussed above, neither argument is 
availing. 

4 While Terracciano, in response to deficiencies identified by the Commission's Office ofo
Compliance Inspections and Examinations, did send one email on November 18, 2013 regarding 
additional compliance procedures to be followed for trading in DVP/RVP accounts (CO at �I 31-
33), the screening process did not improve. In fact, the February 2014 suspicious trading in 
--• account was allowed to occur despite the fact that the additional 
compliance procedures had not been completed. (Motion at 11-13; CO at iii! 34-42). 

6 



In Gilford Securities, the AML officer ("Granahan'') "was responsible for daily reviews 

of employee and customer transactions, monthly customer account reviews, and filing SARs on 

behalf of Gilford." (Gilford Securities OIP at ,r 27). That is where the similarities between that 

case and Terracciano's end. The Gilford Securitie1 OlP states only that Granahan "knew, or 

should have known" fhat his firm was not filing SAils on certain suspicious activity. (Id. at ,r 

28). The settlement lacks any reference to the kind of egregious conduct found here: the 

repeated AML Alerts Terracciano received explicitly describing market manipulation; the fact 

was able to sell another 120 million shares after Terracciano had been that 

alerted to its suspicious trading; Terracciano's willingness to allow-to continue 

modified trading after being informed that-was likely engaging in a pump-and-dump 

scheme; and Terracciano's failure to address the systemic failures that allowed Aegis's 

customers to engage in this kind of activity. The facts here are more akin to those in Bloomfield, 

not Gilford Securities. 

Similarly, in Pagliarini, the settlement order does not describe the repeated, egregious 

conduct found here. While Pagliarini "reviewed and approved all order tickets," (Pagliarini OIP 

at ,r 7), there is nothing in the settlement order to suggest that Pagliarini actually knew of the 

improper trading, much less that she repeatedly received emails explaining precisely why the 

trading was improper. At most, Pagliarini '•fail[ ed] to follow-up" on the suspect transactions. 

(id. at � 8). Terracciano, in contrast, was repeatedly presented with-explicit infonnation that 

multiple clients were engaged in manipulative trading, recognized that the trading was improper, 

but did not file any SARs or attempt to meaningfully address the systemic monitoring and 

reporting issues at Aegis. 
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Accordingly, Terracciano should receive a stronger sanction than the settling defendants 

in Gilford Securities and Pagliarini. 

IV. A Two-Year Bar Is Necessary to Protect the Public Interest 

The Division's requested relief is consistent with precedent and proportionate to 

Terracciano's egregious conduct. Terracciano argues, however, that it would be against the 

public interest to punish a well-intentioned compliance officer. (Opp. at 16-19}. This argument 

again mischaracterizes Terracciano 's systematic failure to fulfill his important role in detecting, 

stopping, and reporting ongoing fraudulent activity as simply a minor mistake. As demonstrated 

by the cases Terracciano cites and discusses in the Opposition, the Commission has recognized 

that failures by AML officers to file SARs are extremely serious breaches of their duties. Where, 

as here, a compliance professional has repeatedly and egregiously failed to fulfill his professional 

obligations to act to report illegal activity, a multi-year bar is appropriate. 

CONCLUSION 

In sum, as described above and in the Motion and Consent Order, Terracciano willfully 

aided and abetted Aegis's violations of Exchange Act Section l 7(a) and Rule 17a-8 thereunder, 

and his knowing and egregious conduct readily establishes that the bar requested by the Division 

is in the public interest. Accordingly, the Division requests that its motion be granted and that 

Terracciano be barred from the securities industry, with the right to reapply after a period of two 

years. 
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Dated: February 13, 2019 Respectfully submitted, 

Nicholas Mar · a 
margidan@sec.gov 
Daniel Maher (202) 551-4737 . 
maherd@sec.gov 
U.S. Securities and Exchange Commission 
100 F Street, NE 
Washington, DC 20549-5949 
(202) 772-9282 (facsimile) 
Counsel for the Division of Enforcement 
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Pursuant to Commission Rule of Practice 151, 17 C.F .R. § 201.151, I certify that the 
foregoing Division of Enforcement's Reply Brief in Support of its Motion for Sanctions Against 
Respondent Eugene Terracciano was filed with the Office of the Secretary of the Commission 
and served by email and UPS, on February 13, 2019, as follows: 

Office of the Secretary 
Securities and Exchange Commission 
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Administrative Law Judge 
Securities and Exchange Commission 
100 F Street, NE, Mail Stop 2585 
Washington, DC 20549 
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Gregg Breitbart, Esq. 
Kaufman Dolowich & Voluck LLP 
One Financial Plaza 
100 SE 3rd Ave., Suite 1500 
Fort Lauderdale, FL 33394 
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Counsel for Respond_ent 

Dated: February 13, 2019 
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(by Email) 
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Nicholas Margid 
Counsel for Division of Enforcement 
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Yes. 

24 
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Page 98 

1 Is that simply because you can'I n:mcmber since 
2 time has passc:d. or because it was fuzzy \\'hen )'OU started 
3 and "hm yon left! "Fuzty'' meaning Aegis did not 
4 specifically put you in a posuion that was sort or a 
5 roll-on type pmilim. 
6 A That's comet. 
7 Q Thebtta! 

8 A Yes. 
9 Q Okay. �t percent or your job as director of 

10 compti:mceMUld )'OU say w.as dedicalcd toAML CO 
11 responsibititfcs? 
12 A I would say 20 percenL 
13 Q Okay. Were tow-priced serurilies addruscd in 
14 the training modules? 

Page 100 ! 

1 group of compliance pntfmions "�re discussing "llcther 
2 or not to file a SAR, WJS Mr. Eide ever informtd or part 
3 of these discus:sions? 
4 A No. 
5 Q At "Mat point 1a1fd l\lr. Eide become aware that 
6 a SAR was filal or not! 
7 A ll depends- I would say that informing Mr. 
e Eide of61ingSARsor me to file a SAR. would not be 
9 predicated upon him saying yes or no. So we ctidn! need 

10 his say-so IO actually do tbaL 
11 And I don't know if that answers your queszion. 
12 Q Would he be informed if a SAR \\'35 filed or not 
13 filed? 

A Nol necessarily. no. 
A Yes. 15 Q Okay. 

16 Q \Vas AML monitoring for low-priced securities 16 BY MR. BAGNALL: 
17 :iddmscd in the minmg module? 17 Q Okay. Did l\fr. Eide have the authority lo 
18 A 18 ovenuJe a dccisioD to file a SAR! I 
19 Q Ofthebtancbcmployec.s, the 12 lbatwc 19 A No. 
20 discussed, who bl supervisory :and compliance 20 Q Was theR ever a cimt "'1tcn you �re employed at 
21 rcsponsibslmcs. what pcrunt or the rcsponsaoilitics 21 Aegis wbcre JOU rtmnmmded that a SAR be fded but you 
22 wen: dedicated to compliance? 22 were ovenuled? 
23 A Scvcrny..five percent 23 A No. 
24 Q Oby. What pen:c:nt \\'OU!d you say \\'35 dc:diated BY MS. ZERNES: 
25 10 Al\ll. or the I 00 pe�ent, not of the 75? 25 Q Who was n:spomible for the 314(a) request. for j 

} 
Page 99 Page 101 1 

le A For those individuals in lhe branch you're . l tompliante JJ4(a) request? 
2 s:iying'?e 2 A I believe I had stated that I did the actual ,.-· 

J Q Yes. sir. 3 review. ;, 

4 A I couldn'I -1 don't know 4 BY MR. BAGNALL: 
s Q And nhat wne thtir roles and responsibilities 5 Q For the record, Mr. Terracri:ino, c:sn you tell 
f, outside- of complianc:r? 6 us wh:at a 314(a) request is'! 
-, A Those individuals did not report in to me al 1e A If we're all onlhc:samcpogc, the 314(a). I 
� 1hc branch level. so I really can't opine on lhat ff 8 ,wold ae1ually go on lhc: FinCcn website: and I would be 
51 you are asking me do I know wh:11 else: they did on a 9 notified by e-mail through FinCcn of the wnous accounts 

Hl rc:gul:u basis, I really c:in't - I really wouldn'l know. 10 or individuals. individuals' businesses or individual. 
i l Q Okay. In practice, who w:1s ultin1:11ely 11 that showed up on lhat list. And then I would check the 
!? responsible for lhc decision whrthcr or nol to file a 12 d:uabasc to make sure lhiu those individuals ,wre nol on 
n SAR? 13 our database. lf\\'t'retalkingabout the same thing 
l•l A In practice- 14 BY MS ZERNES: 
1:. Q Yes. Q Yes. 
!& A In pracuce. ii was a JOmt dcc1s1on 
l"i Q Bcl\,·ua whom'! 
F, A Bct'WCCll memtk..'IS of the central compliance 
1� !unction, the CCO, myself and ,\otmcvcr else in oure
20 dcparuncnt had worked on gathering infonnation 
2! Q ,\nd by the .. dtpartmenl," you mean 1hc four -
.'2 A Yes. c01rcct 
::3 Q Okay. Was Mr. Eide norr invol,•cd in SAR- lei 
14 me rephrase. 
?5 If suspicious aclivity w:is uncovered :ind the 

IE A Okay 
n Q And whal ,vould your nut step br arcer you 
18 checked 1he syslem? 
19 A I would check the system. I would memorialize 
20 1ha1 With lhc lime and date ,\'hen I did lhal, and lhen J 
21 would enter lh:lt into a shared file in Sh:m:Point 
22 Q Okay. Thank you. 
23 MR BAGNALL let lhc record rcfltct that Ms 
24 Zcmcs is stc:pping out of the room. 
2C:, Give me a few more mmu1cs and then "� can 

'• ..... 

26 (Pages 98 to 101) 




