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SECURITIES AND EXCHANGE COMMISSION
WASHINGTON, D.C. 20549-4561

DIVISION OF
CORPORATION FINANCE

March 18,2010

William H. Aaronson

Davis Polk & Wardwell LLP
450 Lexington Avenue

New York, NY 10017

Re: =~ Comcast Corporation
Incoming letter dated January 14, 2010

Dear Mr. Aaronson:

This is in response to your letters dated January 14, 2010 and February 24, 2010
concerning the shareholder proposal submitted to Comcast by the New York City '
Employees’ Retirement System, the New York City Teachers’ Retirement System, the
New York City Police Pension Fund, the New York City Fire Department Pension Fund,
the New York City Board of Education Retirement System, and Trillium Asset
Management Corporation on behalf of Louise Rice. We also have received letters from
the Office of the Comptroller of New York City dated February 19, 2010 and
March 3, 2010. Our response is attached to the enclosed photocopy of your
. correspondence. By doing this, we avoid having to recite or summarize the facts set forth

in the correspondence. Copies of all of the correspondence also will be provided to the
" proponents.

In connection with this matter, your attention is directed to the enclosure, which
sets forth a brief discussion of the Division’s informal procedures regarding shareholder

‘proposals.

Sincerely,

Heather L. Maples
Senior Special Counsel

Enclosures
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CC:

Janice Silberstein ‘
Associate General Counsel
The City of New York
Office of the Comptroller

1 Centre Street, Room 602
New York, NY 10007-2341

Jonas Kron

Senior Social Research Analyst

Trillium Asset Management Corporation
711 Atlantic Avenue

Boston, MA 02111-2809



March 18, 2010

Response of the Office of Chief Counsel
_ Division of Corporation Finance

Re:  Comcast Corporation
Incoming letter dated January 14, 2010

The proposal requests a report on the merits of the board publicly adopting a set
of guiding principles for the company to promote a free and open Internet.

There appears to be some basis for your view that Comcast may exclude the
proposal under rule 14a-8(i)(7), as relating to Comcast’s ordinary business operations.
We note that the proposal relates to Comcast’s network management techniques. In
addition, in our view, the proposal does not focus on a significant social policy issue.
Accordingly, we will not recommend enforcement action to the Commission if Comcast
omits the proposal from its proxy materials in reliance on rule 14a-8(i)(7). In reaching
this position, we have not found it necessary to address the alternative bases for omission
upon which Comcast relies.

Sincerely,

” Jan Woo
Attorney-Adviser



. recommend enforcement action to the Commission

- _ . DIVISION OF CORPORATION FINANCE
- INFORMAL PROCEDURES REGARDING SHAREHOLDER PROPOSALS

, The Division of Corporation Finance believes that its reéponsibility with respect to

matters arising under Rule 14a-§ [17 CFR 240. 142-8], as with other matters under the proxy _
- rules, is to aid those who must comply with the rule by offering informal advice anid suggestions
and to determine, Initially, whether or not it may be appropriate in a particular matter to

- ‘under Rule 14a-8, the Division’s staff considers the information furnished to it by the Company

~ in support of its intention to exclude the proposals from the Company’s proxy materials, aswell

as any information 'ﬁ_lmishéd_ by the proponent or the proponent’s representative.

. Although Rule 14a-8(k) does not require any communications from shareholders to the
- Commission’s staff, the staff will always consider information concerning alleged violations of
" the statutes administered by the Commission, including argument as to whether or not activities
proposed to be taken would be violative of the statute or rule involved. The receipt by the staff
- of such information, however, should not be construed as changing the staff’s informa] ‘
procedures and proxy review into.a formal or adversary procedure.

It is important. to note that the staff’s and Commiission’s no-action responses to

Rule 14a-8(j) éub_missions reflect only informal views. The determinations reached in these no-
“action letters do not and cannot adjudicate the merits of a company’s position with respect to the

prbp(jne'nt, or any shareholder of a company, from pursuing any rights he or she may have against
“the company in court, should the management omiit the proposal from the company’s proxy
material. o '



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

John C. Liu
COMPTROLLER

BY EMAIL AND EXPRESS MAIL

March 3, 2010

Securities and Exchange Commission
Division of Corporation Finance
Office of the Chief Counsel

100 F Street, N.E.

Washington, D.C. 20549

Re: Comcast Corporation
Shareholder Proposal submitted by the New York City Pension Funds

To Whom It May Concern:

This letter is a reply on behaif of the New York City Pension Funds to the letter dated
February 24, 2010 that Comcast Corporation ("Comcast" or "the Company") submitted in
further support of its January 14, 2010 no-action request.

Regarding the Company’s argument for exclusion under Rule 14a-8(i)(7), contrary to
Comcast’s claim, the subject Proposal and the proposal that the Funds submitted in 2009
clearly do not share the same focus. The current Proposal calls for Comcast’s Board to
prepare a report on the merits of publicly adopting a set of guiding principles for the
Company to promote a free and open Internet, and urges the Board to consider, inter alia,
Internet principles adopted by the FCC, Global Network Initiative principles and the
Universal Declaration of Human Rights in developing these guiding principles. The prior
proposal was markedly dissimilar -- it requested a report examining the effects of Comcast’s
Internet network management practices in the context of the significant public policy
concerns regarding the public's expectations of privacy and freedom of expression on the
Internet. The prior proposal, therefore, should hold no precedential value or have any
persuasive effect on the Commission. In addition, the plain language of the Proposal belies
the Company’s argument that the Funds are seeking Comcast’s involvement in the active
political, legislative and regulatory process with respect to regulation of the Internet and the
operation of its broadband network. Rather, a plain reading demonstrates that the Proposal
is designed to deal with the significant social policy issue of a free and open Internet, the
subject of ever-expanding governmental, media, commercial and public interest group
attention. The three no-action letters cited by Comcast in its January 14 and February 24,



2010 no-action requests offer no support as they bear no factual comparison to the Proposal
and are therefore, irrelevant.?

On its Rule 14a-8(i)(10) point, Comcast simply repeats its meritless argument that
through its current disclosures, it has implemented the essential objectives of the Proposal.
The three no-action letters Comcast cites in its January 14 and February 24, 2010 letters
are easily distinguishable.? In each of those cases, the company took action which
corresponded closely to the action requested by the proposal, so as to clearly achieve the
proposal’s fundamental objectives.

Based on the foregoing and the reasons stated in our February 19, 2010 letter, the
Funds respectfully reiterate that the Company's request for "no-action” relief should be
denied. Should you have any questions or require any additional information, please
contact me.

Sincerely,

Janice Silberstein
Associate General Counsel

New York City Comptroller's Office
1 Centre Street, Room 602

New York, NY 10007

(212) 669-3163

Fax (212) 815-8639
jsitber@comptroller.nyc.gov

cc: William H. Aaronson, Esq.
Davis Polk & Wardwell LLP
450 Lexington Avenue
New York, NY 10017

1 General Motors Corporation (April 7, 2006); Verizon Communications, Inc. (January 31, 2006);
Electronic Data Systems Corporation (March 24, 2000).

2 ConAgra Foods, Inc. (July 3, 2006); The Talbots, Inc. (April 5, 2002); The Gap (March 16, 2001); Kmart
Corporation (February 2, 2000).
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William H. Aaronson

Davis Polk & Wardwell LLP 212 450 4397 tel
450 Lexington Avenue 212 701 5397 fax
New York, NY 10017 william.aaronson@davispolk.com

February 24, 2010

Re: Shareholder Proposals Submitted >by The Office of the Comptrolier of
the City of New York and Trillium Asset Management Corporation

Office of Chief Counsel

Division of Corporate Finance

Securities and Exchange Commission

100 F Street NE

Washington, D.C. 20549

via email: shareholderproposals@sec.gov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (the “Company”), we write to supplement
our letter of January 14, 2010 (the “Letter”), relating to the proposal (the “Proposal”) submitted
by The Office of the Comptroller of the City of New York, on behaif of the New York City
Employees’ Retirement System, the New York City Police Pension Fund, the New York City Fire
Department Pension Fund and the New York City Board of Education Retirement System (the
“Proponent”) and Trillium Asset Management Corporation, on behalf of Ms. Louise Rice. Inthe
Letter, we notified the Securities and Exchange Commission (the “Commission”) of the
Company’s intention to omit the Proposal and related supporting statement from the Company’s
proxy statement and form of proxy for the Company’'s 2010 Annual Meeting of Shareholders
(collectively, the “2010 Proxy Materials”) on the grounds set forth in Rule 14a-8(i)(7) and Rule
14a-8(i)(10) and requested that the Staff of the Division of Corporation Finance (the “Staff’)
confirm that it will not recommend any enforcement action to the Commission if Comcast omits
the Proposal and related supporting statement from its 2010 Proxy Materials. In response to the
Letter, the Proponent submitted a letter dated February 19, 2010 to the Commission (the
“Response Letter”). We now submit this letter in reply to the Response Letter.

Omission on the basis of Rule 14a-8(i)(7): Ordinary Business Operations

The Proponent’s attempt to distinguish the Proposal from the proposal submitted last
year by the Proponent relating to Comcast's network management practices (the “Prior
Proposal”), which the Staff concluded was excludable pursuant to Rule 14a-8(i)(7), is not
persuasive. The Prior Proposal would have called for the Board to prepare a report that
“examinjed] the effects of the company’s Internet network management practices in the context

(NY) 05726/016/2010PROXY/SHAREHOLDER.PROPS/NY COMPTROLLER/nycomp.response.doc
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of the significant public policy concerns regarding the public’s expectations of privacy and
freedom of expression on the Internet.” Similarly, the Proposal requests that “the board prepare
a report for shareholders . . . on the merits of the board publicly adopting a set of guiding
principles for the company to promote a free and open internet.” Both the Proposal and the Prior
Proposal clearly focus on Comcast's network management practices in the context of freedom of
expression on the Internet. To the extent the Proposal differs from the Prior Proposal, it still
clearly implicates Comcast's ordinary business operations.

The Proponent aiso attempts to argue that the Proposal relates to significant social policy
issues and is therefore not excludable pursuant to Rule 14a-8(i)(7). Comcast believes that,
regardless of whether the Proposal touches upon a significant social policy issue, it is excludable
because its subject matter does not, unlike other issues considered by the Commission (such as
CEO succession planning), “transcend]] the day-to-day business matters of the company.” Staff
Legal Bulletin No. 14E (CF), Shareholder Proposals (October 27, 2009). Exchange Act Release
No. 20091 (Aug. 16, 1983) clearly states that when a proposal seeks a report, “the Staff will
consider whether the subject matter of the special report . . . involves a matter of ordinary
business; where it does, the proposal will be excludable under” current Rule 14a-8(i)(7). As
previously articulated, Comcast's network management and its impact on Internet users,
particularly with respect to freedom of expression, are clearly within the realm of Comcast's
ordinary business operations. A report describing such practices is excludable pursuant to Rule
14a-8(i)(7) because its content would not transcend Comcast's day-to-day business operations.

Furthermore, the Response Letter fails to explain how the Proposal would not
impermissibly impact Comcast's involvement in the active political, legislative and regulatory
process with respect to regulation of the Internet and the operation of its broadband network.
See General Motors Corporation (April 7, 2006); Verizon Communications, Inc. (January 31,
2006); and Electronic Data Systems Corporation (March 24, 2000).

Omission on the basis of Rule 14a-8(i)(10): Substantial Implementation

As discussed in the Letter and as evidenced by the various Exhibits thereto, Comcast
believes that through its current disclosures it has implemented the essential objectives of the
Proposal. According to the Commission, the exclusion provided for in Rule 14a-8(i)(10) “is
designed to avoid the possibility of shareholders having to consider matters which already have
been favorably acted upon by management.” See Exchange Act Release No. 34-12598 (July 7,
1976). The Staff has consistently taken the position that when a company already has policies
and procedures in place relating to the subject matter of the proposal or has implemented the
essential objectives of the proposal, the sharehoider proposal has been substantially
implemented and may be excluded pursuant to Rule 14a-8(i)(10). See ConAgra Foods, Inc.
(July 3, 2006); The Talbots, Inc. (April 5, 2002); The Gap, Inc. (March 16, 2001) and Kmart
Corporation (February 23, 2000). Comcast believes that the available materials substantially
meet the goals of the requested report. '

Finally, Comcast's Board was (and remains) aware of and informed about the Company’s
network management practices and other policies embodied in its current disclosures.

(NY) 05726/016/2010PROXY/SHAREHOLDER.PROPS/NY COMPTROLLER/nycomp.response.doc
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We would be happy to provide you with any additional information and answer any
questions that you may have regarding this subject. Should you disagree with the conclusions
set forth herein, we respectfully request the opportunity to confer with you prior to the
determination of the Staff's final position. Please do not hesitate to call me at (212) 450-4397 or
Arthur Block, the Company’s Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter.

Very Truly Yours,

. ) \ - . 3
'\~ W'(Itl..h,.\_ [f’\ &‘2’-’1«3’1\- B
William H. Aaronson
cc:  The Office of the Comptroller of the City of New
York

Trillium Asset Management Corporation
Arthur R. Block
*

(NY) 05726/016/2010PROXY/SHAREHOLDER.PROPS/NY COMPTROLLER/nycomp.response.doc
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February 19, 2010

Securities and Exchange Commission
Division of Corporation Finance
Office of the Chief Counsel

100 F Street, N.E.

Washington, D.C. 20549

Re: Comcast Corporation
Shareholder Proposal submitted by the New York City Pension Funds

To Whom It May Concern:

I write on behalf of the New York City Employees' Retirement System, the New York
City Police Pension Fund, the New York City Fire Department Pension Fund and the New York
City Board of Education Retirement System (the "Funds" or the “Proponents”) in response to
the January 14, 2010 letter sent to the Securities and Exchange Commission (the
"Commission") by the firm of Davis Polk & Wardwell LLP on behalf of Comcast Corporation
(“"Comcast” or the "Company"). In that letter, the Company contends that the Funds’
shareholder proposal (the "Proposal") may be omitted from the Company's 2010 proxy
statement and form of proxy (the "Proxy Materials") pursuant to Rules 14a-8(i)(7) and 14a-8
(i)(10) under the Securities Exchange Act of 1934,

I have reviewed the Proposal as well as Rule 14a-8 and the January 14, 2010 letter.
Based upon that review, it is my opinion that the Proposal may not be omitted from the
Company’s 2010 Proxy Materials. The Proposal is focused on the issue of a free and open
Internet, also sometimes referred to. as “net neutrality!.” These two terms will be used
interchangeably in this letter. Over the last few years, the issue of a free and open Internet
has become the subject of significant governmental, media, commercial and public interest
group attention. Indeed, during the relatively short period since the inauguration of President
Barack Obama, albeit an eternity in Internet time, it appears that a substantial increase in
the attention paid to net neutrality has taken place for reasons discussed infra. Federal

1 Network neutrality (also net neuirality, Internet neutrality) is a principle proposed for user access networks participating
in the Internet that advocates no restrictions on content, sites, or platforms, on the kinds of equipment that may be attached, and on
the modes of communication allowed, as well as communication that is not unreasonably degraded by other traffic.

www.wikipedia.org.



Communications Commission (“FCC”)Commissioner Michael J. Corps recently stated,
“Broadband intersects with just about every great challenge confronting our nation - jobs,
business growth, education, energy, climate change and the environment, international
competitiveness, health care, overcoming disabilities, opening doors of equal opportunity, to
name only the most obvious. Every one of these great national challenges has a broadband
component as a critical part of its solution. But broadband connectivity is about even more
than that. Increasingly our national conversation, our source for news and information, our
knowledge of one another, will depend upon the Internet.” FCC Workshop_on “Speech,
Democracy and the Open Internet” (December 15, 2009). Significantly, President Obama
“considers broadband to be infrastructure, like electricity or-water.” USA TODAY, (December
9, 2009). The Proposal, which calls for a report on the adoption of guiding principles for the
promotion of a free and open Internet, relates to a significant social policy issue that
transcends “ordinary business.” Accordingly, the Funds respectfully request that the Division
of Corporation Finance (the "Division" or the “Staff”) deny the relief that Comcast seeks.

I. PROPOSAL

The Proposal begins with a series of clauses followed by a resolution. The clauses
note, among other things, that the Internet has become a defining infrastructure of our
economy and society; that Internet Service Providers are gatekeepers to this infrastructure;
that content filtering technology with its potential to severely inhibit an open and free society
presents significant social policy concerns that subject the Company to new risks, and that
operating successfully in this terrain requires a set of principles that will allow the Company
to prosper and address its social responsibilities.

The Resolved clause then states:

“Therefore, be it resolved, that shareholders request that the board
prepare a report for shareholders, by October 2010 at reasonable cost and
excluding proprietary and confidential information, on the merits of the
board publicly adopting a set of guiding principles for the company to
promote a free and open internet.

In developing principles, we urge the board to consider authoritative
statements on human rights on the internet, including the Internet principles
adopted in 2005 by the FCC; the Globa! Network Initiative principles; and
the Universal Declaration of Human Rights.

II. THE COMPANY HAS NOT SHOWN THAT IT MAY OMIT THE PROPOSAL UNDER RULE 14a-
8(i) (7).

In its letter of January 14, 2010, the Company requests that the Division not
recommend enforcement action to the Commission if the Company omits the Proposal under
SEC Rule 14a-8(i)(7) (relates to the conduct of the company's ordinary business operations
and does not involve significant social policy issues). Pursuant to Rule 14a-8(g), the Company
bears the burden of proving that this exclusion applies. As detailed below, the Company has
failed to meet its burden and its request for "no-action" relief should accordingly be denied.

A. The Proposal Concerns a Significant Social Policy Issue in its Focus on Guiding Principles
for the Promotion of a Free and Open Internet, and Thus May Not Be Omitted as Relating
to “Ordinary Business” Under Rule 14a-8(i)(7).



The Proposal is not substantially similar to the prior proposal the Funds submitted
to Comcast. '

In its January 14, 2010 letter, p. 2, Comcast states its erroneous belief that the
Proposal is substantially similar to the proposal submitted by the Proponents in 2009 (*2009
proposal”), and as a result, the Company presents an outdated argument to the Division. In
the 2009 proposal, the Funds sought a report “examining the effects of the company’s
Internet network management practices in the context of the significant public policy
concerns regarding the public's expectations of privacy and freedom of expression on the
Internet." This is not the focus of the Proposal now before the Division. In 2009, the Division
excluded the proposal under Rule 14a-8(i) (7), as relating to the company’s ordinary business
operations, i.e. procedures for protecting user information. In acknowledgement of the
guidelines the Division set out in Staff Legal Bulletin No. 14A (July 12, 2002) ("SLB 14A"), the
Funds cured the defect of the 2009 proposal when drafting the Proposal to be included in the
Company’s 2010 Proxy Materials. The revised Proposal contains a distinctly different
resolution, one which requests that the board prepare a report on the merits of the board
publicly adopting a set of guiding principles for the Company to promote a free and open
Internet, and that the board consider authoritative statements on human rights in developing
these principles. Therefore, contrary to Comcast’s argument, the Staff's exclusion of the 2009
proposal on “ordinary business” grounds as well as the exclusion of similar proposals do not
serve as precedent for the Proposal’s exclusion.

The Division of Corporate Finance has explicitly stated that "ordinary business" cannot
be used as a rationale to exclude under Rule 14a-8(i)(7) proposals that relate to matters of
substantial public interest. The July 12, 2002 Staff Legal Bulletin, which specified that it
would no longer issue no-action letters for the exclusion of shareholder proposals relating to
executive compensation, stated:

The fact that a proposal relates to ordinary business matters does not
conclusively establish that a company may exclude the proposal from its proxy
materials. As the Commission stated in Exchange Act Release No. 40018,
proposals that relate to ordinary business matters but that focus on
"sufficiently significant social policy issues ... would not be considered to be
excludable because the proposals would transcend the day-to-day business
matters." See Amendments to Rules on Shareholder Proposals, Exchange Act
Release No. 40018 (May 21, 1998).

Staff Legal Bulletin, SLB 14A (July 12, 2002,

The Bulletin then reviewed the SEC's historical position of not permitting exclusion on
ordinary business grounds of proposals relating to significant policy issues:

The Commission has previously taken the position that proposais relating to
ordinary business matters "but focusing on sufficiently significant social policy
issues ... generally would not be considered to be excludable, because the
proposals would transcend the day-to-day business matters and raise policy
issues so significant that it would be appropriate for a shareholder vote.” The
Division has noted many times that the presence of widespread public debate
regarding an issue is among the factors to be considered in determining



whether proposals concerning that issue "transcend the day-to-day business
matters."

Id.

As explained in Roosevelt v. E.I. DuPont de Nemours & Co., 958 F. 2d 416 (DC Cir.
1992), a proposal may not be excluded if it has "significant policy, economic or other
implications." Id. at 426. Interpreting that standard, the court spoke of actions which are
"extraordinary, i.e., one involving 'fundamental business strategy' or 'long term goals."" Id. at
427.

Intense and widespread public debate over a free and open Internet shows that the
Proposal addresses a significant social policy issue.

A free and open Internet is one of the most important and widely discussed
contemporary social policy issues. The main source for this conclusion is a public record
replete with opposed and enacted legislation and regulation, millions of pages of public
statements and reports, and extensive worldwide, media coverage involving thousands of
individuals and organizations. The Company has not denied that net neutrality is a
significant social policy issue. The Funds suggest that an increase in debates and media
coverage about a free and open Internet have occurred for, inter alia, the following
reasons: the election of President Obama; a new FCC Chairman and the decision to initiate
a rulemaking process concerning regulations for Internet network management; a federal
court hearing regarding Comcast’s appeal of the 2008 FCC decision; the cyber attack
against Google, and Secretary of State Hillary Clinton’s actions and speeches.

The Obama Administration

According to the New York Times (August 29, 2009), President Obama is “an Internet-
savvy president,” who stated that he is “firmly committed to net neutrality so that we can
keep the Internet as it should be - open and free.” President Obama’s appointments and
nominations reflect his predilection. Chairman Julius Genachowski (*Genachowski”),
confirmed on June 25, 2009 to head the FCC, is an unequivocal proponent of net neutrality,
as is President Obama’s new head of the Federal Trade Commission, Jon Leibowitz. Seattle
Times (June 9, 2009). Aneesh Chopra, appointed by President Obama last year, is the
country’s first chief technology officer and is responsible for advancing President Obama’s
goal to bring broadband Internet to every U.S. home. “Washington in spotlight at
electronics show; Nation’s top techie uses gathering to advance policy goals.” The
Washington Post (January 9, 2010). This month, during a YouTube interview, President
Obama stated, “"I'm a big believer in net neutrality. I campaigned on this. I continue to be a
strong supporter of it.” *Obama Reiterates Commitment to Net Neutrality,” PC

Magazine.com (February 1, 2010).

A search for “net neutrality” on Google will produce approximately 13 million resuits.
If the search is narrowed by the inclusion of the name “Obama,” approximately 5 million
results are produced, meaning that Obama is associated with approximately 38% of all
occurrences of “net neutrality” in global web searches. Certainly, the new landscape in
Washington and events over the past year have intensified the discussion of a free and
open Internet and have elevated net neutrality to one of the most significant social policy
issues of the day. .




FCC Rulemaking on Net Neutrality

In a recent speech in Washington, DC, Genachowski stated that he is “convinced that
there are few goals more essential in the communications landscape than preserving and
maintaining an open and robust Internet.” “Preserving a Free and Open Internet: A Platform
for Innovation, Opportunity, and Prosperity,” The Brookings Institution (September 21,
2009). In 2005, the FCC issued a policy statement that laid out four principles of Internet
network management. Now, Genachowski, with strong backing from President Obama’s
administration, is pushing for this "statement of principles” to become enforceable
regulations. "These principles can be summarized as: Network operators cannot prevent
users from accessing the lawful Internet content, applications, and services of their choice,
nor can they prohibit users from attaching non-harmful devices to the network. Two new
items have been added to the list: The fifth principle is one of non-discrimination — stating
that broadband providers cannot discriminate against particular Internet content or
applications, and the sixth principle is a transparency principle - stating that providers of
broadband Internet access must be transparent about their network management practices.
Id.

n

The rulemaking process has surely added to the widespread debate concerning a free
and open Internet. In the first round of public comments on FCC's proposal, “in excess of
"100,000 individuals, special-interest groups and corporations” chimed in.” St. Louis Post-
Dispatch (January 24, 2010). ‘

Comcast appeal

The Company’s appeal of a 2008 FCC order has also generated significant debate and
media coverage of net neutrality. The FCC ruled that Comcast couldn’t block Internet users
from using an on line file-sharing technology site, and Comcast asked a U.S. court to strike
down the ruling, saying that the FCC had exceeded its authority. This past January, a D.C.
appeals court heard arguments from the FCC and Comcast. The Associated Press (January 8,
2010). The case could go to the U.S. Supreme Court if Comcast wins, but more likely,
Congress would get involved and provide legislation that could give the FCC clear authority to
regulate the Internet, likely stirring much debate that gets to the heart of the controversial
net neutrality issue.” Investor’s Business Daily (December 22, 2009).

Cyber attack against Google

Beginning with Google’s announcement on January 12, 2010 about online attacks, the
widely reported cyber attack against Google and dozens of other American corporations has
ignited much debate and media coverage about a free and open Internet. Google’s software
engineers tracked the source of the attack to Taiwan, with footprints back to the Chinese
mainland; Chinese officials have denied their government was involved. New York Times
(January 26, 2010). See e.g. “Two Chinese Schools Said to Be Tied to Online Attacks,” New
York Times (February 19, 2010).

Secretary of State Hillary Clinton

Likewise, Clinton is a source of widespread media coverage of the net neutrality issue.
In a recent speech, Clinton identified Internet freedom as a major policy principle for the
United States. PCMagazine.com (January 21, 2010). Her speech was noteworthy as “the first
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time a senior American official had articulated a vision for making the Internet an integral
part of foreign policy.” New York Times (January 23, 2010). See also “Free the Internet;
Unfettered access as foreign policy” Newsday (January 25, 2010). “In unusually prescriptive
terms, [Clinton] called for businesses to promote Internet freedom in their international
dealings, just as the corporate social responsibility movement got them to promote better
environmental and labour conditions.” The Globe and Mail (Canada) (January 27, 2010).

If the legislative and executive branches of the United States government raise
serious public policy concerns with respect to an issue, such attention demonstrates the
existence of a significant public policy issue that will be deemed to render a proposal
appropriate for shareholder review. Yahoo! (April 13, 2007) (issues of Internet censorship
and monitoring by repressive foreign governments). Most recently in Tyson Foods, Inc.
(December 15, 2009), where the Staff concluded that antimicrobial resistance and the use
of antibiotics in raising livestock was a significant policy issue, the Staff reaffirmed the
relevance of the "widespread public debate" factor and noted the involvement and interest
of legislators and regulators in the issue. In the subject case, there is ample evidence of
legislative and executive branch focus and concern about a free and open Internet.

B. The No-Action Letters Cited by Comcast Are Wholly Inapposite.

The Proposal does not focus on “procedures for protecting user information.”

The Company cites four no-action letters, all requesting reports similar to the 2009
proposal, in which the Staff excluded the proposal as one relating to the company’s ordinary
business operations, i.e., procedures for protecting user information. Sprint Nextel
Corporation (February 17, 2009); Qwest Communications International Inc. (February. 17,
2009); Verizon Communications Inc. (February 13, 2009); AT&T Inc. (January. 26 2009).
These no-action letters are clearly irrelevant: the Proposal does not seek “procedures for
protecting user information.” The Company also cites, purportedly for other reasons, a no-
action letter from 2007 in which no-action relief was in fact granted for “procedures for
protecting customer information, and which likewise, is not analogous to the Proposal.
Verizon Communications Inc. (February 22, 2007)(financial, legal and ethical issues :
surrounding disclosure of customer records). Moreover, what the Company has failed to do is
cite any proposal seeking a report similar to the Proposal .

The Proposal does not call for regulatory analysis.

The Company cites two no-action letters in which the companies were granted no-
action relief because the proposals therein calied for “evaluating the impact of expanded
government regulation of the internet.” Yahoo! Inc. (April 5, 2007); Microsoft Corporation
(September 29, 2006). These almost identical proposals are strikingly distinct from the
Proposal because they called for regulatory analysis whereas the Proposal seeks a report on
the merits of the board publicly adopting a set of guiding principles for the promotion of a
free and open Internet.

The Proposal does not seek to micro-manage the Company.

Clearly Comcast remains inappropriately focused on the 2009 proposal when it argues
in its January 14, 2010 letter, p. 5., “As previously articulated, Comcast’s network
management practices are clearly within the realm of Comcast’s ordinary business
operations, and therefore, a report describing such practices, even if requested in the context

6



of social policy issues, is excludable pursuant to Rule 24a-8(i)(7).” This is a summary of the
Resolved clause in the 2009 proposal! The Company also displays its confusion on page 4 of
its letter by arguing that the Proposal should be excluded due to the complexity of network

management — Comcast’s network management practices are not the focus of the Proposal.

The SEC clarified in the 1998 Release that shareholders, as a group, will not be in a
position to make an informed judgment if the "proposal seeks to 'micro-manage’ the
company by probing too deeply into matters of a complex nature upon which shareholders,
as a group, would not be in a position to make an informed judgment." Such micro-
management may occur where the proposal "seeks intricate detail, or seeks specific time-
frames or methods for implementing complex policies." However, "timing questions, for
instance, could involve significant policy where large differences are at stake, and proposals
may seek a reasonable level of detail without running afoul of these considerations."”

The Proposal now before the Staff simply asks for a report on the merits of the board
publicly adopting a set of guiding principles for the Company to promote a free and open
internet and urges the board to consider some sources. The Proposal does not seek, for
example, descriptions of particular network management protocols, routers used, server
systems implemented, or other technologies. Further, by requesting the report be developed
at reasonable cost, the Proponents are conveying the expectation that the work of the board
would be on a general level that will not require it or shareholders to understand the technical
intricacies of the Company's operation. Moreover, the shareholders are urging the board to
consider authoritative statements on the Internet, including the 2005 FCC principles
discussed supra, as well as the Global Network Initiative principles?. This is precisely the type
of material that shareholders are equipped to and should handle.

Nevertheless, the Company argues that the Proposal is analogous to the proposal in
General Electric Company (January 17, 2006), which the Staff excluded under Rule 14a-
8(i)(7). In that proposal, the Resolved clause read:

RESOLVED: GE's shareholders request that, by the 2006 annual shareholder meeting,
the Board of Directors make available to shareholders a report on the estimated impacts of a
flat tax for GE, omitting proprietary information and at reasonable cost.

The report should provide estimates of the impact to GE of: |

1. Taxing all profits at a flat rate of 17 percent and at other alternative flat l;ates;
2. Limiting taxable income to only income earned in the U.S.,;

3. Replacing depreciation with capital expensing;

4, Abolishing special preferences or loopholes in the corporate tax code;

5. Savings attained from reduced business compliance costs.

Clearly, the disparate levels of complexity in the General Electric proposal and the Proposal
disallow any meaningful comparison.

More compelling are two recent situations in which the Staff refused to grant no-action
relief concerning proposals that requested complex information far in excess of the detail the

2 There are five Global Network Initiative principles: Freedom of Expression; Privacy; Responsible Company Decision
Making; Multi-stakeholder Collaboration, and Governance, Accountability and Transparency. www.globalnetworkinitiative.org.
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Proposal seeks. In PPG Industries (January 15, 2010) the resolution read:

RESOLVED: Shareholders request that the Board of Directors prepare a report, at
reasonable cost and omitting proprietary information, on how PPG ensures that it is
accountable for its environmental impacts in all of the communities where it operates. The
report shouid contain the following information:

1. How PPG makes available reports regarding its emissions and environmental
impacts on land, water, and soil — both within its permits and emergency
emissions — to members of the communities where it operates;

2. How PPG integrates community environmental accountability into its current code
of conduct and ongoing business practices; and,

3. The extent to which PPG’s activities negatively affect the health of individualis living
in economically poor communities.

In Halliburton Company (March 11, 2009), the proposal sought relatively complex
information on political contributions but nevertheless, was deemed permissible and not in

violation of Rule 14a-8(i)(7).
The Proposal calls for action in furtherance of a significant social policy issue.

The Company presents two no-action letters, Washington Mutual, Inc. (March 6, 2002)
and The Mead Corporation (January 31, 2001), to support its argument that "the Commission
has permitted the exclusion of shareholder proposals that seek to require a company to
prepare and issue a report pertaining to its otherwise ordinary business operations but
involving social policy issues, where such proposals call for reports but not action in
furtherance of such social policy issue." It appears that the Company’s stated reason for the
exclusion of these two proposals is not the actual reason for their omission. It is more likely
that these proposals were excluded for the reasons the Staff articulated in the no-action
letters: “seeking a financial accounting of costs associated with land development projects”
.and “focusing on the company'’s liability methodology and evaluation of risks,” respectively.
Here, the Proposal seeks a report not on costs or risks, but rather on the merits of the board
adopting a set of guiding principles for the company to promote a free and open Internet.
Moreover, on its face, the Proposal calls for sufficient action. Indeed, in a recent analogous
situation, the Staff refused to exclude a proposal under rule 14a-8(i)(7) that urged the board
of directors to adopt principles for health care reform, such as those based upon principles
specified in the proposal. Bank of America (February 17, 2009).

The Proposal is not directed at involving the Company in the political, legislative or
regulatory processes.

Equally without merit is the Company’s final argument that the Proposai should be
excluded because it would result in involving Comcast in an active political, legislative and
regulatory process concerning the regulation of the Internet and the operation of its
broadband network. The proposals cited by the Company are irrelevant as the factual
contexts of the subject case and those in the cited no-action letters bear no comparison:
General Motors Corporation (April 7, 2006) (the proposal requested, inter alia, that the
company petition the U.S. government and Congress for improved Corporate Average Fuel
Economy standards) and Electronic Data Systems Corporation (March 24, 2000) (the
proposal requested a report on the potential impact on EDS of pension-related proposals




being considered by national policy makers, including legislative proposals®.

It is inarguable that the instant Proposal materially differs from the 2009 proposal: the
Company simply cannot lump them together in an attempt to discredit the Proposal.
Nonetheless, apart from the citation of no-action letters the Division issued in 2009 and one
additional no-action letter, the Company’s argument for no-action relief in their January 14,
2010 letter is almost identical to the argument presented in their January 15, 2009 letter to
the Division. Generals are notorious for their tendency to "fight the last war," by using the
strategies and tactics from previous engagements whether or not they fit the current
situation. Comcast resembles a general fighting the last war in its focus on the 2009
proposal.

For all of the above reasons, the Company has failed to prove that the Proposal may
be excluded under Rule 14a-8(i) (7).

III. THE COMPANY DID NOT SUBSTANTIALLY IMPLEMENT THE PROPOSAL BECAUSE IT HAS
NOT ISSUED THE REQUESTED REPORT. '

The Company has prepared no report regarding the merits of the board publicly
adopting a set of guiding principles for the Company to promote a free and open Internet.

“In the staff's view, a determination that the Company has substantially implemented
the proposal depends upon whether its particular policies, practices and procedures compare
favorably with the guidelines of the proposal.” Texaco Inc. (March 15, 1991). Judged by that
standard, Comcast has failed in nhumerous critical respects to implement the Proposal.

The Proposal requests that (1) the Board of Directors prepare a report on the merits of
the board publicly adopting a set of guiding principles for the Company to promote a free and.
open internet: And, in developing the principles, the Proposal requests that (2) the board
consider authoritative statements on human rights on the Internet, including the Internet
principles adopted in 2005 by the FCC; the Global Network Initiative principles and the
Universal Declaration of Human Rights. Therefore, the Proposal seeks a two-step mechanism.
Both steps must be taken before the Company can argue that it has met its burden of
establishing that it has met the Proposal’s requisite elements. The Company has failed to
substantially implement either of these steps.

A review of the Company’s January 14, 2010 letter, all of the attachments to the letter
and www.comcast.com does not back up the Company’s assertion that it has substantially
complied with the Proposal. Unlike the 2009 proposal, which focused on two principles,
“freedom of expression” and “expectation of privacy,” the Proposal requires the board to
consider a much broader set of principles. The Company has not done this. Clearly, a few
scattered sentences in all of the Company materials, pertaining to only a few of the principles
cited in the Proposal, and without a thorough examination of these principles, is clearly

3 The Company also presented Verizon Communications, Inc. (January 31, 2006) to illustrate this proposition. However,
similar to the General Electric proposal, supra, the proposal was excluded under rule 14a-8(i)(7) as relating to ordinary business
operations, i.e., evaluating the impact of a flat tax on Verizon.
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insufficient to cohstitute the requested report,

The precedents the Company cites in support of its arguments are thus readily
distinguishable.? The no-action letters indicate greater adherence to a proposal is needed
than Comcast can supply. In each of those cases, the company took action which conformed
closely to the action requested by the proposal, so as to clearly meet the proposal’s core
objectives. Because it failed to issue a report that meets the core objectives of thé Proposal,
Comecast has failed to prove that the Proposal may be excluded under Rule 14a-8(i)(7).

Further, on a number of occasions, the Staff has concurred that when a proposal is
focused on board level action, it is not sufficient for the company to argue that employees
and management are addressing the issue. See, e.g., NYNEX Corporation (February 16,
1994); Associates First Capital Corporation (March 13, 2000). The policies and statements
posted on Comcast’s website are not the product of a board examination of the specific issues
raised by the Proposal.

Iv. CONCLUSION

For the reasons set forth above, the Funds respectfully request that the Company's
request for "no-action" relief be denied. Thank you for your time and consideration.

Sincerely,

N .
ﬁ/ﬁibcgggerst? M\-

Associate General Counsel

New York City Comptroller's Office
1 Centre Street, Room 602

New York, NY 10007

(212) 669-3163

Fax (212) 815-8639
isilber@comptroller.nyc.gov

cc: William H. Aaronson, Esq.
Davis Polk & Wardwell LLP
450 Lexington Avenue
New York, NY 10017

4 ConAgra Foods, Inc. (July 3, 2006); The Tatbots, Inc. (April 5, 2002); The Gap (March 16, 2001); Kmart Corporation

(February 2, 2000); Nordstrom, Inc. (February 8, 1995).
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Davis Polk & Wardwell LLP 212 450 4000 tel
450 Lexington Avenue 212 701 5800 fax
New York, NY 10017

January 14, 2010

Re: Shareholder Proposals Submitted by The Office of the Comptrolier of
the City of New York and Trillium Asset Management Corporation

Office of Chief Counsel

Division of Corporation Finance

Securities and Exchange Commission

100 F Street, N.E.

Washington, D.C. 20549

via email: shareholderproposals@sec.gov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (“Comcast” or the “Company”), we write to
inform you of the Company's intention to exclude from its proxy statement and form of proxy for
the Company's 2010 Annual Meeting of Shareholders (collectively, the “2010 Proxy Materials™)
the shareholder proposal (the “Proposal’) and related supporting statement received from The
Office of the Comptroller of the City of New York, on behalf of the New York City Employees’
Retirement System, the New York City Police Pension Fund, the New York City Fire Department
Pension Fund and the New York City Board of Education Retirement System (“Proponent A”)
and Trillium Asset Management Corporation, on behalf of Ms. Louise Rice, as co-filers of the
Proposal (“Proponent B" and together with Proponent A, the “Proponents”).

We hereby respectfully request that the Staff of the Division of Corporation Finance (the
“Staff") concur in our opinion that the Company may, for the reasons set forth below, properly
exclude the Proposal from the 2010 Proxy Materials. The Company has advised us as-to the
factual matters set forth below.

Pursuant to Staff Legal Bulletin No. 14D (CF), Shareholder Proposals (November 7,
2008), question C, we have submitted this letter and the related correspondence from the
Proponents to the Commission via email to shareholderproposals@sec.gov. Also, in accordance
with Rule 14a-8(j), a copy of this letter and its attachments is being mailed on this date to each of
the Proponents informing each of them of the Company’s intention to exclude the Proposal from
the 2010 Proxy Materials.
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The Company plans to file its definitive proxy statement with the Securities and
Exchange Commission (the “SEC”) on or about April 9, 2010. Accordingly, we are submitting
this letter not less than 80 days before the Company intends to file its definitive proxy statement.

Introduction

The Proposal, which as submitted by Proponent A is attached hereto as Exhibit A and as
submitted by Proponent B is attached hereto as Exhibit B, requests that:

“the board prepare a report for shareholders, by October 2010 at reasonable cost and
excluding proprietary and confidential information, on the merits of the board publicly
adopting a set of guiding principles for the company to promote a free and open internet.”

Comcast requests that the Staff of the SEC concur with its view that the Proposal may be
properly omitted from the 2010 Proxy Materials pursuant to the provisions of Rule 14a-8(i)(10)
because the Company has already substantially implemented the Proposal and/or Rule 14a-
8(i)(7) because the Proposal concerns a matter retating to the Company’s ordinary business
operations. Comcast believes that the Proposal is substantially similar to a proposal submitted
last year by the Proponents relating to Comcast's network management practices, which the
Staff concluded was excludable pursuant to Rule 14a-8(i)(7) (the “Prior Proposal”). The Prior
Proposal, had it been adopted, would have called for the Board to prepare a report that
“examin[ed] the effects of the company’s Internet network management practices in the context
of the significant public policy concerns regarding the public's expectations of privacy and
freedom of expression on the Internet.” Both proposals focused on the Company’s network
management and its impact on internet users, particularly with respect to freedom of expression.

Additionally, Proposal A and Proposal B are identical. Therefore, Comcast requests that
the Staff concur with its view that if Proposal A must be included in the 2010 Proxy Materials,
then Proposai B may be properly omitted from the Company’s 2010 Proxy Materials pursuant to
Rule 14a-8(i)(11) because Proposal B substantially duplicates Proposal A.

Grounds for Omission

1.  The Proposals may be omitted from the 2010 Proxy Materials under Rule 14a-8(i)(7)
because they deal with a matter relating to Comcast’s ordinary business operations.

Pursuant to Rule 14a-8(i)(7), and for the same reasons permitting the exclusion of the
Prior Proposal and other similar proposals, the Proposals may be excluded from Comcast's 2010
Proxy Materials because they deal with a matter relating to the Company’s ordinary business
operations.

Rule 14a-8(i)(7) allows a company to omit a shareholder proposal from its proxy
materials if such proposal deals with a matter relating to the company’s ordinary business
operations. The general policy underlying the “ordinary business” exclusion is “to confine the
resolution of ordinary business problems to management and the board of directors, since it is
impracticable for shareholders to decide how to solve such problems at annual shareholders
meetings.” Exchange Act Release No. 34-40018 (May 21, 1998) (the “1998 Release”). This
general policy reflects two central considerations: (i) “[c]ertain tasks are so fundamental to
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management’s ability to run a company on a day-to-day basis that they could not, as a practical
matter, be subject to direct shareholder oversight”; and (i) the “degree to which the proposal
seeks to ‘micro-manage’ the company by probing too deeply into matters of a complex nature
upon which shareholders, as a group, would not be in a position to make an informed judgment.”
The 1998 Release, citing in part Exchange Act Release No. 12999 (November 22, 1976).
Additionally, when a proposal seeks a report, “the Staff will consider whether the subject matter
of the special report . . . involves a matter of ordinary business; where it does, the proposal will
be excludable under Rule 14a-8(c)(7).” Exchange Act Release 34-20091 (August 16, 1983).

A. The Proposals Relate to Comcast’s Ordinary Business Operations — Its
Network Management Practices

Comcast earns revenue by, among other things, providing high-quality High-Speed
Internet service to both commercial and residential users. As the Internet continues to evolve
and Comcast strives to provide its customers with the highest quality Internet service possible,
Comcast must also continue to ensure that its network capabilities are able to provide such
service.

Comcast manages its network with the goal of delivering the best possible High-Speed
Internet experience to all of its customers. Network management is essential for Comcast to
promote the use and enjoyment of the Internet by all of its customers. Comcast uses various
tools and techniques to manage its network. These tools and techniques, like the network and
its usage, are dynamic and can and do change frequently.

Decisions regarding Comcast's network management policy depend on an intimate
knowledge of Comcast's High-Speed Internet network. Only Comcast management and staff
have the requisite knowledge of Comcast’s network and user population in order to assess, set
and refine its network management policies and tools. In addition, Comcast and its network
management practices were the subject of a proceeding at the FCC, which resulted in the FCC's
August 20, 2008 Memorandum Opinion and Order, FCC 08-183. As a result of that proceeding,
Comcast committed to make certain disclosures regarding its current and future network
management practices. Given that the type and content of these disclosures are part of
Comcast’'s ongoing commitment to keep its customers and the public informed regarding one of
Comcast’'s major services and revenue streams, it seems clear that disclosure of Comcast’s
network management policies falls squarely within the scope of Comcast's ordinary business
operations.

The Staff concluded that the Prior Proposal fell within the purview of Comcast’s ordinary
business operations. The Staff reached the same conclusion in connection with four other
proposals seeking a similar report from other companies. See Sprint Nextel Corporation
(Feb. 17, 2009); Qwest Communications International Inc. (Feb. 17, 2009); Verizon
Communications Inc. (Feb. 13, 2009); and AT&T Inc. (Jan. 26, 2009); see also Yahoo! Inc.
(April 5, 2007) (concurring in the exclusion of a proposal which requested the Board of Directors
to “report to shareholders as soon as practicable on the Company's rationale for supporting
and/or advocating public policy measures that would increase government regulation of the
Internet”); and Microsoft Corporation (September 29, 2006) (same).
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As was the case with the Prior Proposal, the Proponents shouid not be allowed to
improperly intervene in the day-to-day operations of one of the key areas of Comcast’s business
in order to advance their particular agenda.

B. The Proposals Relate to a Complex Matter That Is Most Appropriate for
Management to Address

Issues related to network management are highly complex and require a detailed
understanding of, among other things, the applicable legal and regulatory regimes and
Comcast's and other Internet Service Providers’ network architectures, business practices, and
available network technology. To make an informed judgment as to what types of network
management practices are necessary and will promote the interests of Comcast, its stockholders
and its customers requires an intimate knowledge of these complex practices. The complexity
and rapid evolution of the Internet and network management practices make network
management a poor topic for action by stockholders at an annual meeting and are just the type
of proposal that “seeks to ‘micro-manage’ the company by probing too deeply into matters of a
complex nature upon which shareholders, as a group, would not be in a position to make an
informed judgment” (as stated in the 1998 Release). Accordingly, the Company believes that it
should be permitted to exclude the Proposals on the basis of Rule 14a-8(i)(7).

Comcast believes that the Proposals are exactly the type of matter that the “ordinary
business” exception is Rule 14a-8(i)(7) was created to address. By requesting that the Board of
Directors prepare a report regarding its network management practices, the Proponents are
seeking to subject to shareholder oversight an aspect of Comcast’s business that is most
appropriately handled by Comcast's management. Additionally, the issues of how Comcast
should properly maintain its network while still respecting users’ concerns regarding freedom of
expression and privacy and how Comcast should respond to government regulation of this
aspect of its business are central to the operation of the day-to-day business of Comcast.
Executives and other managers routinely make decisions about how best to conduct Comcast's
business in compliance with current laws and regulations and it would be highly unusual and
impractical to interject Comcast's shareholders into what is otherwise a routine management
decision. The Staff has consistently taken the position that proposals which attempt to govern
internal operating policies and legal compliance may be excluded because they infringe upon
management’s core functions. See, e.g., Verizon Communications Inc. (Feb. 22, 2007)
(permitting exclusion of a proposal that sought a report on the technical, legal and ethical policy
issues pertaining to the disclosure of customer records and communications content to
government agencies without a warrant and the effect of such disclosures on customer privacy
rights).

In General Electric Company (January 17, 2006) the proponent requested that the issuer
prepare a report on the impact of a flat tax on the company. General Electric successfully
argued that tax planning and compliance were “intricately interwoven with a company’s financial
planning, day-to-day business operations and financial reporting.” In the same way, Comcast's
network management practices involve intricate systems related to the unique services that
Comcast provides and Comcast's selection and disclosures of its network management practices
are a function of Comeast’s ongoing business practices and any applicable FCC rules or
requirements.
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As previously articulated, Comcast’s network management practices are clearly within
the realm of Comcast’s ordinary business operations, and therefore, a report describing such
practices, even if requested in the context of social policy issues, is excludable pursuant to Rule
14a-8(i)}(7). Furthermore, the Commission has permitted the exclusion of shareholder proposals
that seek to require a company to prepare and issue a report pertaining to its otherwise ordinary
business operations but involving social policy issues, where such proposals call for reports but
not action in furtherance of such social policy issue. See Washington Mutual, inc. (March 6,
2002) (excluding a proposal requesting a report identifying all company costs associated with
land development projects); and The Mead Corporation (January 31, 2001) (excluding
shareholder proposal requesting a report on the company’s environmental risks in financial
terms).

Most importantly for the purposes of the Proposals, the Staff declined to accept the
Proponents’ reliance on the same public policy argument in connection with the Prior Proposal.
See also Sprint Nextel Corporation (Feb. 17, 2009); Qwest Communications International Inc.

(Feb. 17, 2009); and Verizon Communications Inc. (Feb. 13, 2009).

Moreover, the Proposals would result in involving Comcast in an active political,
legislative and regulatory process with respect to regulation of the Internet and the operation of
its broadband network. The FCC has initiated a rulemaking proceeding with respect to “net
neutrality” rules in which Comcast will file comments responsive to the FCC's questions.’
Comcast's participation in the ongoing legislative and regulatory process is a matter properly
reserved for management. The Staff has consistently excluded proposals on the ground that
they were directed at involving a company in the political or legislative process relating to an
aspect of its business operations. See General Motors Corporation (April 7, 2006); Verizon
Communications, Inc. {(January 31, 2006); and Electronic Data Systems Corporation (March 24,
2000).

iIl. The Company has substantially implemented the Proposals since adequate
information regarding the Company’s network management practices is clearly published
on the Company’s Web site and therefore the Proposals may aiso be omitted from the
2010 Proxy Materials pursuant to Rule 14a-8(i}(10).

Pursuant to Rule 14a-8(i){(10), which permits the exclusion of a shareholder proposal if
the company has aiready substantially implemented the proposal, the Proposals may be
excluded from Comcast's 2010 Proxy Materials if Comcast has already substantially
implemented them. See Exchange Act Release No. 34-20091 (August 16, 1983). According to
the Commission, the exclusion provided for in Rule 14a-8(i)(10) "is designed to avoid the
possibility of shareholders having to consider matters which already have been favorably acted
upon by management.” See Exchange Act Release No. 34-12598 (July 7, 1976). A shareholder
proposal is considered to be substantially implemented if the company’s relevant “policies,
practices and procedures compare favorably with the guidelines of the proposal.” Texaco, Inc.
(March 28, 1991). The Staff does not require that a company has implemented every detail of a
proposal in order to permit exclusion under Rule 14a-8(i)(10). Instead, the Staff has consistently
taken the position that when a company already has policies and procedures in place relating to

' Seeinre Preservirig the Open Intemet; Broadband Industry Practices, Notice of Proposed Rulemaking, 24
FCC Rcd. 13064 (2009).
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the subject matter of the proposal or has implemented the essential objectives of the proposal,
the shareholder proposal has been substantially impiemented and may be excluded pursuant to
Rule 14a-8(i)(10). See ConAgra Foods, Inc. (July 3, 2006); The Talbots, Inc. (April 5, 2002); The
Gap, Inc. (March 16, 2001) and Kmart Corporation (February 23, 2000).

Through various documents posted on Comcast's Web site (accessible via the Web page
http://networkmanagement.comcast.net/) that pertain to Comcast's High-Speed Internet service,
Comecast provides a significant amount of information regarding its network management
practices. These documents contain detailed information about, among other topics, why
Comcast manages its network, how it manages its network, and how customers are affected by
network management. These documents also clearly state that Comcast’s network management
does not block customer applications or programs nor does it discriminate against particular
types of online content. Collectively, these documents not only describe how Comcast's network
management works, but also address how its network management practices relate to the public
policy concerns regarding freedom of expression on the internet. The Comcast Customer
Privacy Notice at http://www.comcast.com/customerprivacy/ contains the complete privacy policy
for Comcast's cable television, High-Speed Internet, and phone services. A second privacy
statement at http://www.comcast.net/privacy/ contains additional privacy provisions that apply to .
Comcast's Comcast.net website. Comcast's network management practices are consistent with
these privacy statements.

Network management in the present context describes the tools and techniques that an
internet service provider uses to deliver a high quality, consistent, and safe Internet experience
to its customers. Comcast’s network management practices include, among other things,
identifying spam and preventing its delivery to customer e-mail accounts, detecting malicious
Internet traffic and preventing the distribution of viruses or other.harmful code or content, and
temporarily lowering the priority of traffic for users who are the top contributors to current network
congestion. A significant portion of Comcast's network management activities relate to
congestion management. As part of Comcast's own initiatives and as part of its compliance with
the Federal Communications Commission (the “FCC") order pertaining to network management,
see In re Formal Complaint of Free Press and Public Knowledge Against Comcast Corporation,
23 FCC Red 13028 (2008), Comcast is continually evaluating and refining the ways in which it
manages its network in order to continue providing high quality Internet service using reasonable
network management tools and techniques that are consistent with industry standards. As
stated above, Comcast keeps its users and investors clearly apprised of its activities in this area
through information made available on its Web site. '

In a September 19, 2008 letter from Comcast to the FCC (available on Comcast’'s Web
site at http://downloads.comcast.net/docs/Cover_Letter.pdf and attached hereto as Exhibit C)
(the, “September 19 Letter"), Comcast stated that, consistent with its prior voluntary
commitment and the FCC's Order noted above, Comcast would transition away from its prior
congestion management practices that managed certain types of peer-to-peer ("P2P") traffic. As
of December 31, 2008, Comcast had completed its transition to new protocol-agnostic
congestion management practices. In the September 19 Letter, Comcast affirmed its
commitment to “ensur{ing} continued delivery of a world-class service to all of [its] subscribers,
while minimizing the impact on any individual user whose traffic must be managed as part of this
process.”
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As also noted in the September 19 Letter, in September 2008, Comcast submitted to the
FCC and posted on the network management section of its Web site (i) a description of its prior
approach to managing network congestion (available at hitp://downloads.comcast.net/docs/
Attachment_A_Current_Practices.pdf and attached hereto as Exhibit D), (ii) a description of its new
protocol-agnostic congestion management practices (available at http://downloads.comcast.net/docs
/Attachment_B_Future_Practices.pdf and attached hereto as Exhibit E) and (iiij) Comcast's
compliance plan for the transition from the prior approach to the new one (available at
hitp://downloads.comcast.net/docs/Attachment_C_Compliance_Plan.pdf and attached hereto as
Exhibit F). On January 5, 2009, Comcast filed a letter with the FCC (available on Comcast's Web
site at http://downloads.comcast.net/docs/comcast-nm-transition-notification.pdf and attached hereto
as Exhibit G) notifying the FCC that it has ceased employing the prior congestion management
practices and has instituted the new practices throughout its High-Speed Internet network. These
documents not only provide extensive details regarding Comcast’s past and current practices, but
also directly and indirectly address the privacy and freedom of expression concerns raised by the
Proposals.

Exhibit D, Comcast's description of its prior congestion management approach, describes
Comcast's former P2P-specific network management practices, from which Comcast fully
transitioned away as of December 31, 2008. This document clearly explains the extent to which
a given user's online information could be inspected by such network management tools and
reassures the reader that the techniques used by Comcast examined only the relevant packet
header or addressing information in a given packet necessary to indicate what type of protocol
(P2P in this case) was being used by a customer. The document emphasizes that this
congestion management technique did not “read” the contents of customer communications in
order to determine whether a packet was text, music, video, a voice conversation, or any other
type of content, and certainly did not identify whether any packet contained political speech,
commercial speech or entertainment, or try to discern whether a packet was personal or
business, legal or illicit, etc, Comcast’s prior network management practices fully respected
customer privacy and did not act based on the contents of any customer communications.

Exhibit E, Comcast's description of its new congestion management approach, stresses
that Comcast’s new congestion management technique is “protocol-agnostic” and focuses only
on the extent to which a certain Comcast subscriber is using a high amount of bandwidth, not
what type of protocol is being used. As was.the case with Comcast's prior congestion
management practices, this new technique fully respects customer privacy and does not act
based on the contents of any customer communications.

In addition to Comcast’s various submissions to the FCC that it prominently displays on
the network management portion of its Web site, Comcast publishes a Frequently Asked
Questions (“FAQ”") section on its Web site (available at http://customer.comcast.com/Pages/FAQ
Viewer.aspx?seoid=Frequently-Asked-Questions-about-Network-Management and attached
hereto as Exhibit H), which discusses why Comcast manages its network and the techniques
utilized to do so. This portion of Comcast's Web site makes it clear to the reader that neither
Comcast's previous network management practices nor the network management practices to
which it has transitioned discriminate against particular types of online content.

Comcast clearly explains in the FAQ section (as it does elsewhere) that its new protocol-
agnostic network management technigue will not manage congestion based on the protocols in
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use, but rather it will focus on the heaviest users in near real time, such that periods of
congestion will be “fleeting and sporadic.” Most importantly in the context of the Proponents’
concerns about freedom of expression, the FAQ section clearly indicates that the new practices
will be “content neutral.”

In addition to the statements and FCC letters discussed above, Comcast's Acceptable
Use Policy (“AUP") (available at http://www.comcast.net/terms/use/ and attached hereto as
Exhibit [) and its associated FAQ (available at
hitp://customer.comcast.com/Pages/FAQViewer.aspx?seoid=Freguently-Asked-Questions-
about-the-Comcast-Acceptable-Use-Policy-for-High-Speed-Internet-Services and attached
hereto as Exhibit J) provide additional disclosure to customers about the types of uses and
activities that Comcast considers unacceptable (such as sending spam or spreading a computer
virus) and how it will respond when it determines there is a violation of its Acceptable Use Policy.
There is even a specific question in this document addressing the speech issues raised by the
Proposal and how Comcast interprets and implements its AUP to address abuse and unlawful
activity, and not lawful communication and speech. See
http://customer.comcast.com/Pages/FAQViewer.aspx?seoid=Frequently-Asked-Questions-
about-the-Comcast-Acceptable-Use-Policy-for-High-Speed-Internet-Services#discretion. Taken
together, all of these documents provide customers and others with a detailed, meaningful
explanation of Comcast's network management and privacy practices and policies and how they
affect customers. Comcast believes that its network management techniques reflect reasonable,
industry standard practices and do so in a way that fully respects customer freedom of
expression and privacy. Importantly, Comcast's Board was (and remains) aware of and informed
about the Company’s network management practices, its decision voluntarily to move to a new
network management technique, and the FCC's notice of proposed rulemaking with respect to
networzk neutrality that is currently pending and in which Comcast wili file comments reflecting its
views.

in ConAgra Foods, Inc. (July 3, 2006), the Staff allowed the company to exclude a
proposal requesting that the board issue a sustainability report to shareholders because the
company had substantially implemented the essential objective of the proposal through its
publication (on its Web site) of a Corporate Responsibility Report, which focused on certain
issues discussed in the proposal. This is similar to the situation at hand, as the network
management page of Comcast’'s Web site provides detailed information that explains Comcast's
network management processes and also directly addresses the concerns raised by the
Proposals.

In The Gap, Inc. (March 16, 2001), the Staff allowed the company to exclude a proposal
(on substantial implementation grounds) that requested a report on the child labor practices of
the company’s vendors. The company had already established a code of vendor conduct,
monitored vendor compliance, published related information and was willing to discuss the issue
with shareholders. Likewise, in Nordstrom, Inc. (February 8, 1995), the Staff allowed the
company to exclude a proposal (on substantial implementation grounds) that requested that the
_company establish a set of standards for its suppliers that met certain minimum criteria and also
that the company prepare a report to-shareholders describing its policies as well as its current

2 See In re Preserving the Open Intemet; Broadband Industry Practices, Notice of Proposed Rulemaking, 24
FCC Rcd. 13064 (2009)
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and future compliance efforts with respect to those policies. In that instance, Nordstrom was
able to successfully argue that it had substantially implemented the proposal where it had in
place existing company guidelines for suppliers and had issued a press release regarding such
guidelines (despite the fact that the guidelines did not commit the company to conduct regular or
random inspections to ensure compliance, as requested in the proposal). As indicated above,
Comcast has clearly gone much further in substantially implementing the essential objectives of
the Proposals and therefore respectfully submits that the Staff should allow Comcast to exclude
the Proposals on such grounds.

Comcast continues to publish and update information describing its network
management practices, including how these practices relate to the public policy concems
regarding privacy and freedom of expression on the Internet and believes that through its current
disclosures that it has implemented the essential objectives of the Proposals. The Proposals
have therefore been substantially implemented.

. If Proposal A may not be excluded under either Rule 14a-8(i)(10) or Rule 14a-8(i)(7)
and must be included in the 2010 Proxy Materials, Proposal B may be excluded from the
Company’s 2010 Proxy Materials because it is substantially duplicative of Proposal A.

Pursuant to Rule 14a-8(i)(11), if Proposal A is included in the 2010 Proxy Materials,
Proposal B may be excluded from Comcast's 2010 Proxy Materials because the proposal
substantially duplicates another proposal previously submitted to the company by another
proponent that will be included in the company’s proxy materials for the same meeting
(i.e., Proposal A).

In this case, the Proposals are not only substantially duplicative, but are identical and
therefore squarely fit into the exclusion provided by Rule 14a-8(i)(11). For that reason, if
Proposal A must be included in the 2010 Proxy Materials, Comcast believes that it may properly
exclude Proposal B in accordance with Rule 14a-8(i)(11).

Conclusion

Comcast believes that the Proposals may be properly excluded from the 2010 Proxy
Materials pursuant to Rule 14a-8(i)(7) because issues relating to network management are within
the scope of Comcast's ordinary business operations and the Proposals do not satisfy the social
policy exception to this rule. Comcast also believes that the Proposals may be properly excluded
from the 2010 Proxy Materials pursuant to Rule 142-8(i)(10) because the Proposals have been
substantially implemented.
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We would be happy to provide you with any additional information and answer any
questions that you may have regarding this subject. Should you disagree with the conclusions
set forth herein, we respectfully request the opportunity to confer with you prior to the
determination of the Staff's final position. Please do not hesitate to call me at (212) 450-4397 or
Arthur R. Block, the Company’s Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter.

Very truly yours,

William H. Aaronson

cc. w/enc: The Office of the Comptroller of the
City of New York
Trillium Asset Management Corporation
Arthur R. Block
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THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
. 1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

WILLIAM C. THOMPSON, JR.
COMPTROLLER

November 17, 2009

Mr. Arthur R, Block
Secretary
Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Dear Mr. Block:

The Office of the Comptroller of New Yoik City is the custodian and a trustee of the New York
City Employees’ Retirement System, the New York City Teachers’ Retirement System, the
New York City Police Pension Fund, and the-New York City Fire Department Pension Fund,
and custodian of the New York City Board of Education Retirement System (the “funds”). The
funds’ boards of trustees have authorized the Comptroller to inform you of their intention to
offer the enclosed proposal for consideration of stockholders at the next annual meeting,

I submit the attached proposal to you in accordance with rule 14a-8 of the Securities Exchange
Act of 1934 and ask that it be included in your proxy statement.

Letters from The Bank of New York Mellon Corporation certifying the funds’ ownership,
continually for over a year, of shares of Comcast Corporation common stock are enclosed. The
funds intend to continue to hold at least $2,000 worth of these securities through the date of the
annual meeting.

We would be happy to discuss this initiative with you. Should the board decide to endorse its
provisions as company policy, our funds will ask that the proposal be withdrawn from
consideration at the annual meeting. If you have any further questions on this matter, please
feel free to contact me at 1 Centre Street, Room 720, New York, NY 10007; phone (212) 669-
2651.

pd:el
Enclosures
Comeast Corporation - internet censorship 2010

@ New York City Office of the Comptroller
Bureéau of Asset Management




Adoption of Policy on Internet Freedom of Expression

The Internet has become a defining infrastructure of our economy and soclety; Internet Service
Providers {ISPs) are gatekeepers to this Infrastructure, forging rules that shape, enable and limit
Internet use.

Current and developing Internet technologies provide companies such as ours with powerful
tools and exciting business opportunities. But these same technologies have the potential to
severely inhibit an open and free Internet; they can be misused, abused or otherwise subject
our Company to new risks.

Operating successfully in this terrain requires a strong and public strategic vision from corporate
leadership. Our Company needs a set of principles that will allow it to prosper financlally and
responsibly address Its soclal responsibilities.

Content filtering technology demonstrates potential risks. It has been deployed outside the U.S.
by governments in Iran and China to suppress legitimate dissent and curb a free and open
Internet.

In the U.S., there are numerous pressures on the Company to use filtering technologies for
commercial purposes. For example, copyright owners such as NBC Universal have asked the
Federal Communications Commission (FCC) to require that broadband providers “use readily
available means to prevent the use of their broadband networks to transfer pirated content,” an
opinion shared by others, such as the Motion Picture Association of America.

However, to make that determination, Internet Service Providers must rely on commercial
software applications which are inherently flawed. As a result, copyright filters will always be
over-inclusive when blocking online content and will inevitably interfere with, and suppress,
completely legal forms of speech and expression,

Filtering Internet content is a significant public policy issue; failure to fully and publicly address
this issue poses potential competitive, legal and reputational harm to our Company. Legal
liabilities are raised by FCC regulations, the Wiretapping Act and unfair business practice laws.
Content filtering could undermine the so-called “safe harbor” provisions granted to ISPs under
the Digital Millennium Copyright Act and risk violating the Electronic Communications Privacy
Act.! The Internet Freedom Preservation Act of 2009 now before Congress could present new
challenges. :

Commercial pressures to monetize Internet commiunications and the technological ability to do
so with the same surveillance technologies used in repressive regimes raise challenging
questions for the Company.




Therefore, be it resolved, that shareholders request that the board prepare a report for
shareholders, by October 2010 at reasonable cost and excluding proprietary and confidential
information, on the merits of the board publicly adopting a set of guiding principles for the
company to promote a free and open Internet. : '

In developing principles, we urge the board to consider authoritative statements on human
rights or the Internet, including the Internet principles adopted In 2005 by the FCC; the Global
Network Initiative principles; and the Universal Declaration of Human Rights.

i Language of DMCA and ECPA rlsks Is taken from Public Knowledge document on filtering.
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BNY MELLON
ASSET SERVICING

US Securities Services
November 17, 2009
To Whom It May Concern
Re: Comeast Corp.  CUSIP#: 20030N101
Dear Madame/Sir;

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Employees' Retirement System.,

The New York City Employees' Retirement System 3,019,517 shares
Please do not hesitate to contact me should you have any specific concerns or questions.

Sincerely,
Ao, Fadlomarnn

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009

To Whom It May Concern

Re: Comecast Corp. CUSIP#: 20030N101

Dear Madame/Sir;
The purpose of this letter is to provide you with the holdings for the above referenced asset

continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Teachers' Retirement System.

The New York City Téachers' Retirement System 3,13 1,159 shares

Please do not hesitate to contact me should you have any specific concerns or questions.
Sincerely,
. Ve

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009
To Whom It May Concern

Re: Comcast Corp. CUSIP#: 20030N101

Dear Madame/Sir;

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Police Pension Fund.

The New York City Police Pension Fund 1,385,673 shares
Please do not hesitate to contact me should you have any specific concerns or questions,
Sincerely, _

Wbce, edomtnn

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009
To Whom It May Concern

Re:  Comecast Corp. CUSIP#: 20030N101

Dear Madame/Sir:

The purpose of this letter is to provide you with the holdings for thé above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York -
Mellon in the name of Cede and Company for the New York City Fire Department Pension Fund.

The New York City Fire Department Pension Fund 425,095 shares
Please do not hesitate to contact me should you have any specific concerns or questions.
Sincerely, )

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009

To Whom It May Concern

Re: Comeast Corp. CUSIP#: 20030N101

Dear Madame/Sir:

[y

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Board of Education Retirement
System. .

The New York City Board of Education Retirement System 122,336 shares
Please do not hesitaté to contact me should you have any specific concerns or questions.

Sincerely,

Alice Tiedemann
Vice President

One Wall Strest, New York, NY 10286
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‘_C")TR' L L I U M bA/ls.;’\Sf‘JE IGEMENT’ Trillium Asset Management Corporation

25 Years of Investing for 3 Better World www,trilliumin‘{est.com

December 3, 2009

Axthur R. Block, Secretary
Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Via fax: 215-286-7794
Dear Mr. Block:

Trillium Asset Managernent Corporation (“Trilliura™) is an investment firm based in Boston,
Massachusetts specializing in socially responsible assct management We currently manage about $900
million for institutional and individual clients.

I am hereby authorized to notify you of our intention to co-file, on behaif of our client, Louise Rice, the
enclosed sharcholder resolution at Comcast Corporation (CMCSA). The New York City Pension
Funds is the lead filer on this resolution. This resolution is submitted for inclusion in the 2010 proxy
statement, in accordance with rule 14a-8 of the General Rules and Regulations of the Securities and
Exchange Act of 1934 (17 CF.R. § 240.14a-8). Trillium submits this proposal on behalf of our client,
who is the beneficial owner, per rule 14a-8, of more than $2,000 worth of CMCSA common stock
acquired more than one year prior to this date. Our client will remain invested in this position through
the date of the 2010 annual meeting. Enclosed please find verification of ownership. We will send a.
representative to the stockholdors’ meeting to move the resolution as required by the SEC rules.

Please direct any communications to myself at 711 Atlantic Avenue, Boston, MA 02111, via fax at 617-
482-6179, via telephone at 503-592-0864, or via efmail at jkron@trilliuminvest.com.

We appreciate your attention to this matter.

o

Sincerely,

Jonas Kron, Esq.
Senior Social Research Analyst
Enclosure
BOSTON DURHAM v SAN FRANCISCO - BQOUSE
711 Atandc Aver Je 353 West Maln Stree:, Seccnd Floor 369 Plna Street, Suite 717 ) 950'W, Bannock Street, Site 530
Em!u;\. Massachusetts 02111-2809 Durham, North Caroling 27701-3215 $an Frandsco, Calfornia 94104-3370 :o;:él::l;oog;‘;nzr-sj J: R
‘ : ~452-1 H .*265 F:919-688-145) T: 415-392-4806 F: £15-392-4335 4 -387- s 208387
T: 517-423-6555 F:617-452-6175 7: 919688 ! Nou933 4008 Beomer.os3t

800-548-5684 800-853-1311

()
.U
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Adoption of Policy on Internet Freedom of Expression

The Internet has become a defining infrastructure of our economy and society; Internct Service
Providers (ISPs) arc gatekeepers to this infrastructure, forging rules that shape, enable and Yimit
Toternet use, ' . .

Current and developing Internet technologies provide companies such as ours with powerful tools
and exciting business opportunities. But these same technologies have the potential to severely
inhibit an open and free Internet; they can be misused, abused or otherwise subject our Company to
pew risks. ’ .

Operiﬁng successfully in this terrain requires a strong and public strategic vision from corporate
leadership, Our Company needs a set of principles that will allow it to prosper financially and
responsibly address its social responsibilities.

Content filteting technology demonstrates potential risks. It has been deployed outside the U.S. by
governments in fran and China to suppress legitimate dissent and curb a free and open Internet.

In the U.S,, there are numerous pressures on the Company to use filtering technologies for
commercial purposes. For example, copyright owners such as NBC Universal have asked the
Federal Communications Commission (FCC) to require that broadband providers “use readily
available means to prevent the use of their broadband networks to transfer pirated content,” an
opinion shared by others, such as the Motion Picture Association of America, -

However, to make that determination, Internet Service Providers must rely on commercial software
applications which are inherently flawed. As a result, copyright filters will always be over-inclusive
when blocking online content and will inevitably interfere with, and suppress, completely legal
forms of speech and expression.

Filtering Internet content is a significant public policy issue; failure to fully and publicly address
this issue poses potential competitive, legal and reputational harm to our Company. Legal liabilities
are raised by FCC regulations, the Wirstapping Act and unfair business practice laws, Content
filtering could undermine the so-called “safe harbor” provisions granted to ISPs under the Digital
Millermium Copyright Act and risk violating the Electronic Communications Privacy Act. Action by
the US Congress could present new challenges.

Commercial pressures to monetize Internet communications and the technological ability to do so
with the same surveillance technologies used in repressive regimes raise challenging questions for
the Company.

" Therefore, be it resolved, that shareholders request that the ‘board prepare a report for shareholders,
by October 2010 at reasonable cost and excluding proprietary and confidential information, on the
merits of the board publicly adopting a set of guiding principles for the compauy to promote a free
and open Internet,

In developing principles, we urge the board to consider authioritative statements on human rights
and the Internet, including the Internet principles adopted in 2005 by the FCC; the Global Network
Initiative principles; as well as the Universal Declaration of Human Rights,
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Lo reard,
LRETEC5 SCHWAB

FO Box 628290 Orlande Florida 32882-8280 INSTI ONAL

December 1, 2009
Arthur R, Block, Secretary
Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Re: Louise Rice / Schwab Account #+ FISMA & OMB Memorandum M-07-16 *+*

To Whom It May Concern:

This is to confirm that Chatles Schwab & Co, holds as custodian for the above referenced
account more than $2,000.00 (two thousand dollars) worth of common stock in Comcast
Corporation (CMCSA) These shares have been held continuously for at least one year
_prior to and through today’s date.

The shares are held at Depository Trust Company under the Nominee name of Charles
Schwab and Company, Inc.

This letter serves as confirmation that the account holder listed above is the beneficial
owner of the above referenced stock.

Sincerely,

-~

James Grimes

~ Behvreb tsiitudonal & B ehision of Crar o3 Schvab & CeyInc {*Scrwac™), Maniar SIFC UTRS 10340R-02
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Shelley Alpern - -
Director of Social Research & Advocacy : .
Trillium Asset Management Corp.

711 Aflantic Avenue

- Bostem, MA 02111

Dear M=, Alpem: i
I'hmby euthorize Trilum Management Corparation tn Sle ashareholdamoluﬁbn‘onmy

behalf'at Comcast Corporation,

I am the beneficial owaer of 429 shares of Comcast Cozporation (CMCSA) common stock that I bave
oouﬁnuqm;yheldformomthanmyeanliumqwhpldm aforementioned shares of stock

mmwmmwwmwsmmmmzom
1mwﬁmnygvemhnwuwcmpmﬁmﬁnmﬁiymd&kmwm% '

any and all aspects of the aforementioned shareholder resolation. Tunderstand that wry name may
appear on the corporation’s proxy statement as the filer of the sforementioned resolution.

Sincesely,

f 4
Ifﬁ{ °F —
doTzﬂﬁumAssetManxgmentCn:porsﬁm
711 Aflantic Averue, Boston, MA 021311

Dg/wfaﬁ _»
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2001 Penngylvania Ave., NW
Suite 500

Washington. DC 20006
202.379.7100 Tel
202.486.7718 Fax
Wwww.comeast.com

(comcast |

September 19, 2008

VIA ECFS AND HAND DELIVERY

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12™ Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
‘ Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No. EB-08-1H-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling that Degrading an Internet Application Violates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

Dear Ms. Dorich:

In accordance with the Commission’s August 20, 2008 Memorandum Opinion and Order
regarding Comecast’s network management practices for our High-Speed Internet (“HSI”)
service,' Comeast hereby complies with the three filing requirements set forth therein.
Specifically, consistent with Paragraphs 54 and 59 of the Commission’s Order, we submit the
following:

(1) a description of our current approach to managing network congestion
(Attachment A);

(2) a description of the new protocol-agnostic congestion management practices to which
we are transitioning no later than year-end 2008 (Attachment B); and

(3) a compliance plan setting forth the benchmarks that we will meet as part of this
transition (Attachment C). We have also included in this document our plans for direct
communication with our customers during this transition.

' In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internef Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 (Aug. 20, 2008) (“Order™).



Ms. Marlene Dortch
. September 19, 2008
Page 2 of 3

These filings are consistent with our previously announced commitment to transition
away from the congestion management practices we currently use to prevent peer-to-peer
(“P2P”) traffic from degrading our customers’ use and enjoyment of our HSI service to a new set
of protocol-agnostic congestion management practices, and to do so across our network by
December 31, 2008. Over the last several months, we have conducted technical trials to
determine how best to implement a new protocol-agnostic approach to congestion management.
We are making excellent progress and are on track to complete the transition as scheduled. Asin
everything we do, our goal is to ensure continued delivery of a world-class service to all of our
subscribers, while minimizing the impact on any individual users whose traffic must be managed
as part of this process.

We continue to refine the details of our new practices, so we commit to make
supplementary filings in this docket as necessary to keep the Commission (and the public)
informed of any material changes in our plans before we complete the transition to protocol-
agnostic congestion management by year-end. Separate and apart from the requirements of the
Order, we have an ongoing commitment to our customers to provide a world-class Internet
experience. To do so, we must always preserve the flexibility to manage our network in lawful
and appropriate ways. Moreover, we know that clear communication with our customers is
essential to a successful long-term relationship. So we are committed to ensuring that our
customers receive clear, concise, and useful information about the services that we provide.

Even as we adopt the new network management practices described in Attachment B, we
continue to make the investments in network upgrades that will permit us to better prevent
congestion and meet our customers’ ever-increasing demands for bandwidth. For example,
earlier this year we doubled, and in many cases tripled, the upload speeds for almost all of our
existing HSI customers. In addition, since our initial rollout of DOCSIS 3.0 (which currently
offers consumers wideband download speeds of up to 50 Mbps and upload speeds of up to 5
Mbps) in the Twin Cities Region in April, we have continued preparatioris to deploy
DOCSIS 3.0 to up to 20 percent of our footprint by the end of this year, and in many more
markets in 2009.

As all of the Commissioners recognize, the Internet is an engine for innovation and
economic growth. We are proud to be a leader in bringing broadband Internet to consumers all
over the country, adding fuel to that engine. We will continue to work hard to deliver a world-
class service that gives all of our subscribers access to the content, applications, and services that
they demand.



Ms. Marlene Dortch
September 19, 2008
Page 3 of 3

CC:

Please contact me should you have any questions regarding this submission.

Chairman Kevin J. Martin

-Commissioner Michael J. Copps

Commissioner Jonathan S. Adelstein
Commissicner Deborah T, Tate
Commissioner Robert M, McDowell
Daniel Gonzalez

Dana Shaffer

Scott Bergmann

Scott Deutchman

Sincerely,

/s/ Kathryn A, Zachem
Kathryn A. Zachem
Vice President, Regulatory Affairs
Comcast Corporation

Kris Monteith
Amy Bender
Greg Orlando
Nick Alexander
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ATTACHMENT A:

COMCAST CORPORATION
DESCRIPTION OF CURRENT NETWORK MANAGEMENT
PRACTICES



COMCAST CORPORATION . :
DESCRIPTION OF CURRENT NETWORK MANAGEMENT PRACTICES

Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI”) network,
Comcast hereby “disclose[s] to the Commission the precise contours of the network management
practices at issue here, including what equipment has been utilized, when it began to be
employed, when and under what circumstances it has been used, how it has been configured,
what protocols have been affected, and where it has been deployed.”’

L INTRODUCTION

Comeast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the available bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
that degrades their neighbors’ Internet experience. In our experience, over the past several years,
the primary cause of congestion (particularly in the upstream portion of our network) has been
the high-volume consumption of bandwidth associated with use of certain pcer—to—‘peer (“P2P™)
protocolé. In order to tailor our network management efforts to this reality, Comcast’s current
congestion management practices were designed to address this primary contributor to
congestion. Our objective in doing so was to provide all our customers with the best possible
broadband Internet experience in the marketplace.

As described in Attachment B, in response to significant stated concerns of the Internet

community, Comcast had already announced plans to transition away from its P2P-specific

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Indusiry Practices; Petition of Free Press el al. for Declaratory Ruling That
Degrading an Internel Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
*Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 1Y 54, 59 (Aug. 20, 2008) (“Order™).



congestion management practices and terminate them entirely by December 31, 2008, Paragraph
54 of the Order directs Comcast to describe these current practices, and we do so here.2

At the outset, we provide some background on how these practices came into being and
how they work in a general sense. We then provide the greater detail required by the Order,
I, BACKGROUND

To understand exactly how Comcast currently manages congestion on its network, it is
helpful to have a general understanding of how Comcast’s HSI network is designed.®> Comcast’s
HSI network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable
connecting each subscriber’s cable modem to an Optical Node, and fiber optic cables connectiné
the Optical Node, through distribution hubs, to the Cable Modem Termination System
(“CMTS™), v;'hich is also known as the “data node.” The CMTSes are then connected to higher-
level routers, which in turn are connected to Comcast’s Internet backbone facilities. Today,
Comcast has approximately 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers.

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS,
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the “ports” on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)

or receive information from cable modems (upstream) attached to the port. Today, on average,

2 Although the Order focuses entirely on Comcast’s current practices with respect to controlling network
congestion, Comcast’s efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers” ability to control the content that enters their homes.

! The reader may find it useful to refer to the attached glossary for additional explanation of unfamiliar
terms. ’



about 275 cable modems share the same downstream port and about 100 cable modems share the
s.ame upstream port. As will be described later in this document, Comcast’s current congestion
management practices focus solely on a subset of upstream traffic.

Internet usage patterns are dynamic and change constantly over time. As broadband
networks deliver higher speeds, this enables thé deployment of new content, applications, and
services, which in turn leads more and more households to discover the benefits of broadband
Internet services. Several years ago, Comcast became aware of a growing problem of congestion
on its HST network, as traffic volumes, particularly for upstream bandwidth (which is
provisioned in lesser quantities than downstream bandwidth®), were growing 'rapidly and
affecting the use of variou.s .applications and services that are particularly sensitive to latency
(i.e., packets arriving slowly) or jitter (i.e., packets arriving vyith variable delay). |

In order to diagnose the cause of the congestion and expiore means to alleviate it, in May
2005, Comcast began trialing network management technology developed by Sandvine, Inc.

The Sandvine technology identified which protocols were génerating the most traffic and where
in the network the congestion was occurring. After jointly reviewing significant amounts of
usage data, Comcast and Sandvine determined that the use of several P2P protocols was
regularly generating disproportionate burdens on the network, primarily on the upstream portion
of the network, causing congestion that was affecting other users on the network.

As previously explained on the record and described in greater detail below, in order to

mitigate congestion, Comcast determined that it should manage only those protocols that placed

4 This asymmetric provisioning of bandwidth is based on how the vast majority of consumers have
historically used the Internet, i.e., most consumers have been far more interested in how fast they could sutf the web,
how fast they could download files, and whether they could watch streaming video than in uploading large files.
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most
consumers still download much more than they upload, and so we continue to architect our network to optimize the
experience of the vast majority of our users. As usage patterns change over time, so, too, will our provisioning
practices.



excessive burdens on the network, and that it should manage those protocols in a minimally
intrusive way utilizing the technology available at the time. More specifically, in an effort to
avoid upstream congestion, Comcast established thresholds for the number of‘ simultaneous
unidirectional uploads that can be initiated for each of the managed protocols in any given
geographic area; when the number of simultaneous sessions remains below those thresholds,
uploads are not managed. The thresholds for each protocol vary‘depending‘ upon a number of
factors discussed in detail below, including how the particular protocol operates and the burden
that the particular protocol was determined to place on our upstream bandwidth. These
management practices were not baséd on the type (video, music, data, etc.) or content of traffic |
being uploaded.

The Sandvine equipment has been used (1) to determine when the number of
simultaneous unidirectional upload sessions for a particular P2P protocol in a particular
geographic area reaches its pre-determined threshold, and (2) when a threshold is reached, to
temporarily delay the initiation of any new unidirectional upload sessions for that protocol until
the number of simultaneous unidirectional upload sessions drops below that threshold.

III. WHATEQUIPMENT IS UTILIZED?

The specific equipment Comcast uses to effectuate its network management practices is a
device known as the Sandvine Policy Traffic Switch 8210 (“Sandvine PTS 82107). Literature
describing this product is attached. The following sections explain where and how Comcast uses

the Sandvine PTS 8210.



IV.  WHERE HAS THE EQUIPMENT BEEN DEPLOYED AND WHEN AND UNDER
WHAT CIRCUMSTANCES HAS IT BEEN USED? '

Comcast initially began technical trials with the Sandvine PTS 8210s starting in May
2005. Commercial (i.e., not trial) deployment of this equipment took place over an extended
period of time, beginningb in 2006. We achieved wide-scale deployment in 2007

On Comcast’s network, the Sandvine PTS 8210 is deployed “out-of-line” (that is, out of
the regular traffic ﬂow)é.and is located adjacent to the CMTS. Upstream traffic from cable
modems will pass through the CMTS on its way to upstream routers, and then, depending on the
traffic’s ultimate destination, onto Comecast’s Internet backbone. A “mirror” replicates the traffic
flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the
Sandvine PTS 8210, where the protocols in the traffic flow are identified and the congestion
management policy is applied in the manner described in greater detail below. In some
circumstances, two small CMTSes located near each other may be managed by a single Sandvine

PTS 8210.7 The following graphics provide a simplified illustration of these two configurations:

5 Some locations currently have a network design that is different from the standard Comcast network design

because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those
systems from other operators and are in the process of standardizing them. The congestion management practices
described herein are not used in those systems. The locations of our trials have been widely publicized, but
disclosure of proprietary plans regarding the order and timing for network investments and service upgrades would
cause substantial competitive harm. '

8 Comcast deploys the Sandvine PTS 8210 “out-of-line” so as to not create an additional potential “point-of-
failure” (i.e., a point in the network where the failure of a piece of equipment would cause the network fo cease
operating properly). The Sandvine equipment can also be deployed “in-line," which can make the management
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration.

! Although the PTS generally monitors traffic and effectuates policy at the CMTS level, the session
management interface is administered at the Upstream Router, one layer higher in the overall architecture.
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V. . HOWHAS THE EQUIPMENT BEEN CONFIGURED AND WHAT PROTQCOLS
HAVE BEEN AFFECTED?

For purposes of managing network congestion,? the Sandvine PTS 8210 has been
configured to identify unidirectional P2P uploads for the protocols -- identified below -- that
were determined to be the primary causes of upstream congestion.” To do this, the Sandvine
PTS uses technology that processes the addressing, protocol, and header information of a
particular packet to determine the session type. The Sandvine PTSes, as deployed on Comcast’s
network, do not inspect the content, These devices only examine the relevant header information
in the pabket that indicates what type of protocol is being used (i.e., P2P, VoIP, e-mail, etc.).
The equipment used does not read the contents of the message in order to determine whether the
P2P paéket is text, music, or video; listen to what is said in a VoIP packet; read the text-of an e-
mail packet; identify whether any packet contains political speech, commercial speech, or
entertainment; or try to discern whether packets are personal or business, legal or illicit, etc.

The following diagram graphically depicts the session identification technique
undertaken by the Sandvine PTS 8210 as deployed on Comcast’s network. The first layers
include addressing, protocol, and other “header” information that tells the network equipment
what kind of packet it is. .The “content” layer is the actual web page, music file, picture, video,

etc., and is not examined by the Sandvine equipment.

g The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous

functions related to network management and security, including traffic analysis, anti-spam measures, denial-of-
service attack prevention, and other similar functions.

° A “unidirectional upload” session is different from an upload associated with a “bidirectional upload”
session. A session is considered bidirectional when the user is simultaneously uploading to and downloading from
another individual using a single TCP flow. Two of the protocols that are managed, BitTorrent and eDonkey, use
bidirectional sessions; the other protocols only use unidirectional sessions. A large percentage of P2P traffic is
bidirectional and is not managed by these techniques.
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In selecting which 'P2P protoco! uploads to manage, network data were analyzed thai
identified the particular protocols that were generating disproportionate amounts of traffic.
Based on that ana_]ysis, five P2P protocols were identified to be managed: Ares, BifTorrcnt,
eDonkey, FastTrack, and Gnutella. Four of those protocols have been subject to Comcast’s
management practices since Comcast first implemented these practices. Ares was added in
November 2007 after traffic analysis showed that it, too, was generating disproportionate
demands on network resources.

For each of the managed P2P protocols, the PTS monitors and identifies the number of
simultaneous uniditectional uploads that are passed from the CMTS to the upstream router.
Beoause of the prevalence of P2P traffic on the upstream portion of our network, the number of
simultaneous unidirectional upload sessions of any particular PZP protocol at any given time
serves as a useful proxy for determining the level of overall network congestion. For each of the

protocols, a session threshold is in place that is intended to provide for equivalently fair access
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between the protocols, but still mitigate the likelihood of congestion that could cause service
. degradation for our customers,

Developing session thresholds for each P2P protocol must take into account the unique
characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey
use both bidirectional and unidirectional upload sessions, whereas Ares, FastTrack, and Gnutella
only use unidirectional upload sessions.'® And even between BitTorrent and eDonkey, there are
significant differences. The BitTorrent protocol more heavily promotes bidirectional uploads as
compared to eDonkey, so, while they both may have the same total number of sessions,
BitTorrent would have a much higher percentage of bidirectional sessions than eDonkey.
Differences also arise between Ares, FastTrack, and Gnutella. For example, each protocol
consumes different amounts of bandwidth per session (e.g., a high percentage of Ares
unidirectional uploads consume negligible bandwidth).

The following table lays out by protocol the simultaneous unidirectional upload session
thresholds for each protocol as well as the typical ratio of bidirectionai /to unidirectional traffic _
observed on our HSI network for those P2P protocols that use both, and other factors that

contribuie to the overall bandwidth consumption by protocol.

10 Session thresholds are not applied to bidirectional dp]oads 5o as to not interfere with the corresponding -
download. :



Many overhead flows exist for
signaling, using little or no
bandwidth. The session limit is
set higher to account for this.
Ares is typically used for small
files.

BitTorrent | ~20:1 ~160 8 High ratio of bidirectional to
unidirectional flows. The
bidirectional to unidirectional
ratio varies. Typically used for
large files.

eDonkey | ~.3:1 ~42 32 Low ratio of bidirectional to
unidirectional flows. Used for
large files.

FastTrack | (N/A) |24 D4 Typically used for large files.

Gnutella | (N/A) |80 R0 Typically used for small files.

Table 1: Managed Protocols, Relevant Thresholds, and Other Notes

When the number of unidirectional upload sessions for any of the managed P2P protocols
for a particular Sandvine PTS reaches the pre-determined session threshold, the Sandvine PTS.
issues instructions called “reset packéts” that delay unidirectional uploads for that particular P2P
protocol in the geographic area managed by that Sandvine PTS. The “reset” is a flag in the
packet header used to cémmunicate an error condition in communication between two computers
on the Internet. As used in our current congestion management practices, the reset packet is used
to convey that the system cannot, at that moment, process additional' high-resource demands
without creating risk of céngestion. Once the number of simultaneous unidirectional uploads
falls below the pre-determined session limit threshold for a particular protocol, new uploads

using that protocol are allowed to proceed. Some significant percentage of P2P sessions last

" This number reflects the total number of sessions that we estimate are on-going at any moment in time
when the number of simultaneous upload sessions has met the threshold that has been established for that protocol. -
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional .
uploads generally occur quite frequently.
V1. CONCLUSION

Data collected from our HSI netwofk demonstrate that, even with these current
management pracﬁces in place, P2P traffic continues to comprise approximately half of all
upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffic is as much
as two-thirds of total upstream traffic. The data also show that, even for the most heavily used
PZP protocols, more than 90 percent of these flows are unaffected by the congestion
management. ‘Data recently collected from our network show that, when a P2P upload from a
'particular computer was delayed by a reset packet, that same computer successfully initiated a
P2P upload within one minute in 80 percent of the cases. In fact, most of our customers using
PZ'P protocols to upload on any given day never experienced any delay atall,

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast will
end these protocol-specific congestion management practices throughout its network by the end

of 2008.



Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
- network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or

. more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (eMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend™) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes.

Channel Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network,

Comeast High Speed Internet (HIST):

A service/product offered by Comcast for delivering Internet service over a broadband
connection.

Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http.//www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates.

Headend: .

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a *hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http:.//www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers’ local neighborhoods that is
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
‘Nodc to customers’ cable modems. '

Open Sysfem Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach,
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer | — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
data packets that are marked as having higher priority will have higher likelihood of getting
serviced, :

Transmission Control Protocol (TCP):

Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the

" Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program,

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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: COMCAST CORPORATION
DESCRIPTION OF PLANNED NETWORK MANAGEMENT PRACTICES TO BE
DEPLOYED FOLLOWING THE TERMINATION OF CURRENT PRACTICES

‘Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regafding how Comcast manages congestion on its High-Speed Internet (“HSI”) network,
Comecast hereby “disclose[s] to the Commission and the public tﬁe details of the network
management practices that it intends to deploy following the termination of its current practices,
including the thresholds that will trigger any limits on customers” access to bandwidth.”!

L INTRODUCTION & SUMMARY

Comcast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their ngighbors. Although the available bandwidth is
substantial, so, 100, is the demand. Thus, when a relatively small number of customers in a
neighbbrhood place disproportionate demands on network resources, this can cause congestion
that degrades their peighbors’ Internet experience.? The goal of Comcast’s new congestion
management practices will be to enable all users of our network resources to access a “fair share”
of that bandwidth, in the interest of ensuring a high-quality online experience for all of

Corﬁcast’s HSI customers.’

! In re Formal Complaint of Free Press & Pub. Khowledge Against Comcast Corp. for Secretly Degrading

Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem, Op. and Order, FCC 08-183 Y7 54, 59 (Aug. 20, 2008) (“Order”).”

: Although the Order focuses entirely on Comeast’s current practices with respect to controlling network
congestion, Comcast's efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers’ ability to control the content that enters their homes.

3 These congestion management practices are independent of, and should not be confused with, our recent
announcement that we will amend the “excessive use” portion of our Acceptable Use Policy, effective October 1,
2008, to establish a specific monthly data usage threshold of 250 GB per account for all residential HSI customers.
This excessive use threshold is designed to prevent any one residential account from consuming excessive amounts



Importantly, the new approach wﬂl be protocol-agnostic; that is, it will not manage
congestion by focusing on the use of the specific protocols that place a disproportionate burden
on network resources, or any other protocols. Rather, the new approach will focus on managing
the traffic of those individuals who are using the most bandwidth at times when network
congestion threatens to degrade subscribers’ broadband experience and who are contributing
disproportionately to such congestion at those points in time.

Specific details about these practices, including relevant threshold information, the type
of equipment used, and other particulars, are discussed at some length later in this document. At
the outset, however, we present a very high-level, simplified overview of how these practices
will work once they are deployed. Despite all the detail provided further below, the
fundamentals of this approach can be summarized succinctly:

1. Software installed in the Comcast network continuously examines aggregate traffic
usage data for individual segments of Comcast’s HSI network, If overall upstream or
downstream usage on a particular segment of Comcast’s HSI network reaches a pre-
determined level, the software moves on to step two.

2. At step two, the software examines bandwidth usage data for subscribers in the
affected network segment to determine which subscribers are using a disproportionate
share of the bandwidth. If the software determines that a particular subscriber or
subscribers have been the source of high volumes of network traffic during a recent
period of minutes, traffic originating from that subscriber or those subscribers
temporarily will be assigned a lower priority status.

3. During the time that a subscriber’s traffic is assigned the lower priority status, such
traffic will not be delayed so long as the network segment is not actually congested.
_If, however, the network segment becomes congested, such traffic could be delayed.

4. The subscriber’s traffic returns to normal priority status once his or her bandwidth
usage drops below a set threshold over a particular time interval.

of network resources as measured over the course of a month. That cap does not address the issue of network
congestion, which results from traffic levels that vary from minute to minute. We have long had an “excessive use”
Jimit in our.Acceptable Use Policy but have been criticized for failing to specify what is considered to be

" “egxcessive.” The new cap provides clarity to customers regarding the specific monthly consumption limit per
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject
to having his or her Internet service account terminated for one year.
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We have made considerable progress in recent months in formulating our plans for this
new approach, adjusting them, and subjecting them to real-world trials. Market trials in
Chambersburg, PA; Warrenton, VA; Lake City, FL; East Orange, FL; and Colorado Springs, CO
have enabled us to validate the utility of the general approach and collect substantial trial data to
test multiple variations and alternative formulations,

Comcast appreciates the Order’s recognition that Comcast “rﬁay not have finalized the
details of the network management practices that it intends to deploy following termination of its
current practices” by the date of this report,* but our progress to date is sufficient that we do not
need to make the certification contemplated by the Order or postpone disclosing the details of
our current plans. Certainly some additional adjustments -- and possibly material changes -- will
be made as we continue our trials and move forward with implementation. Thus, consistent with
the spirit of the language quoted above, Comcast commits that, until we have completed our
transition to the protocol-agnostic congestion management practices described below, we will
inform the Commission and the public of any material changes to the practices and plans detailed
here, at least two weeks prior to implementation of any such changes.’

II. - IMPLEMENTATION AND CONFIGURATION

To understand exactly how these new congestion management practices will work, it will
be helpful to have a general understanding of how Comcast’s HSI network is designed.
Conlncast’s HSI network is what is commonly referred to as a hybrid fiber-coax network, with
coaxial cable connecting each subscriber’s cable modem to an Optical Node, and fiber optic

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination

4 Order § 55 n.246.
5 We recognize that clear communication with our customers is an important part of a successful long-term
relationship. On an ongoing basis, we will provide our customers with clear, concise, and useful information about
the services that we provide.



"8 The CMTSes are then connected to

Syétem (“CMTS”), which is also known as a “data node.
higher-level routers, which in turn are connected to Comcast’s Internet baékbone facilities.
Today, Comcast has approximately 3300 CMTSes deployed throughout our network, serving :)ur
14.4 million HSI subscribers.-

Each CMTS has multiple “ports™ that handle traffic coming into and leaving the CMTS,
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the ports on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)
or receive information from cable modems (upstream) attached to the port.” Today, on average,
about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. Both types of ports can experience congestion that could degrade the
broadband experience of our subscribers and, unlike with the previous congestion management
practices, both upstream and downstream traffic will be subject to management under these new
practices.

To implement Comcast’s new protocol-agnostic congestion management practices,
Comcast will puréhase new hardware and software that wili be deployed near the Regional
Network Routers (“RNRs”) that are further upstream in Comcast’s netWork. This new hardware
will consist of Internet Protocol Detail Record (“IPDR”) servers, Congestion Management
servers, and PacketCable Multimedia (“PCMM”) servers. Further details about each of these

* pieces of equipment can be found below, in Section III. It is important to note here, however,

é The reader may find it useful to refer to the attached glossary, for additional explanation of unfamiliar
terms.
? The term “port” as used here generally contemplates single channels on a CMTS, but these statements will

apply to virtual channels, also known as “bonded groups,” in a DOCSIS 3.0 environment.
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that, even though the physical location of these servers is at the RNR, the servers will
communicate with -- and manage individually -- multiple ports on multiple CMTSes to
effectuate the practices described in this document. That is to say, bandwidth usége on one
CMTS port wiil have no effect on whether the congestion management practices described
herein are applied to a subscriber on a different CMTS port.

The following diagram provides a simplified graphical depiction of the network

architecture just described:
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Each Comcast HSI subscriber’s cable modem has a “bootfile” that contains certain pieces
of information about the subscriber’s service to ensure that the ser_Vice functions properly.® For
example, the bootfile contains information about the maximum speed (what we refer to in this
document as the “provisioned bandwidth™) that a particular modem can achieve based on the tier
(personal, commercial, etc.) the customer has purchased. Bootfiles are generally reset from time
to time to account for changes in the network and other updates, and this is usually done throﬁgh
a command sent from the network and without any effect on the subscriber. In preparation for
the transition to the new practices, Comcast will send new bootfiles to our HSI customers’ cable
modems that will create two Quality of Service (“QoS”) levels for Internet traffic going to and
from the cable modem: (1) “Priority Best-Effort” traffic (“PBE™); and (2) “Best-Effort” traffic
(“BE”). As with previous changes to cable modem bootfiles, the replacement of the old bootfile
with the new bootfile requires no active participation by Comcast customers.’

Thereafter, all traffic going to or coming from cable modems on the Comcast HSI
network will be designated as either PBE or BE. PBE will be the default statﬁs for all Internet
traffic coming from or going to a particular cable modem. Traffic will be designated BE for a
particular cable modem only when both of two conditions are met:

* First, the usage level of a particular upstream or downstream port of a CMTS, as

measured over a particular period of time, must be nearing the point where congestion
could degrade users’ experience. We refer to this as the “Near Congestion State” and,

based on the technical trials we have conducted, we have established a threshold,
described in more detail below, for when a particular CMTS port enters that state.

8 No personal information is included in the bootfile; it only includes information about the service that the
subscriber has purchased.

° A very small percentage of Comcast’s HSI customers use first-generation cable modems that cannot
support the new congestion management practices. These cable modems will not receive the new bootfiles and,
after December 31, 2008, those cable modems will not be subject to congestion management and all their traffic
effectively will be designated PBE, These older cable modems have less capability to utilize significant amounts of
bandwidth and will, in any event, be replaced over time. '



* Second, a particular subscriber must be making a significant contribution to the
bandwidth usage on the particular port, as measured over a particular period of time.
We refer to this as the “Extended High Consumption State” and, based on the
technical trials we have conducted, we have established a threshold, described in
more detail below, for when a particular user enters that state.

When, and only when, both conditions are met, a user’s upstream or downstream traffic
(depending on which type of port is in the Near Congestion State) will be designated as BE.
Then, to the extent that actual congestion occurs, any delay resulting from the congestion will
affect BE traffic before it affects PBE traffic.

We now éxplain the foregoing in greater detail.

A, Thresholds For Determining When a CMTS Port Is in a Near Congestion
State '

For a CMTS port to enter the Near Congestion State, traffic flowing to or from that
CMTS port must exceed a specified level (the “Port Utilization Threshold”) for a specific period
of time (the “Port Utilization Duration™). The Port Utilization Threshold on a CMTS port is
measured as a percentage of the total aggregate upstream or downstream bandwidth for the
particular port during the relevant timeframe. The Port Utilization Duration on the CMTS is
measured in minutes.

Values for each of the thresho’lds to be used as part of this new management technique
have been tentatively established after an extensive process of lab tests, simuiations, technical
trials, vendor evaluations, customer feedback, and a third-party consulting analysis. In the same
way that specific anti-spam or other network management practi-ces are adjusted to address new
issues that arise, it is a near certainty that these values will change in both the short-term énd the
long-term, as Comecast géthers more data and performs additional analysis resulting from wide-
scale deployment of the new technique. Moreover, as with any large network or software

system, software bugs and/or unexpected errors may arise, requiring software patches or other
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corrective actions. As always, our decisions on these matters will be driven by the marketplace
imperative that we deliver the best possible experience to our HSI subscribers.

Given our experience so far, we have determined that a starting point for the upstream
Port Utilization Threshold should be 70 percent and the downstream Port Utilization Threshold
should be 80 percent. For the Port U-ti]ization Duration, we have determined that the starting
point should be approximately 15 minutes (although some technical limitations in some newer
CMTSes deplbyed on Comcast’s network may make this time period vary sl‘ightly)'. Thus, over
any 15-minut_e period, if an éverage of more than 70 percent of a port’s upstfeam bandwidth
capacity or more than 80 percent of a port’s downstream bandwidth capacity is utilized, that bort
will be determined to be in a Near Congestion State.

Based on the trials to date, we expect that a typical CMTS port on our HST network will
be in a Near Congestion State only for relatively small portions of the day, if at all, though there
is no way to forecast what will be the busiest time on a particular port on a particular day.
Moreover, the trial data indicate that, even when a particular pott is in a Near Céngestion State,
the instances where the network actually becomes congested during the Port Utilization Duration
are few, and managed users whose traffic is delayed during those congested periods perceive
little, if any, effect, as discussed below.

B. Thresholds For Determining When a User Is in an Extended High
Consumption State and for Release from that Classification

Ongce a particular CMTS port is in a Near Congestion State, the software examines

whether any cable modems are consuming bandwidth disproportionately.'® For a user to enter an

10 Although each cable modem is typically assigned to a particular houschold, the software does not (and

‘cannot) actually identify individual users or analyze particular users traffic, For purposes of this report, we use
“cable modem,” “user,” and “subscriber” interchangeably to mean a subscriber account or user account and not an
individual person.



Extended High Consumption State, he or she must consume greater than a certain percentage of
his or her provisioned upstream or downstream bandwidth (the “User Consumption Thresﬁold”)
for a specific length of time (the “User Consumption Duration”). The User Consumption
Threshold is measured as a user’s consumption of a particular percentage of his or her total
provisioned upstream or downstream bandwidth (the maximum speed that a particular modem
can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., if a
user buys a service with speeds of 8 Mbps downstream and 1 Mbps upstream, then his or her
provisioned downstream speed is 8 Mbps and provisioned upstream speed is 1 Mbps).'' The
User Consumption Duration is measured in minutes.

.Following lab tests, simulations, technical trials, customer feedback, vendor evaluations,
and a third-party consulting analysis, we have determined that the appropriate starting point for
the User Consumption Threshold is 70 percent of a subscriber’s provisioned upstream or
downstream bandwidth, and that the appropriate starting point for the User Consumption
Duration is l‘5 minutes. That is, when a subscriber uses an average of 70 percent or more of his
or her provisioned upstream or downstream bandwidth over a particular 15-minute period, that
user will be in an Extended High Consumption State.'> As noted above, these values are subject
to change as necessary in the same way that specific anti-spam or other network management
practices are adjusted to address new issues that arise, or should unexpectéd software bugs or

other problems arise.

" Because the User Consumption Threshold is a percentage of provisioned bandwidth for a particular user

account, and not a static value, users of higher speed tiers will have correspondingly higher User Consumption
Thresholds.

2 The User Consumption Thresholds have been set sufficiently high that using the HST connection for VoIP
or most streaming video cannot alone cause subscribers to our standard-level HSI service to exceed the User -
Consumption Threshold. For example, while Comcast’s standard-level HSI service provisions downstream
bandwidth at 6 Mbps, today, streaming video (even some HD video) from Hulu uses less than 2,5 Mbps, a Vonage
or Skype VoIP call uses less than 131 Kbps, and streaming music uses less than 128 Kbps.
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Based on data collected from the trial markets where the new management practices are
being tested, on average less than one-third of one percent of subscribers have had their traffic
priority status changgd to the BE state on any given day. For example, in Colorado Springs, CO,
the largest test market, on any given day in August 2008, an average of 22 users out of 6,016

_total subscribers in the trial had their traffic priority status changed to BE at some point during
the day.

A user’s traffic is released from a BE state when the user’s bandwidth consumption drops
below 50 percent of his or her provisioned upstream or downstream bandwidth for a period of
approximately 15 minutes. These release criteria are intended to minimize (and hopefully
prevent) user QoS oscillation, i.e., a situation in which .a particular user could cycle repeatedly
between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis
and recommendations regarding Comcast’s trials and related congcstion»managemeﬁt work,
suggested this approach, which has worked well in our ongoing trials and lab testing.”® In trials,
we have observed that user trafﬁc rarely remains in a managed state longer than the initial 15-
minute period.

Simply put, there are four steps to determining whether the traffic associated with a
particular cable modem is designated as PBE or BE: |

1. Determine if the CMTS port is in a Near Congestion State.

2. If yes, determine whether any users are in an Extended High Consumption State.

3. Ifyes, change those users’ traffic to BE from PBE. If the answer at either step one or
step two is no, no action is taken.

B NetForecast, Inc. is an internationally recognized engineering consulting company that, among other

things, advises network operators and technology vendors about technology issues and how to improve the
performance of a network. :
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4. Ifauser’s traffic has been designated BE, check user consumption at next interval, If
user consumption has declined below predetermined threshold, reassign the user’s
traffic as PBE. If not, recheck at next interval, )

The following diagram graphically depicts how this management process would work in the case
of a-situation where upstream port utilization may be reaching a Near Congestion State (the same
diagram, with different values in the appropriate places, could be used to depict the management

process for downstream ports, as well):

( Analysis & Decision-Making Flaw Using an Example of an Upstream Port That May Be Approaching Congestion )

Chack CMTS
Ulitization

THEN, AT NEXT Change User's |
ALYSIS POINT. U Traffic

(~15 MINS) 4 from POE 10 86

NO,

Diagram 2: Upstream Congestion Management Decision Flowchart

C. Effect of BE Quality of Service on Users’ Broadband Experience

When a CMTS port is in 2 Near Congested State and a cable modem connected to that

port is in an Extended High Consumption State, that cable modem’s traffic will be designated as
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BE. Depending upon the level of congestion in the CMTS port, this designation may or may not
result in the user’s traffic being delayed or, in extreme cases, dropped before PBE traffic i_s
dropped.' This is because of the way that the CMTS handles traffic. Specifically, CMTS ports
have what is commonly called a “scheduler” that puts all the packets coming from or going to
cable modems on that particular port in.a queue and then handles them in turn, A certain number
of packets can be processed by the scheduler in any given moment; for each time slot, PBE
traffic will be given priority access to the available capacity, and BE traffic will be processed on
a space-available basis.

A rough analogy would be to busses that empty and fill up at incredibly fast speeds. As
empty busses arrive at the figurative “bus stop” -- every two milliseconds in this case -- they fill
up with as many packets as are waiting for “seats” on thc bus, to the limits of the bus’ capacity.
During non-congested periodé, the bus will usually have severa.l empty seats, but, during
congested periods, the bus will fill up and packets will have to wait for the next bus. It is in the
congested periods that BE packets will be affected. If there is no congestion, packets from a user
in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on
the other hand, there is congestion in a particular instance, the bus may become filled by packets
in a PBE state before any BE packets can get on. In that situation, the BE packets would have to
wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two-
millisecond increments, so even if the packets miss 50 “busses,” the delay only will be about

one-tenth of a second.

" Congestion can occur in any IP network, and, when it does, packets can be delayed or dropped. As a result,
applications and protocols have been designed to deal with this reality. Our new congestion management practices
will ensure that, in those rare cases where packets may be dropped, BE packets will be dropped before PBE packets
are dropped.
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During times of actual network congestion, when BE traffic might be delayed, there are a
variety of effects that could be experienced by a user whose traffic is delayed, depending upon
what applications he or she'is using. Typically, a user whose traffic is in a BE state during actual
congestion may find that a webpage loads sluggishly, a peer-to-peer upload takes somewhat
longer to complete, or a VoIP call sounds choppy. Of course, the same thing could happen to the
customers on a port that is congested in the absence of any congestion management; the
difference here is that the effects of any such delays afe shifted toward those who have been
placing the greatest burden on the network, instead of being distributed randomly among the
users of that port without regard to their consumption levels.

NetForecast, Inc. explored the potential risk of a worst-case scenario for users whose
traffic is in a BE state: the possibility of “bandwidth starvation” in the theoretical case where
100 percent of the CMTS bandwidth is taken up by PBE traffic for an extended period of.time.
In theory, such a condition could mean that a given user whose traffic is designated BE would be
. unable to effectuate an upload or download (as noted above, both are managed separately) for
some period of time, However, when these management techniques were tested, first in
company testbeds and. then in our real-world trials conducted in the five markets, such a
theoretical condition did not occur. In addition, trial results demonstrated that these management
practices have very modest real-world impacts. To date, Comcast has yet to receive a single
customer complaint in any of the. trial markets that can be traced to the new congestion
management practices, despite having broadly publicized its trials.

Coxﬁcast will continue to monitor how user traffic is affected by these new congestion
management techniques and will make the adjustments necessary to ensure that all Comcast HSI |

customers have a high-quality Internet experience.
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III. EQUIPMENT/SOFTWARE USED AND LOCATION

The above-mentioned functions will be carried out using three different types of
application servers, supplied by three different vendors. As mer;tioned above, these seﬁem will
be installed near Comcast’s regional network routers. The exact locations of various servers
have not been finalized, but this will not change the fact that they will manage individual CMTS
ports.

The first application server will be an IPDR server, which will_collect relevant cable
modem volume usage information from the CMTS, such as how many aggregate upstream or
downstream bytes a subscriber uses over a particular period of time.!> Comcast has not yet
chosen a vendor for the IPDR servers, but is in active negotiations with several vendors.

The second application server is the Sandvine Congestion Management Fairshare
(;‘CMF”) server, which will use Simple Network Management Protoco! (“SNMP”) to measure
CMTS port utilization and detect when a port is in. a Near Congestion State. When this happens,
the CMF server will then query the relevant IPDR data for a list of cable modems meeti‘ng the
criteria set forth above for being iﬁ an Extended High Consumption State,

If one or more users meet the criteria to be managed, then the CMF sérver will notify a
third application server, the PCMM application server developed by Camiant Technologies, as to
which users have been in an Extended High Consumption State and whose traffic should be
" treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffic
for specific cable modems with a BE QoS, and for tracking and managingAthe state of such
CMTS actions." If no users meet the criteria to be managéd, no users will have their traffic

managed.

13 TPDR has been adopted as a standard by many industry organizations and initiatives, such as CableLabs,
- ATIS, ITU, and 3GPP, among others.
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The following diagram graphically depicts the high-level management flows among the

congestion management components on Comcast’s network, as described above:

(Slmplilled Diagram Showling High-t.evel Management Flows Relevant to the Naw Prac“cas)
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Diagram 3: High Level Management Flows
IV.  CONCLUSION
Comcast’s transition to protocol-agnostic congestion managément is already underway,
and Comecast is on schedule to meet the benchmarks set forth in Attachment C in order to
complete the transition by Decemiber 31, 2008. As described above, the new approach will not
manage congestion by focusing on managing the use of specific protocols. Nor will this
approach use “reset packets.” Rather, t.he new approach will (1) during periods when a CMTS

port is in a Near Congestion State, (2) identify the subscribers on that port who have consumed a
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disproportionate amount of bandwidth over the preceding 15 minutes, (3) lower the priority
status of those‘subscribers’ traffic to BE status until those subscribers meet the release criteria,
and (4) during periods of congestion, delay BE traffic before PBE traffic is delayed. Our trials
indicate that these new practices will ensure a quality online experience for Iall of our HSI

customers.
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Basic Glossary
Cable Modem;

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
-network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (¢éMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and

interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes. :

Channel Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers, Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax): |

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comcast High Speed Internet (HSI):

A service/product offered by Comcast for delivering Internet service over a broadband
connection.

-Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates.

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node: .

A component of the HFC network generally located in customers’ local neighborhoods that is
-used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to custormers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layeted approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical -

Port:

A port is a physical interface on a device used to connect cables in order to connect with-other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port,

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer, For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
data packets that are marked as having higher priority will have higher likelihood of getting
serviced. ' :

Transmission Control Protocol (TCP):

-Set of standard rules for reliably communicating data between programs operating on computers,
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website,
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COMCAST CORPORATION :
NETWORK MANAGEMENT TRANSITION COMPLIANCE PLAN

1. New Network Management Practices. Comcast is preparing to transition to new, protocol-
agnostic practices for managing congestion on our High-Speed Internet (“HSI”) network
(“congestion management”). We will complete that transition across our HSI network by
December 31, 2008. We provide more details about these new practices, and detailed
information about some of the hardware and software referenced in this document, in
Attachment B.

2. Trials. Comcast is currently performing technical trials of the new congestion management
practices in the following communities: Chambeérsburg, PA; Warrenton, VA; Lake City, FL;
East Orange, FL; and Colorado Springs, CO. If Comcast management deems it necessary to
conduct additional frials, they will be announced on Comcast’s Network Management Policy
page, located at hitp://www.comcast.net/networkmanagement/.

3. Benchmarks. Comcast expects to meet the following benchmarks in our transition to the
new protocol-agnostic congestion management practices:

a. October 15, 2008. Comcast will have completed installation of the PacketCable
Multimedia and Internet Protocol Detail Record servers, and will have begun
instaliation of the Congestion Management Fairshare servers. These servers, and
other hardware used for the new congestion management practices, are described in
detail in Attachment B.

b. November 15, 2008. Comcast will have begun commercial (i.e., not trial) “cut-
overs” to the new congestion management practices on a market-by-market basis.
Once the equipment is in place in a particular area, this involves Comeast installing a
software update to our customers’ cable modems in that area, launching the software
for the new protocol-agnostic congestion management practices in that area, and
disabling the current congestion management techniques in that area.

c. December 31,2008, Comcast will have completed the deployment of all hardware
and software needed to implement our new congestion management practices, and
will have completed the “cut-overs” to the new, protocol-agnostic congestion
management practices. We will also have discontinued the protocol-specific
congestion management practices throughout our network.

-d. January 5, 2009. Comcast will report to the FCC that we have discontinued our
protocol-specific congestion management practices throughout our network, and that
we have completed transitioning to the new congestion management practices.

4, Information Sharing. Comcast will take the following steps to provide timely information
to our customers about the transition to our new congestion management practices. We
intend for our disclosures to be clear, concise, and useful to the average consumer.



a. Congestion Management Trials. Comcast already provides information about the
trials of our new congestion management practices on our Network Management
Policy page. Information about any additional trials will be posted there.

b. Revision of Acceptable Use Policy. Comcast will take the following two steps with
regard to revising our Acceptable Use Policy (“AUP”).

i. Comcast will revise our AUP to explain that our network congestion
management practices may include tempotarily lowering the priority of traffic
for users who are the top contributors to current network congestion. This
new AUP will be published on October 1, 2008,

ii. By January 1, 2009, Comcast will publish an amended AUP to reflect the
discontinuation of the current protocol-specific congestion management
practices, as well as any other necessary and appropriate updates.

c. Customer Disclosures. Comcast will take the following steps to inform our
customers of the new congestion management practices.

i. Attachment B, detailing Comcast’s planned network management practices, as
filed with the Commission on September 19, 2008, will be posted by midnight
on that date to Comcast’s Network Management Policy web page.

ii. Comcast will, by midnight on September 19, 2008, provide new Frequently
Asked Questions that explain these developments clearly, and will continue to
post on our Network Management Policy web page updated information about
the new congestion management practices.

iii. At least two weeks prior to the first commercial (i.e., not trial) deployment of
the new congestion management practices, Comcast will send e-mail
notifications to the primary Comcast.net e-mail address associated with each
customer regarding the new congestion management practices, informing
them of the AUP revisions, and directing them to Comcast’s Network
Management Policy page for FAQs and other information. These
developments will be further publicized through announcements at
http://www.comcast.net.

d. Customer Support. Comcast will also answer customer questions on our Customer
Support Forums page, located at http://forums.comeast.net/, which is available to all
Comcast HSI customers. A link from the Network Management Policy page to the
Customer Support Forums will also be provided.

5. Management Responsibility. The transition to these new practices and the discontinuation
of the old practices is a high-priority effort. The project is being led and overseen at a senior
executive level, The actual engineering and operations work is a joint project of the Office
of the Chief Technology Officer and National Engineering & Technical Operations. In
addition, regular customer communications and messaging are overseen by the company’s
Online Services business unit representatives.
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6. Employee Training. Educational materials about the new protocol-agnostic practices are
being developed for broad distribution throughout the relevant business units in Comcast.
All affected employees in those business units. will receive appropriate training about
Comcast’s transition to the new protocol-agnostic congestion management practices.
Detailed technical customer inquiries about the new practices will be directed to the
representatives in the Online Services business unit who will be trained to deal with such
questions.

7. FCC Notification of Material Changes. Comcast will make supplementary filings with the
Commission as necessary to keep the FCC (and the public) informed of any material changes
in our plans before the transition to protocol-agnostic congestion management is completed
at year-end.
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2001 Pennsylvania Ave., NW
* Suile 500

Washingten, DC 20008

202.379.7100 Tol

202.466.7718 Fax

wwy.comeast.com

(Comcast . o

January 5, 2009

" VIAECFS

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No, EB-08-TH-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling That Degrading an Internet Application Violates the
FCC'’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. (7-52

Dear Ms. Dortch:

In accordance with the Compliance Plan filed by Comcast on September 19, 2008, and
consistent with the voluntary agreement that Comcast announced on March 27, 2008,% Comeast
hereby notifies the Commission that, as of December 31, 2008, Comcast has ceased employing
the congestion management practices described in Attachment A of Comcast’s filing of
September 19, 2008." We have published a revised Acceptable Use Policy
(http://www.comeast.net/terms/use/) and updated our Network Management web page
(http://www.comcast.net/networkmanagement) to reflect the discontinuation of these practices.
We also hereby notify the Commission that we have instituted the congestion management
practices described in Attachment B of our September 19™ filing throughout our high-speed
Internet n_etwork.4 Consistent with our letter of September 19"‘, Comecast will continue to refine
and optimize these congestion management practices to deliver the best possible broadband

! See Ex Parte Letter of Kathryn A. Zachem, Comcast Corp., to Marlene H. Dortch, Secretary, FCC, wC
Docket No. 07-52, File No, EB-08-1H-1518, at 2 & Attachment C, at 1 (Sept. 19, 2008) (“Comcast Disclosures”).

2 See Ex Parie Letter of David L. Cohen, Comcast Corp., to Chairman Kevin J. Martin ef al., FCC, WC
" Docket No. 07-52 (Mar. 27, 2008).

3 See Comcast Disclosures, Attachment A.

4 See id Attachment B,



Ms. Marlene Dortch
January 5, 2009 -
Page 2 of 2

experience for our customers, and we will continue to provide our customers with clear, concise,
and useful information about the services we provide.

The Internet continues to be an engine for innovation and economic growth. We are
proud to be a leader in bringing broadband Internet to consumers all over the country, serving
some 14,7 million broadband subscribers, and adding fuel to that engine. We will continue to

~work hard to deliver a world-class service that gives all of our subscribers access to the content,
applications, and services that they demand.

Please contact me should you have any questions regarding this submission.

Sincerely,

/s/ Kathryn A. Zachem
Kathryn A. Zachem
Vice President,
Regulatory and State Legislative Affairs
‘Comcast Corporation

cc: Chairman Kevin J, Martin
Commissioner Michael J. Copps
Commissioner Jonathan S, Adelstein
Commissioner Robert M. McDowell

Daniel Gonzalez Kris Monteith
Dana Shaffer fan Dillner
Scott Bergmann Scott Deutchman

Nick Alexander
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@OmCQSt_ customerCentral

Halp

Home ' Account & Bilt sers & Seltings ! Iternet ! Vaice
P

Overvisw  Billing  High-Spood Intemot . Cable TV Digital Volco

Fréq(sently Asked Questions about Network Management

Comcast is committed lo providing the bast online experiance possible for all of its customars. The company uses reasonable
network g that are i wilh industry Comeaal mainiains an A Usa Policy ("TAUP*}
localad al hitp.ravew comeastoalllarme/uses for ts Comeast High-Spead Inemet Service cusiomers. The AUP and thess FAQs
discuss why Comcas! manages its network and how it may do so.

The q y Asked O are i to help clarify whal Comcas! means by nstwork management.
Why doas Comoast manaae {8 notwork?

doas Comcast menaga iis. L

Does network managemient ghangs.ever time?

Haw will the now tochnique work?

Will the technlqus target P28 or.other.applications. or moke decisians about the sentent of my traliic?

How.dans the naw netwerk managemant teshinlque. impast me and my use of the Gomeast High Speed Intemet service?

Haw often.does Consast expest to uaaihis jachnlque?

Can.you give me some "real world!: examples of how .much bandwidih consumption would ke considered teo much? Fer
example. bow many_moyvigs wowld I have to dewnload to. ke.altected by this new technique?

Haw.will customers know.they.are.balng. manoged?

Poea this teshuique apply to both C: ial and. {dent] viges?

Hew.isshixanneuneeman.colaied So.sherecant 260.GR.menthiy. usage thresheld?.

Is_Camoaat Digital Volce affected by this technlque? What about other VoIP providers?

bout

s

#5t.com apd sireaming.vidpo. nloade? Whet will hoppen to them?.
Rosn Comeant block peer-io:pesr ['R2E") traffic or applications like RitTorrans, Grutelia. or others?
Pogs.Caingast discriminate against purticular types. of onling gontent?

Why does Comcast managa its network?

Comcast manages ils aslwork with one goal: ko deliver the best possible Internet exp o all of fis s. High-
spead bandwidth and natwark ars nol unlimited. M; the natwork is assential o promole the use and enjoyment of
(ha Inlerel by Bl of our We use network practices thal arg with industry

Wae also try lo use tools and that are il ive. Jusl as the intemet continues [o change and evolve, so loo,

will our nehwork management practicss 1o addrass the challenges and threats on the Internal.

All tnieme! service providers need to manage their astworks and Comceasl is no different. In facl, many of them use the same or

similar loals that Comcast doas. IF wa didn't manage our nstwork, our customars would bs subjeci to the negalive effecls of spam,

viruses, security altacks, network congeslion, and other riska and dagradations of 1he service. By engaging in reasonable and
natwork g Comcast can deliver the best possibla Intemet i to allolits

How does Comoast manage its network?

Comcast uses various tools and techniques lo manage iis network, dakiver the Service, and ansure compliance with the Acceptable

Uss Policy and the Comcast Ag for ial Servicas al htip:/iwww.comcast. i These tools
and technigues are dynamic, like Ihe network and its usage. and can and do changoe frequenily. For axample, thase nielwork
managament aclivilies may include identifying spam and praventing its delivary to e-mall

Infemal Iralfic and proventing the distribution of viruses or alher harmiul code or content and using other tools and lechniquss that
Comcasi may be requited to implemen in order io meet its goal of delivering the bes! possible broadband Intornet experience 1o all
of its cusiomers.

Doos network management change over lime?

Yos. Tha Itarnat is highty dynamic. As the Interne! and related lechnologies continue to avolve pnd advance, Comcast's network
management tools will evolve and kesp pace 5o thal we can deliver uy: excallent, reliable, and safe onfine experience to all of our
cuslomers.

In March 2008, we announced that by the end of ths yaar, Comcast would swilch to & new network management techniqus for
managing congeslion on Comcast's High Spaed Iniemel network. Effective Decembar 31, 2008, we have completed (his transifion,
which is now parl of our daily busil paralions for ging gestion on our network. (See more FAQs about that in this
seclion.) .

How will the new technique work?
The new network congestion managemenl practics works as follows:

If & carlaln area of the nelwork nears a siae of congostion, the tachmique will ensure hal sll cusiomers have a fair share of accass
1o the network 11 will idnlify which cusiomer accounls are using the greatast amounts of bandwidth and their Interne! Iraffic will be
temporarily managed until tha pariod o congestion passes. Cuatomers will still be able o do anything they want to onling, and meny
achvilies will ba unakecled. but lhey could experience fhings like: longer limes 1o download or upload files. surhing the Web may
seem somewhal slowsr. or piaying games online may seem somewhal shiggish.

The new techniqus does nat manags congestion basad on the onkna aclivilies, p Is or ications & uses, rather il
only focuses on Ihe heaviest users in real ime, 80 the periods of congesiion could be vary flaating and sporadic.

1t i Important lo nale Ihat the effect of this technigue 18 lemporary and it has nothing lo do with aggregate monihly dale usage.
Rather. itis dynanwc and based on prevailing natwork condilions as well as very racant date usage.

Will thn technique targot P2P or othor icati or make i about the contant of my traffic? . .

”~

Top Billing FAQs

* How do ¥ make a one-time payment ,
online?

® I 1 signed up for Comcast's Ecobil!
process, how will I be notified of my
monthly bili or that my ebili is
available for viewing?

& How do I cancel automatic
payments?

* How do I set up automatic
paymants?

+ How do I change the account that my
Automatic Monthly Payments are
withdrawn from?

« CanI manage and pay my bili online?

» Dol have to be registered to make a
bill payment or view my bil} online?

e What if my payment s fate? -

More Billing FAQs




No. The new tachnigua is “protocol-agnaslic,” which means that the system doas nol manags gostion basad on the applicafl
being used by customers. il is contant neulral, so it does not depend on the type of conient thal is generating Iratfic congestion. Said
another way, traffic is congesti not based on thelr applicalions, but based on current network condilions and
racenl byles iransferred by users.

How dons the new aetwork

que impact ma and my use of the Comeast High Speed Internet servica?

‘Wilh this new lechniqus, most customara will notice no change in their Intemet i The goal of i islo
enabis ak users ta have accass 1o a fair shara of tha network at peak fimes, whsn cong i y otcure. C
management facuses on the ption activity of individuat that are using a disproportionate amouni of

bandwidth. As a result, and based on our tachnical trials of this lechniquae, wa expacl Ihat the large majority of customers will not be
Bffected by if. In fact, basesd on consumsr data collacled from these irists, we found that on averaga less than 1% of our high-speed
Internel cusiomers ara aflected by the approach.

How oftan does Comcast expnct to use this techniqua?

Based on market tnals conducied this summer, Comeas! expacis that select portions of the netwark will be In 8 congasted state only
{or relalively small portions of the day, if at al)

’ During these trials, Comeast did nol raceive a single customer complaint thal could bs iraced io this new congestion managament
praclice, despile having publicized the trials and notifying customers invoived In the trials via o-mail.

Comcas! will conlinua to monilar how usor traffic is affected by these new congestion management techniques and will maka the
i y Y to ensurs 1hat our Camcast High-8peed Intemsl cusiomers have a high-guality online
expenence.

Can you give me sonte “resl world" of how much b
example. how many movies would | have ta toad to bo by this now

would be d too much? For

Since the lachnique is dynamic and wotks in real lime, the answer really depends on a number of factors Including overall usage,
fime of day and the number of applicalions a cusiomer might be nimning at the samoe flme. Firsi, the local network must be
approuching 8 congesiad stale for our new tachnique fo even look for iraffic to manape. Assuming that Is the case, customera’
atcounts musl excead a certain p ge of thair ar (both currenty set at 70%) bandwidth for longer then a
cartain period of time. currently set at fifteen minules. "

A significani amounl of normal Intemat usage by our cusiomers does aol last thal long. For xample, mast downloads would have
completad within that tima, and tha majority of sireaming and downloading whl nof exceed the thrashold fo be allglble (or congestion
managament. And the majonty of longer-running applications, such as VelP, video conferencing, and sireaming video conlent
{including HD sireaming on most sites) will not exceed these ihreshalds either,

The point of the technique is to deliver the besl overall online i possiblo, The should help ensure thel all
customars gel their fair share of bandwidth resources to enjoy &l that the Internet has to offer and thal includes surfing the wab,
reading emails, d movies, ing ing video, gaming or listening fo music,

How will ustomers know they are baing managed?
Wa ara exploring ways o creale naw loals that will let customers know when the management is occurring.

Wa bakeve this sor of congestion notificalion should ba an Interne! standard and have been discussing this issue in lechnical bodies
fike the Inlemet Enginsering Task Forca. We beligve tha use of Inlernet Standards for such a real-lime nolificalion 15 important as
applications devalopers can wrile for netwarks beyond the Comcasl network. However we are planning to develop a capability that
may enable a customer to ses il lhey were managed in the past, though this is nof yal ready for tesfing.

Does this tochnique apply to both Commercial and Residential services?
Yos

How is ihis announcement related to iha racent 250 GB monthly usage threshold?

The two are complslely separate and distinct T)w new i iqus is based on real-ime Internel activily.

The goal is lo avoid congesiion an aur network that is being caused by the heaviest users. The techniguo ls differant from the racent
that 250 is the aggregale monfhly usage threshald that defines excassive use.

Is Camcast Digital Volce affectod by this technlyue? What about other ValP praviders?
Gomcast Digilal Voica is » separale facilities-based IP phone service that is not atfected by this techniqus.

Cemcasl customers who use VolP providers thal zely on delivering calls over tha public inleret who are also using a

amount of idth during & period when this network managemant technique goes Into effect may expafience &
dag:ads!hr\ of Lheir cai quality al times of network congestion. It is important to note, however, that VoIP calling in and of liseif doay
not use a signi amount of f , our real-world testing of this techaique did not indicate any slgnificant

change in the quality of VoiP calls, even for managed customer traffic during periods of cangestion.

. What about Fancast.com and streaming video or video dawnlosds? What will happen to tham?

During periods of cangestion, any customars whe are using 8 disp amount of h ~ no matier what typa or content
af the online ackvily (for example, it does not matter i the content is coming from & Comcast owned site like Fancest.com or not) -
may be aifecied by this lechnique.

Our lechnique aisc has no ability o the applicalions or p being used o the content, sourca or deslination.

Does Comenst block peer-o-peor {"P2P"} traffic or applications like BitTarrent, Gnutelta. or others?

No. Comeas! does no! block P2P irafiic o applicalions fike BitTomrent, Gnutalla, or othars as parl of its current netwark congastion
management technique.

Dons Comeast dinariminata against particular types of onlina content?

No. Comcast provides its cuslomers with full accesa fo all the contant, services, and applications thal the Internet has 1o offer.
However. we are 1o p '] {rom spam, phishing, and alher unwanted or harmful enline content and
activilies. Comeast uses indusiry siandard tools and genarally accepted basi praciices end policies to help il meat this cuslomer
commitment in cases where These lools and policies identify certain ontine content as harmful and unwanled, such as spam or
phishing Web siles, ihls conlent is usually pt d from ing In cthar casses, these lools and policies may permit
customars o «dentify certain conlent that is not cleary harmiut or unwanted, such ss bulk e-mails or VWab sites with questionable
sacusily ralings. and anabla those cuslomers ta inspact tha confent further if hey want 1o do B0

Add Comcast Sarvices Fruter HinhSnewd bitarnnt © Pinital tehte . Tunital Vniea

Hinh Dafinitlon TV
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comcast.net Acceptable Use Policy

TERMS OF SERVICE; Web Swrvlovs Torms. Of8enviée | Subseclber Agroement | Acsepkahe Use Polley. | Network Management | Report Abiet To Sameast

COMCAST ACCEPTABLE USE POLICY FOR HIGH-SPEED INTERNET SERVICES ’ -
Contents

1. Prohikitod Usen and Agtivilies

01 Customer Condust and Fratures of the Servige

. k Mana it and imi on Data Con:

V. Viplation of this Acaopiable Use.Religy
!._C.omzr!gm.lvulﬂlmmLM.ill.u.nnlm Copyright Act Requirements.

Why Is Comcast providing this Policy to me?

Comcast's gos! is to provide its cuslomers with Ihe best residential cable Inteme! service possible. In order to help accomplish this, Comcast has adopted this Acceptable Use Palicy (the *Policy”). This

Palicy oullines accaptable use of the Comeast High-Spesd Interet service (the "Service”). This Policy s in addition to &ny restrictions contained in the C t Ag for Services {the
S iber Ag ) at hitp:iwww.comeast.netiterms/subscriber/. The Frequently Asked Questions (*FAQs") at hitp:/thelp.comeast.not! Include explanations of how Comcast

implements and applies many of the provisions contalned in this Policy. All capitalized terms usad In this Policy that are not defined here have the maanings pgiven to them in the Subscriber Agresment,

What obligations do I have under this Policy?

Alt Comcasli High-Speed Intarnet customers and all others who use the Service (the *customer,” “ussr,” *you,” or "your”) must comply with this Policy. Your faifure-to comply with this Policy could resuit In
the suspension or termination of your Service accounl. if you do not agree to comply with this Policy, you must immediafely slop all use of the Service and notify Comcasl 8o that It can close your
account.

How will I know when Comcast changes this Policy and how do I report violations of it?

Comeast may revise this Pollcy from time lo time by posting a new version on the Web slte at hitp://www.comeast.net! or any successor URL(S) (the *Comcastnet Wab site”). Comcast will use
reasonsble sfforts to make cusiomers aware of any changes ta this Policy, which may include ing &-mail or posting lon on the Comcasl.nat Web sile. Revised versions of
this Policy are effective immediately upon posting. Accordingly, customers of the Comcast High-Speed Intemat Service should read any Comcast announcemants they receive and regularly vislt the
Comcast.nat Web site and review this Policy to snsure ihat their activitios conform to the most racent varsion. You can send questionsvegarding this Pollcy to, and report violations of it at,
Ditpiliwww.comeast.neyhalpleantect!. To report a child exploitation incldant involving the intemet, go to hitp:/nasurity.comeant.apyaet:halpiraport-a-security threat-or:
scam.aspxichildPornography.

i. Prohibited Uses and Activities

What uses and activities does Comcast prohibit?

In genaral, the Policy prohibits uses and activilies involving the Service tha! ary lllagal, infringe the rights of qlhers. or with or diminish the use and enjoy 1 of the Service by othars. For
these ibited uses and les include, but are not limited 1o, using the Service, Customer Equipment, or the C: { Equl , olther individuslly or in with one anothaer, to;
C and infs tion r
® undertake or accomplish any unlawlul purpose. Thia includes, but is not limited to, posting, storing, or Ing In data or material which Is libelous, obscens, unlawful, threatening or
or which infril the i properly rights of any parson or entlly, or which in any way constiiutes br encourages conduct that would constilute & criminal offonse, or olherwise violale any local,

siate, faderal, or non-U.S. law, order, or regulation;

pos, stors, send, transmit, or disseminaio any information or material which & reasonable parson could deem fo be untawful;

@ upload, post, publish, transmit, d creals derivaliva works of, or distribute in any way softiware or other muterial obiained through the Service or ise that is p d by fight or

other proprietary right, wilhout oblaining any requirnd permiasion of the ownar;

transmit bulk or ly known as "spam;® ’

# send vory large numbers of coples of the same or ighy similar emply me: or which conlain no subsiantiva content, or sand very large masxsages or filas that disrupts a

server, account, blog, newsgroup, chat, or similar service;

initiate, or in any way in any pyramid or other dlegal schems;

p inthe of very large bers of 8-mall screon names, or other identifless of others {without their prior a praciice known as or harvesting, or

participale in the use of sofh (i ing “spywars") designed to faciitale this aclivily;

collact s from Hed bulk

falsity, alter, or remove message headers;

falsify referances fo Comunat of ls natwork, by name or other identifier, in messages; :
impersonale any person of onlity, engaga in sender address falsification, forge enyone else's digital or manusl sipnalure, or perfonm any other simlar fraudulant aclivity (for example, "phishing”); R
violate tha rules, regulations, lerms of service, or policies appliceble lo any netwark, server, P service, ion, system, or Web site that you accass or use; to

Yachnical restrictlons

® access any other person's compuler of computer system, network, sofwars, or date without his or har knowledge and consant; breach tha ancurily of ancther user or system; or attempi 1o clrcumvent the user
authantication or sacurity of any host, network, or account. This includes, but is not imiled to, accesaing data not Intended for you, logging into or making use of @ sarver or account you are not expressly
authorized 10 access, o probing the security of olher hosts, networks, or accounts without express pammission to do so; -

# usn or distribute tools or devices desil of used for P ing securily or whose use is i such a3 password I p prog p gath y foggers,
analyzers, cracking lools, packel sniifers, ancryption circumvention devices, or Trojan Horse Unauthorized port ia atrictly
® copy, disiib or any propi y 2oy Idad In with tkie Sarvice by Comcast or any third party, excapl that you may make one copy of aach softwars program for back-up

purposes only;

distribule programe thal make hanges to {cracks);

use or run dedi tand-al i or servers from {he Premizes thal provide network content or any other services to anyone oulside of your Premises locel are nelwork ("Premises LAN"), aiso
commonly referred {0 85 public services or ssivers. las of prohibited equi and servers inciuds, bul are not imited 1o, 8-mail, Web hoating, fila sharing, and proxy seivices and servers;

use or run programs from the Pramises that provide netwark contont or any other services to anyone cutside of your Promises LAN, axcepi for p and ! uae;

service, aller, modily, or tamper with the Comcast Equipment or Service or penmil any olher person to do the same who Is not authorized by Comcast;

* " Network and usaga restrictions



restrict, inhibit, or otherwiso inferfere with the ebility of any olher person, regardiass of intant, pupese or knowledge, 10 use or enjoy the Service (except for 1ools for safety snd securly fimclions such as parental
cantrols, for ), including, without limil posting or ransmitling any ion or softy which contains 2 worm, virus, or other harmiul featurs, or generating levels of traffic sufficient 1o Impede
others' ability 1o use, send, or retriava informalicn;

rextricl. inhibit, Interfere wilth, or otharwise disrupt or cause a of infent, purpose or knowlsdge, 1o the Service or any Comcast (or Comcasl supplier) host, server, backbone

network, node or servica, or ise causs & {o any Comecasi {or Comcast supplier) facikities used lo deliver the Service;

® resell the Servics or othaswiss meke availabls 1o anyone outside the Premises the ablilty to use tha Servica (for exumpla. through wi-fi or othar methods of natworking). in whols or In pani, directly or indiractly.
;I’P;u Sc’v‘r‘\)ﬁu is for 1t and identinl use only and you agree nol to use the Service for operation as rn Internet service provider or for any t or purposs {wh of not

or profit).

connacl lhe Comcast Equipment 1o any computar oulsids of your Pramises;

® interfore with comp ing or fal i service lo any user, host or natwork, Including, withou! limitation, denint of service aftacks, flooding of a network, overioading a service, Improper

seizing and abusing operator privileges, and attempta to "crash® a host; and

‘®  accossing und using ihe Bervice with anything other than » dynamic Intemet Protoce! ("IP") addreas that adhares to the dynamic host configuration protocol ("DHCP). You may not configura the Service or any
related aquipment to accesa or use a static IP address or use eny profaca! other than DHCP unless you are aubjact to & Sarvice plan that exprdssly permits you to do so.

I1. Customer Conduct and Features of the Service

What obligations do X have under this Policy?

In addition to being responsible for your own iance with this Pollcy, you ara also respensible for any use or misuse of the Service that violates this Policy, aven if it was commitied by & friend, family
member, or gues! with access {o your Service accoun. Therefora, you musi take steps to ensure thal olhers do not use your account lo galn unautharized accass to the Service by, for example, strictly
maintaining the confidentiality of your Service login and password. In all cases, you are solely responsible for the securlly of any device you chogse to connect to the Service, including any data stored or
shared on that device. Comeast recommends against enabling fils or printer sharing unless you do =a In strict compliance with all security dationa and festures provided by Comcast and the
menufactwer of the applicable fils or printer sharing devices. Any files or devices you choose to make avallable for ehared access on @ homa LAN, for axample, should be prolecied with a strong
password or as otherwise appropriate.

It i5 also your rasponsibility to secure the Customer Equipment and any other Premises or prog not provided by C that 1o the Service from extemal threats such as viruses,
spam. bol nats, and othar mathads of Intrusion.

How does Comcast arddress inapbroprlate content and transmisslons?

Comcast reserves the right to refuse to transmit or post, and to remove or block, any information or materials, in whole or In part, that it, in its sole discretion, dsems to be in viclation of Seclions 1 or Il of
this Policy, or otherwise harmiul lo Comcast's network or customers using the Servics, regardiess of whether this ial or its di ination is untawful so long as it violates this Policy. Nelther Comeast
nor any 91 its affiliates, supplars, or agents have any obligation to monitor rensmisslons or postings (Including, but nol limited to, e-mail, fils transfer, blog, newsgroup, and inatant message franamissions
as well as materials avallable on the Personal Web Pages and Online Storage features) made on the Service. However, Comcast and its affiliates, suppllers, and agents have ths right lo monltor (hese
transmissions and postings from time to ime for violations of this Poficy and lo disclose, block, or remove them in accordance with this Poilcy, the Subscriber Agreement, and applicable law.

What requirements apply to electronic mail?

The Service may not be uged fo communicale or distribute e-mail or other forms of communications in violatlon of Seclion | of this Policy. As describad belaw in Section 1l of this Policy, Comcast uses

bl k manag { tools and techniques to protact from g spam and lrem sending spam (often without thelr ge over an infected ). Comeast's anti-spam

approach is explained in the FAQs under the topic “What is Comeast doing about spam?® located at hitp:/help.comeast-neticontentifag/What-ls-Comeast-dolng-about-spam.

Comoast is not respansible for deleling or forwarding any e-mail sent to the wrong ¢-mall address by you or by someons else trying lo send a-mail to you. Comcast [s also nol responsitile for forwarding
e-mail sent to any account that has besn suspended or {erminated. This e-mall will be retumad to the sender, Ignored, deleted, or stored tamp alC 's s0l8 In the event that
LComcast beli in its sole di that any name, nams, or e-mall address (collectively, an "Identifier"} on the Service may be ussd for, or is belng used for, any misieading,

or other Improper or dlegal purp Comceast (i) resarves the right to block access to and prevent the use of any of these identifiers and () may at any time require any customer lo change his
or hor identifier. In addilion, Gomeast may at any tims reserva any identifters on the Service for Comcasl's own purposes. In the event that a Service account is terminated for any reason, ali a-mail

iated with that i (and any Y ) will be per tly deteled as well.

What requirements apply to instant, video, and audio messages?

Each usar is responsible for the contents of his or her instant, vidao, and audlo messages and the consequencas of any of these messages. Comcas| assumes no responsibliity for the mis-
dolivary, deletion, or failura to store these messages. In the event thal a Sesvice account is terminated for any reason, all Instant, video, and audio inled with thal (and any
sacondary accounts) will be permanently delsted as well.

What requiraments apply to personal web pages and file storage?

As part of tha Servica, Comcast provides accass o personal Wab pages and slorage space through the Personal Web Pages and Online Storage features (collectively, the *Personal Wab Featuras®).
You are solely responsible for any 1 that you or others publish ar stora on the Personal Web F You ere also responsible for snsuring that all conlent made avaflable through the
Personal Web Featurss is appropriaie for those who may have accass fo it For exemple, you must take appropriate precautions fo prevent minors from recelving or accessing Inappropriate content.
Comeast raservas the right to remove, block, of rafuse to post or store any Information or materials, In whale of in pan, that & in its sole discretion, deems to be in violation of Section | of this Policy. For
purposes of this Policy, "material” refers to all forms of communications Including taxt, graphics (including phdloqraphs. Wustrations, images, drawlngs, logos}, executable programs and scripts, video

gs, and audio gs. Comeast may remove or block content contained cn your Personal Wab Features and lerminate your Porsonal Web Fealuras and/or your use of the Service if we
determins thal you have violated the terms of this Pollcy.

II1. Network Management and Limitations on Data Consumption

Why does Comcast manage its network?

Comcast manages its natwark with cne goal: to defiver the best possibl dband [nternet exp toallof s High-spesd dth and are not ging
the network is assentlat as Comcas! warks to promote $he use and enjoyment of the intemat by all of its customera. The company uses network g practices that are with
industry standards. Comcast lries to use loals and technologies that are y intrusive and, In s indep judgment guided by industry experisnce, among the best In class. Of course, the

's natwork praclices will change and evolve along with the uses of the Intemet and the challenges and threats on the intsmet.

. The need 1o engage In network managemant is not limited to Comeast. in fecl, &l large Intemat service p 1 their networks. Many of them use the éame or similar {ools that Comcast does.
It the compeny didnt manage s network, its customers would be subject o the negalive effects of spam, viruses, securlty attacks, network congestion, and other risks and degradatlons of service, By
engaging in responsible network management Including enforcement of this Policy, Comcast can dellver the best possible broadbend Internet experience to all of its customers. Visit Comcast's Network
Menagement paga at hiip;iwww.comeast.nstiorme/netwark! for mors knformation.



How does Comcast manage its network?

Comcast uses various tools and techniquas to manage its network, deliver the Service, and ensure compliance with this Policy and the Subscriber Agreement. Thess loo!s and techniques are dynamie,
like the network and its usage, and can and do change frequently. For these rk g aclivities may include (i) identifying spam end preventing its delivery 1o customer e-mali
accounts, {ii} detecting malicious inlemet traffic and preventing the dislribution of vinises or other harmful code or content, {iil) temporarlly lowering the priority of iraffic for users who are tha top
contributors to current network congestion, and {iv) using other tools and techniques that Comcast may ba requirad to Implemsnt In order to mes! its goal of g the best p broadh

intemet experience to all of lts customers.

Are there restrictions on data consumption that apply to the Service?

The Service is for p and non. use only. Tt . Comcast reserves the right to or {erminate Service s whore data I is not ch isticofa
lypical resldential user of the Service as determined by the company in its sole discretion. Comeast has established a monthly data consumption Ihreshold per Comcast High-Speed Internet account of
2560 Gigabyles ("GB"). Usa of the Seivice in excess of 260GB per month Is excassive use and is a violation of the Policy. See tha Network Management pags at hitp:/iwww.comeasel.natiterms/network!
for more information and 1o learn how Comcas! applies this Policy to excessive use. Common activities that may cause excassive data consumption In violalion of thie Poflcy inciude, bul are not limited 1o,
numarous or continuous bulk lransfers of files and other high capacity trafiic using (i) file transfer protoca! {*FTP*), (1) peer-to-peer applications, and (iil) newsgroups. You must also ensure that your use
of the Service doss not restrict, inhibH, interfere with, or degrade any other person's use of the Service, nor reprasent (as determined by Comcast in its sole discretion) an ovarly lerge burden on the
network. In addition, you musi ensure ihat your use of the Eervice does not limit or Interfere with Comeast's ability to deliver and manitor the Service or any part of its network.

If you uss the Service in violallon of the restrictions referanced abeve, that Is a violation of this Policy. In these cases, Comcast may, in its sole , SUsp or n your Service account or
raques! thal you subscribe to a version of the Servica (such as a commercial grade Intamst servics, if appropriate) if you wish to continue to use the Service at higher data consumption levels. Comcas! |
may also provide versions of the Service with different speed and data consumption limitations, among other characteristics, subjec! to applicable Service plans, Comcast's determination of tha dala

ion for Service Is final.

1V. Violation of this Acceptable Use Policy

What happens if you violate this Policy?

Comceast raserves the right Immettiately to suspand or tarminate your Service account and terminate the Subscriber Agreement if yau violate the tarms of this Policy or the Subscriber Agresment.

How does Comcast enforce this Policy?

Gomeas! does nol routinely monitor the activity of Individual Service accounts for vinlations of this Pollcy, excep! for determining sggregate data consumption in connection with the data consumption
provisions of this Policy. Howaver, in the company's afforts to promole good citizanship within the Intemet community, it witi respond appropeiately if it bacomes aware of inappropriate use of the Service.

Comcasl has no obligation to monitor the Service and/or the network. Howbver, Comeas! and its suppliers raserve the n"gm at any tima to monitor usage, i and conlent in order
to. among other things, opsrate the Service; Identify violations of this Policy; and/or protect the network, Ihe Service and Comcast users.

Comeas! prefers to inform customers of inappropriate activities and give them a reasonable period of time in which lo take corrective action. Comcast also prefers to have customoers directly resolve any

- disputes or disagreemants thay may hava with others, whether customers or nol, withoul Comcas!'s intarvention. Hawever, if the Servica is used in a way that Comcast or its suppliers, In lheir sole
discrelion, believe violates this Policy, Comcas! or lts suppliers may take any responsive actlons they deam approp under the cir with or without notice. These actions include, but are not
Himited to. y or permanent of content, ion of newsgroup posts, filtering of intemet transmissh and the § di jon or of all or any portion of the Sarvice
{including but not limiled to newsgroups). Neither Comcast nor fs effiliates, suppliers, or agenis will have any libility for any of these responsive actions. Thase eclions are not Comcast's exclusive
remedias and Comcast may take any other {egal or technical actions it deems appropriate with or without natice.

Comcast reserves the right to investigate suspected violallons of this Policy, including the gathsering of information from the user or users invoived and tha complelning parly, it any, and examination of
material on Comeasl's sarvers and network. During an investigalion, Comeast may suspand the account of accounts involved and/or remove or block material that potentlaily violates this Policy. You

expressly authorize and consent to Comcast and its suppli P 1g wilh {I) law al ities in the | of susp legal end (i) and systerm administrators at olher
intemet service prov or other or computing facillties in order to enforce this Policy. Upon termination of your Service t, C Is au to ddlete eny files, programs, dala, e-
mail and other g inted with your t {(and any {ary atcounts).

‘The failure of Comcast or lls suppliers to enforce this Policy, for whatever reason, shall not be construed as a walver of any tht to do so at any time. You agree thal if any portlon of this Policy is held
invalid or unenforceable, that portion will be construed consislent with appficeble law as nearly as lg, and the ining portions will reman In full force and effect.

You agras to indemnify, defend and hold harmiess Comcas! and its affillates, suppliers, and agsnts against all claims and expansas (including reasanable stiomey fees) resulling from any violation of this
Policy. Your indemnification will survive any ion of the Agr

V. Capyright and Digital Millennium Copyright Act Requirements

What is Comcast's DMCA policy?

Comcast is committed lo complying with U.S. copyright and refated laws, and requires all customers and users of the Sarvice to comply with these laws. Accordingly, you may not stare any material or «
conient on, or disseminate any material or content over, the Service (or any part of the Service) in any manner that constitutes an infring t of third party intetl | property rights, including rights
granted by U.S. copyright law. Owners of copyrighted works who believa that thelr ights under U.S. copyright law have been Infringed may lake advantage of certaln provisions of the Digital Millennlum
Copyright Act of 1998 (the “DMCA”} to repert allegad infringsments. It s Comcaest's policy in accordance wilh the DMCA and other applicable laws to roserve the right to terminate the Service provided to
any customer or user who is aither found to infrings third party copyright or other Infeltactual properly rights, Including rapest infringers, or who Gt In its sole di ion, beli Is ging these
rights. Comcast may terminale the Sarvice at any time with or without nolice for any affacled customer or user. 4

How do copyright owners report alleged infring ts to C ?

Copyright ownars may report allaged infringements of their warke that are stored on the Service or the Personat Web Fealures by sending Comcast's aulhorized agent & notification of claimed

b W that sali tha requi & of the DMCA. Upon Comeast's raceip! of a satisfactory nolice of claimed infringement for thess works, Comcasl will respond expeditiously to sither direclly or
indirectly (i) remave the allegedly infringing work(s) stared on the Service or the Personal Web Faatures or {ii) disable access to the work(s). Comcas{ will also notity the affeclad customer or user of the
Service of the removal or disabling of access 1o the work(s).

Copyright owners may send Comcest a notification of clalimed infringement te report alleged infringements of their works to:



J. Opperman & M. Moleski

Comgcast Cable Communicallons, LLC
701 East Gate Drive, 3rd Floor

Mount Laurel, NJ 08054 U.S.A.
Phona: 888.565.4329

Fax: 868.324.2840

Email: dmca@comeast.nat

Copyright owners may use their own nolificalion of claimad infring form thal satisfies the q of Section 542(cX3) of the U.S. Copyright Act. Under the DMCA, anyane who knowingly
makes misrepresentations ragarding atleged copyright infringement may be Hable 1o Comcast, the alleged infringer, and the affected copyright owner for any di [ din ion with the
removal, biocking, or of allegadly infringing ’

What can customers do if they recelve a notification of alleged infringement?

_ I you receive a nofification of alieged infringement as described abovs, and you belleva in good falth that the afiegedly infringing works have been removad or blocked by misiske or misidentification, .
then you may send a counter notification to Comcast, Upon Comcast's receipt of & counter notification that the reqL of DMCA, C t will provide a copy of the counter notification lo
tha parson who sent the originat notification of claimed infringement and will follow the DMCA’s procadures with respect to a raceived counter notification, In all evants, you expressly agree thal Comcast
will not be a parly lo any disputes or lawsulls regarding allaged copyright infringement.

If & notification of ciaimad infringemsnt has been filed against you, you can file a counter notfﬂwllon with Comeast's designated agsn using the contact information shown abovs. All counter notificstions
must satisfy the requirements of Section 512{g)(3) of the U.S. Copyright Act.

Revised and effacliva: January 1, 2000

Have You Tried ’ ~ Quick Links - o Cool Tools -

: Get More

» Site Index o Weaathar @ TV Listings ¢ Entortalnmont

® Horoscapes . ¢ Local - . -® What's On Demand? : ® Floance

» Community Forume “.® Comcast.not Blog <+ le FreaCradit Roport & Scom i - ® News

® Anti-Virus and Firewall * Travel © -7 7" s Mobilo Emall & Ringtonss @ Sports

» Photo Centor "7 e Jobs " ComcastToolbar Co ’ o @ Mugic

® Holp ) » Games _.: ..  Coupons e TV

R . (fomcnm.r.nm Cameant nel © Comeast SportsNet DoilyGandy £f Qnfino Exersine TV
More Sites From Comcast: : :
Fancast Fandango Fearnot Gd Golf Channel Hoyies.com
PBS Kids Sprout Plaxe Style Network TV Dne : Veraus
Add Comcast Services: .ancr High-Sprad Internet Digitat Cable Digital Volee High Definition TV

£ 2246 Somsast teredie: Bodia Priviey Policy Tems of Gerviee Sontact Us Moving? Chrestians Aboir GV Advarkso Wik Us Pay My Bilt

: | (comcast




Office of Chief Counsel ) January 14, 2010

EXHIBIT J



Ovarview Billing High-Spood Internat Cabie TV Digitat Volce

Frequently Asked Questions about the Comcast - Top Billing FAQs
Acceptable Use Policy for High-Speed I i .
p Cy H gh Sp Ed Nternet Serwces s How do I make a-one-time payment
The (ol 9 F: ly Asked Queslions are & ‘ln turther explain how Comcasl uses and enforces ils Accaptabls Use . online? .
Policy, in particular tha “Conduct and i * Comeast is providing these FAQS to help you bstiar undersiandyour | ¢ 1f I signed up for Comcast’s Ecobil]
rights and obligalions nw & Subscriber 1o the Comcas! High Speed Internel Service. and to help you understand how Comcast uses process, how wiil I ba notifled of my
this policy I praclice monthly bill or that my ebiil is
available for viewing?

- . s How do I cancel automatic
What is an_"Acceptable Use Polisy”" and why. do you hava.one? payments?
Why dops it matter what kind of content Ltransmit or post. ans why.are the "Canduck anst infarmation. restrictinna'_no s How do I set up automatic
broad and.gengral? payments?
Won't the on gendugt and nation, and G s ightt9.enforca them have.a “ohilling effec!” on.online * :m,:::;:mm;&:::fn:ﬁg ;l::t m
MULMDLMMMHMMMMMW&U@&!OMWMLLWIMM withdrawn from?

Accoptable Use Policy? How do | knaw when.or how Camoast.will enforse these rules? o .
& Can I manage and pay my bill online?

Doesrt’'t Gomeast have & int of discration in enforving thase rules? How do | know Comenst won't come aftar me if I'm ® Do I have to be registered to make a
merely rep: g or g about or hateful speach, for lo, merety fam Kting it in the bill payment or view my bill online?
process? What if an organization or purson wha doewn't lika me, or disag, with ma, ! that i vialating the

Acceptable Use Policy? What will Comcast do? . W?lat Ff my payment Is late?

What if 1 bolieve the policy should be changed? How can I have input info Comcaoat's practices?

What is an “Accoptable Uiss Policy" and why do you have nne?

An Acceptable Use Policy is not law; il's a description of the general rules of tha road for using an Intemet service, in this case lhe
Comgaest High-Bpaad Intamat Service. Usars of any Inlamet servics, Including the Comcasi High-Spaad Intamel Service, can affecl
@ach olher, other users of tha Inlamel. and tha *infrastruciure™—the nelwork—thal gives lhem acoass to the Inlemet, Becauns our
Subscrbears are part of a larger communily of interdependent Intemnet users, Comcas| and mosl oiher Intamet service providers offer
general guidance on how Subscribers can and should use our 3ervices in 8 law-abiding, courtaous way. We also tell our
whal we raquire of them and sleps we may lake to prolect the communily of users to halp ensure thal evaryone who subscribes o
the sarvice can be assured ol access o the internel hrough a safe, securs, reliable high-quallty network. In the answers to
frequanily asked quastions, below. Comeast also describes our usual practices in more dstail. so that Subscribers have a beller klea
of whal lo expect from us. -

Mare Billing FAQs

Why doos it matter what kind of oontent | transmit or post, and why aro the "Condust and infarmation restrictions" so
broad ani genaral?

There are a number of ditterent kinds of “conduct and il icti in the Accep Use Policy, and thare are several -
diffarant roasons for tham.

1. Comcasl and its Subscribars must obey Ihe law, and Comeast has sel and enforces cerlain rulas as a resull:

L] Certain aclivilies and Ncations are i y criminal or no matier where and how they are
d. Some are i ‘s life, ging or pi ing other vialent, illegat
aclivity, or harassing someons online.
‘e Some aclivilies that may no seem hermful al first glance may still be illagal, including 1aking someons slsa's
intellactual property and using ar sharing it without permission.
. Some kinds of communications violete othar general legat slandards or rules, for example because they include
child pornography, are hateful or violent or ars otherwise harmful lo elso, or they are Y

(Ihey say harmiul and unttua things aboul a person - aspecially somsona whe i not a public figure - that a cour
finds will damage thal person's reputation). ’

2 Soms atlivilies are prohibited becauss they use the Comeast High-Speed Inlems! Servica to interfers with Comcast's nstwork
or services of the securily of other individual users.

. Sending spam is an example of an acfivily thal harms the network and olher users. bacsuse it can Interfere with
recalpl and delivary of legilimele a-mail across the network and can interfere with the e-meil accounts of other
usors. .

» Larg Yo ar d collaclion of very large numbars of e-mait as or other i i ion may

make # easier for you or someans else lo cend spam and may promota “dentily theft.”

. For criminal puposes, sending massages that are disguisad or altered so ihal they appear to be coming from
soneone or somewhere else may nterfere wilh tha orderly iransmission of information on the Internel. ‘This is often
donn lo hide othor criminal activity.

[ Sending 1o0 MBNY MSSAZES Can disrupl a sefver, newsgroup, of olher servica. We have found that sending more
than 1.000 e-mails in 8 24-hour period may also indlcate thal the sender's computar has besn infacted wilh a virus,
and is sordding e-mads wiliout the sendors knowledge. Ses Comcasl's a-mail FAQs for more information on this
and other sacurity issues, including how 1o protect yourself from compuler infaction and how lo disintect a

compuler.
Wan't the rastrictions on and i ion, and Ci s right ta enforce tham hava a “chilling sffect” on onfino
communications? Do | need to worry abiout Comeast my to see whetherfam nblding by the
Accaptable Use Palicy? How da | know when or how Comaast will enferce these rulea?
Comcast supp! and frea and open ion among our ibars and on the Inlernel generally, within the
limita of law snd public saisly that govem all sacial interaction. Comcast does not rouiinely monlior the content of customer
commumcalions, except 1o lake {and largaly sacurity ions to proteci our for by

setling up spam fiters and delacting viruses and other matware that may be introducad into our network. Comcast does, hvwavar
reserva the nght 1o 1aka action hasad on aliaged violations of the Acceplable tUse Policy. Far example, the following are some
siluations in which Comcast might act, depending on the circumslances:

A user conlacts us about threatls, and we roasonebly believe there may be immediale danger to someons.




~

Law enloscomant officials present Comcast with a valld subpoena, court order, of search wamant.

3. Comcas! racoives ovidonce of proper legal process in conneclion with  civil logal claim (a subpoana, courl order, or
injunction).

4. Wa become aware of activifies thal violate the Accey Uss Policy and ara polentially harmful or llaga). In such a case,

where there is no imminent dengar, Comcast nolifles the Subscriber, and works wilh ths Subscriber o undarstand and resclve

fhe situation. -

5. ItComcast a claim (hat @ Subscriber is posting or iransmitling material that may Infringe someone else’s intefisctuat
property. Comcasi lollaws the process esiablished under the Diglisl Millennlum Copyright Act thal requires an intsmet Service
provider 10 lake down such material y by ing thal the do s0), and provides a meaas for disputin

U claims. (A y of Ihe provi: of hie Digital Copyrght Act is provided by the U.S. G i)
Olfice here: hilpiiwww copynghl.goviiegialalion/dmea.paf) .

Dowsnt Comcast have a lot of discration in enforcing theso rulas? How de | know Comcast wan't como after me if I'm
muerely reporting or complaining about indacent or hatefut spaech, far merely ism ing it in the
process? What if an organization or parson who doesn®t like me, or disag with me, that I'm viglating the
Acceptable Use Policy? What will Comcast do?
Comcasl is no! an enforcement agoncy. Comcas| publishes the Accaplable Use Policy so that Subscribers lhemselves will

. undarsiand and abide by the “yules of the road™ for using Comcasi's network and Ihe Comeast High Spead intarnal Sarvice, We
woutkd not consider legilimaie relransmission of spaach thal might alherwise violsie the AUP {for ple, for i
for political purposes, ar 1o report 1t 1o authorities or to Comcast) (o be & violation of the AUP and would not lake sction againsi 3
user for this kind of Iransmission in nearly alt cases. We do nol try 1o invashigate and resclva every dispute batwean or among our
Subseribers or take sides b or ba il and third parties. Withoud proper legnl process or a
reasonable, independen bafisf that content or aciivily is clearly and obviously illegal, or thal [t interferas wilh othsr users or could
damage or disrupt Comcust's network or service offsrings, Comcast prafors to have disputes and complainis about alleged violations
ofthe A Usa Policy diracily or among alt interosted partias.

Comeast will act when it receivos appropriate, Iagally sufficient legal process (subposna or courl order, for example), and will permit
disputes batwsan usars 1o be seltied by them or in the courts rather than investigating the marits of conlrasting views. Comcast will
however, exercise ils own judgment about when and how 1o acl 1o prolect iiself, its Subscribers, and its network from harm or
habilily. if necessery.

Finally, Comcast works with its Subscribers to resoive issues. When there is any ambiguity In a sifualion, or even in some cases
whare a policy violalion has prety cloarly taken place, Comcast will naady always communicate directly with the Subscriber in
question about the silualion, and will provide an opponunity for the Subscriber to addrasa the prablam befora teking any independent
action. White we genarally do not look for policy vialations, wa do respond to Subscriber concems and would make ressonebls
efforls 10 invaatigate and reclify any emor in enforcement of the Accaptable Use Policy.

Whnt if | beliove the polioy slhould e changad? How can | have input Into Comonst'a practices?

Comeast is constantly irying to evolve and Improve its policies and pi We advice and Inpul rom
Subscribers and othars who can help us davelop mora effacti Ingful, and raspaciful policias for the use of Comeast's
network and services. and we will continue o revelw ol advice and incorporate supgestions as we updale and revise the Acceptable
Use Policy from fime-lo-lime. You can contaci Comeast.
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