
UNITED STATES
SECURITIES AND EXCHANGE COMMISSION

WASHINGTON, D.C. 20549-3010

DIVISION OF
CORPORATION FINANCE

March 4, 2009

Wiliam H. Aaronson

Davis Polk & Wardwell
450 Lexington Avenue
New York, NY 10017

Re: Comcast Corporation

Incoming letter dated Januar 7, 2009

Dear Mr. Aaronson:

This is in response to your letters dated January 7,2009, January 15,2009 and
Februar 5, 2009 concerning the shareholder proposal submitted to Comcast by the New
York City Employees' Retirement System, the New York City Police Pension Fund, the
New York City Fire Deparent Pension Fund, the New York City Board of Education
Retirement System and Trillum Asset Management Corporation on behalf of Louise
Rice. We also have received letters on the proponents' behalf dated Januar 29, 2009
and Februar 9,2009. Our response is attached to the enclosed photocopy of your
correspondence. By doing this, we avoid havig to recite or sumarze the facts set forth
in the correspondence. Copies of all of the correspondence also wil be provided to the
proponents.

In connection with this matter, your attention is directed to the enclosure, which
sets fort a brief discussion of the Division's informal procedures regarding shareholder
proposals.

Sincerely,

 
Heather L. Maples
Senior Special Counsel

Enclosures
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cc: Deirdre Kessler
 

Associate General Counsel 
The City of New York 
Office of the Comptroller 
1 Centre Street 
New York, NY 10007-2341 

Jonas Kron 
Senior Social Research Analyst 
Trillum Asset Management Corporation 
711 Atlantic Avenue 
Boston, MA 02111-2809 



March 4, 2009

Response of the Office of Chief Counsel
Division of Corporation Finance

Re: Comcast Corporation

Incoming letter dated Januar 7,2009

The proposal requests the board to issue a report examining the effects of
Comcast s internet network management practices.

There appears to be some basis for your view that Comcast may exclude the
proposal under rule 14a-8(i)(7), as relating to Comcast s ordinar business operations
(i.e., procedures for protecting user information). Accordingly, we wil not recommend
enforcement action to the Commssion if Comcast omits the proposal from its proxy
materials in reliance on rule 14a-8(i)(7). In reachig ths position, we have not found it
necessary to address the alternative basis for omission upon which Comcast relies.

Sincerely,

 
Philip Rothenbe
Attorney-Adviser



DIVISION OF CORPORATION FINANCE 
INFORM PROCEDURS REGARING SHAREHOLDER PROPOSALS
 

The Division of Corporation Finance believes that its responsibility with respect to 
matters arsing under Rule 14a-8 (17 CFR 240. 
 14a-8), as with other matters under the prQxy 
rules, is to aid those who must comply with the rule by offering informal advice and suggestions 
and to determine, initially, whether or not it may be appropriate in a paricular matter to 
recommend enforcement action to the Commission. In connection with a shareholder proposal 
under Rule 14a-8, the Division's staff considers the information fuished to it by the Company 
in support of its intention to exclude the proposals 
 from the Company's proxy 
 materials, as well 
as any information furnished by the proponent or the proponent's representative. 

Although Rule .14a-8(k) does not require any communications from shareholders to the
 
Commission's staff, the staffwil always consider information concerning alleged violations of
 
the statutes administered by 
 the Commission, including arguent as to whether or not activities 
proposed to be taken would be violative of the statute or rule involved. The receipt by the staff 
of such information, however, should not be constred as changing the staffs informal
 

procedures and proxy review into a formal or adversar procedure. 

It is important to note that the staffs and Commission's no-action responses to 
Rule 14a-8u) submissions reflect only informal views. The determations reached in these no­
action letters do not and cannot adjudicate the merits of a company's position with respect to the 
proposal. Only a cour such as a u.s. Distrct Cour can decide whether a company is obligated
 

to include shareholder proposals in its proxy materials: Accordingly 
 a discretionar 
determination not to recommend or take Commission enforcement action, does not preclude a 
proponent, or any shareholder of a company, from pursuing any rights he or she may' have against 
the company in cour,. should the management omit the proposal from the company's proxy 
materiaL. 
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February 9, 2009
BY EMAIL AND EXPRESS MAIL
 
Office of the Chief Counsel
 
Division of Corporation Finance
 
Securities and Exchange Commission 
100 F Street, N.E. 
Washington, D.C. 20549 

Re: Comcast Corporation;
 

Shareholder Proposal submitted by the New York City Pension Funds 

To Whom It May Concern: 

I write on behalf of the New York City Pension Funds (the "Funds") in response to the 
February 5, 2009 letter (the "Febniary 5 Letter") that Comcast Corporation ("Comcast" or the 
"Company") submitted in further support of its January 15, 2009 no-action request. 

The Company effectively concedes that its Board did not prepare any of 


the materialsthat Comeast cited in support of its contention that it has substantially implemented the 
Proposal's request for a Board report: "... Com 
 cast ' s Board was (and remains) aware of and 
informed about the Company's network managementpractiees . . . (and subsequent 

changes)"(Febniary 5 Letter at p. 2; emphasis added). Thus, under Rule 14a-8(i)(10), Comeast has not 
implemented the Proposal - which calls for the Board's report on the issues. 

On its Rule 14a-8(i)(7) point, the Company now cites Verizon Communications Inc. 
(Febniary 22, 2007), which it had chosen not to cite in its initial letter. The Verizon no-action 
letter, however, adds nothing significant to Comcast's ordinary business argument, as it dealt 
only with a proposal about disclosure of customer records to United States governent 
agencies or private investigators. In contrast, the Funds' Proposal does not focus on legal 
compliance, but on Internet freedom and privacy. 

The Funds reiterate their requestthat Comcast's request for "no-action" relief 


be denied.
 

Very tnily yours,~~ 
Deirdre KesslerCc: WilIam H. Aaronson, Esq. 
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February 5, 2009 

Re: Response to the January 29, 2009 letter submitted by the Comptroller of 
New York, on behalfofseveralfundsthe City of 


Offce of Chief Counsel
 

Division of Corporation Finance 
Securities and Exchange Commission 
100 F Street, N .E. 
Washington, D.C. 20549 
via email: shareholderproposals~sec.gov 

Ladies and Gentlemen: 

On behalf of our client, Comcast Corporation ("Comcast' or the "Company"), we 
write to supplement our amended and restated letter of January 15,2009 (the "Letter"), 
relating to the proposal (the "Proposal") submitted by the Office ofthe Comptroller of 
 the City 
of New York, on behalf of several funds (the "NYC Funds"), and Trilium Asset Management 
Corporation, on behalf of Ms. Louise Rice, as co-fiers of 
 the ProposaL. In the Letter, we 

the Company'snotified the Securities and Exchange Commission (the "Commission") of 


intention to omit the Proposal and related supporting statement from the Company's proxy 
statement and form of proxy for the Company's 2009 Annual Meeting of Shareholders 

(collectively, the "2009 Proxy Materials") on the grounds set forth in Rule 14a-8(i)(10) and 
Rule l4a-8(i)(7) and requested that the staff of the Division of Corporation Finance (the 
"Staff') confirm that it wil not recommend any enforcement action to the Commission if 
Comcast omits the Proposal and related supporting statement from its 2009 Proxy Materials. In 
response to the Letter, the NYC Funds submitted a letter dated January 29,2009 to the 
Commission (the "Response Letter"). We now submit this letter in reply to the Response 
Letter. 

Omission on the basis of Rule 14a-8(i)(10): Substantial Implementation 

cast has not substantially 
implemented the Proposal for a number of reasons, including that (i) certain of the reports 

The NYC Funds state in the Response Letter that Com 


posted on Comcasts Web site were created and posted in conjunction with a proceeding 
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initiated by the Federal Communications Commission ("FCC"), (ii) the information is not 
presented as one report and (iii) information provided through Comcast's Web site is "not the 
product of a board examination ofthe specific issues raised by the ProposaL." As noted in the 
Letter, Comcast has fied and posted on its Web site extremely detailed and forthcoming 
reports detailng its past and present network management practices and has undertaken to 
continue to provide updated information regarding changes in this area. While a portion of this 
information was indeed created and posted in conjunction with the FCC proceeding, this is no 
more relevant to the substantial implementation determination than Comcast s prior network 
management practices. In addition, contrary to the assertions in the Response Letter, 
Comcast s network management reports are not "scattered" on Comcast s Web site, but rather 
are directly accessible though Comcasts single Network Management information page, 
where the reports are clearly grouped together. Finally, Comcasts Board was (and remains) 
aware of and informed about the Company's network management practices, its decision 
voluntarily to move to a new network management technique, and the FCC process leading up 
to its order and the Company's response to it. 

In the Response Letter, the NYC Funds are critical ofComcasts disclosure of 
 its 
network management practices in the context of 
 their privacy concerns. For clarification, 
Comcast notes that the various documents previously cited in the Letter confirm that Com 
 cast' s 
network management practices operate in full compliance with Comcasts privacy policy, 
which is easily accessible online. Comcast's privacy policy and customer privacy notice 
disclose all relevant facts regarding customer privacy, including any privacy implications 
related to network management. 

Omission on the basis of Rule 14a-8(i)(7): Management Functions 

The NYC Funds state in the Response Letter that the Proposal "transcends the ordinary 
business ofthe Company by focusing on a significant social policy issue." Comcast 
emphasizes that regardless of whether the Proposal touches upon a significant social policy 
issue, the Proposal is excludable pursuant to Rule 14a-8(i)(7) because it distinctly addresses 
ordinary business matters. Exchange Act Release No. 20091 (Aug. 16, 1983) clearly states that 
when a proposal seeks a report, "the Staff wil consider whether the subject matter of the 
special report. . . involves a matter of ordinary business; where it does, the proposal wil be 
excludable under Rule 14a-8(c)(7)." As previously articulated, Comcasts network 
management practices are clearly within the realm of Comcast s ordinary business operations, 
and therefore, a report describing such practices, even if requested in the context of social 
policy issues, is excludable pursuant to Rule 14a-8(i)(7). 

The NYC Funds rely on the Staffs denial of certain no-action requests made by Cisco 
and Yahoo! for the principle that privacy and censorship proposals like the Proposal are not 
excludable on the basis of relating to day-to-day operations. However, the Staff recently 
granted a no-action request regarding a shareholder proposal that requested a report about the 
policy issues surrounding the disclosure of customer records and communications content to 
government and non-governent agencies, particularly with respect to privacy concerns. See 
Verizon Communications Inc. (February 22,2007), stating that the proposal related to 
Verizon's "ordinary business operations (i.e., procedures for protecting customer 
information)." It is clear that the Proposal raises issues related to Comcast's ordinary business 
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operations, particularly its network management practices, and therefore, despite the possible 
social policies issues raised, the Proposal should be excludable under Rule 14a-8(i)(7). 

Conclusion 

Comcast hereby restates that it believes that the Proposal may be properly excluded 
from the 2009 Proxy Materials pursuant to Rule l4a-8(i)(10) because the Proposal has been 
substantially implemented. Comcast also restates that it believes that the Proposal may be 
properly excluded from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(7) because 
Comcasts network management practices fall squarely within the scope of Comcasts ordinary 
business operations. 

We would be happy to provide you with any additional information and answer any 
questions that you may have regarding this subject. Should you disagree with the conclusions 
set forth herein, we respectfully request the opportunity to confer with you prior to the 
determination ofthe Staffs final position. Please do not hesitate to call me at (212) 450-4397 
or Arthur R. Block, the Company's Senior Vice President, General Counsel and Secretary, at 
(2 i 5) 286-7564, if we may be of any further assistance in this matter. 

Very truly yours, 

'1;~ 4~O~~
 
Wiliam H. Aaronson
 

cc: The Offce of the Comptroller of the City of New York 

Trilium Asset Management Corporation 

Arthur R. Block 
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To Whom It May Concern: 

I write on behalf of 
 the New York City Pension Funds (the "Funds" or the 
"Proponents") in response to the Januar 15,2009 letter and supporting materials (the 
"Company Request Letter") submitted to the Securities and Exchange Commission (the 
"Commission") by Willam H. Aaronson of Davis Polk & Wardwell on behalf of Comcast 
Corporation ("Comcast" or the "Company") which seeks assurance that the Staff (the 
"Staff') of the Division of Corporation Finance (the "Division") of the Commission wil not 
recommend any enforcement action if the Company excludes from its proxy statement for 
the 2009 annual meeting the Funds' shareholder proposal (the "Proposal"). The Company 
bases its request for exclusion on Rules 14a-8(i)(10) and 14a-8(i)(7). 

I have reviewed the Proposal, as well as the Company Request Letter (which amends 
the Company's prior letter of Januar 7,2009, to acknowledge the co-filer status of 
 Trilium 
Asset Management Corporation). Based upon such review and review of 
 Rule 14a-8, it is 
my opinion 
 that the Proposal must be included in Comcasts 2009 proxy statement because 
the Proposal: 1) does not seek to "micro-manage" the Company or interfere with the 
Company's network management practices; 2) transcends the ordinary business of the 
Company by focusing on a significant social policy issue; and 3) has not been "substantially 
implemented" in any respect by the Company in its published materials on its Web site. 
Therefore, the Funds respectfully request that the Commission deny the relief that the 
Company seeks. 
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II. THE PROPOSAL 

The Proposal begins with a series of Whereas clauses that note the key role of the
 
Internet in modern American society and the important public interests in privacy and
 
freedom of expression that are implicated by Internet usage. The Resolved clause then
 
states:
 

Therefore, be it resolved, that shareholders request that the Board of Directors 
prepare a report, excluding proprietar and confidential information, and to be 
made available to shareholders no later than November 30, 2009, examining the 
effects of the company's Internet network management practices in the context of 
the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expression on the Internet. 

III. DISCUSSION 

The Company seeks to omit the Proposal under Rules 14a-8(i)(7) (ordinary 
business exclusion) and 14a-8(i) (10) (proposal substantially implemented). Pursuant to 
Rule 14a-8(g), the Company bears the burden of proving that these exclusions apply. 
For the reasons set forth below, the Funds submit that the Company has failed to meet its 
burden of proving its entitlement to "no-action" relief on either of these grounds. 

A. THE PROPOSAL RAISES SIGNIFICANT SOCIAL POLICY CONCERNS
 
AND DOES NOT RELATE TO "ORDINARY BUSINESS" OF THE 
COMPANY UNDER RULE 14a-8(i(7). 

Comcasts request that the Proposal be excluded under Rule 14a-8(i)(7) rests 
upon three related arguments: that the Proposal seeks to "micro-manage" the Company 
and intrudes unduly upon the Company's ordinary business operations; that the Proposal, 
in focusing on Comcast's network management practices, intrudes upon the Company's 
ordinar business operations; and that the Proposal relates to complex matters that are 
central to the day-to-day business of Comcast and therefore best addressed by 
management. Finally, the Company cites cases that purport to show that the Proposal 
should be excluded because it calls for a report rather than specific actions. As wil be 
shown below, the Company's arguments fail to provide any valid basis for exclusion. 

The Division of Corporate Finance has stated that "ordinary business" canot be used as 
a rationale to exclude under Rule 14a-8(i)(7) proposals that relate to matters of substantial 
public interest. The SEC advised in Exchange Act Release No. 34-40018 (May 21, 1998)
 

(" 1998 Interpretive Release") that even proposals relating to daily business matters but 
"focusing on sufficiently significant social policy issues (e.g., significant discrimination 
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matters), generally would not be considered to be excludable, because the proposals would 
transcend the day-to-day business matters and raise policy issues so significant that it would be 
appropriate for a shareholder vote." 

Subsequently, the July 12, 2002 Staff Legal Bulletin 14A ("SLB 14A"), which specified that
 
Staff would no longer issue no-action letters for the exclusion of shareholder proposals relating to
 
executive compensation, advised:
 

The fact that a proposal relates to ordinary business matters does not 
conclusively establish that a company may exclude the proposal from its 
proxy materials. As the Commission stated in Exchange Act Release No. 
40018, proposals that relate to ordinary business matters but that focus on 
"sufficiently significant social policy issues. . . would not be considered to be 
excludable because the proposals would transcend the day-to-day business 
matters.'.' See Amendments to Rules on Shareholder Proposals, Exchange 
Act Release No. 40018 (May 21, 1998). 

(Footnotes omitted). 

The Bulletin then reviewed the SEC's historical position of 
 not permitting exclusion on 
ordinary business grounds of proposals relating to significant policy issues: 

The Commission has previously taken the position that proposals relating to
 
ordinar business matters "but focusing on sufficiently significant social
 
policy issues. . . generally would not be considered to be excludable, because
 
the proposals would transcend the day-to-day business matters and raise
 
policy issues so significant that it would be appropriate for a shareholder
 
vote." The Division has noted many times that the presence of 
 widespread
 
public debate regarding an issue is among the factors to be considered in
 
determining whether proposals concerning that issue "transcend the day-to­
day business matters."
 

Id. 

1. Intense public debate over Internet privacy and freedom shows that
 

the Proposal addresses a si2:nificant social policy issue. 

In SLB 14A, the Staff noted "that the presence of widespread public debate regarding an issue is 
among the factors to be considered in determining whether proposals concerning that issue 'transcend 
the day-to-day business matters.''' As shown in Yahoo!, Inc. (April 
 13, 2007), ifthe legislative and 
executive branches of the United States governent raise serious public policy concerns with respect 
to an issue (in the case of Yahoo!, the issues oflnternet censorship and monitoring by repressive 
foreign governents), such attention demonstrates the existènce of a significant public policy issue 
that wil render a proposal appropriate for shareholder consideration. In the instant case, there is ample 
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evidence of legislative and executive branch focus and concern relating to Internet privacy and
 
freedom of expression. Recent examples include:
 

· United States Representative Edward J. Markey ("Congressman Markey")
 

and 16 congressional co-sponsors introduced H.R. 5353 on February l2, 
2008 (the "Online Privacy Bil of 
 Rights") that concerns the issues 
identified in the ProposaL.
 

· Hearings were held in 2008 by the House Committee on Energy and
 

Commerce (Subcommittee on Telecommunications and the Internet) on 
the issue of consumer privacy and new technology called "deep packet 
inspection" ("DPI") coming to market through ISPs and their third party 
providers that facilitates "behavioral targeting" of consumers. (Business 
Week, Congress to Push Web Privacy, August 14,2008).
 

· On August 1, 2008, the House Committee on Energy and Commerce sent 
letters to 33 leading Internet and broadband companies, including 
Comcast, Google, Microsoft, Qwest, Verizon and others, asking them for 
information about the extent to which they collect information about 
consumers' use of 
 their broadband services or Web sites. (See 
http://markey.house. gov /index.) 

· On August 1,2008, the Federal Communications Commission ("FCC")
 

adopted a Memorandum Opinion and Order (released on August 20, 
2008) that ruled, inter alia, that Comcasts "discriminatory and arbitrary 
practice (of interfering with connections of peer-to-peer applications) 
unduly squelches the dynamic benefits of an open and accessible Internet 
and does not constitute reasonable network management practices." In re 
Formal Complaint of Free Press and Public Knowledge Against Comcast 
Corporation, 23 FCC Rcd 13028 (2008 (the "FCC Order"), Introduction, 
paragraph 1. The FCC noted in its Order that the "Internet is an 
unprecedented communications medium..." and quoted from statutory 
text in declaring the Internet "offer( s) a forum for a true diversity of 
political discourse, unique opportunities for cultural development, and 
myriad avenues for intellectual activity." Ibid., paragraph 12 (footnotes 
omitted). (emphasis added.) 

In his press release accompanying the letter campaign to the 33 Internet and broadband 
companies, Congressman Markey, chairman of the House Subcommittee on Telecommunications 
andthe Internet, is quoted as follows: "This information wil allow the Congress to gain a more 
comprehensive understanding of the nature and extent to which user-tracking technologies are being 
implemented and the impact they could have on consumer privacy and Internet communications 
generally." (Markey Press Release, August 1,2009, http://markey.house.gov/index.) Iflegislators 
and regulators deem the issues of privacy and freedom of expression worthy of the attention 
indicated above, then surely Comcasts shareholders should be entitled to vote on a proposal that 
calls for a comprehensive and comprehensible consideration of such issues by their Board of 
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Directors in the form of a report. 

There has also been an enormous amount of mainstream media and business press coverage 
of the issue of surveillance, network management and censorship over the last six months, as 
demonstrated by the list of aricles attached as Exhibit A to this letter. Recent polling data from the 
Consumers Union shows extremely high rates of public concern regarding privacy and the Internet 

(see information posted at ww.consumersunion.org/pub/core telecom and utilities/006189.html); 
News database searches for terms such as "ISP privacy"; "ISP censorship"; "ISP freedom of 
speech"; and "ISP surveilance" for 2008 result in over 1,000 additional stories. Review of the 
stories discloses that many of 
 them involve the FCC's investigation ofComcasts network
 
management practices. *
 

The highly-publicized Comcast case originated in 2007, when widespread press reports 
indicated problems reported by subscribers of Comcast, "the nation's second largest provider of 
broadband Internet services...." FCC Order, paragraph 6. In response to such reports, the 
Associated Press conducted its own tests and reported that the tests indicated Comcast "actively 
interferes with attempts by some of its high-speed Internet subscribers to share files online" via 
peer-to-peer ("P2P") applications. FCC Order, paragraph 7 (quoting Peter Svensson, "Comcast 
Blocks Some Internet Traffc, AP Testing Shows," Associated Press, October 19,2007). Shortly 
thereafter, a formal complaint was fied and from November 2007 through Januar 2008 "over 
twenty thousand Americans similarly complained of Comcast s blatant and deceptive blocking of 
peer-to-peer communications." FCC Order, paragraph 10 (footnotes 
 and internal quotations
 
omitted).
 

In concluding that Comcasts actions ran "afoul of 
 federal Internet policy" (FCC Order, 
paragraph 41), the FCC determined that the "P2P" network management practice at issue "is not 
'minimally intrusive' (quoting Letter from Comcasts Vice President of 
 Regulatory Affairs, July 10, 
2008) but invasive and outright discriminatory." Id., paragraph 42 (footnote omitted). The FCC 
described the effect of Comcast s network management practice on the public in this way: 

In other words, Comcast determines how it wil route some connections based 
not. on their destinations but on their contents; in laymen's terms, Comcast opens 
its customers' mail because it wants to deliver mail not based on the address or 

type of stamp on the envelope but on the type of letter contained therein.. . .Also, 
because (of) Comcast s method, ... a customer has no way of knowing when 
Comcast (rather than its peer) terminates a connection. 

Id., paragraph 41. 

* The extensive press coverage and controversy surrounding Comcasts practices after they were uncovered 
by the press and internet users can be found. at, Wall Street Journal Online, "FCC to Rule Com cast Can't 
Block Web Videos," July 28, :J08;New York Times, "FCC Vote Sets Precedent on Unfettered Web Usage," 
August 2, 2008; and other citations in Exhibit A attached. 
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Ironically, the Company cites the FCC Order in seeking to support its assertion that anything 
relating to Comcasts network management practices falls within the scope of 
 the Company's 
"ordinary business" operations. However, unlawful activities that resulted in a regulatory 
investigation, formal memorandum and order, Congressional hearings, extensive press coverage and 
four class actions suits (in California, Ilinois, New Jersey and Oregon, respectively; see The Seattle 
Times, August 15,2008) are hardly routine, ordinar or best relegated to the category of "routine 
management decisions," as such practices are characterized in the Company Request Letter. To the 
contrary, the terms of the FCC Order in the Comcast case and the significant Congressional and 
media attention referred to above and in the attached Exhibit A demonstrate that ISP network 
management practices have a profound impact upon freedom of speech and privacy; are significant 
social policy issues that are widely debated; are the subject of policy maker interest; and are 
appropriate subjects of 
 shareholder proposals in general and the Proposal in paricular. We
 
respectfully request the Staff concur with this conclusion and find that the Proposal is not
 
excludable under the ordinar business exception.
 

2. The Proposal does not seek to "micro-mana2:e" the Company
 

and does not interfere with dav-to-dav business. 

The Proponents have not requested the Board to prepare a technical manual or to take 
actions that would otherwise impinge on day-to-day matters, but rather have framed the Proposal in 
appropriate terms that call for consideration of the impact of Comcast s network management 
practices in the context of privacy and freedom of expression. With the Internet increasingly 
becoming a necessity for ensuring full paricipation in the economic, social, and political spheres,
 
the impact of network management practices on privacy and freedom of expression clearly
 
transcends day-to-day business operations.
 

The Company argues that the Proposal is improper because it seeks to govern business 
conduct that management purortedly is in the best position to address. This argument 

. mischaracterizes privacy and freedom of speech issues as day-to-day matters that are somehow 
. within management's special competence. But if 
 that were somehow tre, the SEC made it clear in 

the 1998 Interpretive Release that "proposals relating to such (mundane) matters but focusing on 
sufficiently significant social policy issues generally would not be considered to be excludable." As 
demonstrated at length above, the issues of public expectations of privacy and censorship are 
significant social policy issues that, in the words of the Commission, "transcend the day-to-day 
business matters and raise policy issues so significant that it would be appropriate for a shareholder 
vote." Id. 

There is support in previous Staff letters for the conclusion that proposals with significant 
public policy concerns wil not be rejected as interfering with day-to-day business operations. In 
Cisco Systems, Inc. (Sep. 19,2002), the Staffrejected a company's argument under Rule 14a-8(i)(7) 
that a proposal seeking a report about the hardware or software that the company provided to China 
or other nations to monitor, intercept or block Internet traffic could be excluded because it dealt 
with the "company's ordinar business 
 operations." Similarly, in Yahoo! (April 13,2007), that 
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company's argument was rejected where the proposal at issue addressed the same core policy issue 
as the proposal in Cisco i in the context of providing Internet services rather than hardware or 
software. 

These two cases, Cisco and Yahoo!, demonstrate that Internet privacy and censorship
 
proposals are not excludable on the basis of relating to day-to-day business.
 

The no-action letters cited by the Company 
 are not pertinent to the Proposal. For example, 
the two main letters it cites - Yahoo! Inc. (April 5, 2007) and Microsoft Corporation (September 29, 
2006) - granted no-action relief under Rule l4a-8(i)(7) as to two almost identical proposals that 
were about governent Internet regulation, not the public's Internet rights and freedoms. 
Specifically, both proposals requested a report on the respective company's "rationale for 
supporting and/or advocating public policy measures" that would "increase governent 
regulation..." (Yahoo!) or "result in expanded governent regulation ofthe Internet, paricularly 
concerning 'Net neutrality.' " 
 (Microsoft.) These proposals are distinct from the instant Proposal 
because they clearly called for an evaluation only of possible company support for expanded 
governent regulation of the Internet - a task of regulatory analysis often deemed subject to 
exclusion under Rule 14a-8(i)(7) by the Staff. Id. Likewise, in the General Electric Company 
(January 17,2006) letter the Company cites, the proponent requested a report on the impact of a flat 
tax on the company. In contrast, the Proposal does not ask Comcast to evaluate the impact of any 
legislative or regulatory proposal on the Company, but rather how the Company's practices wil 
impact the public's privacy and freedom of expression. 

Finally, the Company Request Letter cites two no-action letters to support its argument that 
"the Commission has permitted the exclusion of shareholder proposals that seek to require a 
company to prepare and issue a report pertaining 
 to its otherwise ordinar business operations but 
involving social policy issues, where such proposals call for reports but not action in furtherance of 
such social policy issue." Company Request Letter, p. 10. Both letters, Washington Mutual, Inc. 
(March 6,2002), and The Mead Corporation (Januar 31, 2001), are readily distinguishable from 
the Proposal because they asked for a report on costs or risks. Cf, Washington Mutual (proposal 
seeking a financial accounting of costs associated with land development projects), and The Mead 
Corporation (proposal seeking report on environmental risks ofthe company's business). Here, the 
Proposal seeks a report not on costs or risks, but rather on steps to address the public's rights of 
privacy and freedom of expression. Indeed, the Staffhas declined to permit exclusion under Rule 
14a-8(i)(7) of shareholder proposals seeking reports on matters of such significant public concern. 
See, e.g., General Electric Co. (Januar 28,2005) (seeking report on investing in Iran); BJ Services 
Co. (December 10,2003) (seeking report on investing in, and divesting from, Burma); Cisco 
Systems, Inc. (September 19,2002) (seeking report on hardware or software provided by company 
to China and other countries to monitor, intercept or block Internet traffc). 

For the 
 foregoing reasons, Comcast has failed to meet its burden under Rule 14a-8(i)(7). 
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B. THE COMPANY HAS NOT SUBST ANTIALL Y IMPLEMENTED THE PROPOSAL
 
UNDER THE STANDARDS OF RULE 14a-8(i(10). 

The Company claims that the Proposal's request has been substantially implemented through 
the information published on its Web site. However, based on a review ofthe Web site references 
provided in the Company Request Letter and the applicable no-action letters issued by the Staff, it is 
clear that the Company has not met the Rule 14a-8(i)(10) standard. The scattered and largely 
irrelevant Comcast web pages cited do not examine privacy and freedom of speech issues, but 
provide only brief and conclusory references to those significant issues. 

In shar contrast to the Funds' requested examination of free speech and privacy issues, the
 

Company's seven cited Exhibits and multiple Web pages (Company Request Letter, pp. 4-6) are 
overwhelmingly directed to the details of Comcast s congestion management practices in response 
to the FCC Order, or to the posting of 
 various boilerplate and confusing usage policies, privacy 
notices and "privacy policies."* They do not examine any ofthe issues requested. 

Indeed, the first five Exhibits (C through G) to the Company's Request Letter were expressly 
ordered by the FCC, which directed Comcast to develop and implement a "compliance plan" to 
stop its "discriminatory and arbitrar" network management practices by the end of 2008 and to 
disclose "to both the Commission and the public the details of the network management practices 
that it intends to deploy following termination of its curent practices." See FCC Order, paragraph 1 

FCC Order in section III.A above.(footnotes omitted from quoted material). See also, discussion of 


the other materials cited by the Company or found on its Web site,Those Exhibits, and much of 


pertain solely to Comcasts narowly-focused efforts, before and after the FCC ruling, to convert its 
network management practices as they relate to congestion management so that such management 
tools 1) are protocol and application neutral, and 2) do not run afoul of regulatory and statutory 
standards. They emphatically do not examine the Company's overall network management 
practices as they may impact on the privacy or freedom of expression of Internet users. 

Finally, the multiple scattered policies and notices the Company cites are confusing, 
contradictory and present no coherent examination of any issue raised in the Proposal, as the 
following summaries show: 

(i) The Customer Privacy Notice is limited to specified services and "does not 
cover information that may be collected through any other products, services, or 
Web sites, even if accessed through our services and even if co-branded with
 
them. You should read the privacy policies for these other produces, services,
 

* In addition to the Web pages cited in the Company'.s letter, the foIIowingWeb pages relate to issues raised 
in the Company's argument but also do not evidence substantial implementation of 
 the Proposal 

. 2009 Com 
 cast Customer Privacy Notice (athtt://www.comcast.com/customerprivacv) 
cast HiglrSpeed Internet Privacy Information (athttp://www.comcast.net/privacy). Com 
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and Web sites to learn how they handle your personal information." (Customer 
Privacy Notice, in answer to question "What kind of information does this notice 
apply to?") 

(ii) There are statements relating to statutory requirements for the protection of 
"customer proprietary network information" and how the Company complies 
with such requirements (Customer Privacy Notice) which are difficult to 
reconcile with other statements in the materials provided by the Company on its 
Web site, such as the Acceptable Use Policy, which states that "Comcast and its 
suppliers reserve the right at any time to monitor bandwidth, usage, 
transmissions, and content in order to, among other things, operate the Service; 
identifY violations ofthis Policy, and/or protect the network, the Service and 
Comcast users." (Acceptable Use Policy (Exhibit I of Company Request Letter), 
in answer to question "How does Comcast enforce this Policy?"). 

(iii) The Company's Acceptable Use Policy states that Comcast reserves the right 
to refuse to transmit and may block any information that it deems "in its sole 
discretion" to be in violation of its Acceptable Use Policy or otherwise harful to
 

its network or customers, regardless of whether the material or its dissemination 
is unlawful (Acceptable Use Policy (Exhibit I of Company Request Letter), in 
answer to question "How does Com 
 cast address inappropriate content and
 
transmission?")
 

At best, the documents referred to by the Company contain a series of aspirational and 
conclusory statements about how the Company "uses reasonable network management practices that 
are consistent with industry standards (and) ... tries to use tools and technologies that are minimally 
intrusive and.. ..among the best in class." (Acceptable Use Policy, in answer to question "Why does 
Comcast manage its network?") Thus, notwithstanding the Company's assertion that the documents 
"not only provide extensive details ... but also directly and indirectly address the privacy and 
freedom of expression concerns raised by the Proposal," (Company Request Letter, p. 5), they do 
not address those broader issues but are merely notices to customers, rather than the shareholder 
report requested by the Proponents. This is not a minor distinction; the concerns of shareholders are 
often broader or narower in focus than those of customers, but in any event they are different 
concerns. 

Further, the Proposal asks for a single report, while the Company points to a multiplicity of 
formats and materials that 
 can be found at various locations within a Comcast Web site, none of 
which is a report. Prior Staff letters denying no-action relief under Rule l4a-8(i)(10) indicate that 
such efforts do not "substantially implement" a request for a comprehensive report. Thus, in 
Newell Rubbermaid Inc. (Februar 21, 2001), a proposal requesting a report on the company's "glass 
ceiling" progress, including a review of specified topics, was not substantially implemented by the 
company's claim that it had publicly available plans in place to address the issue, when it was 
beyond dispute that the company had not prepared a report on the topic. See also P PG Industries, 
Inc. (Januar 22, 2001) (proposal deemed not substantially implemented by the company through a 
variety of policies when proponents argued that the essence of the proposal was to create a single 
document that explicitly and in one place committed the company to the enumerated principles); 
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and Wendy's International (February 21, 2006) (proposal for sustainability report not substantially 
implemented by information on company Web site, where Web site included no discussion of the 
issues, as requested, and only contained vague statements of policy.) 

In addition, the policies and statements posted on the Web site are not the product of a board 
examination of the specific issues raised by the Proposal. On a number of occasions the Staff has 
concurred that when a proposal requests specific board level action, it is not sufficient for the 
company to argue 
 that existing board or management efforts relate generally to the same issue. For 
example, in NYNEX Corporation (February 16, 1994), the proposal requested that a board 
committee evaluate the impact of 
 various health care proposals on the company. The company 
unsuccessfully argued that it had substantially i~plemented the proposal because it had already 
established a Committee on Benefits, which oversaw the administration and effectiveness of all of 
the NYNEX employee benefits plans and programs, including the medical programs. In rejecting 
that argument, Staff stated that it "does not believe that the Company's existing director 'Committee 
on Benefits' and other efforts to explore and seek solutions to health care costs substantially 
implements the proponent's request for a committee specifically established to evaluate and report to 
shareholders on health care proposals." 

Finally, the letters 
 cited by Comcast for the grant of no-action relief are not relevant to the 
Proposal because each involved the actual, documented implementation of 
 the essential objective 
of the proposal at issue - a result that is demonstrably absent in the instant situation. Cf, ConAgra 
Foods, Inc. (July 3, 2006) (publication on the company's Web site of a corporate Responsibility 
Report that focused on requested issues substantially implemented proposal for a sustainability 
report); Nordstrom (Februar 8, 1995) (company guidelines for suppliers substantially implemented 
proposal for supplier standards with certain minimum criteria) ; The Gap, Inc. (March 16, 2001) 

(proposal for report on child labor excluded due to existing code of vendor conduct and other 
indicia of implementation). 

In sum, Comcast has not fulfilled any element of the Proposal, because the multiplicity of 
po stings db not provide a lucid, unified Board level examination of the Company's Internet network 
management practices in the context of the policy concerns regarding public expectations of privacy 
and freedom of expression on the Internet. 

Consequently, the Company should not be permitted to exclude the Proposal as "substantially 
implemented" under Rule 14a-8(i)(10) grounds. 
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III. Conclusion
 

For the reasons set forth above, the Funds respectfully request that the Company's 
request for no-action relief be denied. 

Than you for your consideration. 

ø;'~
Deirdre Kessler 

Cc: Wiliam H.. 
 Aaronson, Esq.
 
Davis Polk & Wardwell
 

Trillum Asset Management Corporation 



EXHIBIT A 

List of News Stories 
(3 pages) 

BUSINESS WEEK 

AT&T to Get Tough on Piracy, November 7,2007
 
Congress to Push Web Privacy, August 14,2008
 
The Candidates are 
 Monitoring your Mouse, August 28,2008 

CNN 

Tracking Of 
 Users Across Web Sites Could Face Strict Rules, July 14,2008
 
Free speech is thorny online, December 17,2008
 

CHRISTIAN SCIENCE MONITOR 

YouTube to McCain: No DMCA pass for you, October 15, 2008 

FINANCIAL TIMES 

Google founders in web privacy warning, May 19, 2008 
FCC signals its authority over web access, July 29, 2008 

LOS ANGELES TIMES 

Technology stokes new Web privacy fears, July 14,2008
 

FCC slams Comcast for blocking Internet traffc, vows to police ISPs, August 
1,2008 

MSNBC 

ISPs pressed to become child porn cops, October 16, 2008 
The trouble with 'deep packet inspection', October 16,2008 

NATIONAL PUBLIC RADIO 

FCC Rules Against Comcast, August 4, 2008 
Google violates its 'don't be evil' motto, November 18,2008 



NEW YORK TIMES 

Ad-Targeting Companies and Critics Prepare 
 for Senate Scrutiny, July 8,2008
 
. An Imminent Victory for 'Net Neutrality' Advocates, July 1 1, 2008
 
F C. C. Vote Sets Precedent on Unfettered Web Usage, August, 2, 2008 
Applications Spur Carriers to Relax Grip on Cell 
 phones, August 4, 2008
 
Web Privacy on the Radar in Congress, August 11, 2008
 
AT&T Mulls Watching You Surf, August 14,2008 
Com cast Says No New Traffc Management Plan Yet, August 2l, 2008
 
McCain Fightsfor the Right to Remix on YouTube, October 14,2008
 
Banks Mine Data and Pitch to Troubled Borrowers, October 22,2008 
Big Tech Companies Back Global Plan to Shield Online Speech, 
 October 28,
 
2008
 
Does AT&T's Newfound Interest in Privacy Hurt Google?, November 20,2008 
Campaigns in a Web 2.0 World, November 3, 2008 
How Obama Tapped Into Social Network Power, November 9,2008 
You're leaving a digital trail- do you care?, November 29,2008 
Google's Gatekeepers, November 30, 2008 
Proposed Web Filter Criticized in Australia, December 12, 2008 
Yahoo Limits Retention of 
 Search Data, December 18,2008 

JIM LEHER NEWS HOUR 

FCC Rules Comcast Violated Internet Access Policy, August 1,2008 

PHILADELPHIA INQUIRER 

Comcast agrees to sign New York's anti-porn 
 code , July 21, 2008 
FCC orders Com 
 cast to change Internet practices, August 1,2008 

SAINT LOUIS POST-DISPATCH 

FCC rules against Comcast for blocking Internet trafc, August 1, 2008 

SAN FRANCISCO CHRONICLE 

FCC ready to take on ISP limits, July 29, 2008 
Tarnished tech 
 firms to adopt code of conduct, October 25,2008 
Group hopes to shape nation's privacy policy, November 17,2008 

WASHINGTON POST 

FCC Chairman Seeks to End Comcasts Delay of 
 File Sharing, July 12,2008 



Lawmakers Probe Web Tracking, July 17,2008
 
Who Should Solve This Internet Crisis? , July 28, 2008
 
Lawmakers Seek Data On Targeted Online Ads, August 5, 2008 
Some Web Firms Say They Track Behavior Without Explicit Consent, August 
12,2008 
Telecom Reporting Rule May Be Eased, September 5, 2008 
Politics and Social Networks: Voters Make the Connection, November 3, 2008 
Under Obama, Web Would Be the Way Unprecedented Online Outreach 
Expected, November 10, 2008 
A New Voice in Online Privacy, November 17,2008 
Verizon Staff 
 Viewed Obama's Account, November 21,2008
 
Wikipedia Censorship Sparks Free Speech Debate, December 9,2008
 
RIAA's New Piracy Plan Poses a New Set of 
 Problems, December 19,2008 

WALL STREET JOURNAL 

Cuomo's Probe Spurs Internet Providers to Target Child Porn, June 11,2008 
Limits on Web Tracking Sought, July 15,2008 
Charter Delays Plan for Targeted Web Ads, June 25, 2008
 
FCC to Rule Comcast Can't Block Web Videos, July 28, 2008 
Editorial on net neutrality, July 30, 2008 
Google, Yahoo, Microsoft Set Common Voice Abroad, October28, 2008 
Google Wants Its Own Fast Track on the Web, December 15,2008 
Music Industry to Abandon Mass Suits, December 19, 2008 (citing pivotal 
role of ISPs) 
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January 15,2009 

Re: Amended and Restated No-Action Request Concerning the Shareholder 
Proposal Submitted by The Offce of the Comptroller of the City of New 
York and Trillum Asset Management Corporation as Co-Filers 

Offce of Chief Counsel
 

Division of Corporation Finance 
Securities and Exchange Commission 
100 F Street, N .E. 
Washington, D.C. 20549 

. via email: shareholderproposa1s~sec.gov 

,Ladies and Gentlemen: 

On behalf of our client, Comcast Corporation ("Com 
 cast" or the
 

"Company"), we write to amend and restate our previous request for no-action 
concerning the Company's intention to exclude from its proxy statement and form 
of proxy for the Company's 2009 Anual Meeting of Shareholders (collectively, 
the "2009 Proxy Materials") the shareholder proposal (the "Proposal") and 
related supporting statement received from The Office of 


the Comptroller of the 
City of New York, on behalf of the New York City Employees' Retirement 
System, the New York City Police Pension Fund, the New York City Fire 
Deparent Pension Fund and the New York City Board of Education Retirement 
System ("Proponent A") and Trillum Asset Management Corporation, on behalf 
of Ms. Louise Rice, as co-fiers of the Proposal ("Proponent B" and together 
with Proponent A, the "Proponents"). 

Following the filing of our prior no-action request concerning the 
Proposal, which we submitted to the Offce of Chief Counsel via electronic mail 
on Januar 7, 2009, Com 
 cast received correspondence from 
 Proponent B, 
informing Comcast that Proponent B, through its submission of a shareholder 
proposal identical to the shareholder proposal submitted by Proponent A, intended 
to be viewed as a co-fier of 
 the Proposal (such correspondence is attached hereto 
as Exhibit J). After initially receiving no correspondence from Proponent A, on 
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Comcast s behalf we sent a letter via both electronic and overnight mail to 
Proponent A, requesting that Proponent A confirm Proponent B' s position as a 
co-fier of 
 the Proposal (such correspondence is attached hereto as Exhibit K).
 
Proponent A subsequently confirmed Proponent B's position (such
 
correspondence is attached hereto as Exhibit L).
 

We note that prior to the filing of our previous no-action request 
concerning the Proposal, neither Proponent A nor Proponent B indicated through 
their correspondence with Comcast that they intended to be viewed as co-filers of 
the Proposal. All correspondence exchanged between the Company and the 
Proponents has been attached hereto as Exhibit M (with respect to Proponent A) 
and Exhibit N (with respect to Proponent B). 

We hereby again respectfully request that the Staff of the Division of
 
Corporation Finance (the "Staff') concur in our opinion that the Company may,
 
for the reasons set fort below, properly exclude the Proposal from the 2009 
Proxy Materials. However, in light of the facts detailed above concerning the 
recently confirmed co-fier status of 
 Proponent A and Proponent B and to 
facilitate the Staffs review, we hereby withdraw our previous argument under 
Rule 14a-8(i)(1I) and otherwise amend and restate our no-action request to refer 
to only one proposal, the Proposal, submitted by the Proponents as co-filers. 
Thus, consistent with our prior no-action request, our request to confirm that the 
Proposal may be excluded from the Company's 2009 Proxy Materials applies 
with regards to Proponent B's submission as well Proponent A's submission. 

Pursuant to Staff 
 Legal Bulletin No. l4D (CF), Shareholder Proposals 
(November 7, 2008), question C, we have submitted this letter and the related 
correspondence from the Proponents to the Commission via email to 
shareholderproposals~sec.gov. Also, in accordance with Rule l4a-8G), a copy of 
this letter and its attachments is being submitted simultaeously to the Proponents 
via electronic mail as notification of 
 the Company's intention to amend its 
previous no-action request. 

As noted in our prior no-action request concerning the Proposal, the 
Company plans to fie its definitive proxy statement with the Securities and 
Exchange Commission (the "SEC") on or about March 30, 2009. Accordingly, 
though we are submitting this amended and restated no-action request less than 80 
days before the Company intends to fie its definitive proxy statement, we 
emphasize that the initial no-action request was timely submitted in accordance 
with Rule 14a-8G). We also emphasize that neither we nor the Company received 
confirmation from both of 
 the Proponents of 
 their status as co-fiers until January 
14,2009. The Company believes this constitutes a good reason for purposes of 
this letter. 
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Introduction 

The Proposal, which as submitted by Proponent A is attached hereto as
 
Exhibit A and as submitted by Proponent B is attached hereto as Exhibit B,
 
requests that: 

Directors prepare a report, excluding proprietary and 
confidential information, and to be made available to shareholders no later 
"(t)he Board of 


than November 30,2009, examining the effects of 
 the company's Internet 
network management practices in the context of the significant public 
policy concerns regarding the public's expectations of 
 privacy and 
freedom of expression on the Internet." 

Comcast requests that the Staff of the SEC concur with its view that the 
Proposal may be properly omitted from the 2009 Proxy Materials pursuant to the 
provisions of Rule 14a-8(i)(10) because the Company has already substantially 
implemented the Proposal and/or Rule 14a-8(i)(7) because the Proposal concerns 
a matter relating to the Company's ordinary business operations. 

Grounds for Omission 

The Company has substantially implemented the Proposal since adequate 
information regarding the Company's network management practices is 
clearly published on the Company's Web site and therefore the Proposal 
may be omitted from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(10). 

Pursuant to Rule 14a-8(i)(10), which permits the exclusion of a 
shareholder proposal if the company has already substantially implemented the 
proposal, the Proposal may be excluded from Comcast s 2009 Proxy Materials if 
they have already been substantially implemented by Comcast. See, Exchange 
Act Release No. 34-20091 (August 16, 1983). According to the Commission, the 
exclusion provided for in Rule l4a-8(i)(10) "is designed to avoid the possibility of 
shareholders having to consider matters which already have been favorably acted 
upon by management." See, Exchange Act Release No. 34-12598 (July 7, 1976). 
A shareholder proposal is considered to be substantially implemented if the 
company's relevant "policies; practices and procedures compare favorably with 
the guidelines of the proposaL." Texaco, Inc. (March 28, 1991). The Staff does 
not require that every detail of a proposal have been implemented by a company 
in order to permit exclusion under Rule 14a-8(i)( 10). Instead, the Staff has 
consistently taken the position that when a company already has policies and 
procedures in place relating to the subject matter ofthe proposal, or has 
implemented the essential objectives of the proposal, the shareholder proposal has 
been substantially implemented and may be excluded pursuant to Rule 14a­
8(i)(10). See, ConAgra Foods, Inc. (July 3, 2006), The Talbots, Inc. (April 5, 
2002), The Gap, Inc. (March 16,2001) and Kmart Corporation (February 23, 
2000). 
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Disclosure of Comcasts Network Management Practices 

Through various documents posted on Comcasts Web site (accessible via 
the Web page ww.comcast.net/terms/network) that pertain to Comcasts High-
Speed Internet service, Comcast provides a significant amount of information 
regarding its network management practices. These documents contain detailed 
information about, among other topics, why Comcast manages its network, how it 
manages its network, and how customers are affected by network management. 
These documents also clearly state that Comcasts network management does not 
block customer applications or programs nor does it discriminate against 
particular types of online content. Collectively, these documents not only 
describe how Comcasts network management works, but also address how its 
network management practices relate to the public policy concerns regarding 
freedom of expression on the Internet. The Com 
 cast Customer Privacy Notice at
 
http://ww.comcast.com/customerprivacy/ contains the complete privacy policy
 
for Comcasts cable television, High-Speed Internet, and phone services. A 
second privacy statement at http://ww.comcast.net/privacy/ contains additional 
privacy provisions that apply to Comcasts High-Speed Internet service and 
Comcast.net website. Comcasts network management practices are consistent 
with these privacy statements. 

Network management in the present context describes the tools and 
techniques that an Internet service provider uses to deliver a high quality, 
consistent, and safe Internet experience to its customers. Comcast's network 
management practices include, among 'other things, identifying spam and 
preventing its delivery to customer e-mail accounts, detecting malicious Internet 
traffic and preventing the distribution of viruses or other harmful code or content, 
and temporarily lowering the priority of traffc for users who are the top 
contributors to current network congestion. A significant portion of Comcast' s 
network management activities relate to congestion management. As par of 
Comcasts own initiatives and as par of 
 its compliance with the Federal 
Communications Commission (the "FCC") order pertaining to network 
management, see In re Formal Complaint of 
 Free Press and Public Knowledge 
Against Comcast Corporation, 23 FCC Rcd 13028 (2008), Comcast is continually 
evaluating and refining the ways in which it manages its network in order to 
continue providing high quality 
 Internet service using reasonable network 
management tools and techniques that are consistent with industr stadards. As
 

stated above, Comcast keeps its users and investors clearly apprised of its 
activities in this area though information made available on its Web site. 

In a September 19,2008 letter from Comcast to the FCC (available on 
Comcasts Web site at http://downloads.comcast.net/docs/Cover_Letter.pdf and 
attached hereto as Exhibit C) (the, "September 19 Letter"), Comcast stated that, 
consistent with its prior voluntary commitment and the FCC's Order noted above,. 
Comcast would transition away from its prior congestion management practices 
that managed certain types of 
 peer- to-peer ("P2P") traffic. As of December 31, 
2008, Comcast has completed its transition to new protocol-agnostic congestion 
management practices. In the September 19 Letter, Comcast affirmed its 
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commitment to "ensur(ing) continued delivery of a world-class service to all of 
(its) subscribers, while minimizing the impact on any individual user whose 
traffc must be managed as part of 
 this process." 

As also noted in the September 19 Letter, in September 2008, Comcast
 
submitted to the FCC and posted on the network management section of its Web
 
site (i) a description of its prior approach to managing network congestion 
(available at htt://downloads.comcast.net/docs/Attachment_A_Current_ 
Practices.pdf and attached hereto as Exhibit D) (ii) a description of its new 
protocol-agnostic congestion management practices (available at 
http://downloads.comcast.net/docs/ Attachment_ B _Future_Practices. pdf and
 

attached hereto as Exhibit E) and (ii) Comcasts compliance plan for the 
transition from the prior approach to the new one (available at 
http://downloads.comcast.net/docs/ Attachment_ C _Compliance _Plan.pdf and 
attached hereto as Exhibit F), On January 5, 2009, Comcast filed a letter with the 
FCC (available on Comcasts Web site at http://downloads.comcast.netl 
docs/comcast-nm-transition-notification.pdf and attached hereto as Exhibit G) 
notifYing the FCC that it has ceased employing the prior congestion management 
practices and has instituted the new practices thoughout its High-Speed Internet 
network. These documents not only provide extensive details regarding 
Comcasts past and current practices, but also directly and indirectly address the 
privacy and freedom of expression concerns raised by the Proposal. 

Exhibit D, Comcasts description of 
 its prior congestion management 
approach, describes Comcasts former P2P-specific network management 
practices, from which Com 
 cast fully transitioned away as of December 31, 2008. 
This document clearly explains the extent to which a given user's online 
information could be inspected by such network management tools and reassures 
the reader that the techniques used by Comcast examined only the relevant packet 
header or addressing information in a given packet necessary to indicate what 
type of 
 protocol (P2P in this case) was being used by a customer. The document 
emphasizes that this congestion management technique did not "read" the 
contents of customer communications in order to determine whether a packet was 
text, music, video, a voice conversation, or any other type of content, and 
certainly did not identify whether any packet contained political speech, 
commercial speech or entertainment, ortry to discern whether a packet was 
personal or business, lcgal or ilicit, etc. Comcast's prior network management 
practices fully respected customer privacy and did not act based on the contents of 
any customer communications. 

Exhibit E, Comcasts description of 
 its new congestion management 
approach, stresses that Comcast's new congestion management technique is 
"protocol-agnostic" and focuses only on the extent to which a certain Comcast 
subscriber is using a high amount of bandwidth, not what typ of protocol is being 
used. As was the case with Comcasts prior congestion management practices, 
this new technique fully respects customer privacy and does not act based on the 
contents of any customer communications. 
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In addition to Comcast's various submissions to the FCC that it 
prominently displays on the network management portion of 
 its Web site,
 
Comcast publishes a Frequently Asked Questions ("FAQs") section on its Web
 
site (available at http://help.comcast.net/contenVfaq/Frequently- Asked-Questions­
about-Network-Management#manage and attached hereto as Exhibit H), which 
discusses why Comcast manages its network and the techniques utilized to do so. 
This portion of Comcasts Web site makes it clear to the reader that neither 
Comcast's previous network management practices nor the network management 
practices to which it has transitioned discriminate against particular types of 
online content.
 

Comcast clearly explains in the F AQ section (as it does elsewhere) that its 
new protocol-agnostic network management technique wil not manage 
congestion based on the protocols in use, but rather it wil focus on the heaviest 
users in near real time, such that periods of congestion wil be "fleeting and 
sporadic." Most importantly in the context of 
 the Proponents' concerns about
 
freedom of expression, the F AQ section clearly indicates that the new practices
 
wil be "content neutral."
 

In addition to the statements and FCC letters discussed above, Comcast s 
Acceptable Use Policy (available at http://ww.comcast.net/terms/use/ and 
attached hereto as Exhibit I) provides additional disclosure to customers about the 
types of 
 uses and activities that Comcast considers unacceptable (such as sending 
spam or spreading a computer virus) and how it wil respond when it determines 
there is a violation of its Acceptable Use Policy. Taken together, all of these 
documents provide customers and others with a detailed, meaningful explanation 
of Comcast s network management and privacy practices and policies and how 
they affect customers. Comcast believes that its network management techniques 
reflect reasonable, industry standard practices and do so in a way that fully 
respects customer freedom of expression and privacy. 

Analysis 

In ConAgra Foods, Inc. (July 3, 2006), the Staff allowed the company to 
exclude a proposal requesting that the board issue a sustainabilty report to 
shareholders because the company had substantially implemented the essential 
objective of 
 the proposal through its publication (on its Web site) ofa Corporate 
Responsibility Report, which focused on certain issues discussed in the proposal. 
This is similar to the situation at hand, as the network management page of 
Comcasts Web site provides detailed information that explains Comcast's 
network management processes and also directly addresses the concerns raised by 
the Proposal. 

In The Gap, Inc. (March 16, 200 l), the Staff allowed the company to 
exclude a proposal (on substantial implementation grounds) that requested a 
report on the child labor practices of the company's vendors. The company had 
already established a code of vendor conduct, monitored vendor compliance, 
published related information and was willng to discuss the issue with 
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shareholders. Likewise, in Nordstrom, Inc. (Februar 8, 1995), the Staff allowed 
the company to exclude a proposal (on substantial implementation grounds) that 
requested that the company establish a set of stadards for its suppliers that met 
certain minimum criteria and also that the company prepare a report to 
shareholders describing its policies as well as its curent and future compliance 
efforts with respect to those policies. In that instance, Nordstrom was able to 
successfully argue that it had substantially implemented the proposal where it had 
in place existing company guidelines for suppliers and had issued a press release 
regarding such guidelines (despite the fact that the guidelines did not commit the 
company to conduct regular or random inspections to ensure compliance, as 
requested in the proposal). As indicated above, Comcast has clearly gone much 
fuher in substantially implementing the essential objectives of 
 the Proposal and 
therefore respectfully submits that the Staff should allow Comcast to exclude the 
Proposal on such grounds. 

In ITT Corporation (March 12, 2008), the Staff did not permit the 
exclusion of a proposal requesting a report on ITT Corporation's foreign sales of 
miltary and weapons-related products and services on substatial implementation 
grounds (or any other grounds). The company argued that it had substantially 
implemented the proposal by way of (i) availability of 
 the requested information 
through the dissemination of such information by government agencies to the 
media, (ii) information provided to certin government agencies which was 
publicly available, (iii) information posted online by several government agencies 
and (iv) information contained in the company's SEC fiings, as well as certain 
information on its own Web site. Comcast's claim of substantial implementation 
is distinguished from that of ITT Corporation because Comcast's network 
management information page directly supplies the information sought by the 
Proposal, as opposed to forcing an investor to search several locations for the 
desired information, and it directly responds to the issues raised by the Proposal. 
This information page not only links readers to certain of 


Com cast's FCC filings, 
but also provides updates regarding Comcast's network management practices 
and links to the F AQ section that provides plain language explanations of network 
management issues, including those related to the concerns raised by the 
Proposal. Comcast has collected all of its network management documents and 
related materials in one place at htt://ww.comcast.net/terms/network. 

Also, in Terex Corporation (March 18, 2005), the Staff did not pennit 
exclusion (on substantially implemented grounds) of a proposal substantially 
similar to that received by ConAgra Foods (discussed above). Terex claimed that 
it substantially implemented the proposal by including on its Web site its views 
regarding corporate citizenship and by making reference to a variety of its public 
disclosures, including filings made with the SEC. Again, Comcast's claim of 
substantial implementation is distinguished from the argument set forth by Terex 
because Comcast prepares and publishes on its Web site detailed summares of 
 its 
network management practices and also provides direct access to certain FCC 
fiings by posting those filings on the network management page of its 
 Web site 
(i.e., the actions requested by the Proposal). 
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Comcast continues to publish and update information describing its 
network management practices, including how these practices relate to the public 
policy concerns regarding privacy and freedom of expression on the Internet and 
believes that through its current disclosures that it has implemented the essential 
objectives ofthe Proposal. The Proposal has therefore been substantially 
implemented. 

The Proposal may also be omitted from the 2009 Proxy Materials under Rule 
14a-8(i)(7) because, while the Proposal may relate to issues of 
 public policy,
the Proponents seek to "micro-manage" the Company with their request that 
would intrude unduly on the Company's ordinary business operations. 

Pursuant to Rule 14a-8(i)(7), the Proposal may be excluded from Comcast's 
2009 Proxy Materials because the Proposal deals with a matter relating to the 
company's ordinar business operations. 

Rule 14a-8(i)(7) allows a company to omit a shareholder proposal from its 
proxy materials if such proposal deals with a matter relating to the company's 
ordinary business operations. The general policy underlying the "ordinary
 

business" exclusion is "to confine the resolution of ordinary business problems to
 
management and the board of directors, since it is impracticable for shareholders
 
to decide how to solve such problems at annual shareholders meetings."
 
Exchange Act Release No. 34-40018 (May 21, 1998) (the "1998 Release"). This
 
general policy reflects two central considerations: (i) "(c)ertin tasks are so
 

fudamental to management's ability to run a company on a day-to-day basis that 
they could not, as a practical matter, be subject to direct shareholder oversight"; 
and (ii) the "degree to which the proposal seeks to 'micro-manage' the company 
by probing too deeply into matters of a complex nature upon which shareholders, 
as a group, would not be in a position to make an informed judgment." The 1998 
Release, citing in par Exchange Act Release No. 12999 (November 22, 1976). 
Additionally, when a proposal seeks a report, "the Staffwil consider whether the 
subject matter of 
 the special report. . . involves a matter of ordinar business; 
where it does, the proposal wil be excludable under Rule l4a-8(c)(7). Exchange 
Act Release 34-20091 (August 16, 1983). 

The Proposal Relates to Comcast's Network Management Practices, 
Implicating Comcast's Business Operations 

Comcast earns revenue by, among other thngs, providing high-quality 
High-Speed Internet service to both commercial and individual users. As the 
Internet continues to evolve and Comcast strives to provide its customers with the 
highest quality Internet service possible, Comcast must also continue to ensure 
that its network capabilities are able to provide such service. 

As previously discussed in great detail, Comcast manages its network with 
the goal of delivering the best possible High-Speed Internet experience to all of its 
customers. Network management is essential for Comcast to promote the use and 
enjoyment of 
 the Internet by all of its customers. Comcast uses various tools and 
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techniques to manage its network. These tools and techniques, like the network 
and its usage, are dynamic, and can and do change frequently. 

Decisions regarding Comcasts network management policy depends on
 
an intimate knowledge ofComcasts High-Speed Internet network. Only
 
Comcast management and staff 
 have the requisite knowledge ofComcasts 
network and user population in order to assess, set and refine its network 
management policies and tools. In addition, Comcast and its network 
management practices were the subject of a proceeding at the FCC, which 
resulted in the FCC's August 20.2008 Memorandum Opinion and Order, FCC 
08-183 noted above. As a result of 
 that proceeding, Comcast committed to make 
certin disclosures regarding its current and futue network management 
practices, Given that the type and content of 
 these disclosures are par of 
Comcasts ongoing commitment to keep its customers and the public informed 
regarding one of Comcasts major services and revenue streams, it seems clear 
that disclosure of Comcast s network management policies falls squarely within 
the scope of Comcasts ordinary business operations. 

Tn Yahoo! Inc. (Apri15, 2007), the Staff concluded that a shareholder
 
proposal which requested the Board of Directors to "report to shareholders as
 
soon as practicable on the Company's rationale for supporting and/or advocating
 
public policy measures that would increase government regulation of 
 the Intemet" 
fell within the purview of Yahoo!'s ordinary business operations. 

Likewise, in Microsoft Corporation (September 29,2006), the Staff
 
concurred with Microsoft's view that a proposal almost identical to the Yahoo!
 
proposal noted above could be excluded on the basis of 
 Rule 14a-8(i)(7), where 
Microsoft argued that "( s )hareholders are simply not in a position to frame the 
company's policy on complex questions of 
 business, technology advancement, 
policy, and regulation(,)" asserting that these activities are "properly reserved for 
management." As was the case with Microsoft, the Proponents should not be 
allowed to improperly intervene in the day-to-day operations of one of the key 
areas of Comcast' s business in order to advance their paricular agenda. 

As expressly indicated in Exchange Act Release 34-20091 (August 16, 
1983), noted above, since the requested report clearly concerns an area of 
Comcasts ordinary business operations, Comcast believes that the Proposal may 
be properly excluded from Comcast's 2009 Proxy Materials under Rule l4a­
8(i)(7). 

The Proposal Relates to a Complex Matter That Is Most Appropriate/or 
Management to Address 

Issues related to network management are highly complex and require a 
detailed understanding of, among other things, Com 
 cast' s and other Internet 
Service Providers' network architectures, business practices, and available 
network technology. To make an informed 
 judgment as to what types of network 
management practices are necessary and wil promote the interests of Comcast, its 
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stockholders and its customers requires an intimate knowledge of these complex 
practices. The complexity and rapid evolution of the Internet and network 
management practices make network management a poor topic for action by 
stockholders at an annual meeting and are just the type of proposal that "seeks to 
'micro-manage' the company by probing too deeply into matters of a complex 
nature upon which shareholders, as a group, would not be in a position to make an 
informed judgment" (as stated in the 1998 Release). Accordingly, the Company
 
believes that it should be permitted to exclude the Proposal on the basis of Rule
 
14a-8(i)(7).
 

Comcast believes that the Proposal is exactly the type of matter that the
 
"ordinary business" exception is Rule l4a-8(i)(7) was created to address. By
 
requesting that the Board of Directors prepare a report regarding its network
 
management practices, the Proponents are seeking to subject to shareholder
 
oversight an aspect ofComcasts business that is most appropriately handled by 
Comcasts management. Additionally, the issues of 
 how Comcast should 
properly maintain its network while stil respecting users' concerns regarding 
freedom of expression and privacy and how Comcast should respond to 
government regulation of this aspect of its business are central to the operation of 
the day-to-day business of Comcast. Executives and other managers routinely 
make decisions about how best to conduct Comcast's business in compliance with 
current regulations and it would be highly unusual and impractical to interject 
Comcasts shareholders into what is otherwise a routine management decision. 

In General Electric Company (January 17,2006) the proponent requested 
that the issuer prepare a report on the impact of a flat tax on the company. 
General Electric successfully argued that tàx planing and compliance were 
"intricately interwoven with a company's financial planning, day-to-day business 
operations and financial reporting." In the same way, Comcast's network 
management practices involve intricate systems related to the unique services that 
Comcast provides and Comcast s selection and disclosures of its network 
management practices are a fuction of Comcast s ongoing business practices and 
any applicable FCC rules or requirements. 

Comcast is aware that the Staff wil make an exception for proposals that 
pertain to significant social policy issues, even if they involve ordinary business 
operations. However, the Commission has permitted the exclusion of shareholder 
proposals that seek to require a company to prepare and issue a report pertaining 
to its otherwise ordinary business operations but involving social policy issues, 
where such proposals call for reports but not action in fuherance of such social 
policy issue. See, Washington Mutual, Inc. (March 6,2002) (excluding a 
proposal requesting a report identifying all company costs associated with land 
development projects); The Mead Corporation (January 31, 2001) (excluding 
shareholder proposal requesting a report on the company's environmental risks in 
financial terms). 

In Washington Mutual, the shareholder proposal was excluded under Rule 
14a-:8(i)(7) where the proponent merely sought a report concerning the impact of 
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a portion of 
 the company's business operations and did not request adoption of 
corporate policies regarding the environment. Like the shareholder proposal that 
was excluded under Rule 14a-8(i)(7) in Washington Mutual, the Proposal merely 
asks Comcast to issue a report regarding its network management practices in 
light of 
 the public's concerns regarding privacy and freedom of expression on the 
Internet, but does not request that Comcast take any affirmative steps to attempt to 
modify its network management practices. 

Accordingly, Comcast believes that the Proposal intrdes into the realm of 
the ordinary business operations of Comcast without callng for the necessary 
action that sometimes prevents the exclusion of social policy related proposals. 
For that reason, in addition to the reasons indicated in the subsection above, 
Comcast respectfully submits that it should be permitted to exclude the Proposal 
from its 2009 Proxy Materials in accordance with Rile 14a-8(i)(7). 

Conclusion 

Comcast believes that the Proposal may be properly excluded from the 
2009 Proxy Materials pursuant to Rule 1 4a-8(i)(l 0) because the Proposal has 
been substantially implemented. Comcast also believes that the Proposal may be 
properly excluded from the 2009 Proxy Materials pursuant to Rile 14a-8(i)(7) 
because issues relating to network management are within the scope of Comcast's 
ordinary business operations and the Proposal does not satisfy the social policy 
exception to this rule. 

We would be happy to provide you with any additional information and 
answer any questions that you may have regarding this subject. Should you 
disagree with the conclusions set fort herein, we respectflly request the 

opportunity to confer with you prior to the determination of the Staffs final 
position. Please do not hesitate to call me at (212) 450-4397 or Arthur R. Block, 
the Company's Senior Vice President, General Counsel and Secretary, at (215) 
286-7564, if we may be of 
 any fuher assistance in this matter. 

Very truly yours, 

\ùC,CÜ£~O(O-1..~~~ 
Wiliam H. Aaronson
 

Enclosures 

The Offce of
cc w/enc: the Comptroller of the City of New York 

Trillium Asset Management Corporation 

Arthur R. Block 
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THE CITY OF NEW YORK , 

OFFICE OF THE COMPTROLLER : 

I1 CENTRE STREET i 

NEW YORK, N.Y. 10007~2341 
!

¡ 

f 
i 

WILLIAM C. THOMPSON, JR. I
I 

COMPTROLLER 

I 

November 12, 2008 
i 

! 
i 
i 

Mr. Arthur R. Block ¡ 

iSecretary I 

. Comcast Corporation ¡
i 

One Comcast Center 
Philadelphia, PA 19103 

I

!
i 
I 

I.
Dear Mr. Block: i 

! 

The Offce of the Comptroller of New York City is the custodian and trustee of the j 

r
New York City. Employees' Retirement System, the New York City Police ¡. 

iPension Fund, and the New York City Fire Department Pension Fund, and 
;

custodian of the New York City Board of Education Retirement System (the 
"funds"). The funds' boards of trustees have authorized the Comptroller to inform
 

you of their intention to offer the enclosed proposal .for consideration of
 

. stockholders at the next annual meeting. 

I submit the attached proposal to you in accordance with rule' 14a-8 of the 
Securities Exchange Act of 1934 and ask that it be included in your proxy 
statement. 

Letters from The Bank of New York certifying the funds' ownership, continually
 
for over a year, of shares of,Comcast Corporation common stock are enclosed.
 

. The funds intend to continue to hold at least $2,000 worth of these securities ¡., 
I 

through the date of the annual meeting.' 
! 

We would be happy to discuss this initiative with you. Should the board decide to
 
endorse its provisions as company policy, our funds wil ask that the proposal.be
 
withdrawn from consideration at the ann~al meeting. Please feel free to contact
 
me at (212) 669-2651 if you håve any further questions on this matter.


V~rs, 
~.,;:herty

pd:ma
 
Enclosures
 
Corneas! Corporation - internet censorship 

(I 
New York City Offce ofthe Comptroller - i -
Bureau of Asset Management 

I.
i 



i 
! 

Public Expectations of Privacy and Freedom of Expression on the Internet j 

Report on Our Company's Network Management Practices, 

The Internet is becoming the defining inastrctue of our economy and society in the 21 st centu. Its I 
i 

potential to open new.màrkets for commerce, new venues for cultual expression and new modalities of I 
i 

civic engagement is without historic paralleL. 
I 

Internet Service Providers (ISPs) serve as gatekeepers to ths infastrctue: providing access, 
I 

managing trafc, insurng communication, and forging rues that shape, enable and limit the public's 
use ofthe Internet. i 

i 

iAs such, ISPs have a weighty responsibility in devising network management pratices. ISPs must give I

I 

ifar-raging thought to how these practices serve to promote--or inhibit--the public's paricipation in the ¡ 

economy and in civil society. i 

Of fudamental concern is the effect ISPs' network management practices have on public expectations I 

of privacy and freedom of expression on the Internet. 
I 

Whereas: 
i 

I 

I 

· More than 211 milion Americas--70% of 
 the U.S. population--now use the Internet; i 
i
i 
I 

· The Internet serves as an engine of opportity for social, cultual and civic ! 

parcipation in society; 
i 

i 

· 46% of American report they have used the internet, e-mail or text messaging to i 
I 

parcipate in the 2008 political process; 

· The Internet yields signcant economic benefits to society, with online US retailng 
¡ 

revenues - only one gauge of e-commerce - exceeding $200 bilion in 2008; 

I 

· The Internet plays a critical role in addressing societal challenges such as provision of 
ihealth care, with over 8 milion Americans looking for health information onlire each 

day; !
! 
I 

· 72% of American are 
 concerned that their online behaviors are being tracked and I 

Iprofiled by companies; 
l
i

i 

· 53% of American are uncomfortable with companies using their email content or i

I 

browsing history to send relevant ads; 

· 54% of American are uncomfortble with thid paries collecting inormation about 
i

I 

their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is . 
considered a leading ISP; 



· Our Company's network management practices have come under public scrutiny by 
conswner and civil 
 liberties groups, reguatory authorities and shaeholders. 

· Class action lawsuits in several states are challenging the propriety ofISPs' network 
management practices; 

· Internet network management is a signficant public policy issue; failure to fully and 
publicly address this issue poses potential competitive, legal and reputational har to
 

. our Company; 

· Any perceived compromise by ISPs of public expectations of privacy and freedom of 
expression on the Internet could have a chilling effect on the use of the Internet and 
detrmenta effects on society. 

Therefore, be it resolved, that shareholders request that the Board of 
 Directors prepare a report,
excluding proprietar and confdential inormation, and to be made available to shareholders no later 
than November 30,2009, examinIg thl? effects of 
 the company's Internet network management 
practices in the context of 
 the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expression on the Inte:net. 
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&"J TRILLIUM ~ÃsJIGEMENT" Trillium Asset Management Corporation 
25 Years of Investing lor a Better World. www.trilLuminvest.com 

November 26, 2008 

Via Overnight Mail 

Arthur R. Block 
Senior Vice President, General Counseland Secretary 
Comcast Corporation 
One comcast Center 
Philadelphia, PA 19103 

Dear Mr. Block: 

Trillum Asset Management Corporation ("Trillum") is an investment firm based in Boston, 
Massachusetts specializing in socially responsible asset management. 

I am authorized to notify you of our intention to file the enclosed shareholder resolution. Trillum submits 
this resolution for inclusion in the 2009 proxy statement, in accordance with Rule 14a-8 of the General 
Rures and Regulations of the Securities and Exchange Act of 1934. Trillum submits this proposal on 
behalf of our client Louise Rice, who is the beneficial owner, per Rule 14a-8. of more than $2,000 
worth of comcast Corporation common stock acquired more than one year prior to this date. We will 
provide verification' of ownership from our custodian separately upon request. We wil send a 
representative to the stockholders' meeting to move the resolution as required by the SEC rules. 

i can be reached at (917) 222-3366 and look forward to your response. 

Sincerely,

ß-~ 
Jonas Kron, J.D., M.S.E.L 
Senior Social Research Analyst 

co: Brian L. Roberts, Chairman and CEO, Comcast Corporation 
Marlene S. Dooner, Senior Vice President, Investor Relations, Comcast Corporation 

BOSTON DURHAM SAN FRANCISCO BOISE 
711 Atlantic Avenue 353 West Main Street, Second Floor . 369 Pine Street, Suite 711 950 W. Bannock Street, Suite 530
Boston, Massachusetts 02111-2809 Durham. North Carolina 27701-3215 San Francisco, California 94104-3310 8oise, Idaho 83702-6118 
T: 617-423-6655 F: 617-482-6179 T: 919-688-1265 F: 919-68B-1451 T: 415-392-486 F: 415-392-4535 T: 208-387-0777 F: 208-387-0278 ~
80548-5684 800.853-1311 8OD-933.4806 8OD-567-0538 .,~u 



Report on Our Company's Network Management Practices, 
Public Expectations of Privacy and Freedom of Expression on the Internet 

The Internet is becoming the defining infrastrcture of our economy and society in the 21st century. Its 
potential to open new markets for commerce, new venues for cultural expression and new modalities of 
civic engagement is without historic paralleL. 

Internet Service Providers.(ISPs) serve as gatekeepers to this infrastrcture: providing access,
 

managing traffic, insuring communication, and forging rues that shape, enable and limit the public's 
use of the Internet. 

As such, ISPs have a weighty responsibilty in 
 devising network management practices. ISPs must give 
far-ranging thought to how these practices serve to promote--or inhibit.,-the public's paricipation in the 
.economy and in civil society. 

Of fudamental concern is the effect ISPs' network management practices have on public expectations 
of privacy and freedom of expression on the Internet. 

Whereas: 

· More than 211 1ll1on Americans--70% of the U.S,. population--now use the Internet; 

· The Internet serves as an engine of opportunity for social, cultural and civic 
parcipation in society; 

· 46% of Americans report they have used the internet, e-mail or text messaging to 
parcipate in the 2008 political process; 

· The Internet yields signficant econo1lc benefits to society, with online US retailing 
revenues - only one gauge of e-commerce - exceeding $200 bilion in 2008; 

· The Internet plays a critical role in addressing societa challenges such as provision of 
health care, with over 8 millon Americans looking for health information online each 
day; 

· 72% qf Americans are concerned that their online behaviors are being tracked and 
profied by companes; 

· 53% of Americans are uncomfonable with companies using their email content or 
browsing history to send relevant ads; 

· 54% of Americans are uncomfortable with third paries collecting information about 
their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is 
considered a leading ISP; 



· Our Company's network management practicès have come under public scrutiny by 
consumer and civil 
 liberties groups, regulatory authorities and shareholders. 

· Class action lawsuits in several states are challenging the propriety of ISPs' network. 
management practices; 

· Internet network management is a significant public policy issue; failure to fuly and 
publicly address this issue poses potential competitive, legal and reputational har to
 

our Company; 

· Any perëeived comprorrse by ISPs of public expectations of privacy and freedom of 
expression on the Internet could have a chillng effect on the use of the Internet and 
detrimental effects on society. 

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report; 
excluding proprietar and confidential information, and to be made available to shareholders no later 

than November 30,2009. examîng the effects of 
 the company's Internet network management 
practices in the context of the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expressión on the Internet. .
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Corneasi CO/poralion(£omcast 2001 Pennsylvania Ave.. NW 
Suile 500 
Washinglon. DC 20006 
202.379.7100 Tnl 
202.466.7718 Fax 
Vlwl'.coincasl.com 

September 19,2008 

VIA ECFS AND HAND DELIVRY 

Ms. Marlene H. Dortch 
Secretary
 
Federal Communications Commission
 
445 izth Street, S.W. 
Washington, D.C. 20554 

Re: In the Matter of Formal Complaint of 
 Free Press and Public Knowledge 
Against Comeast Corporation for Secretly Degrading Peer-to-Peer 
Applications, File No. EB-08-IH-1518 

In the Matter of Broadband Industry Practices; Petition of Free Press et al. 
for Declaratory Ruiing that Degrading an Internet Application Violates the 
FCC's Internet Policy Statement and Does Not Meet an Exception for 
"Reasonable Network Management," WC Docket No. 07-52 

Dear Ms. Dortch: 

In accordance with the Commission's August 20,2008 Memorandum Opinion and Order 
regarding Comcasts network management practices for our High-Speed Internet ("HSI") 
service, i Comcast hereby complies with the three filing requirements set forth therein. 
Specifically, consistent with Paragraphs 54 and 59 ofthe Commission's Order, we submit thefollowing: . 

(1) a description of our current approach to managing network congestion 
(Attchment A); 

the new protocol-agnostic congestion management practices to which 
we are transitioning no later than year-end 2008 (Attachment B); and 
(2) a description of 


(3) a compliance plan setting forth the benchmarks that we wil meet as part of this 
transition (Attachment C). We have also included in this document our plans for direct 
communication with our customers during this transition. 

In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading 
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exceptionfor 
"Reasonable Network Management," Mem. Op. and Order, FCC 08-183 (Aug. 20, 2008) ("Order"). 



Ms. Marlene Dortch
 

September 19, 2008 
Page 2 of3 

These fiings are consistent with our previously announced commitment to transition 
away from the congestion management practices We currently use to prevent peer-to-peer 
("P2P") traffic from degrading our customers' use and enjoyment of our HSI service to a new set 
of protocol-agnostic congestion management practices, and to do so across our network by 
December 31, 2008. Over the last several months, we have conducted technical trials to 
determine how best to implement a new protocol-agnostic approach to congestion management. 
We are making excellent progress and are on track to complete the transition as scheduled. As in 
everything we do, our goal is to ensure continued delivery of a world-class service to all of our 
subscribers, while minimizing the impact on any individual users whose traffc must be managed 
as part ofthis process. 

We continue to refine the details of our new practices, so we commit to make
 
supplementary filings in this docket as necessary to keep the Commission (and the public)
 
informed of any material changes in our plans before we complete the transition to protocol­
agnostic congestion management by year-end. Separate and apart from the requirements of 
 the 
Order, we have an ongoing commitment to our customers to provide a world-class Internet 
experience. To do so, we must always preserve the flexibility to manage our network in lawful 
and appropriate ways. Moreover, we know that clear communication with our customers is 
essential to a successful long-term relationship. So we are committed to ensuring that our 
ciistomers receive clear, concise, and useful information about the services that we provide. 

Even as we adopt the new network management practices described in Attachment B, we 
continue to make the investments in network upgrades that wil permit us to better prevent 
congestion and meet our customers' ever-increasing demands for bandwidth. For example, 
earlier this year we doubled, and in many cases tripled, the upload speeds for almost all of our 
existing HSI customers. In addition, since our initial rollout of 
 DOCSIS 3.0 (which currently 
offers consumers wideband download speeds of 
 up to 50 Mbps and upload speeds of up to 5
 

Mbps) in the Twin Cities Region in April, we have continued preparations to deploy 
DOCSIS 3.0 to up to 20 percent of our footprint by the end of 
 this year, and in many more 
markets in 2009. 

As all of 
 the Commissioners recognize, the Internet is an engine for innovation and 
economic growth. We are proud to be a leader in bringing broadband Internet to consumers all 
over the country, adding fuel to that engine. We wil continue to work hard to deliver a world­
class service that gives all of our subscribers access to the content, applications, and services that 
they demand. 
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Page 3 of3 

Please contact me should you have any questions regarding this submission. 

Sincerely, 

/s/ Kathryn A. Zachem 
Kathryn A. Zachem 
Vice President, Regulatory Affairs 
Comcast Corporation 

cc: Chairman Kevin J. Martin 
Commissioner Michael J. Copps 
Commissioner Jonathan S. Adelstein 
Commissioner Deborah T. Tate 
Commissioner Robert M. McDowell 
Daniel Gonzalez Kris Monteith 
Dana Shaffer Amy Bender 
Scott Bergmann Greg Orlando 
Scott Deutchman Nick Alexander 
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DESCRIPTION OF CURRNT NETWORK MANAGEMENT
 

PRACTICES
 



COMCAST CORPORATION
 
DESCRIPTION OF CURNT NETWORK MANAGEMENT PRACTICES
 

Pursuant to Paragraphs 54 and 59 of 
 the Commission's Memorandum Opinion & Order 

regarding how Comcast manages congestion on its High-Speed Internet ("HSI") network, 

Comcast hereby "disclose(s) to the Commission the precise contours of 
 the network management 

practices at issue here, including what equipment has been utilzed, when it began to be 

employed, when and under what circumstances it has been used, how it has been configured, 

what protocols have been affected, and where it has been deployed."i 

i. INTRODUCTION
 

Comcasts HSI network is a shared network. This means that our HSI customers share 

upstream and downstream bandwidth with their neighbors. Although the available bandwidth is 

substantial, so, too, is the demand. Thus, when a relatively small number of customers in a 

neighborhood place disproportionate demands on network resources, this can cause congestion 

that degrades their neighbors' Internet experience. In our experience, over the past several years, 

the primary cause of congestion (particularly in the upstream portion of our network) has been 

the high-volume consumption of 
 bandwidth associated with use of certain peer-to-peer ("P2P") 

protocols. In order to tailor our network management efforts to this reality, Comcasts current 

congestion management practices were designed to address this primary contributor to 

congestion. Our objective in doing so was to provide all our customers with the best possible 

broadband Internet experience in the marketplace. 

As described in Attachment B, in response to significant stated concerns of 
 the Internet
 

community, Comcast had already announced plans to transition away from its P2P-specific 

In re Formal Complaint of Free Press & Pub. Know/edge Against Comcast Corp. for Secretly Degrading 
Peer-to-Peer Applications: Broadband Industry Practices; Petition of Free Press et a/.for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Doei Not Meet an Exceptionfor 
"Reasonable Network Management," Mem. Op.and Order, FCC 08-183 iiii 54, 59 (Aug. 20, 2008) ("Order"). 



congestion management practices and terminate them entirely by December 31, 2008. Paragraph 

54 of 
 the Order directs Comcast to describe these current practices, and we do so here? 

At the outset, we provide some background on how these practices came into being and 

how they work in a general sense. We then provide the greater detail required by the Order. 

II. BACKGROUN
 

To understand exactly how Comcast currently manages congestion on its network, it is 

helpful to have a general understanding of 
 how Comcast's HSI network is designed.3 Comcasfs 

HSI network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable 

connecting each subscriber's cable modem to an Optical Node, and fiber optic cables connecting 

the Optical Node, through distribution hubs, to the Cable Modem Termination System 

("CMTS"), which is also known as the "data node." The CMTSes are then connected to higher­

level routers, which in turn are connected to Comcast's Internet backbone facilties. Today, 

Comeast has approximately 3300 CMTSes deployed throughout our network, serving our 

14.4 million HSI subscribers. 

Each CMTS has multiple "ports" that handle traffc coming into and leaving the CMTS. 

In particular, each cable modem deployed on the Comcast HSI network is connected to the 

CMTS through the "ports" on the CMTS. These ports can be either "downstream" ports or 

"upstream" ports, depending on whether they send information to cable modems (downstream) 

or receive information from cable modems (upstream) attached to the port. Today, on average, 

Although the Order focuses entirely on Comcasts current practices with respect to controlling network 
congestion, Comcast's efforts to deliver a superior Internet experience involve a wide variety of other network 
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSJ 
network in order to enhance our customers' Internet experience by, among other things, blocking spam, preventing 
viruses from harming the network and our subscribers, thwal1ing denial-of-service attacks, and empowering our 
customers' abilty to control the content that enters their homes. 

The reader may find it useful to refer to the attached glossar for additional explanation of 
 unfamiliar 
terms. 
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about 275 cable modems share the same downstream port and about 100 cable modems share the 

same upstream port. As will be described later in this document, Comcasts current congestion 

management practices focus solely on a subset of upstream traffic. 

Internet usage patterns are dynamic and change constantly over time. As broadband 

networks deliver higher speeds, this enables the deployment of new content, applications, and 

services, which in turn leads more and more households to discover the benefits of 
 broadband 

Internet services. . Several years ago, Comcast became aware of a growing problem of congestion 

on its HSI network, as traffc volumes, paricularly for upstream bandwidth (which is 

provisioned in lesser quantities than downstream bandwidth4), were growing rapidly and 

affecting the use of 
 various applications and services that are particularly sensit~ve to latency 

(i.e., packets arriving slowly) or jitter (Le., packets arriving with variable delay). 

In order to diagnose the cause of 
 the congestion and explore means to alleviate it, in May 

2005, Comcast began trialing network management technology developed by Sandvine, Inc. 

The Sandvine technology identified which protocols were generating the most traffic and where 

in the network the congestion was occurring. After jointly reviewing significant amounts of 

usage data, Comcast and Sandvine determined that the use of several P2P protocols was 

regularly generating disproportionate burdens on the network, primarily on the upstream portion 

ofthe network, causing congestion that was affecting other users on the network. 

As previously explained on the record and described in greater detail below, in order to 

mitigate congestion, Comcast determined that it should manage only those protocols that placed 

This asymmetric provisioning of bandwidth is based on how the vast majority of consumers have 
historically used the Internet, i.e., most consumers have been far more interested in how fast they could surf 
 the web,
how fast they could download fies, and whether they could watch streaming video than in uploading large fies. 
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most 
consumers stil download much more than they upload, and so we continue to architect our network to optimize the 
experience of the vast majority of our users. As usage patterns change over time, so, too, will our provisioning 
practices. 
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excessive burdens on the network, and that it should manage those protocols in a minimally 

intrusive way utilizing the technology available at the time. More specifically, in an effort to 

avoid upstream congestion, Comcast established thresholds for the number of simultaneous 

unidirectional uploads that can be initiated for each of 
 the managed protocols in any given 

geographic area; when the number of simultaneous sessions remains below those thresholds, 

uploads are not managed. The thresholds for each protocol vary depending upon a number of 

factors discussed in detail below, including how the paricular protocol operates and the burden 

that the particular protocol was determined to place on our upstream bandwidth. These 

management practices were not based on the type (video, music, data, etc.) or content of 
 traffic 

being uploaded. 

The Sandvine equipment has been used (1) to determine when the number of 

simultaneous unidirectional upload sessions for a particular P2P protocol in a particular 

geographic area reaches its pre-determined threshold, and (2) when a threshold is reached, to 

temporarily delay the initiation of any new unidirectional upload sessions for that protocol until 

the number of simultaneous unidirectional upload sessions drops below that threshold. 

III. WHAT EQUIPMENT IS UTILIZED?
 

The specific equipment Com 
 cast uses to effectuate its network management practices is a 

device known as the Sandvine Policy Traffc Switch 8210 ("Sandvine PTS 8210"). Literature 

describing this product is attached. The following sections explain where and how 

Com cast uses 

the Sandvine PTS 8210. 
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iv. WHERE HAS THE EQUIPMENT BEEN DEPLOYED AN WHEN AN UNER 
WHAT CIRCUMSTANCES HAS IT BEEN USED? 

Comcast initially began technical trials with the Sandvine PTS 821 Os starting in May
 

2005. Commercial (i.e., not trial) deployment ofthis equipment took place over an extended
 

period of 
 time, beginning in 2006. We achieved wide-scale deployment in 2007.5 

On Comcasts network, the Sandvine PTS 8210 is deployed "out-of-Iine" (that is, out of 

the regular traffc flow)6 and is located adjacent to the CMTS. Upstream traffic from cable 

modems wil pass through the CMTS on its way to upstream routers, and then, depending on the 

traffc's ultimate destination, onto Comcasts Internet backbone. A "mirror" replicates the traffic 

flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the 

Sandvine PTS 82 i 0, where the protocols in the traffc flow are identified and the congestion 

management policy is applied in the manner described in greater detail below. In some 

circumstances, two small CMTSes located near each other may be managed by a single Sandvine 

PTS 82 i 0.7 The following graphics provide a simplified illustration of 
 these two configurations: 

Some locations currently have a network design that is different from the standard Com 
 cast network design
because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing 
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those 
systems from other operators and are in the process of standardizing them. The congestion management practices 
described herein are not used in those systems. The locations of our trials have been widely publicized, but 
disclosure of proprietar plans regarding the order and timing for network investments and service upgrades would 
cause substantial competitive harm. 

Comcast deploys the Sandvine PTS 8210 "out-of-Iine" so as to not create an additional potential "point-of­
failure" (i.e., a point in the network where the failure of a piece of equipment would cause the network to cease 
operating properly). The Sandvine equipment can also bc deployed "in-line," which can make the management 
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration. 

Although the PTS generally monitors traffc and effectuates policy at the CMTS level, the session 
management interface is administered at the Upstream Router, one layer higher in the overall architecture. 

5 
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V. HOW HAS THE EQUIPMENT BEEN CONFIGURED AND WHT PROTOCOLS
 
HAVE BEEN AFFECTED? 

For purposes of managing network congestion,8 the Sand vine PTS 8210 has been 

configured to identifY unidirectional P2P uploads for the protocols -- identified below -- that 

were determined to be the primary causes of 
 upstream congestion.9 To do this, the Sandvine 

PTS uses technology that processes the addressing, protocol, and header information of a 

particular packet to determine the session type. The Sandvine PTSes, as deployed on Comcast's 

network, do not inspect the content. These devices only examine the relevant header information 

in the packet that indicates what type of protocol is being used (i.e., P2P, V olP, e-mail, etc.). 

The equipment used does not read the contents of 
 the message in order to determine whether the 

P2P packet is text, music, or video; listen to what is said in a V oIP packet; read the text of an e­

mail packet; identifY whether any packet contains political speech, commercial speech, or 

entertainment; or try to discern whether packets are personal or business, legal or ilicit, etc. 

The following diagram graphically depicts the session identification technique 

undertaken by the Sand 
 vine PTS 8210 as deployed on Comcast's network. The first layers 

include addressing, protocol, and other "header" information that tells the network equipment 

what kind of 
 packet it is. The "content" layer is the actual web page, music fie, picture, video, 

etc., and is not examined by the Sandvine equipment. 

The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous 
functions related to network management and security, including traffc analysis, anti-spam measures, denial-of­
service attack prevention, and other similar functions. 

A "unidirectional upload" session is different from an upload associated with a "bidirectional upload" 
session. A session is considered bidirectional when the user is simultaneously uploading to and downloading from 
another individual using a single TCP flow. Two of the protocols that are managed, BitTorrent and eDonkey, use 
bidirectional sessions; the other protocols only use unidirectional sessions. A large percentage ofP2P traffc is 
bidirectional and is not managed by these techniques. 
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Diagram 3: Session Identification Technique. 

In selecting which P2P protocol uploads to manage. network data were analyzed that 

identified the particular protocols that were generating disproportionate amounts of 
 traffc. 

Based on that analysis, five P2P protocols were identified to be managed: Ares. BitTorrent, 

eDonkey, FastTrack, and Gnutella.. Four of 
 those protocols have been subject to Comcast's 

management practices since Comcast first implemented these practices. Ares was added in 

November 2007 after traffic analysis showed that it, too. was generating disproportionate 

demands on network resources. 

For each of 
 the managed P2P protocols, the PTS monitors and identifies the number of 

simultaneous unidirectional uploads that are passed from the CMTS to the upstream router. 

Because ofthe prevalence ofP2P traffc on the upstream portion o~ our network, the number of 

simultaneous unidirectional upload sessions of any particular P2P protocol at any given time 

serves as a useftil proxy for determining the level of overall network congestion. For each of 
 the 

protocols. a session threshold is in place that is intended to provide for equivalently fair access 
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between the protocols, but stil mitigate the likelihood of congestion that could cause service 

degradation for our customers. 

Developing session thresholds for each P2P protocol must take into account the unique 

characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey 

lIse both bidirectional and unidirectional upload sessions, whereas Ares, FastTrack, and Gnutella 

only use unidirectional upload sessions.1o And even between BitTorrent and eDonkey, there are 

significant differences. The BitTorrent protocol more heavily promotes bidirectional uploads as 

compared to eDonkey, so, while they both may have the same total number of sessions, 

BitTorrent would have a much higher percentage of 
 bidirectional sessions than eDonkey. 

Differences also arise between Ares, FastTrack, and GnutelIa. For example, each protocol 

consumes different amounts of 
 bandwidth per session (e.g., a high percentage of Ares 

unidirectional uploads consume negligible bandwidth). 

The following table lays out by protocol the simultaneous unidirectional upload session 

thresholds for each protocol as well as the typical ratio of bidirectional to unidirectional traffc 

observed on our HSI network for those P2P protocols that use both, and other factors that 

contribute to the overall bandwidth consumption by protocol. 

io Session thresholds are not applied to bidirectional uploads so as to not interfere with the corresponding 
download. 
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)lrotocol.. . Rati()._, 
Bi:Uni ....

Ares (N/A) Many overhead flows exist for 
signaling, using little or no 
bandwidth. The session limit is 
set higher to account for this. 
Ares is typically used for small 
files. 

BitTorrent -20: 1 -160 8 High ratio of bidirectional to 
unidirectional flows. The 
bidirectional to unidirectional 
ratio varies. Typically used for 
lar e fies. 

eDonkey -.3:1 -42 32 Low ratio of bidirectional to 
unidirectional flows. Used for 
large fies. 

FastTrack 24 4 T icall used for lar e fies. 
Gnutella 80 80 Typically used for small fies. 

Table I: Managed Protocols, Relevant Thresholds, and Other Notes 

When the number of 
 unidirectional upload sessions for any ofthc managed P2P protocols 

for a particular Sandvine PTS reaches the pre-detennined session threshold, the Sandvine PTS 

issues instructions called "reset packets" that delay unidirectional uploads for that particular P2P 

protocol in the geographic area managed by that Sandvine PTS. The "reset" is a flag in the 

packet header used to communicate an error condition in communication between two computers 

on the Internet. As used in our current congestion management practices, the reset packet is used 

to convey that the system cannot, at that moment, process additional high-resource demands 

without creating risk of congestion. Once the number of simultaneous unidirectional uploads 

falls below the pre-determined session limit threshold for a particular protocol, new uploads 

using that protocol are allowed to proceed. Some significant percentage ofP2P sessions last 

This number reflects the total number of sessions that we estimate are on-going at any moment in time 
when the number of simultaneous upload sessions has met the threshold that has been established for that protocol. 

io 
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional 

uploads generally occur quite frequently. 

VI. CONCLUSION
 

Data collected from our HSI network demonstrate that, even with these current 

management practices in place, P2P traffic continues to comprise approximately half of all 

upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffc is as much 

as two-thirds of total upstream traffc. The data also show that, even for the most heavily used
 

P2P protocols, more than 90 percent ofthese flows are unaffected by the congestion 

management. Data recently collected from our network show that, when a P2P upload from a 

particular computer was delayed by a reset packet, that same computer successfully initiated a 

P2P upload within one minute in 80 percent of 
 the cases. In fact, most of our customers using 

P2P protocols to upload on any given day never experienced any delay at alL. 

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast wil 

end these protocol-specifc congestion management practices throughout its network by the end 

of 2008. 

11 



Basic Glossary 

Cable Modem: 

A device located at the customer premise used to access the Comcast High Speed Internet (HSI) 
network. In some cases, the cable modem is owned by the customer, and in other cases it is 
owned by the cable operator. This device has an interface (Le., someplace to plug in a cable) for 
connecting the coaxial cable provided by the cable company to the modem, as well as one or 
more interfaces for connecting the modem to a customer's PC or home gateway device (e.g., 
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to 
access the Internet, is integrated into a home gateway device or embedded multimedia terminal 
adapter (eMT A). Once connected, the cable modem i inks the customer to the HS I network and 
ultimately the broader Internet. 

Cable Modem'Termination System (CMTS): 

A piece of 
 hardware located in a cable operator's local network (generally in a "headend") that
 
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
 
way to think of 
 the CMTS is as a router with interfaces on one side leading to the Internet and
 
interfaces on the other connecting to Optical Nodes and then customers.
 

Cable Modem Termination System Port: 

A CMTS has both upstream and downstream network interfaces to serve the local access 
network, which we refer to as upstream or downstream ports. A port generally serves a 
neighborhood of hundreds of homes. 

Channel Bonding:
 

A technique for combining multiple downstream and/or upstream channels to increase 
customers' download and/or upload speeds, respectively. Multiple channels from the HFC 
network can be bonded into a single virtual poit (called a bonded group), which acts as a large 
single channel or port to provide increased speeds for customers. . Channel bonding is a feature 
of Data Over Cable Service Interface Specification (DOCSIS) version 3. 

Coaxial Cable (Coax):
 

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such 
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes­
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used 
for different purposes. Different types of coaxial cable are used for different purposes on the 
network. 

Comcast High Speed Internet (HSI): 

A service/product offered by Com 
 cast for delivering Internet service over a broadband 
connection. 

Customer Premise Equipment (CPE): 

Any device that resides at the customer's residence. 



Data Over Cable Service Interface Specification (DOeSIS): 

A reference standard that specifies how components on cable networks need to be built to enable 
HSI service over an HFC network. These standards define the specifications for the cable 
modem and the CMTS such that any DOCSIS certified cable modem wil work on any DOCSIS 
certified CMTS independent of 
 the selected vendor. The interoperabilty of cable modems and
 
cable modem termination systems allows customers to purchase a DOCSIS certified modem
 
from a retail outlet and use it on their cable-networked home. These standards are available to
 
the public at the CableLabs website, at http://wwi.v.cablelabs.com. 

Downstream: 

Description of 
 the direction in which a signal travels. Downstream trafc occurs when users are 
downloading something from the Internet, such as watching a YouTube video, reading web 
pages, or downloading softare updates. 

Headend: 

A cable facilty responsible for receiving TV signals for distribution over the HFC network to the 
end customers. This facility typically also houses the cable modem termination systems. This is 
sometimes also called a "hub." 

Hybrid Fiber Coax (HFC): 

Network architecture used primarily by cable companies, comprising of 
 fiber optic and coaxial
 
cables that deliver Voice, Video, and Internet services to customers.
 

Internet Protocol (IP): 

Set of standards for sending data across a packet switched network like the Internet. In the Open 
System Interconnection Basic Reference Model (OSI) model, IP operates in the "Network 
Layer" or "Layer 3." The HSl product utilizes IP to provide Internet access to customers. 

Internet Protocol Detail Record (IPDR): 

Standardized technology for monitoring subscribers' upstream and downstream Internet usage 
data based on their cable modem. The data is collected from the CMTS and sent to a server for 
further processing. Additional information is available at: http://www.ipdr.org. 

Optical Node: 

A component of 
 the HFC network generally located in customers' local neighborhoods that is 
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be 
sent over coaxial cable to customers' cable modems, or vice versa. A fiber optic cable connects 
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical 
Node to customers' cable modems. 

Open System Interconnection Basic Reference Model (OSI Model): 

A framework for defining various aspects of a communications network in a layered approach. 
Each layer is a collection of conceptually similar functions that provide services to the layer 
above it, and receive services from the layer below it. The seven layers of 
 the OSI model are 
listed below: 
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Layer 7 - Application 
Layer 6 - Presentation 
Layer 5 - Session
 

Layer 4 - Transport 
Layer 3 - Network 
Layer 2 - Data Link 
Layer 1 - Physical 

Port: 

A port is a physical interface on a device used to connect cables in order to connect with other 
devices for transferring information/data. An example of a physical port is a CMTS port. Prior 
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving 
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the 
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port. 

Provisioned Bandwidth: 

*Comcast-specific definition * The peak speed associated with a tier of service purchased by a 
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said 

class or flow and assigning priorities to each type. When the network becomes congested, the 

to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth. 

Quality of Service (QoS): 

Set of techniques to manage network resources to ensure a level of performance to specific data 
flows. One method for providing QoS to a network is by differentiating the type of traffic by

data packets that are marked as having higher priority will have higher likelihood of getting 
serviced. 

Transmission Control Protocol (TCP): 

Set of standard rules for reliably communicating data between programs operating on computers. 
Tep operates in the "Transport Layer" or "Layer 4" of 
 the OSl model and deals with the ordered 
delivery of data to specific programs. lfwe compare the data communication network to the US 
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the 
Postal Address of 
 the recipient where the TCP Layer would be the A TTN field or the person that 
is to receive the maiL. Once the receiving program receives the data, an acknowledgement is 
returned to the sending program. 

Upstream: 

Description of 
 the direction in which a signal travels. Upstream traffic occurs when users are 
uploading something to the network, such as sending email, sharing P2P fies, or uploading 
photos to a digital photo website. 
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COMCAST CORPORATION 
DESCRIPTION OF PLANNED NETWORK MAAGEMENT PRACTICES TO BE 

DEPLOYED FOLLOWING THE TERMINATION OF CURENT PRACTICES 

Pursuant to Paragraphs 54 and 59 of 
 the Commission's Memorandum Opinion & Order 

regarding how Com 
 cast manages congestion on its High-Speed Internet ("HSI") network, 

Comcast hereby "disclose(s) to the Commission and the public the details of 
 the network 

management practices that it intends to deploy following the termination of 
 its current practices, 

including the thresholds that wil trigger any limits on customers' access to bandwidth.") 

I. INTRODUCTION & SUMMARY
 

Comcasts HSI network is a shared network. This means that our HSI customers share 

upstream and downstream bandwidth with their neighbors. Although the available bandwidth is 

substantial, so, too, is the demand. Thus, when a relatively small number of customers in a 

neighborhood place disproportionate demands on network resources, this can cause congestion 

that degrades their neighbors' Internet experience.2 The goal of 

Com cast's new congestion 

management practices will be to enable all users of our network resources to access a "fair share" 

of that bandwidth, in thc interest of ensuring a high-quality online experience for all of 

Comcasts HSI customers.3 

In re Formal Complaint of Free Press & Pub. Knowledge Against Com 
 cast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al.for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exceptionfor 
"Reasonable Neniol'k Management," Mem. Op. and Order, FCC 08-183 ~~ 54, 59 (Aug. 20, 2008) ("Order"). 

Although the Order focuses entirely on Comcast's current practices with respect to controllng network 
congestion, Comcasts efforts to deliver a superior Internet experience involve a wide variety of other network 
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI 
network in order to enhance our customers' Internet experience by, among other things, blocking spam, preventing 
viruses fiom harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our 
customers' ability to control the content that enters their homes. 

These congestion management practices are independent of, and should not be confused with, our recent 
announcement that we will amend the "excessive use" portion of our Acceptable Use Policy, effective October 1, 
2008, to establish a specific monthly data usage threshold of250 GB per account for all residential HSI customers. 
This excessive use threshold is designed to prevent anyone residential account from consui:ing excessive amounts 



Importantly, the new approach wil be protocol-agnostic; that is, it wil not manage 

congestion by focusing on the use ofthe specific protocols that place a disproportionate burden 

on network resources, or any other protocols. Rather, the new approach will focus on managing 

the traffic of 
 those individuals who are using the most bandwidth at times when network 

congestion threatens to degrade subscribers' broadband experience and who are contributing 

disproportionately to such congestion at those points in time. 

Specific details about these practices, including relevant threshold information, the type 

of equipment used, and other particulars, are discussed at some length later in this document. At 

the outset, however, we present a very high-level, simplified overview of 
 how these practices 

wil work once they are deployed. Despite all the detail provided further below, the 

fundamentals of 
 this approach can be summarized succinctly: 

1. Softare installed in the Comcast network continuously examines aggregate traffic
 

usage data for individual segments of 
 Com cast's HSI network. If overall upstream or 
downstream usage on a particular segment of 
 Com cast's HSI network reaches a pre­
determined level, the softare moves on to step two.
 

2. At step two, the softare examines bandwidth usage data for subscribers in the
 

affected network segment to determine which subscribers are using a disproportionate 
share of the bandwidth. If 
 the softare determines that a particular subscriber or 
subscribers have been the source of 
 high volumes of 
 network traffc during a recent 
period of 
 minutes, traffic originating from that subscriber or those subscribers 
temporarily will be assigned a lower priority status. 

3. During the time that a subscriber's traffic is assigned the lower priority status, such 
traffc will not be delayed so long as the network segment is not actually congested. 
If, however, the network segment becomes congested, such traffc could be delayed. 

4. The subscriber's traffic returns to normal priority status once his or her bandwidth 
usage drops below a set threshold over a particular time interval. 

of network resources as measured over the course of a month. That cap does not address the issue of network 
congestion, which results from traffc levels that vary from minute to minute. We have long had an "excessive use" 
limit in our Acceptable Use Policy but have been criticized for failing to specifY what is considered to be 
"excessive." The new cap provides clarity to customers regarding the specific monthly consumption limit per 
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject 
to having his or her Internet service account terminated for one year. 
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We have made considerable progress in recent months in formulating our plans för this 

new approach, adjusting them, and subjecting them to real-world trials. Market trials in 

Chambersburg, PA; Warrenton, V A; Lake City, FL; East Orange, FL; and Colorado Springs, CO 

have enabled us to validate the utility of 
 the general approach and collect substantial trial data to 

test multiple variations and alternative formulations. 

Comcast appreciates the Order's recognition that Comcast "may not have finalized the 

details ofthe network management practices that it intends to deploy following termination of 
 its 

. current practices" by the date of 
 this report,4 but our progress to date is suffcient that we do not 

need to make the certification contemplated by the Order or postpone disclosing the details of 

our current plans. Certainly some additional adjustments -- and possibly material changes -- will 

be made as we continue our trials and move forward with implementation. Thus, consistent with 

the spirit of 
 the language quoted above, Comcast commits that, until we have completed our 

transition to the protocol-agnostic congestion management practices described below, we wil 

inform the Commission and the public of any material changes to the practices and plans detailed 

here, at least two weeks prior to implementation of any such changes.5 

II. IMPLEMENTATION AND CONFIGURATION
 

To understand exactly how these new congestion management practices wil work, it wil 

be helpful to have a general understanding of 
 how Comcast's HSI network is designed. 

Comcasts HSI network is what is commonly referred to as a hybrid fiber-coax"network, with 

coaxial cable connecting each subscriber's cable modem to an Optical Node, and fiber optic 

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination 

Order ~ 55 n.246. 

We recognize that clear communication with our customers is an important part ofa successful long-term 
relationship. On an ongoing basis, we will provide our customers with clear, concise, and useful information about 
the services that we provide. 
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System ("CMTS"), which is also known as a "data node.,,6 The CMTSes are then connected to 

higher-level routers, which in turn are connected to Comcasts Internet backbone facilities. 

Today, Com 
 cast has approximately 3300 CMTSes deployed throughout our network, serving our 

14.4 million HSI subscribers. 

Each CMTS has multiple "ports" that handle traffic coming into and leaving the CMTS. 

In particular, each cable modem deployed on the Com 
 cast HSI network is connected to the 

CMTS through the ports on the CMTS. These ports can be either "downstream" ports or 

"upstream" ports, depending on whether they send information to cable modems (downstream) 

or receive information from cable modems (upstream) attached to the port.7 Today, on average, 

about 275 cable modems share the same downstream port and about i 00 cable modems share the 

same upstream port. Both types of ports can experience congestion that could degrade the 

broadband experience of our subscribers and, unlike with the previous congestion management 

practices, both upstream and downstream traffic wil be subject to management under these new 

practices. 

To implement Comcasts new protocol-agnostic congestion management practices, 

Comcast will purchase new hardware and softare that will be deployed near the Regional 

Network Routers ("RNRs") that are further upstream in Comcast's network. This new hardware 

wil consist of Internet Protocol Detail Record ("IPDR") servers, Congestion Management 

servers, and PacketCable Multimedia ("PCMM") servers. Further details about each of 
 these 

pieces of equipment can 
 be found below, in Section Il. It is important to note here, however, 

The reader may find it useful to refer to the attached glossary for additional explanation of 
 unfamiliar 
terms. 

The term "port" as used here generally contemplates single channels on a CMTS, but these statements wil 
apply to virtual channels, also known as "bonded groups," in a DOCSIS 3.0 environment. 
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that, even though the physical location of 
 these servers is at the RNR, the servers wil 

communicate with -- and manage individually -- multiple ports on multiple CMTSes to 

effectuate the practices described in this document. That is to say, bandwidth usage on one 

CMTS port will have no effect on whether the congestion management practices described 

herein are applied to a subscriber on a different CMTS port. 

The following diagram provides a simplified graphical depiction of 
 the network 

architecture just described: 
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 cast Network Design 
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cast HSI subscriber's cable modem has a "bootfie" that contains certain piecesEach Com 


of information about the subscriber's service to ensure that the service functions properly.8 For 

example, the bootfie contains information about the maximum speed (what we refer to in this 

document as the "provisioned bandwidth") that a particular modem can achieve based on the tier 

(personal, commercial, etc.) the customer has purchased. Bootfies are generally reset from time 

to time to account for changes in the network and other updates, and this is usually done through 

a command sent from the network and without any effect on the subscriber. In preparation for 

the transition to the new practices, Comcast will send new bootfies to our HSI customers' cable 

modems that will create two Quality of 
 Service ("QoS") levels for Internet traffc going to and 

fi'om the cable modem: (1) "Priority Best-Effort" traffic ("PBE"); and (2) "Best-Effort" traffc 

the old bootfile
("BE"). As with previous changes to cable modem bootfiles, the replacement of 


with the new bootfie requires no active participation by Comcast customers.9 

Thereafter, all traffc going to or coming from cable modems on the Com cast HSI 

network will be designated as either PBE or BE. PBE wil be the default status for all Internet 

traffc coming from or going to a particular cable modem. Traffic will be designated BE for a 

particular cable modem only when both of two conditions are met: 

. First, the usage level of a particular upstream or downstream port of a CMTS, as 
measured over a particular period oftime, must be nearing the point where congestion 
could degrade users' experience. We refer to this as the "Near Congestion State" and, 
based on the technical trials we have conducted, we have established a threshold, 
described in more detail below, for when a particular CMTS port enters that state. 

No personal information is included in the bootfie; it only includes information about the service that the 
subscriber has purchased. 

A vcry small percentage ofComcasls HSI customers use first-generation cable modems that cannot 
suppoi1 the new congestion management practices. These cable modems will not receive the new bootfles and, 
after December 3 1,2008, those cable modems will not be subject to congestion management and all their traffc 
effectively will be designated PBE. These older cable modems have less capabilty to utilze significant amounts of 
bandwidth and will, in any event, be replaced over time. 
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· Second, a particular subscriber must be making a significant contribution to the 
bandwidth usage on the paricular port, as measured over a particular period of 
 time. 
We refer to this as the "Extended High Consumption State" and, based on the 
technical trials we have conducted, we have established a threshold, described in 
more detail below, for when a particular user enters that state. 

When, and only when, both conditions are met, a user's upstream or downstream traffc 

port is in the Near Congestion State) will be designated as BE. 

Then, to the extent that actual congestion occurs, any delay resulting from the congestion will 

affect BE traffic before it affects PBE traffc. 

We now explain the foregoing in greater detaiL. 

(depending on which type of 


A. Thresholds For Determining When a CMTS Port Is in a Near Congestion 
State 

For a CMTS port to enter the Near Congestion State, traffc flowing to or from that 

CMTS port must exceed a specified level (the "Port Utilization Threshold") for a specific period 

oftime (the "Port Utilization Duration"). The Port Utilization Threshold on a CMTS port is 

measured as a percentage of 
 the total aggregate upstream or downstream bandwidth for the 

particular port during the relevant timeframe. The Port Utilization Duration on the CMTS is 

measured in minutes. 

Values for each ofthe thresholds to be used as part of 
 this new management technique 

have been tentatively established after an extensive process of lab tests, simulations, technical 

trials, vendor evaluations, ciistomer feedback, and a third-party consulting analysis. In the same 

way that specific anti-spam or other network management practices are adjusted to address new 

issues that arise, it is a near certainty that these values wil change in both the short-term and the 

long-term, as Comcast gathers more data and performs additional analysis resulting from wide­

scale deployment of 
 the new technique. Moreover, as with any large network or software 

system, software bugs and/or unexpected errors may arise, requiring software patches or other 
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corrective actions. As always, our decisions on these matters wil be driven by the marketplace 

imperative that we deliver the best possible experience to our HSI subscribers. 

Given our experience so far, we have determined that a starting point for the upstream 

Port Utilization Threshold should be 70 percent and the downstream Port Utilzation Threshold 

should be 80 percent. For the Port Utilization Duration, we have determined that the starting 

point should be approximately 15 minutes (although some technical limitations in some newer 

CMTSes deployed on Comcasts network may make this time period vary slightly). Thus, over 

any I5-minute period, ifan average of 
 more than 70 percent ofa port's upstream bandwidth 

capacity or more than 80 percent of a port's downstream bandwidth capacity is utilized, that port 

will be determined to be in a Near Congestion State. 

Based on the trials to date, we expect that a typical CMTS port on our HSI network wil 

be in a Near Congestion State only for relatively small portions of 
 the day, if at all, though there 

is no way to forecast what will be the busiest time on a particular port on a particular day. 

Moreover, the trial data indicate that, even when a particular port is in a Near Congestion State, 

the instances where the network actually becomes congested during the Port Utilization Duration 

are few, and managed users whose traffic is delayed during those congested periods perceive 

little, if any, effect, as discussed below. 

B. Thresholds For Determining When a User Is in an Extended High
 

Consumption State and for Release from that Classification 

Once a particular CMTS port is in a Near Congestion State, the softare examines 

whether any cable modems are consuming bandwidth disproportionately.lo For a user to enter an 

Although each cable modem is typically assigned to a particular household, the softare does not (and 
cannot) actually identity individual users or analyze particular users' traffic. For purposes ofthis report, we use 
"cable modem," "user," and "subscriber" interchangeably to mean a subscriber account or user account and not anindividual person. . 
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Extended High Consumption State, he or she must consume greater than a certain percentage of 

his or her provisioned upstream or downstream bandwidth (the "User Consumption Threshold") 

for a specific length of 
 time (the "User Consumption Duration"). The User Consumption 

Threshold is measured as a user's. consumption of a particular percentage of his or her total 

provisioned upstream or downstream bandwidth (the maximum speed that a particular modem 

can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., if a 

user buys a service with speeds of 8 Mbps downstream and i Mbps upstream, then his or her 

provisioned downstream speed is 8 Mbps and provisioned upstream speed is i Mbps).11 The 

User Consumption Duration is measured in minutes. 

Following lab tests, simulations, technical trials, customer feedback, vendor evaluations, 

and a third-party consulting analysis, we have determined that the appropriate starting point for 

the User Consumption Threshold is 70 percent of a subscriber's provisioned upstream or 

downstream bandwidth, and that the appropriate starting point for the User Consumption 

Duration is 15 minutes. That is, when a subscriber uses an average of70 percent or more of 
 his 

or her provisioned upstream or downstream bandwidth over a particu lar IS-minute period, that 

user wil be in an Extended High Consumption State.12 As noted above, these values are subject 

to change as necessary in the same way that specific anti-spam or other network management 

practices are adjusted to address new issues that arise, or should unexpected softare bugs or 

other problems arise. 

11 
Because the User Consumption Threshold is a percentage of provisioned bandwidth fora particular user 

account, and not a static value, users of 
 higher speed tiers will have correspondingly higher User Consumption 
Thresholds. 

12 The User Consumption Thresholds have been set suffciently high that using the HSl connection for VolP 
or most streaming video cannot alone cause subscribers to our standard-level HSl service to exceed the User 
Consumption Threshold. For example, while Comcast's standard-level HSl service provisions downstream 
bandwidth at 6 Mbps, today, streaming video (even some HD video) from Hulu uses less than 2.5 Mbps, a Vonage 
or Skype VolP call uses less than 131 Kbps, and streaming music uses less than 128 Kbps. 
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Based on data collected from the trial markets where the new management practices are 

being tested, on average less than one-third of one percent of subscribers have had their traffc
 

priority status changed to the BE state on any given day. For example, in Colorado Springs, CO, 

the largest test market, on any given day in August 2008, an average of 22 users out of 6,0 I 6 

total subscribers in the trial had their traffc priority status changed to BE at some point during 

the day. 

A user's traffc is released from a BE state when the user's bandwidth consumption drops 

below 50 percent of 
 his or her provisioned upstream or downstream bandwidth for a period of 

approximately 15 minutes. These release criteria are intended to minimize (and hopefully 

prevent) user QoS oscillation, Le., a situation in which a particular user could cycle repeatedly 

between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis 

and recommendations rega"rding Comcasts trials and related congestion management work, 

suggested this approach, which has worked well in our ongoing trials and lab testing.13 In trials, 

we have observed that user traffc rarely remains in a managed state longer than the initial 15­

minute period. 

Simply put, there are four steps to determining whether the traffc associated with a 

particular cable modem is designated as PBE or BE: 

i. Determine if 
 the CMTS port is in a Near Congestion State. 

2. If 
 yes, determine whether any users are in an Extended High Consumption State. 

3. If yes, change those users' traffc to BE from PBE. If 
 the answer at either step one or 
step two is no, no action is taken. 

IJ NetForecast, Inc. is an internationally recognized engineering consulting company that, among other 
things, advises network operators and technology vendors about technology issues and how to improve the 
performance of a network. 
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4. If a user's traffc has been designated BE, check user consumption at next interval. If 
user consumption has declined below predetennined threshold, reassign the user's 
traffc as PBE. If not, recheck at next interval. 

The following diagram graphically depicts how this management process would work in the case 

of a situation where upstream port utilization may be reaching a Near Congestion State (the same 

diagram, with different values in the appropriate places, could be used to depict the management 

process for downstream ports, as well): 

Analysis & Decision-Making Flow Using an Example of an Upstream Port That May Be Approaching Congestion 
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Diagram 2: Upstream Congestion Management Decision Flowchart 

C. Effect of BE Quality of 
 Service on Users' Broadband Experience 

When a CMTS port is in a Near Congested State and a cable modem connected to that 

port is in an Extended High Consumption State, that cable modem's traffc will be designated as 

i i
 



BE. Depending upon the level of congestion in the CMTS port, this designation mayor may not 

result in the user's traffc being delayed or, in extreme cases, dropped before PBE traffic is 

dropped.14 This is because of 
 the way that thc CMTS handles traffic. Specifically, CMTS ports 

have what is commonly called a "scheduler" that puts all the packets coming from or going to 

cable modems on that particular port in a queue and then handles them in turn. A certain number 

of packets can be processed by the scheduler in any given moment; for each time slot, PBE 

traffic will be given priority access to the available capacity, and BE traffic wil be processed on 

a space-available basis. 

A rough analogy would be to busses that empty and fill up at incredibly fast speeds. As 

empty busses arrive at the figurative "bus stop" -- every two milliseconds in this case -- they fill 

up with as many packets as are waiting for "seats" on the bus, to the limits of 
 the bus' capacity.
 

During non-congested periods, the bus will usually have several empty seats, but, during 

congested periods, the bus wil fill up and packets will have to wait for the next bus. It is in the 

congested periods that BE packets will be affected. If 
 there is no congestion, packets from a user 

in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on 

the other hand, there is congestion in a particular instance, the bus may become filled by packets 

in a PBE state before any BE packets can get on. In that situation, the BE packets would have to 

wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two­

millisecond increments, so even ifthe packets miss 50 "busses," the delay only wil 
 be about 

one-tenth of a second. 

Congestion can occur in any IP network, and, when it does, packets can be delayed or dropped. As a result, 
applications and protocols have been designed to deal with this reality. Our new congestion management practices 
wil ensure that, in those rare cases where packets may be dropped, BE packets will be dropped before PBE packets 
are dropped. 
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During times of actual network congestion, when BE traffc might be delayed, there are a 

variety of effects that could be experienced by a user whose traffc is delayed, depending upon 

what applications he or she is using. Typically, a user whose traffic is in a BE state during actual 

congestion may find that a webpage loads sluggishly, a peer-to-peer upload takes somewhat 

longer to complete, or a V oIP call sounds choppy. Of course, the same thing could happen to the 

ciistomers on a port that is congested in the absence of any congestion management; the 

difference here is that the effects of any such delays are shifted toward those who have been 

placing the greatest burden on the network, instead of 
 being distributed randomly among the 

users of 
 that port without regard to their consumption levels. 

NetForecast, Inc. explored the potential risk of a worst-case scenario for users whose 

traffc is in a BE state: the possibilty of "bandwidth starvation" in the theoretical case where 

i 00 percent ofthe CMTS bandwidth is taken up by PBE traffc for an extended period of 
 time. 

In theory, such a condition could mean that a given. 
 user whose traffic is designated BE would be 

unable to effectuate an upload or download (as noted above, both are managed separately) for 

some period of time . However, when these management techniques were tested, first in 

company testbeds and then in our real-world trials conducted in the five markets, such a 

theoretical condition did not occur. In addition, trial results demonstrated that these management 

practices have very modest real-world impacts. To date, Comcast has yet to receive a single. .
 
customer complaint in any of 
 the trial markets that can be traced to the new congestion 

management practices, despite having broadly publicized its trials. 

Comcast wil continue to monitor how user traffic is affected by these new congestion 

management techniques and wil make the adjustments necessary to ensure that all Comcast HSI 

customers have a high-quality Internet experience. 
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III. EQilPMENT/SOFTW ARE USED AND LOCATION
 

The above-mentioned functions wil be carried out using three different types of 

application servers, supplied by three different vendors. As mentioned above, these servers will 

be installed near Comcasts regional network routers. The exact locations of 
 various servers
 

have not been finalized, but this will not change the fact that they wil manage individual CMTS 

ports. 

The first application server wil be an IPDR server, which wil collect relevant cable 

modem volume usage information from the CMTS, such as how many aggregate upstream or 

downstream bytes a subscriber uses over a particular period oftime.ls Com 
 cast has not yet 

chosen a vendor for the IPDR servers, but is in active negotiations with several vendors. 

The second application server is the Sandvine Congestion Management Fairshare 

("CMF") server, which wil use Simple Network Management Protocol ("SNMP") to measure 

CMTS port utilization and detect when a port is in a Near Congestion State. When this happens, 

the CMF server will then query the relevant IPDR data for a list of cable modems meeting the 

criteria set forth above for being in an Extended High Consumption State. 

If one or more users meet the criteria to be managed, then the CMF server will notifY a 

third application server, the PCMM application server developed by Camiant Technologies, as to 

which users have been in an Extended High Consumption State and whose traffic should be 

treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffc 

for specific cable modems with a BE QoS, and for tracking and managing the state of such 

CMTS actions. If no users meet the criteria to be managed, no users wil have their traffc 

managed 

IPDR has been adopted as a standard by many industry organizations and initiatives, such as CableLabs, 
ATIS, ITV, and 3GPP, among others. 
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The following diagram graphically depicts the high-level management flows among the 

congestion management components on Comcasts network, as described above: 
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Diagram 3: High Level Management Flows 

iv. CONCLUSION
 

Comcasts transition to protocol-agnostic congestion management is already underway, 

and Comcast is on schedule to meet the benchmarks set forth in Attachment C in order to 

complete the transition by December 31, 2008. As described above, the new approach wil not 

manage congestion by focusing on managing the use of 
 specific protocols. Nor will this 

approach use "reset packets." Rather, the new approach wil (1) during periods when a CMTS 

port is in a Near Congestion State, (2) identify the subscribers on that port who have consumed a 
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disproportionate amount of 
 bandwidth over the preceding 15 minutes, (3) lower the priority 

status of 
 those subscribers' traffic to BE status until those subscribers meet the release criteria, 

and (4) during periods of congestion, delay BE traffic before PBE traffic is delayed. Our trials 

indicate that these new practices wil ensure a quality online experience for all of our HSI 

customers. 
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Basic Glossary 

Cable Modem: 

A device located at the customer premise used to access the Comcast High Speed Internet (HSI) 
network. In some cases, the cable modem is owned by the customer, and in other cases it is 
owned by the cable operator. This device has an interface (Le., someplace to plug in a cable) for 
connecting the coaxial cable provided by the cable company to the modem, as well as one or 
more interfaces for connecting the modem to a customer's PC or home gateway device (e.g., 
router, firewall, access point, etc.). In some cases, the cable modem function, Le., the abilty to 
access the Internet, is integrated into a home gateway device or embedded multimedia terminal 
adapter (eMT A). Once connected, the cable modem links the customer to the HSI network and 
ultimately the broader Internet. 

Cable Modem Termination System (CMTS): 

A piece of hardware located in a cable operator's local network (generally in a "head 
 end") that
 
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
 
way to think ofthe CMTS is as a router with interfaces on one side leading to the Internet and
 
interfaces on the other connecting to Optical Nodes and then customers.
 

Cable Modem Termination System Port: 

A CMTS has both upstream and downstream network interfaces to serve the local access 
network, which we refer to as upstream or downstream ports. A port generally serves a 
neighborhood of hundreds of homes. 

Channel Bonding:
 

A technique for combining multiple downstream and/or upstream channels to increase 
customers' download and/or upload speeds, respectively. Multiple channels from the HFC 
network can be bonded into a single virtual port (called a bonded group), which acts as a large 
single channel or port to provide increased speeds for customers. Channel bonding is a feature 
of Data Over Cable Service Interface Specification (DOCSIS) version 3. 

Coaxial Cable (Coax): 

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such 
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes­
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used 
for different purposes. Different types of coaxial cable are used for different purposes on the 
network. 

Comcast High Speed Internet (HSI): 

A service/product offered by Corncast for delivering Internet service over a broadband 
connection. 

Customer Premise Equipment (CPE): 

Any device that resides at the customer's residence. 



Data Over Cable Service Interface Specification (DOCSIS): 

A reference standard that specifies how components on cable networks need to be built to enable 
HSI service over an HFC network. These standards define the specifications for the cable 
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS 
certified CMTS independent of the selected vendor. The interoperabiIity of cable modems and 
cable modem termination systems allows customers to purchase a DOCSIS certified modem 
from a retail outlet and use it on their cable-networked home. These standards are available to 
the public at the CableLabs website, at http://ww.w.cablelabs.com. 

Downstream: 

Description of 
 the direction in which a signal travels. Downstream traffc occurs when users are 
downloading something from the Internet, such as watching a YouTube video, reading web 
pages, or downloading softare updates. 

Headend: 

A cable facility responsible for receiving TV signals for distribution over the HFC network to the 
end customers. This facilty typically also houses the cable modem termination systems. This is 
sometimes also called a "hub." 

Hybrid Fiber Coax (HFC): 

Network architecture used primarily by cable companies, comprising of 
 fiber optic and coaxial
 
cables that deliver Voice, Video, and Internet services to customers.
 

Internet Protocol (IP): 

Set of standards for sending data across a packet switched network like the Internet. In the Open 
System Interconnection Basic Reference Model (OSI) model, IP operates in the "Network 
Layer" or "Layer 3." The HSI product utilzes IP to provide Internet access to customers. 

Internet Protocol Detail Record (IPDR): 

Standardized technology for monitoring subscribers' upstream and downstream Internet usage 
data based on their cable modem. The data is collected from the CMTS and sent to a server for 
further processing. Additional information is available at: http://\'Vww.ipdr.org. 

Optical Node: 

A component of 
 the HFC network generally located in customers' local neighborhoods that is 
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be 
sent over coaxial cable to customers' cable modems, or vice versa. A fiber optic cable connects 
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical 
Node to customers' cable modems. 

Open System Interconnection Basic Reference Model (OSI Model): 

A framework for defining various aspects of a communications network in a layered approach. 
Each layer is a collection of conceptually similar functions that provide services to the layer 
above it, and receive services from the layer below it. The seven layers of 
 the OSI model are 
listed below: 
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Layer 7 - Application 
Layer 6 - Presentation 
Layer 5 - Session
 

Layer 4 - Transport 
Layer 3 - Network 
Layer 2 - Data Link 
Layer I - Physical 

Port: 

A port is a physical interface on a device used to connect cables in order to connect with other 
devices for transferring infonnation/data. An example of a physical port is a CMTS port. Prior 
to DOCSIS version 3; a single CMTS physical port was used for either transmitting or receiving 
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the 
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port. 

Provisioned Bandwidth: 

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a 
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said 
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth. 

Quality of Service (QoS): 

Set of techniques to manage network resources to ensure a level of performance to specific data 
flows. One method for providing QoS to a network is by differentiating the type oftraffc by 
class or flow and assigning priorities to each type. When the network becomes congested, the 
data packets that are marked as having higher priority wil have higher likelihood of getting 
serviced. 

Transmission Control Protocol (TCP): 

Set of standard rules for reliably communicating data between programs operating on computers. 
TCP operates in the "Transport Layer" or "Layer 4" of the OSI model and deals with the ordered 
delivery of data to specific programs. If we' compare the data communication network to the US 
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the 
Postal Address of 
 the recipient where the TCP Layer would be the A TT field or the person that 
is to receive the maiL. Once the receiving program receives the data, an acknowledgement is 
returned to the sending program. 

Upstream: 

Description of 
 the direction in which a signal travels. Upstream traffc occurs when users are 
uploading something to the network, such as sending em 
 ail, sharing P2P fies, or uploading 
photos to a digital photo website. 
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COMCAST CORPORATION
 
NETWORK MANAGEMENT TRASITION COMPLIANCE PLAN
 

I. New Network Management Practices. Comcast is preparing to transition to new, protocol­
agnostic practices for managing congestion on our High-Speed Internet ("HSI") network 
("congestion management"). We will complete that transition across our HSI network by 
December 31,2008. We provide more details about these new practices, and detailed 
information about some ofthe hardware and softare referenced in this document, in 
Attachment B. 

2. Trials. Comcast is currently performing technical trials of 
 the new congestion management 
practices in the following communities: Chambersburg, P A; Warrenton, VA; Lake City, FL; 
East Orange, FL; and Colorado Springs, CO. If Com cast management deems it necessary to 
conduct additional trials, they wil be announced on Comcasts Network Management Policy 
page, located at htto://www.comcast.iiet/iietworkmanagementl. 

3. Benchmarks. Comcast expects to meet the following benchmarks in our transition to the 
new protocol-agnostic congestion management practices: 

a. October 15,2008. Com cast will have completed installation of the PacketCable 
Multimedia and Internet Protocol Detail Record servers, and wil have begun 
installation of 
 the Congestion Management Fairshare servers. These servers, and 
other hardware used for the new congestion management practices, are described in 
detail in Attachment B. 

b. November 15, 2008. Comcast will have begun commercial (i.e., not trial) "cut­
overs" to the new congestion management practices on a market-by-market basis. 
Once the equipment is in place in a particular area, this involves Comcast installing a 
software update to our customers' cable modems in that area, launching the software 
for the new protocol-agnostic congestion management practices in that area, and 
disabling the current congestion management techniques in that area. 

c. December 31, 2008. Comcast wil have completed the deployment of all hardware 
and softare needed to implement our new congestion management practices, and
 

will have completed the "cut-overs" to the new, protocol-agnostic congestion 
management practices. We wiI also have discontinued the protocol-specific 
congestion management practices throughout our network. 

d. January 5, 2009. Comcast wil report to the FCC that we have discontinued our 
protocol-specific congestion management practices throughout our network, and that 
we have completed transitioning to the new congestion management practices. 

4. Information Sharing. Comcast wil take the following steps to provide timely information 
to our customers about the transition to our new congestion management practices. We 
intend for our disclosures to be clear, concise, and useful to the average consumer. 



a. Congestion Management Trials. Comcast already provides information about the 
trials of our new congestion management practices on our Network Management 
Policy page. Information about any additional trials will be posted there. 

b. Revision of Acceptable Use Policy. Com cast wil take the following two steps with
 

regard to revising our Acceptable Use Policy ("A 
 UP"). 

i. Comcast wil revise our AUP to explain that our network congestion 
management practices may include temporarily lowering the priority oftraffic 
for users who are the top contributors to current network congestion. This 
new AUP wil be published on October 1, 2008. 

ii. By January 1,2009, Comcast will publish an amended AUP to reflect the 
discontinuation of 
 the current protocol-specific congestion management 
practices, as well as any other necessary and appropriate updates. 

c. Customer Disclosures. Com 
 cast wil take the following steps to inform our 
customers of 
 the new congestion management practices. 

i. Attachment B, detailing Comcasts planned network management practices, as 
fied with the Commission on September 19, 2008, will be posted by midnight 
on that date to Comcasts Network Management Policy web page. 

11. Comcast wil, by midnight on September 19, 2008, provide new Frequently 
Asked Questions that explain these developments clearly, and wil continue to 
post on our Network Management Policy web page 'updated information about 
the new congestion management practices. 

Il. At least two weeks prior to the first commercial (Le., not trial) deployment of 
the new congestion management practices, Com cast will send e-mail 
notifications to the primary Comcast.net e-mail address associated with each 
customer regarding the new congestion management practices, informing 
them of 
 the AUP revisions, and directing them to Comcasts Network 
Management Policy page for F AQs and other information. These 
developments will be further publicized through announcements at 
http://www.comcast.net. 

d. Customer Support. Comcast wil also answer customer questions on our Customer 
Support Forums page, located at http://torums.comcast.net/, which is available to all 
Comcast HSI customers. A link from the Network Management Policy page to the 
Customer Support Forums wil also be provided. 

5. Management Responsibilty. The transition to these new practices and the discontinuation 
of the old practices is a high-priority effort. The project is being led and overseen at a senior 
executive leveL. The actual engineering and operations work is ajoint project of 
 the Offce 
of the Chief Technology Officer and National Engineering & Technical Operations. In 
addition, regular customer communications and messaging are overseen by the company's 
Online Services business unit representatives. 
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6. Employee Training. Educational materials about the new protocol-agnostic practices are 
being developed for broad distribution throughout the relevant business units in Comcast. 
All affected employees in those business units will receive appropriate training about 
Comcasts transition to the new protocol-agnostic congestion management practices. 
Detailed technical customer inquiries about the new practices wil be directed to the 
representatives in the Online Services business unit who will be trained to deal with 
 such 
questions. 

7. FCC Notification of 
 Material Changes. Comcast wil make supplementary filings with the 
Commission as necessary to keep the FCC (and the public) informed of any material changes 
in our plans before the transition to protocol-agnostic congestion management is completed 
at year-end. 
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Corneasl Coipoiatìon(£'omcast 'Z01 Pennsylvania Ave.. NW 
Suite 500 
Weshingtoo. DC 20006 
202.379.7100 Tol 
202.466.7718 Fax 
VI'MY.comcaSl.com 

January 5, 2009 

VIA ECFS 

Ms. Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 1ith Street, S.W. 
Washington, D.C. 20554 

Re: In the Matter of Formal Complaint of 
 Free Press and Public Knowledge 
Against Comcast Corporation for Secretly Degrading Peer-to-Peer 
Applications, File No. EB-08-IH-1518 

In the Matter of Broadband Industry Practices; Petition of Free Press et al. 
for Declaratory Ruling That Degrading an Internet Application Violates the 
FCC's Internet Policy Statement and Does Not Meet an Exception for 
"Reasonable Network Management," WC Docket No. 07-52 

Dear Ms. Dortch: 

In accordance with the Compliance Plan fied by Comcast on September 19, 2008, i and 
consistent with the voluntary agreement that Comcast announced on March 27, 2008/ Comcast 
hereby notifies the Commission that, as of 
 December 31, 2008, Comcast has ceased employing 
the congestion manasement practices described in Attachment A of 
 Com cast's fiing of 
September 19, 2008. We have published a revised Acceptable Use Policy 

(http://www.col1cast.netíterms/usel) and updated our Network Management web page 
Uin:ííwww.comc.asl.net/networkmanagerrent) to reflect the discontinuation of these practices. 
We also hereby notifY the Commission that we have instituted the congestion management 
practices described in Attachment B of our September 19th filing throughout our high-speed 
Internet network.4 Consistent with our letter of September 19th, Comcast wil continue to refine 
and ~timize these congestion management practices to deliver the best possible broadband 

See Ex Parte Letter of Kathryn A. Zachern, Comeast Corp., to Marlene H. Dortch, Secretary, FCC, WC 
Docket No. 07-52, File No. EB-OS-IH-ISIS, at 2 & Attachment C, at 1 (Sept. 19, 200S) ("Comcast Disclosures"). 

See Ex Parte Letter of David L. Cohen, Com cast Corp., to Chairman Kevin J. Martin el al., FCC, WC 
Docket No. 07-52 (Mar. 27, 200S). 

See Corncast Disclosures, Attachment A. 

See id Attachment B.
 



Ms. Marlene Dortch 
January 5, 2009 
Page 2 of2 

experience for our ciistomers, and we wil continue to provide our customers with clear, concise, 
and useful information about the services we provide. 

The Internet continues to be an engine for innovation and economic growth. We are 
proud to be a leader in bringing broadband Internet to consumers all over the country, serving 
some 14.7 millon broadband subscribers, and adding fuel to that engine. We wil continue to 
work hard to deliver a world-class service that gives all of our subscribers access to the content, 
applications, and services that they demand. 

Please contact me should you have any questions regarding this submission. 

Sincerely, 

Isl Kathryn A. Zachem 
Kathryn A. Zachem 
V ice President, 

Regulatory and State Legislative Affairs 
Comcast Corporation 

cc:	 Chairman Kevin J. Martin 
Commissioner Michael J. Copps 
Commissioner Jonathan S. Adelstein 
Commissioner Robert M. McDowell 
Daniel Gonzalez Kris Monteith 
Dana Shaffer Ian Dillner 
Scott Bergmann Scott Deutchman 
Nick Alexander 
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¡ ¡search help & supportcorncast.net 

I. Billing High-Speed Inlernel Ce"e1V OIgilel Voice
 

Frequently Asked Questions about Network Management 
Comcast is committed to providing the best online experience posible for all of ils customers. The company uses 
reasonable network management practices that are consistent with industry standards. Comeast maintains an Acceptable 
Use Policy ("AUP") loeated at hlt;:IiW\wJ.conica.i."ellrern,.lu,,1 for its Comeast High-Speed Inlernet Service customers. The 
AUP and these FAQs discuss why Comeasl manages its network and how it may do so. 

The followÌlig Frequently Asked Questions are intended to help darify what Comcast means by network management. 

Whv dOC5 CoiicnM mnna.9y. its nct-lrork? 

How UOl\5 Comcilst nli1naac its not\"Jrk? 

noes networK manaa~.nit!nt chanQe over tim£!? 

tiQ.\Y1I the new i~chnjnue wDrk? 

~y'illhe 1Elcl1nitn.!l; IQraet P~t or other aDolicQlions or make tJt!chiion\l about the: content of niv trafrc? 

H.Q:IJU!Q€!S the new network mlnilQenient technioue iiTlU3Ct rnq.io.il~nlV use of the Crimcasf Hioh Spend lntoftct sÐrvjc~l 

!:Q~Y oftcm does Corneast n¿:.P..~&t to U'JU thi5 l(!cnnig1!.£':?' 

~l:t:l.mUliYC tile some "re1 wQ.r.ltf eXj)mtllp.s 01 hoVJ much J.anfiwirJth consullLJtíon would be considof!!(l-Jucii? For eimßllJle how many 
!ÍtQy"i.ÇlI would I have to dowri.l9.R9JO be nrfccted bv this. new l.ti_tlmiq\lc? 

!:)o1 will-Ç-MSl0l(f6 know lhe-v (In~ b~i... m;iosoed? 

P.M~~n.Îíl"'.n.jumIY to both Comn.'K;r.cwJ and Residential se"Jjcl.~.7 

How is lt1j~..A!nounr.f:ment relatud tq.!.tiP. reGent 250 GB InoritÎllv !J.W,l,9!'LthrCShold? 

~nÇM)iQif31 Voice ""tfeclYd bv this teehninue? WhM uboiJt other VolP nroyid~ts? 

Wtirit about r;a¡~C3.st.C()m find 'Òtii:amlno "idoo or video dowr\lond~? What will tinor.en to Ih~mi 

Q9CS Ciimçast block pec-r.!(H3e(ll' t'P2P") traffc or tlDolicationti like BitTorrent Gmiiella or others? 

Q5!.mLÇ!_om..31lt di$criniill!C aaainst tiartlculnr fvnes. 01 online content? 

Why (Joc:; Cømcn6t Olnnagc it~ iicfWr.rk? 

Comeast manages its network with one goal: to deliver the best possible broadband Internet experience to all of its 
customers. High-speed bandwidth and network resources are not unlimited. Managing the network is essential to promote 
the use and enjoyment of the Internet by all of our customers. We use reasonable network management practices that are 
consistenl with industry standards. We also try to use tools and technologies Ihat are minimally intrusive. Just as the 
Internet continues to change and evolve, so too, wil our
network management practices to address the challenges and
 
threats on the Internet.
 

All Internet service providers need to manage their networks and Cornast is no different. In fact, many of them use the 
same or similar tools that Comcast does. If we didn't manage our network, our customers would be subject to the negative 
effects of spam, viruses. security attacks, network congestion, and other risks and degradations olthe service. By engaging 
in reasonable and responsible network management, Comcas! ean deliver the best possible broadband Interne! experience 
to all of its customers. 

Comcast uses varous tools and techniques to manage its network, deliver
the Service, and ensure compliance with the
Acceptable Use Policy and the Comcast Agreement for Residential Services available at 
http://ww.comcast.net/terms/subscriber/. These tools and techniques are dynamic, like the networ and its usage, and can 
and do change frequently. For example. these network management activities may include identifying spam and preventing 
its delivery to customer e-mail accounts, detecting malicious Internet traffc and preventing the distribution of viruses or 
other harmful code or content and using other tools and techniques that Comeast may be required to impiement in order to 
meet its goal of delivering the best possible broadband Internet experience to all of its customers. 

OQ(iS 11eiv.orli llL'tliagomi!nt charige oVi!r lirnL'? 

Yes. The Intemet is highly dynamic. As the Internet and related technologies continue to evolve and advance, Corncas!'s 
network management tools wil evolve and keep pace so that we can deliver an excellent. reliable, and safe online 
experience to all of our customers. 

In March 2008, we announæd that by the end of the year, Comeast would switch to a new network management technique 
for managing congestion on Comæsls High Speed Intemel network. Effective December 3 i, 2008, we have completed 
this transilion, which is now part of our daily business operations for managing congestion on our network. (See more FAQs 
about that in this secion.) 

CMnQC locatloi! l~ Zip 

*'L 

Top Overall FAQs 
. If i havo alroady d 

McAfe. Security S. 
relnstillall 01' pari 

. Why can't i vl.iw t 
CDdo on the Cha ni 
page in My Accout 

. Can I use Coeasl 
check morE! Uian 1J 
accuunt1 

. Whitt Is my Persor.
addre? 

. How can I resolve
 

belng 100% use, 
. Getting .!'tarted wi 

Web Pages 
. How do I prevent:
 

. How do I delermìr
 
IP addre.tsì' 
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How wil the new lechnlcluC' work? 

The new nelwork congestion management practice works as follows: 

If a certain area of the network nears a state of congestion, the technique wil ensure that all customers have a fair share of 
access to the network. It will identify which customer accounts are using the greatest amounts of bandwidth and their 
Internet traffc will be temporarily managed untilthe period of congestion passes. Customers wil slil be able to do anything 
they want to online, and many activities wil be unaffected, but they could experience things like: longer times to downloa 
or upload fies, surfng the Web may seem somewhat slower, or playing games online may seem somewha sluggish. 

The new technique does not manage congestion based on the online activities, protocols or applications a customer uses, 
rather it only focuses on the heavies users in realtime, so the periods of congestion could be very fleeting and sporadic. 

It is important to note that the effect of this technique is temporary and it has nothing to do with aggregate monthly data 
usage. Rather. it is dynamic and based on prevailing network conditions as well as very recent data usage. 

Will thf.1m:nnit'ull target P,2P ,,( other n~pljMtion$. or JnAkf. deçj~iGn$ about the content or my tmlfjc? 

No. The new technique is "protocol-agnostic; which means that the system does not manage congestion based on the 
applications being used by customers. It is content neutral, so it does not depend on the type of content that is generating 
traffc congestion. Said another way, customer traffic is congestion-managed not based on their applications, but based on 
current network conditions and recent bytes transferred by users. 

How does the new netWQrk mi\l1ugernent lllcimlque impact me ami my use of tha Comcñst Iilgh Speed Int6mel service~l 

With this new technique, most customers wil notice no change in their Internet experience. The goal of congestion 
management is to enable all users to have access to a fair share of the network at peak times, when congestion 
occasionally occurs. Congestion management focuses on the consumption activity of individual customer accounts that are 
using a disproortionate amount of bandwidth. As a result, and based on our technical trials of this technique, we expect 
that the large majority of customers wil not be affected by it. In fact, based on consumer data colleced from these trials, we 
found that on average less than 1% of our high-speed Internet customers are affected by the approach. . 

How often dO(ls Colli;iis\ e'lpl,ct to use this technique? 

Based on market trials conducted this summer, Comeast expects that select portions of the network wil be in a congested 
state only for relatively small portions of the day, if at all. 

During these trials, Comcast did not receive a single customer complaint that could be traced to this new congestion 
management practice, despite having publicized the trials and notifying customers involved in the trials vie e-maiL. 

Comcast wil continue to monilor how user traffic is affected by these new congestion management techniques and wii 
make the adjustents reasonably necessary to ensure that our Comcast High-Speed Internet customers have a high­

quality online experience. 

Can yO\! give mii some "real vmrJd" Gx'Il'iples of how much baodwluih cOl1sumptîon would bp. considered too much? For uxnniple, how many 
movies would I htiVQ to downloa.d to be nffocled by this nllW tcchni(juo? 

Since the technique is dynamic and works in real time, the answer really depends on a number of faelors inclUding overall 
usage, lime of day and the number of applications a cuslomer might be running at
the same time. First, the local network 
musl be approaching a congested state for our new technique to even look for traffc 10 manage. Assuming that is the case, 
customers' accounts must exceed a certin percentage of their upstream or downstream (both currently set aI70%) 
bandwidth for longer than a certain period of time, currently set at fifteen minutes. 

A significant i-ount of normalInternet usage by our customers does notlast lhatlong. For exam~e. most downloads
would have completed within that time, and the majority of streaming and downloading wil not exceed the threshoid to be 
eligible for congestion management. And the majority of longer-running applications, such as VoIP. video conferencing, and 
streaming video content (including HD streaming on most sites) will not exceed these thresholds either. 

The point of the technique is to deliver the besl overall online experience possible. The technique should help ensure that 
all customers gettheir fair share of bandwidth resources to enjoy all that the Internet has to offer and that includes surfng 
the web, reading emails, downloading movies, watching streaming video, gamng or listening to music. 

How will cLlst0lT0rs know they nre 00109 miinaged? 

We are explonng ways to create new tools that will
let customers know when the management is ocurnng. 

We believe this sort of congestion notifcation should be an Internet standard and have been discussing this issue in 
technical bodies like the Internet Engineering Task Force. We believe the use of Internet Standards for such a real-time 
notification is imponant as applications developers can write for networks beyond the Comcas! network. However we are 
planning to develop a capability that may enable a customer
to see ifthey were managed in the pas, though this is not yet
ready for testing. 

Does thiG technique liiiplv to both Conunim:lnl ai~d Rel\iduiiti"o' servicQS:' 

Yes 

How is this al1nQlmCOliont r(lla1~d to tho recent 250 GB monthly usage t1ireshold? 

The two are completely separate and distinct. The new congestion managementtechnique is based on real-time Internet
activity. The goal is to avoid congestion on our network that is being cause by the heaviest users. The technique is 
different from the recent announcement that 250 GB/monlh is the aggregate monthly usage threshold that defines 
excessive use.
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I~ CC.lie~st Oitjiial \lDice aHl:t:ted by this iei-hnkiue? Wh;ii aboui oUlal' Vol? providers 7 

Comeas1 Digital Voice is a separate facilities-based IP phone service that is not affected by this technique. 

Comcast customers who use VolP providers that rely on delivering calls over the public Internet who are also using a 
disproportionate amount of bandwidth during a period when this network management technique goes into effec may 
experience a degradation of their call quality at
limes of network congestion. It is important to nOle, however, that VolP 
callng in and of itself does not use a signifieant amount of bandwidth. Furthermore. our real-world tesling of this technique 
did not indicate any significant change in the quality of VolP calls, even for managed customer traffc during periods of 
congeslion. 

What ahout F.mcast.t'Ofn nnd ~tr(,anihig video or video rJownloadñ? 'lJhtr wil hoppor' to them? 

During periods of congestion, any customers who are using a disproportionate amount of bandwidth - no matter what type 
or content of the online activity (for example, it does not matter if the content is coming from a Com
east owned site like 
Fancasl.com or nol) - may be affected by this technique. 

Our technique also has no ability to determine the applications or protocls being used or the content, source or 
destination. 

Ooes CDmr.3st block pci.r.to..pee( ("P2P", lroffu: or applicatiuns like BitTorrerit, Gnulella. or others? 

No. Comcast does not block P2P traffc or applications like BitTorrent. Gnutella, or others as part of its current netork 
congestion management technique. 

r)of.S Coinc.,:st discriminaie Z1galmu pni1lcuJar iyps or online eollunO 

No. Comcast provides its customers with full access to all the content, services, and applications ihat the Internet has to 
offer. However, we are committed to protecting customer from spam. phishing, and other unwanted or harmful online 
content and activities. Corneas! uses industry standard lools and generally acepted best practices and policies to help it 
meet this customer commitment. In eases where these tools and policies identify certain online content as harmful and 
unwanted, such as spam or phishing Web sites, this content is usually prevented from reaching customers. In olher cas, 
these tools and policies may permit customers 10 identify certain content that is nol clearly harmful or unwanted, such as 
bulk e-mails or Web sites with questionable security ratings. and enable those customers to inspect the conlent further if 
they want to do so. 

¡t__J; f.
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Comcast.net Terms Of Service - Acceptable Use Policy Page 10f4 

comcast ne-t ll Email Dice Mail Welcome Guest S¡Qn In fil f\e.:ouiit . H~lo . Sec.lnl\( . ll:'1\ ConiCasl
 

corncast.net Acceptable Use Policy
 

!J..U.:.lLQ!~EtiVl:;i.~ ;;..t.¿çrlt...1 Ao(L~Ð~l:l I 8QtMI31)1l'l.~!I;ClII''' I ~WillXMa'1ag~.! J H:1't.oriJ\til.nain(~"'nlt:ua 

COMCAST ACCEPTABLE USE POLICY FOR HIGH-SPEED INTERNET SERVICES 

Contents 

U';~I1!\~t!(;,~ ll~'~5 .mu t'~'.1l!;hL!~ 

~L:.Æ.Hi'i'ltt.Ç~.f'di.¡it tii~d f;lItil~tra'1; ::, tjiji§"r..-I':í: 

il't",jlt~'d.:ri;i(IN~nl .:ml1ImiinW!I'l.')i:.P.il.1 l"nn:i..a:n;)!::I1
 
;\1 ViobIÌo.,. Sl' tii!; Aoc;,!pbbl~ !)$C Polio)'
 

~~..Il!itti!1ilII11nn!..1n t~i)i).;,krht f.c: R.."ti~!.
 

Why is Comcst p,ovldlng this Policy to me? 

Comcasls goal is to provide lis customers with the besl resldenlial cable Internet servce possible. In order to help accomplish this. Corneasl has idopled this Acceptable Use Policy (the ~pÐiicyi, This 

Pciiey oullnes acceptable use of!he ComCBst High-Speed Jnterneliservice (the .Seivice"), This Policy is in addition to any restJlctoris contained in the Comeasl A17eemenllo. Residenllal Servces (the
 

-5ubsaiber Agreemenn available at h.tlp;fl\vw,comcalót nCl!l_e:rmslIó.'l~cribod. The Frequently Asked Questions ("FAa.") at htlD:llhelp..i:ili¡lL1J~ll Include ellpmnations orhow Comeast
 

Implemltnb and applies many 01 the provisions contained in this Policy. All capitalized lerms used ii thls Policy Ihatare not dellried here have the meanings Illven 10 them in Ilo Subsaiber Aiireement
 

What obligations do I have under this Polcy7 

All Coreasl High-Speed Inlernet customers iiod all otheis wto use Ihe Service (the "customer ,. "user: "you; or .your1 must comply wiUi this poric. Your failure 10 comply will Ihis Policy could result In 

the suspension Of termination 01 yoUI Service account. iryou do not agree to comply willi tiis Policy, you must immediataly slop all use 01 the Service and nolify Comeast so that it ciin dose yolJ 

accounl. 

How. w.ll I know. w.en Comeast changes this Polic and hOl do I repor violation" of It? 

Corcast may ievise this PoMcy from time 10 time by posting D new vel'lon on the Web sile ill htto:l/www.concl!ld!lt Of any siiccessor URL(s) (the .Cornast.nel Web slle"). Comcast will use
 

reasonable eflrls to make cuslomers aware of any manes to Uiis Policy, which may ""elude sanding e-mail annomcemenls or posting information on Uie Comcasl.net Web slle. Revised verions 01
 

this Policy are effective immediately upDn posting. AccordinglY, customers olihe Comcast High-Speed Inlemel Service should read any Comcas' announcements they receive and regularfy Yisil the
 

Comcasl.net Web site and review this Policy 10 ensure lIiat !heir acUvl8es conform 10 the most recent version. You cen 8end questions regiirämglhis Policy to, and report viorBtion or it at,
 

l.llip:.!lwww.corrç/).s.notiliit1p/çoJltPE;t!. To report a child erploilalin incident invohlng the Inlernel, go 10 1.p';fl~e!=rilv.comcn!lt,notaot.lu:!lp1Lep.9.i:.:~-s;ecuritv-thrMI-or­

ss:¡ilT,Q'si.l~.Qm9.9rnptly.
 

I. Prohibited Uses and Activities 

What use and activitie doe Comeast prohibit? 

In general. the Polley prohIbits uses and activitis involving the Service thai are iUegal, infrnge the rights of others, or interfere wiUi Dr diminish the use and anjoyment of Uie Service by others. For
 
example, these prohibited iises and acllvities include. but are nof limited 10, using the Service, Customer EqUipment, or thlt Comeasl Equipment, ellher Indivdually or In combination wilh one anothei. 10:
 

Conduct and ¡nformUon reslrlctlon 

. undenake or acmphh any unlawul purpose. This indudes, but is not Mmited to, posing. slomg, transmllng Dr disseminatin inrormatn, dalii or mlleriel which is libelous, obscee, uriawl, threatening or 
defamalory. or wtVch kifiinges thalntallec!ual property lighls of an person or entity, orwhicl in any way CQsltes 01 encoages conduct that woiAd consliute a ciininai offense, or olherisavioJale alT tocal, 
state. lederal, or non-.S.law. order, Dr regulation; 

. post. slore, sand, binsmit, 01 disseminate any intormaoo or met8fialwhich a reasonable perso could deem 10 be unlawtt 

. upkad. po~ pubish, trasml, .eproduce, create derivate woiks of, OJ dslribule In any way inrOlmaiion, sore orother maerial ol:ained lhrough the Servce or othersa that is proteded by copyriht or 
olher proprietaiy ti;hl, Wtholt obtaining any required permission of the owner; 

. 'ransml unsoiclled bul( 01 commercial messages commoriy knO' as .spam;" 

. send very large numbers 01 copies 0' the same or SUbstantially similar messges, eflY messages, Dr missilges whiili contain no subslanl;.e content, Of send ve largo messil9l& Dr ries thaI disrupts a 
servr, accnt. bbg. newsgroup, cht. or similiir service; 

. initate, perpiuale. or in any wa participate in any pyrimid or other Hlgal scheme; 

. particate in ll colecion of vory large numbers of e-mail addiesses, screen names. Dr other identffets ot o!lers lwifoul their priOi consent), a prlKtice somiilimes kn as spkt:lIfng or haivesllng. or 
participate in the use of 50fte (including .spywie"l designed to facilitate this acWity: 

. collom responses rrom lMsolci(ed bulk massages: 

. falsify. aller. or remov messaga headars: 

. falsify refeiences 10 Corneast or its netwik. by name 01 other identifier. in mesages: 

. impersonle any person or enti1Y, engage in sender adóress falsifcation.forge anyone alse's digital or manual signature. or perlotm any OIher sijlai fraUdulenl activity (ror C1ampl.. .phshing.l: 

. vrolale the rulas. regult~ns. terms of service. or pnlicies applicable to any netwrk, ærwr, computer database, ,wee, applilaliO(. ,ystem. 01 Web site thot you sceen or use; 

Technical restrictions 

. access any oiher pørsort"s compLCet or CQmpi.er system. netwrk, sollre, or data wlhou his or her knOWledge and consent; breach Iha securlly 01 anoher USBr or syslem; at animpllo crcuvent the user 
aulhenticalion or security of any hasl, netwrk or account This includes. but is nOl ~mled to, accessin data not inlended lor you, bgging into or making use 01 a seiver or accntyou Bre not e:ipressl
autorized to acess. 0( probing the seCluily of othai hosts, nefwrks, or accoUnts w~hDU express permissio to do so: 

. use or distiibule fools or devices designed or used ror compromising sElr~y 0( whose use is otherise unauthorized, such as password guessing prDams, decders, password gatherers, keyslloke Ioggars, 
analyzers, cracing lools paCket snifers, encrption ciaJmvention deVices. Dr Tmjan Horse piagrams. Unauthorized port ,canning is shicttj prohiitid; 

. copy, dislribute, or sublicnse any proprietary softe proi.ded n connedlon w'h lhe Servce by Comæ.st or any third party, excepllht you may make one copy of each softre pr0!Jam ror back.up 
purposes onl 

. dîslròule prograns thai make unauthorized changes to softre (cracks); 

. use or run dedi:aled, stand-alone equipmanl Dr S8rvfs from the Premises that plOvide netwrk conlent or any other S8ivcas 10 anyone oulsile of yor Premius loal ereii nelWoi lPremises LA"), also 
commoriy ieferred to as public seces or servers. E:ies of prohbiled equipment ~nd servrs InchJde, b.. are not limited to. e-mail. Web hosting, fie shailng, and proic uivicl!s and servrs; 
use Ot run progams from the Piemises that provide netwrk catenl or any other servces '0 anyone outside Dr YOUi Premlsas LA, except for pernal and non-conmercial resdential use; 
seiv, afer, modify, Of lamper with the Camcast Equipent Of Serv Dr p8fmit any other person to do the samewho is not aulhorized by Cornasl; 

Networl and usage restrictions 

. resltic, inhibit, Dr olheiwe interfere wilh tho abilit 01 a.,y other pcrSOf\ regardless 01 "Ienl purpoe or knowldge, to use or enjoy the Seive (uxe.pl for looll ror safety and seclliiy runclOns such as pa'enial 
controls. for example), iicluding, wllhoiA rimilatin, postig or Iransmiling any infoimatiin or softre Which contains. worm virus, or oter harmfllealure. or genefating levels of traffic sulllent to iipea 
otheis' abilit 10 use, seM, Dr retfieve inrormation; 

http://www.comcast.netlterms/use/ 1/6/2009 



Comcast.net Terms Of Service - Acceptable Use Policy Page 2 of4 

. resticL, inhibit. interfeo wih. or othere disrupt or cause a peorrrce degriidalian. regiirdless of illenl, purpose or knowledge, to thii SeNic or Bny Comc5l (Of Comct supplier) hosl. servr, baclobonii 
nelwk, node or seivce. orotherwe cause a performarca degradatio to any Comc:ul(or Cornast suppliei) facl~ils used 10 deliver the SeMc; 

. iesen the Serve 01 oterise make available to anyone outside the Premises the abil~y to USB lhe Sere (for ecample. through wifi or other methods. of nelWrkng), in whole 01 ii part direc or miredly. 
The Serve ~ for peisvnill ilnd nOl'comeltial resîdontial uso only afl you agree not 10 use the Servic for operatio as an Internet servce provider or lor ilY bU5ness enterprise or purpose (wether or nol 
forpcolll 

. connect the Cornst Equipmnt 10 any computer oulside of your Premises; 

. interfer with computer nelwklng or teleeommlJicalÎOns servce to any user, hol or netrk, including, wihout limiation, denal or serva attacks. floding ot II nølwk, owrloacfng a servce. Imprope 
seiing and abusing opeialot prMløges. and attemplslo -aash" a host; and 

. accSSing and using lhe Serv wit anyling D1her Ih.. II dyamic Intemet Prolocd rip.) address thai adhere 10 the dynamk: host conrigratlon prDlocol rOHCP'). You ma not conrgul8 the Sarve or "'y 
ielatad equipmeni to access or USB a static IP address or use any protool olher than OHCP unless you BrB sl:biec 10 It Servce plan Ihat expressly pemil5 yo to do so. 

II. Customer Conduct and Features of the Serviæ 

Whåt obligations do I have under this Polic? 

In addiiion 10 being responsible for your ow compliance wilh Uiis Polcy, you are a150 lespon5ible for any use or misuse of the Service that violates (his Policy, oven ¡fit was committed by a friend, farnly 

member. or guesl with access to your Service account. Therefore, you mUstlake steps 10 ensure that olhers do not use your accountlo gain unauthrized access to the ServIce by, for example, strictly 

mainiaininglhe conidentalily 01your Service login and password. In all caSBS, you are solely iesponslble for the seclJrlt 01 any device you choose 10 connecllo the Service, including any dala slored or 
shared on that device. Comcasliecommends againt enabliiig file or printer sharing unless you do so in strcl compliance willl all security recommendations and features provided by Comcast and the 

manfaclurer of the applicable lie or printer sharing devices. Any files or devices you choose to make avallable for shaied accesli on a home LAN, fo e:iample. should be protected with a sllong 

password or as olherse liproprlale. 

It is also you, responsibilty to seCUe Ihe Customer Equipment and any olher Premises equipment or programs not provided by Comcasllhal connect to the Servce tom e:ileinal threats such as vlrui;es. 

spam, bol neb¡, and olher methods of intrusion. 

How does Comcast address InapproprIate content and transissions? 

Cocas! reserves Ihe iight to refuse to transmÎl or post, and to remove or block, any information or materials, In whole or In pari, Ihat ii, in ¡IS sole discrelion, deems to be In vlolation 01 Sections I or II of 
Ihis Policy, or oUlerwÎse harmfui10 Comcasls nelwork or cuslomeri; ui;lng Ihe Service, regardless ofwhelher thfs malBral or Us cïsseminaoon is unlawfl so long as it violates lils Policy. Neither Comcasl 

noi ¡my 01 ¡Is affhles, suppliefs, or agents have any obligation tò monitor transmissions or poiitigs (includin, bUI nolilmiled to, e-mail, file transfer, blog, news group, and Ins&anl menage Iransnisslons 
as well as materials avaiable on Ihe Persona Web Pages and Onlin Storage fealures) l1ade on lhe Servce, Howevei, Corcast and its affdlales, suppliers, and agents have Ihe right to moitor these
 
l1ansmìssions and posligs from time to time tor violations of ths Policy and 10 áscose, block, or remove Ihem In accrdance wilh this Policy, the Subscrer Agreement, and applicable law.
 

What requirements apply to electronic mall? 

The Service may not be used 10 communicle or distribute ~meil or olher forms of communiations in violalion 01 Secton i ofUifs Policy. As described below in Section ill oflhis Poley, Comcilst uses 

reasonable network managemenllools and techniques to prolecl customers from receiving sparn and from sending spam (oftn without their knowedge over aii infected computer). Comcasl's anU-spam 

approBch is explained in the FAOs under the topic Wlat is Cornast doing about spam?'located at h.tt..Jip'.con1i:ast.nl!l1conlenUfaal..b~l::_~-COl!c.ist-dolnQ-about~5D.m. 

Comeasl is not responsible ror deleling or forwaråiig any e-mail senllo the wrong e-mail address by you or by somec: else tryIng 10 send e-mail to you. Comcast Is also noliesponslble for foiding 

e-mail sent 10 any accounllhal hali beeii suspended or terrrnated. This e-mail wil be relurned 10 the sender, Ignored, deleted. olstoied temporariy al Comcasl. sole dlscrellon. In the evenl thaI 

Comcast believes In 115 sale discrelioFl that any subscnber name, accouiit name, or e-mail address (collectively, an identlfier") on the Service may be used for, or Is being used to, any misleading, 

fraudulenl, or ollie. Improper or ilegal puipose, Corncast (i) reserves the right to block access to and prevent the use of any of lhesa identifiers and (iQ may lit any Ume iequre any cuslomer 10 change his 

or her identifier, In addition, Comcest may at any time resorv any idenlirirn on Ihe Serve for Comcasts own purposes, In he event Ihat a Seice account is terminated fur any reBson, all e-mail 

associated 'Mih that account (and any sec~daiy accounts) will be permanently deleted a. well. 

What requirement appl to instant, vide, and audio message? 

Each user is responsible for the contents or his or her Inslant, video. and audio messages and Ute consequences of any of these messages. Comcast assumes no responsibilily for tie timeliness, mis­

deiver, del8110n, or failure 10 sloro these messages. In the event that a Service accountla termlnatiid for any reason, all Instant, video, and aUdio messages associatBd with that account (and any 

secondaiy accounts) will be permanently dele led as wel. 

What requirement appl to persnal web page and file storage? 

As part 01 the SeNice. Comcal provides access to pelSonal Web pages and storage space through the Personal Web Pages and Online Sloiage realures (collecUvelv, the .PersonBIWeb Features.). 

You are solely responsible 101 aiiy information thaL you or others publish or st,"e: nn the Personal Web Features. You are also responslble for ensurig that all c:onleiil made available through Iho 

Peisonal Web Fealures is appropiiale 101 Ihose who may have access 10 it. For ex'ample. you must take appropriate precautions to prevent minors from receivinl1 or accessinlnappropriale content 

Cornast ieserves the right to remove. block. or refuse 10 post or store any information Dr materials, In whole or in part, llial it. In ¡Is sole discretion, deems to be in violation of Section I of this Policy. For 
purposes 01 this Policy, "material. refeis to al (orms of communications including h!X1, graphics (irluáng photographs, iHuslrations, images, drawlngs,logos), executale programs and scrits, video 

rBa:rdings, and audio recordi. Comcast may remove or block conlenl conlained on yiiur Personal Web Faatues and terminale your peisonal Web Fealures and/or your use ollhe Service ¡Iwe 

determine Ihat you have violated the torms of this Policy. 

ID. Netork Management and limitations on Data Consumption 

Wily doe Comcast manage Its network? 

Cornasl manages ils network wilh one goal: to deliver the best possible broadband Internel experien~e 10 all ofits cuslomers. High.speed bandwidlh and netwrk iesources are not unlirrted. Managing 

(he netwrk is essential as Ccirst woiks 10 promole the iise and enjoyment ofthe Intemel by all 01 its customers. The company uses reasonable network management practices Ihat are conslslenl with 
Industry standards. Comeast Iiies to use tools an technologies thelare minimally Intrsive and, in its independent judgment guK:ed by industry e:iperience, among the best in clllS. Of course, the 
company's netwrk management practices wi. change ilnd evolve alongwilh the uses of1he Inlemel and lhe challenges and llireals on the Internet. 

The need 10 engage in network management is nollimlted 10 Comcast. In fRcl, all larglt Internet service providers manage their networks. Many ofUiem use the same or similar tools that Comcasl does. 

If the company didn'l manage jb network, ils customers woud be subjecllo lhe negaüve effects of spam, viruses, sea.rity attacks, network conl1esllon, and other risks and degradation of service. By 
engagin in responslble networt manag&ment including enforcemenl of Ihis Policy, Comcasl can deliver Ihe best possible broadband Intemet experience to ell otils customers. Vlsil Corrast's Nelwork 

Management page at llJ!.:/lY(vtil.~ØfJ.t~in for more In(oimation.
 

Ho doe Comcast manage Its netwrk? 

Comcast uses various tools and techniques to manage Its network, delver the Service, and ensure compiance wiU tts Policy and the Subscrier Agreement. These toots and techniques are dynamic, 

like the neiwfl and its usge, end can and do change frequenly. For example, those netwrk management activties may include (I) Identifyng spam and preventing ils delivery 10 cutomer e-man 
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accounls. (i) detecting malicious Inlernet traffc and previinlng the distribution or yjruses or other harmful code or content, (iii) temporariy lowering the pririty 0' Irattc for users who are the lop 

contritors 10 current netwo,k congestion. and (Iv) using other 1001& and techniques thaI Comcasl may b, require4 to implementln Older 10 meet Its goal of delivering the besl poiiible broiidbend 
Inlemet experence 10 all of lis customers. 

Are there res,lctons on data consumption that apply to the Servlce7 

Tho SefVK:e is for person.iland non-commercial residential use only. ThererOfe. Comcast resereslhe iight 10 suspend or termInøte Servce accounts where dala consumption is not chatacteislic of a 

tycZlI rei:idenlial U5er ofthe Servce as diilerlliiuid LJy the cumpany in U.. &ole dlscrellon. Comeasl has establshed a monthly data consumpllon thresbotd per Comcasl High-Speed Internet account or 

250 Gigabytes ('1B1. Use 0' the Service in excass 0'25008 per menU, Is excessive use and ls a violatIon of Ihe PoNcy. See the Netw Management page at !!:1l~.1çomca$t.netiterms./networkJ 

ror mote infOlmation and to Ieain how Comcsl applies this Policy to excessive use. COl1mon actitis that may eause excessive data consumption in violaUon of !his Polic include, but are not limlled to, 

numerous or continuous bulk transfeis 01 fies and other high capacity tratlc using (i) file transler prolocol (MFTi, (ii) peer~lo-peer applicatis, and (ii) newgroups. You musl also ensure that your use 
orlhe Seivice does nol restrict, inhiblt, interfere wllh. or degrade Dny olher person's use DI Vle Service. nor represenl(es delermJned by Comcasiln Its sole discreUon) an overly large burden on Ihe 

nelworl. In addition. you must ensure that your use oflhe Service does not limit or rnterlere with Comcasl's aliility to deliver and moilor the Service Dr any part or its netwk. 

If you use the Service in violatiDn of the restrictions relerenæd aboVl, 'hat is a viohi.on of this Polley. In these cases. Comcasl may. In its sole disaetin. suspend or lerminale your Servtc accDunl or 
requesllhal you subscrie to a version ot the SeNice (such as a commercil grade Inlernet serica, jf appropriate) if you wish to continue to use the Servce lit higher dala consumpton levehi. Comçst 

may also provide versions of the Service with diffent spiied and data consumpUon limitalions, among olher characteristcs, subject 10 ilpplicabla Serice plans. Comcast's delerrrnation olo,E! data 

consumption for Servca accounts is final. 

iv. Violation ofthls Acceptable Use Policy 

What happens If you violate thl. Policy? 

CDmca5t reseIVes Ihe rlghl immediately to suspend or termJnate you Service accont and terminate Ihe Subscriber Agreement If you violate !h terms 01 Uils Policy or the Subsaiber Agreemenl. 

How does Com cast enfræ this PoUcy? 

Comeast does not routinely moitor Uie aelivlty of Individual SerYÎce aeeOL fot violatis ollhls Policy. excet for determining aggregate data cDnsumption In connection wilh (h data conumplion 

provisions or Uiis Policy. However.in the company's efforts 10 prDmote good clUzenship wiUiin lIe Internet comunity. il will respond approprialely ilit becomes aware of inappopriat use of th" Service. 
Comcast has no obligatin to monlor the Seivlce and/or the network. However. Comcasl and Us suppliers reserve the right at any time to manilor bandwidh. usage. transmissions, and contenl in order 
to. among other things. operate the Service; identify violations of this Policy; and/or profect the network, the Service Md Comciist users. 

Corcasl prefers to inform cuslomers of inappropiiate activities and give them 21 reasonable perod of time in v.ich to tiike corrective action. Comeasl also prefers to have custimel" direcUy resolve any 

disputes ot disagreements Uiey may have wilh olhers. whether CUtomers or nol, withoul Comcasls inlervention. However. it the Service Is used in a way thai Cornasl or Us suppliers. in their sale 
discretion. believe violates Uiis Policy. Comcsst or ils suppliers may take any responsive actons Ihey deem appropriate under the circumstances wit or without notice. These actions include.liul lire not 

Iirrted to, temporary or permanent removal of content, cance.alion of newgroup posts. filtering of Intenet lransmissions. and the immediale suspension or termination 01 all or any potion 01 the Servce 

(ili:luding bul not limited to newsgroups). Neither Comcast nor its affliates. suppliers, or agenls wil have any liability lor any of lIese responsive actions. These actions are not COrTasl's exclusive 
remediill¡ aod Comcast may lake any olher tegal or loelinli:al aelons ii doems appropriôl1c with Dr withot notice. 

Corcasl reserves Ihe right to invesligale suspected violatiOns or this Policy. includin the gathering ofinformalion from the user or users Involved and die complainmg party, irany, and examintion 01 
material on Comcasls seIVers and nE!lwork. DUrig an Investigation. Comcasl may suspend the account or accounts involved and/or remove or block maleriallhal potentially viDlates this Policy. You 

expressly authorize and consent to Comcasl lInd its supplleis cooperating with (i) law enforcement authories in the investigaiJon or suspected legal violallons, and (il) and system admnistnitors at olher 
Internet seNlce provide.s or other network or computing facilities in orderto enforce this Policy. Upon termination 01 your Service account, Comcastis DuUiorized 10 delele Bny files, programs. dala, e­
mail and other messages Bssociated with your accounI (and Bny secondary accounts). 

The failure of Cornst or Its suppliers 10 enforce this Policy, for whatever reasDn, shall nDt be construed as a waiver of any right to do so al any time. You agree that if any porlion of this Policy is held 
invalid or unenrorceable. thaI porton will be construed consislentwith app.6cable law as nearly as possible, and the remaining portiOls wiØ remain in ful force and effecL 

You agree to indemnif. defend and hold harmless Comcast and ils affliates, suppliers, and agents agDinst all claims and expenses (Includng reasonable aUomey fees) resultin trom any violation 01 this 

Policy_ Your indemniFication wilisuivive any ierminatln oftha SUbsa-iber Agreement. 

V. Copyright and Digital Milennium Copyright Act Requirements 

What is Comcast's DMCA policy? 

CDmeast is committed to complying with U.S. copyright and related laws, and requires all cuslomers and users of the Service 10 comply with these laws. Accordingly, you may not store any material or 

content on, 01 disserrnate any malerial or conlent over, Uie SeMce (or any part or the Service) in any manner that cCfslilules an infringement 01 third part Inteltectual propert rights. incluelg rights 
granled by U.S. copyiightlaw. Owners of copyrighted works who believe thai their rights under U.S. copyrighl law have been Inrrlnged may lake advantage of certin provisions 01 the Digilal Milennium 
Copyrighl Acl of 1998 (the .OMCA") to report alleged infrng~menls. lt is Comc8sl's policy in accordance wilh the DMCA and othar applicable laws to reserve the nghl.to terminate the Service provided to 

any customer o. user who is elthCl found to inmnge third part copyright or other intellectual propert rights. inluding repeat Infrngers, orwho Comcasl. in lis sole discretion,believes is infrnging these 
righls. Comcitsl may lerminatE! Iie Service at any lime with (Lr wiUioul notice for any affected customer 01 user. 

How do copyright owners reprt aileled infringements to Comcast7 

Copyrlghl owne.s may report alleged intringemenls or thei works that are stored on the Service or (he Personal Web Features by sending Comcasl's aulhorized agenl ii n06ficalion of clalmed 
inrringament !hat satisfts iJie requirements olthe DMCA. Upon Comeast'$ receipt of a satisfaclory notice of claime infringemenl for these works, Coreast will respond expediUously 10 eiler directly or 

indifeclly (i) remove the allegedly infrinlling work(s) slored on the SeMce or tlie Personal Web Fealures or Oi) disable access to IhE! work(s). Comeasl wil also notify Ihe affected customer or user of Ile 
Seivice of the removal or dfsabfing of accoas to the WOfk(s). 

Copyiigrn tJers may send Comcasl a n06fication of claimed infringement to report alleged infrngements 01 their works to: 

J. Opperman & M. Moleski
 

Comcasl Cable Communication!õ. LLC
 

701 East Gale Drive, 31d Floor 

Mount Laurel. NJ 08054 U.S.A 

PhDne: 888.565.4329
 

Fa~: 856.324.2940
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Email; cflnc.!l~~rncnst nQt 

Copyright owers may use their own notification or claimed infringement (Olm that satisfies the roqul,emenb of Seciioo 512(cX3) afthe U.S. Copyilghl Act. Undor the DMCA. anyone vmo knowriy 

makes misrepresentallons regarding Iil1eged copyright Intìngement may be liable 10 Cornasl, Ihe alleged infrnger, and the affected copylight QWer for any damages Incurred in connection with the 
removal, blocking. or replacement 01 IiUegodJy infrngIng malerlal. 

What can cuomers do if they receve a notiflCtlon of alleed Infringement? 

If you receive a noliication of illeged infringement as described above, and you believe In good fallh thaI Die allegedly ¡"frnging works have been removed or blocked by mistake or misidntification, 

U,en you may send a counler notifition 10 Comeast. Upon Gornasts receipt of a counter notification that satifies the requirements or OMCA, ComelSl will provide a eopy of the counter notification to 
Ihe person who sent the original notifiation or claimed inh"ingcment and wil tollow Uie DMCA'u procedures with respect lo a recelved coWlter notification.In all events, you expressly agree tnat Corncas! 
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Dengel, Hilary 

From: Jonas Kron (jkron(§trilliuminvest.com) 
Sent: Wednesday, January 07,20097:08 PM 
To: Dengel, Hilary 
Cc: Icadet(§trilliuminvest. com 
Subject: Re: Shareholder Proposal for the comcast 2009 Annual Meeting 

Hilary, 

Thanks for the pdf of your filing letter. I appreciate Corp Fin's 
movement to electronic filing. .
 

We are co-filers on this proposal with the New York City Comptroller 
being the lead filer so NYc's reply letter wil cover our response, 
except for your last point about the proposals being duplicative. i 
apologize if there was any confusion about Trilium's role as co-fier 
on the Proposal, but I think our role as co-filer is self evident. 

Best, 

Jonas 

Dengel, Hilary wrote: 
;: 

;: Lyell and Jonas: 
;:
 
;:
 
;:
 

;: As Lyell and I discussed this afternoon, attached please find a 
;: No-Action Letter to be filed with the SEC pursuant to Rule 14a-8. 
;: 

;: 

;: 

;: Also as discussed with Lyell, hard copies of the attached will be send 
;: via overnight mail to each of you c/o Trillum Asset Management's 
;: Boston address. 
;:
 
;:
 

;:
 

;: Thanks and kindest regards,
 
;: 

;: Hilary 
;: 
.;: 

;: 

;: Hilary A.E. Dengel 
;: 

;: Davis Polk & Wardwell 
;: 

;: 450 Lexington Avenue 
;:
 

;: New York, NY 10017
 
;:
 

;: Phone: (212) 450-4354 
;: 

;: Fax: (212)450-3354 
;:
 

;: Email: hilarY.denQel(ãdpw.com
 

1 



;: 

;: Confidentiality Note: This e-mail is
 
;: intended only for the person or entity to which it is addressed and 
;: may contain information that is privileged, confidential or otherwise 
;: protected from disclosure. Dissemination, distribution or copying of 
;: this e-mail or the information herein by anyone other than the 
;: intended recipient, or an employee or agent responsible for delivering 
;: the message to the intended recipient, is prohibited. If you have 
;: received this e-mail in error, please notify the sender immediately 
;: and destroy the original message and all copies. 
;: 
;: 
;: 
;: 

Jonas Kron, J.D., M.S.E.L.
 
Senior Social Research Analyst and Advocate
 
Trilium Asset Management 
 Corp. 
ph: (971) 222-3366 
ikron(Qtrill ¡urn invest. com 
ww.trilliuminvest.com 

2 
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EXHIBIT K 



Dengel, Hilary 

From: Dengel, Hilary
 
Sent: Tuesday, January 13, 20094:30 PM
 
To: 'pdohert~comptroller. nyc.gov'
 

Cc: 'ksylves~comptroller.nyc.gov'
 
Subject: comcast Corporation: inquiry re joint proposal status
 
Attachments: no.action.ntwk. mgmt. follow. up. p.dohert. pdf
 

Mr. Doherty: 

Attached please find a letter inquiring as to the potential joint proposal status of the shareholder proposal regarding
 
network management that the Offce of the Comptroller of the City of New York submitted to comcast Corporation on
 
behalf of several Funds. A hard copy of this letter is also being sent to you and Mr. Sylvester via overnight maiL.
 

. If you could please reply to the attached letter via email at your earliest convenience, it would be greatly appreciated. 

Thanks and kind regards, 
Hilary 

Hilary A.E. Dengel
 
Davis Polk & Wardwell
 
450 Lexington Avenue
 
New York, NY 10017 
Phone: (212) 450-4354
 
Fax: (212) 450-3354
 
Email: hilarv.denqel~dpw.com 

Confidentiality Note: This e-mail is intended only for the person or entity to 
which it is addressed and may contain information that is privileged, confidential or otherwise protected from 
disclosure. Dissemination, distribution or copying of this e-mail or the information herein by anyone other than 
the intended recipient, or an employee or agent responsible for delivering the message to the intended recipient, 
is prohibited. If 
 you have received this e-mail in error, please notify the sender immediately and destroy the
 
original message and all copies.
 

i 



DAVIS POLK & WARDWELL 

450 LEXINGTON AVENUE MENLO PARK
 

WASHINGTON. D.C.
NEW YORK. NY 10017
 
LONOON2 I 2 450 4000 

FAX 2 I 2 450 3600 PARIS 

FRANKFURT 

MADRID 

TOKYO 
HIL-ARY DCNûEL 

BEIJING2 I 2 4.50 4354 
HILAR'Y.Oi'I'GEL€!OPW.COM HONG KONG
 

January 13,2009 

Rc: Shareholder Proposal for Comeast Corporation's 2009 Annual Meeting
 

Patrick Doherty 
The City of New York 
Offce of 
 the Comptroller
 
1 Centre Street
 
New York, New York 10007-2341
 

Dear Mr. Dohel1y:
 

We write this letter in connection with the no-action request we submitted to the SEC on 
behalf of Corncast Corporation on January 7, 2009, in connection with the shareholder proposal 
concerning network management that the Offce of 
 the Comptroller of the City of New York 
submitted on behalf of 
 the New York City Police Pension Fund, the New York City Employees' 
Retirement System, the New York City Fire Deparent Pension Fund and the New York City 
Board of 
 Education Retirement System (the "Funds"). 

Following the filing of our no-action request with the SEC, we received correspondence 
from Mr. Jonas Kron, on behalf of 
 Trillum Asset Management Corporation and Ms. Louise Rice 
informing us that their proposal, referred to as "Proposal B" in our no-action request, was 
intended to be ajoint proposal with the network management proposal submitted on behalf of 
 the 
Funds (with the Offce of 
 the Comptroller of the City of New York on behalf of the Funds 
serving as the lead filer), notwithstanding the fact that the prior correspondence we received did 
not indicate these facts. 

If you could please let me know at your earliest convenience whether you are in 
agreement with Mr. Kron's position, it would be greatly appreciated. 

Sincerely, 

~ l:/(\9.J 
Hilary Dengel 

cc: Kenneth B. Sylvester 
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EXHIBIT L 



Dengel, Hilary 

From: Doherty, Patrick rpdohert(§comptroller.nyc.gov) 
Sent: Wednesday, January 14, 2009 11 :04 AM 
To: Dengel, Hilary 
Subject: RE: comcast Corporation: inquiry re joint proposal status 

Hilary -


This is to confirm that it is the intention of the New York City pension funds that Trillium Asset Management and Ms. 
Louise Rice be listed as co-sponsors of the stockholder proposal we submitted to you for consideration at your 2008 
annual general meeting. The NYc funds will act as the lead sponsors for this resolution. 

- Pat D. 

From: Dengel, Hilary (mailto:hilary.dengel(Qdpw.comJ 
Sent: Tuesday, January 13, 2009 4:30 PM
 

To: Dohert, Patrick 
Cc: Sylvester, Kenneth 
Subject: Comcast Corporation: inquiry re joint proposal status 

Mr. Doherty: 

Attached please find a letter inquiring as to the potential joint proposal status of the shareholder proposal regarding 
network management that the Office of the Comptroller of the City of New York submitted to comcast Corporation on 
behalf of several Funds. A hard copy of this letter is also being sent to you and Mr. Sylvester via overnight maiL. 

If you could please reply to the attached letter via email at your earliest convenience, it would be greatly appreciated. 

Thanks and kind regards, 
Hilary 

Hilary AE. Dengel 
Davis Polk & Wardwell 
450 Lexington Avenue 
New York, NY 10017 
Phone: (212) 450-4354 
Fax: (212) 450-3354 
Email: hilarv.denqel~dpw.com 

Confidentiality Note: This e-mail is intended only for the person or entity to 
which it is addressed and may contain information that is privileged, confidential or otherwise protected from 
disclosure. Dissemination, distribution or copying of this e-mail or the information herein by anyone other than 
the intended recipient, or an employee or agent responsible for delivering the message to the intended recipient, 
is prohibited. If 
 you have received this e-mail in error, please notify the sender immediately and destroy the 
original message and all copies. 

'****'*.......'*11****'*****..***......,1'*"'*..***:1*'*'*'***********..*****************
 

Sent from the New York City Offce of the Comptroller. This email and any files transmitted with it are confidential and intended solely for the use of the 
individual or entity to whom they are addressed. This footnote also confirms that this email message has been swept for the presence of computer 
viruses. 

~'Please consider the environment before printing this email.... 

********_***.*.******1l1t*******************"._w*****_*********_ 

1 
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EXHBIT M 



THE CITY OF NEW YORK 
OFFICE OF THE COMPTROLLER 

1 CENTRE STREET 
NEW YORK, N.Y. 10007-2341 

WILLIAM C. THOMPSON, JR. 
COMPTROLLER 

November 12, 2008 

i 

Mr. Arthur R. Block . I 

Secretary 
I

i 

Comcast Corporation I 

One Comcast Center
 
Philadelphia, PA 19103 

!
¡

i 
I 

Dear Mr. Block: 
I. 

i.The Offce of the Comptroller of New York City is the custodian and trustee of the 
j 

I.New York City. Employees' Retirement System, the New York City Police ,
!Pension Fund, and the New York City Fire Department Pension Fund, and 

custodian of the New York City Board of Education Retirement System (the 
"funds"). The funds' boards of trustees have authonzed the Comptroller to inform 
you of their intention to offer the enclosed proposai.for consideration of
 

. stockholders at the next annual meeting. 

I submit the attached proposal to you in accordance with rule 14a-8 of the 
Securities Exchange Act of 1934 and ask that it be included in your proxy 

i
i

statement. i 
I 

i
¡

Letters from The Bank of New York certifying the funds' ownership, continually
 
for over a year, of shares of.Comcast Corporation common stock are enclosed. 

!
 

The funds intend to continue to hold at least $2,000 worth of these securities 
!.

r'
 

through the date of the annual meeting. .
 i 
i 

Î. 

We would be happy to discuss this initiative with you. Should the board decide to
 
endorse its provisions as company policy, our funds wil a~k that the proposal be
 
withdrawn from consideration at the annual meeting. Please feel free to contact
 
me at (212) 669-2651 if you have any further questions on this matter.
 

rs, 

/' 
at ck Doherty
 

pd:ma
 
Enclosures
 
Corneast Corporation - internet censorship.-

New York City Offce of the Comptroller 
Bureau of Asset Management 

- i -

I. 
i 

I 

I. 
i 



Report on Our Company's Network Mangement Practices,
 
Public Expectations of Privacy and Freedom of Expression on the Internet
 

The Internet is becoming the defining instrctue of our economy and society in the 21 sl centu. Its 
potential to open new.markets for commerce, new venues for cultual expression and new moda:1ities of 
civic engagement is without historic paralleL. 

Internet Service Providers (ISPs) serve as gatekeepers to this infrastrctue: providing access,
 

managing trafc, insurng communcation, and forging rules that shape, enable and limit the public's 
use of the Internet. 

As such, ISPs have a weighty responsibilty in devising network management practices. ISPs must give 
far-ranging thought to how these practices serve to promote-or inhibit-the public's parcipation in the
 

economy and in civil society. 

fudamental concern is the effect ISPs' network management practices have on public expectationsOf 

of privacy and freedom of expression on the Internet. 

Whereas: 

· More than 211 milion Americans--70% of 
 the U.S. population--now use the Internet; 

· The Internet serves as an engine of opportity for social, cultual and civic 
parcipation in society; 

· 46% of American report they have used the internet, e-mail or text messaging to 
paricipate in the 2008 political process; 

· The Internet yields significant economic benefits to society, with online US retailng 
revenues - only one gauge of e-commerce - exceeding $200 bilion in 2008; 

· The Internet plays a critical role in addressing societal challenges such as provision of 
health care, with over 8 milion American looking for health information online each 
day; 

· 72% of Americans are 
 concerned that their online behaviors are being tracked and 
profied by companes; 

· 53% of Americans are uncomfortble with companies using their email content or 
browsing history to send relevant ads; 

· 54% of Americans are uncomfortble with third paries collecting information about 
their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is . 
considered a leading ISP; 



. Our Company's network mangement practices have come wider public scrutiny by 
consumer and civil liberties groups, reguatory authorities and shareholders. 

. Class action lawsuits in several states are challenging the propriety ofISPs' network
 

management practices; 

. Internet network management is a signficant public policy issue; failure to fully and 
publicly address this issue poses potential competitive, legal and reputational han to 

. our Company; 

. Any perceived compromise by ISPs of public expectations of privacy and freedom of 
expression on the Internet could have a chiling effect on the use of the Internet and 
detrental effects on society.
 

Directors prepare a report, 
excluding proprietar and confidential information, and to be made available to shareholders no later 
Therefore, be it resolved, that shareholders request that the Board of 


the company's Internet network managementthan November 30,2009, examinig the effects of 


practices in the context of the signifcant public policy concerns regarding the public's expectations of
 

privacy and freedom of expression on the Inte:net. 

" 



~.
 
BNY MELLON 

ASSET SERVICING 

US Securities Services 

November 12,2008 

To Whom It May Concern 

Re: COMCAST CORP. CUSIP#: 20030N200 

Dear Madame/Sir: 

The purpose of this letter is to provide you with the holdings for the above referenced asset 
continuously held in custody from November 09, 2007 though today at The Ban of New York 
Mellon in the name of Cede and Company for the New York City Board of Education Retirement 
System. 

The New York City Board of Education Retirement System 30,524 shares 

Please do not hesitate to contact me should you have any specific concern or questions. 

Sincerely, 

~ ri(M~
 
Alice Tiedeman 
V;~P. PTp.o;;r!p.nt 

One Wall Street, New York, NY 10286 

~~. ~ 



i.
 
BNY MELLON 

ASSET SERVICING 

US Securities Services 

November 12,2008
 

To Whom It May Concern
 

Re: COMCAST CORP. CUSIP#: 20030N200 

Dear Madame/Sir:
 

The purpose of this letter is to provide you with the holdings for the above referenced asset
 
continuously held in custody from November 09, 2007 through today at The Ban of New York 
Mellon in the name of Cede and Company for the New York City Police Pension Fund.
 

The New York City Police Pension Fund 115,654 shares
 

Please do not hesitate to contact me should you have any specific concerns or questions.
 

Sincerely,
~,.~
Alice Tiedeman 
Vice President
 

One Wall Street, New York, NY 10286 

.,~~v.. ~ 



~
 
BNY MELLON 

ASSET SERVICING
 

US Securities Services
 

November 12, 2008 

To Whom It May Concern 

Re: COMCAST CORP. CUSIP#: 20030N200 

Dear Madame/Sir: 

The purpose of this letter is to provide you with the holdings for the above referenced asset 
continuously held in custody from November 09, 2007 through today at The Bank of 
 New York 
Mellon in the name of Cede and Company for the N ew York City Employees' Retirement System.
 

The New York City Employees' Retirement System 314,631 shares
 

Please do not hesitate to contact me should you have any specific concern or.questions.
 

Sincerely,
 ~~o~ 
Alice Tiedeman 
Vice President 

One Wall Street, New York. NY 10286 

~l~~~'" ~ 



~
 
BNY MELLON 

ASSET SERVICING
 

US Securities Services
 

November 12, 2008 

To Whom It May Concern 

Re: COMCAST CORP. CUSIP#: 20030N200 

Dear Madame/Sir: 

The purpose of this letter is to provide you with the holdings for the above referenced asset
 

continuously held in custody frm November 09, 2007 though today at The Ban of 
 New York 
Mellon in the name of Cede and Company for the New York City Fire Deparent Pension Fund. 

The New York City Fire Deparment Pension Fund 42,144 shares
 

Please do not hesitate to contact me should you have any specific concern or questions.
 

Sincerely,
 

~~ Jl-~
 
Alice Tiedeman 
Vice President 

One Wall Street, New York, NY 10286 

.J'~).. ~ 



Corneast Cooration 
One CorneaS! CenerCSomcast~ 

November 25, 2008 Philadelphia. PA 19103-2838 

Re: Notice of deficiency regarding shareholder proposal for inclusion in 
Comcast's 2009 Proxy Statement
 

i 

VIA FAX AND OVERNIGHT MA 

Patrick Dohert 
The City of New York 
Office of 
 the Comptroller 
1 Centre Street 
New York, N.Y. 10007-2341
 

Dear Mr. Dohert: 

I refer to your letter dated November 12, 2008, on behalf ofthe New York City 
Employees' Retirement System, the New York City Police Pension Fund, the New York 
City Fire Department Pension Fund, and the New York City Board of Education 
Retirement System (the "Funds"), requesting that the Comcast Board of 
 Directors prepare
 

a report examining the effects ofComcasts Internet network management practices in 
the context of 
 the significant policy concerns regarding the public's expectations of
 
priva~y and freedom of expression on the Internet.
 

Rule l4a-8(b)(J) of 
 the Securities Exchange Act of 1934, as amended, requires
 
that, to be eligible to submit a proposal for a company's annual meeting, a shareholder
 
must (i) have continuously held at least $2,000 in market value, or 1%, of the company's 
securities entitled to be voted on the proposal at the meeting for at least one year by the 
date sueh shareholder submits the proposal and (ii) continue to hold those securities 
through the date ofthe meeting. 

, The Funds have not satisfied the proof of ownership requirements of Rule 14a-8. 
Your November i 2il letter states only that the Funds have held for the required period the 
requisite amount of "Com 
 east Corporation common stock" and the proof of ownership 
submitted for each Fund references the CUSIP number 20030N200, which applies only 
to the Class A Special Common Stock of Comcast. This does not satisfy Rule 14a-8 
because it does not indicate that the Funds hold the requisite amount ofvotinl! common 
stock of Com cast. The Funds must prove their beneficial ownership of the requisite 
amount of 
 voting securities (i.e. Comcast Class A Common Stock). Comcast has two­
publicly traded classes of common stock - Class A Common Stock and Class A Special 
Common Stock. Of these two classes, onlv the Class A Common Stock is votinl! stock 
under Rule 14a-8 (Le. entitled to vote at the 2009 annual meeting).. 

Pursuant to Rule 14a-8, if we do not receive the necessary proof of the Funds' 
ownership of Comcast Class A Common Stock, we wil not be able to consider the 
Funds' proposal for inclusion in Comcasts 2009 proxy statement. Ifwe do not receive 
such proof within 14 calendar days of your receipt of this letter, we wil submit a no 
action request letter to the Securities and Exchange Commission indicating that we do not 
intend to include the Funds' proposal in our proxy. 



Patrick Dohert 2 November 25, 2008 

A copy of Rule i 4a-8 is enclosed for your reference. We thank you for your 
interest in Comcast. Should you wish to discuss this furter, please do not hesitate to 
contact me at (215) 286-7564. 

cc: Wiliam H. Aaronson
 
Hilary Dengel 

Very tt~YOU;i' III l-_
 

fA ~ ~. ..i, ~\.(.t
Artur R. Block
 

Senior Vice President, General 
Counsel and Secretary 

¡ 
i 

I 

i 

I 

I 

I 

i 

i 

I 



23 Rule 14a-8
 

When providing the information required by Exchange 
Act Rule 14a-7(a)( I )(ii), if the registrant has received affrmative written or implied 
consent to delivery of a single copy of proxy materials to a shared address in accor­
dance wi th Exchange Act Rule l4a-3( e)(1). it shall exclude from the number of record 
holders those to whom it does not have to deliver a separate proxy statement. 

If the registrailt is sending the requesting securi ty holder's 
mateiials under § 240. 14a-7 and receives a request from the security holder to furnish 
the materials in the form and manner desciibed in § 240. I 4a-16. the registrant must 
accommodate that request 

Rule l..a-lt Shart.h()ldi~I' Pi-¡Josals. ~,*
 

This section addresses when a company must include a shareholder's proposal in its 
proxy statement and identify the proposal in its form of proxy when the company holds an 
annual or special meeting of shareholders. In summary, in order to have your shareholder 
proposal included on a company's proxy card, and included along with any supportng 
statement in it~ proxy statement, you must be eligible and follow. certain procedures. 
Under a few specific circumstances, the company is permitted to exclude your proposal, 
but only after submitting its reasons to the Commission. We structured this section in a 
question-and-answer format so that it is easier to understand. The references to "you" 
are to a shareholder seeking to submit the proposal. 

(a) Question 1: What is a proposal? 

A shareholder proposal is your recommendation or requirement that the company 
and/or its board of directors take action. which you intend to present at a meeting of the 
comp¡iy's shareholders. Your proposal should state as clearly as possible the course of 
action that you believe the company should follow. If your proposal is placed on the 
company's proxy card, the company must also provide in the form of proxy means for 
shareholders to specify by boxes a choice between approval or disapproval, or abstention.
Unless otherwise indicated. the word "proposal" as used in this section refers both to 
YOUl'proposal, and to your corresponding statement in support of your proposal (if any). 

(b) Question 2: Who is eligible to submit a proposal, and how do I demonstrate
to the company that I am eligible? 

*Effective January i, 2008. Rule l4a-7 was amended by removing Note 3 to § 240. 14a-7 as part 
or the amendments relating tn shareholder choice regarding proxy materiaL. See SEC Release Nos. 
34-56135; TC-279i I; July 26, 2007. Compliaiice Dales: "Large accelel"dted fiers," as that term 
is defined in Rule I2b-2 under the Securities Exchange Act. not including registered investment 
companies, must comply with the amendments regarding proxy solicitations commencing on or 
after January 1,2008. Registered investment companies. persons other than issuers, and issuers thm 
are not large accelerated fiers conducting proxy solicitations (I) may comply with the amendments 
regarding proxy solicitations commencing on or after January I, 2008 and (2) must comply with 
the amendments regarding proxy solicitations commencing on or after January I. 2009. 

**Eftective February 4,2008, Rule 14a-8 was amended by revising pargraph (10)(1) as part of 
the smaller reportingcompany regulatory relief and simplification rules. See SEe Release Nos. 33­
8876; 34-56994; 39-2451; December 19,2007. ForcompJiance dates, see SEC Release No. 33-8876 
and the note in the Red Box Regulation SoB booklet. 

Effective January 10,2008, Rule 14a-8 was amended by revising paragraph (i)(8) to permit the 
exclusion of certain sharehotder proposals related to the election of directors. The SEC adopted the 
amendment to provide certainty regarding the meaning of this provision in response to the district 
court decision in AFSCM E v. MG. No. OS-2825-cv (2d Cir., Sept. 5,2006). See SEC Release No. 
34-56914; TC-28075; December 6.2007. 



24 Rule 14a-8
 

(I) In order to be eligible to submit a proposal, you must have coiitinuously held at 
least $2,000 in market value. or i %. of the company's securities entitled to be voted on 
the proposal at the meeting for at least one year by the date you submit the proposal. You 
must continue to hold those securities through the date of the meeting. 

(2) If you are the registered holder of your secUlities, whicli means that your name 
appears in the company' s records as a shareholder, the company can veiify your eligibil ty 
on its own, although you will stil have to provide the company with a wiitteii statement 
that you inteiid to continue to hold the securities through the date of the meeting of 
shareholders. However, if like many shareholders you are not a registered holder, the 
company likely does not know that you are a shareholder, or how many shares you own. 
In this case. at the time you submit your proposal, you must prove your eligibility to the 
company iii one of two ways: 

(i) The first w,iy is to submit to the company a written statement from the "record" 
holder of your securities (usually a hroker or bank) verifying that. at the time you submit­
ted your proposal. you continuously held the securities for at least one year. You must 
also include your own written statement that you intend to continue to hold the securities 
through the date of the meeting of shareholders; or 

(ii) The second way to prove ownership applies only if you have. fied a Schedule
13D, Schedule i 3G. Form 3, Form 4 and/or Form 5, or amendments to those documents 
or updated forms. reflecting your ownership of the shares as of or before the date on 
which the one-year eligibilty period begins. If you have filed oiie of these documents 
with the SEC, you may demonstrate your eligibilty by submitting to the company: 

(A) A copy of the schedule and/or form. and any subsequent amendments reporting
a change in your ownership level; 

(8) Your written statement that you continuously held the required number of shares
for the one-year period as of the date of the statement; and 

(C) Your written statement that you intend to continue ownershi p of the shares through 
the date of the company's annual or special meeting. 

(c) Question 3: How many proposals may I submit? 

Each shareholder may submit no more than one proposal to a company for a paricular 
shareholders'meeting. 

(d) Question 4: How long can my proposal be? 

The proposal. including any accompanying supporting statement, may not exceed 
500 words.
 

(e) Question 5: What is the deadline fol" submitting a proposal? 

*( I) If you are submitting your proposal for the company's annual meeting. YOll can
in most cases find the deadline in last year's proxy statement. However, if the company 
did not hold an annual meeting last year. or has changed the date of its meeting for this 
year more than 30 days from last year's meeting, you can usually find the deadline in 
one of the company's quarerly reports on Form 10-Q (§ 249.308a of this chapter), or in 

*Effective Februar 4.2008. Rule 14a-8 was amended by revising paragraph (e)(J) as part of 
the smaller reporiingcompany regulatory relief and simplification rules. See SECRelease Nos. 33­
8876; 34-56994; 39-2451; December 19,2007. ForcompJiance dates, see SECRelease No. 33-8876 
and the note in the Red Box Regulation SoB booklet. 



25 Rule 14a-8
 

shareholder reports of investment companies under § 270.3Od-1 of this chapter of the 
Investment Company Act of 1940. In order to avoid controversy, shareholders should 
submit their proposals by means, including electronic means, that permit them to prove 
the date of deliveiy. 

(2) The deadline is calculated in the following manner if the proposal is submitted
for a regularly scheduled annual meeting. The proposal must be received at the company's 
piincipal executive offices not less than i 20 calendar days before the date of the com­
pany's proxy statement released to shareholders in connection with the previous year's 
annual meeting. However. if the company did not hold an annual meeting the previous 
year, or if the date of this year's ¡mnual meeting has been changed by more than 30 days 
from the date of the previous year's meeting, then the deadline is a reasonable time before 
the company begins to print and send its proxy materials. 

(3) If you are submitting your proposal for a meeting of shareholders other than a
regularly scheduled annual meeting, the deadline is areasonable time before the company 
begins to print and send its proxy materials. 

(t) Question 6: What in fail to follow one or the eligibilty or procedural require­
ments explained in answers to Questions 1 through 4 or this Rule 14a-8? 

(I) The company may exclude your proposal, but only after it has notified you of the 
problem, and you have failed adequately to correct it. Within 14 calendar days ofreceiving 
your proposal, the company must notify you in writing of any procedural or eligibilty 
deficiencies, as well as of the time frame for your response. Your response must be 
postmarked, or transmitted electronically, no later than 14 days from the date you received 

. the company's noti fication. A company need not provide you such notice of a deficiency 
if the deficiency cannot be remedied, such as if you fail to submit a proposal by the 
company's properly determined deadline. If the company intends to exclude the proposal,
it will later have to make a submission under Rule 14a-8 and provide you with a copy 
under Question i 0 below, Rule i 4a-8U). 

(2) If you fail in your promise to hold the required number of securities through the 
date of the meeting of shareholders, then the company wil be permitted to exclude all 
of your proposals from its proxy materials for any meeting held in thc following two 
calendar years. 

(g) Question 7: Who has the burden of persuading the Commission or its staff
that my proposal can be excluded? 

Except as otherwise noted, the burden is on the company to demonstrate that it is 
entitled to exclude a proposal. 

(h) Question 8: Must I appear personally at the shareholders' meeting to present
the proposal? 

(I) Either you, or your representative who is qualified under state law to present the
proposal on your behalf, must attend the meeting to present the proposal. Whether you 
attend the meeting yourself or send a qualified representative to the meeting in your 
place, you should make sure that you, or your representative, follow the proper state law 
procedures for attending the meeting and/or presenting your proposal. 

(2) If the company holds its shareholder meeting in whole or iii pai1 via electronic
media, and the company permits you or your representative to present your proposal via 
such media, then you may appear through electronic media rather than traveling to the 
meeting to appear in person. 

(3) If you or your qualified representative fail to appear and present the proposal,
without good cause, the company wil be permitted to exclude all of your proposals from 
its proxy imiterials for any meetings held in the following two calendar yeurs. 
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(i) Question 9: If I have complied with the procedural requirements, on what
other bases may a company rely to exclude my proposal? 

(I) Improper Under State Law: If the proposal is not a proper subject for action by
shareholders under the laws of the jurisdiction of the company's organization; 

Depending on the subject matter, some proposals are 
not considered proper under state law if they would be binding on the company if 
approved by shareholders. In our experience, most proposals that are cast as recom­
mendations or requests that the board of directors take specified action are proper 
understate law. Accordingly, we wil assume thata proposal drafted as arecommenda­
tion or suggestion is proper unless the company demonstrates otherwise. 

(2) Violation of Law: If the proposal would, if implemented, cause the company to
violate any state, federal, or foreign law to which it is subject; 

We will not apply this basis for exclusion to permit 
exclusion of a proposal on grounds that it would violate foreign Jaw if compliance 
with the foreign law would result in a violation of aiiy state or federal law. 

(3) Violation of Proxy Rilles: If the proposal or supporting statement is contrary to 
any of the Commission's proxy rules, including Rule 14a-9, which prohibits materially 
false or 11slcading statements in proxy soliciting materials; 

(4) Personal Grievance; Special Interest: If the proposal relates to the redress of a
 

personal c1¡úm or grievance against the company or any other person, or if it is designed
to result in a benefit to you, or to further a personal interest, which is not shared by the 
other shareholders at large; 

(5) Relevance: If the proposal relates to operations which account for less than 5 
percent of the company's total assets at the end of its most recent fiscal year, and for less 
than 5 percent of its net earnings and gross sales for its most recent fiscal year, and is not 
otherwise significantly related to the company's business; 

(6) Absence oj'Power/Authority: If the company would lack the. power or authority
to implement the proposal; 

(7) Managemeiit FUllctions: If the proposal deals with a matter relating to the com­
pany's ordinary business operations; 

*(8) Relates to Election: If the proposal fClates to a nomination or an election for 
membership on the coinpaÎ1y's board of directors or analogous governing body or 8 proce­
dure for such nomination or election; 

(9) COllflicts wüh Compaiiy's Proposal: If the proposal directly conflcts with one
of the company's own proposals to be submitted to shareholders at the same meeting; 

. A company's submission to the Commíssion under this
 
Rule 148-8 should specify the points of conflct with the company's proposaL. 

*Effcctivc January 10,2008. paragraph (i)(8) ofRule 14a-8 was amended to permit the exclusion 
of certain shareholderproposals related to theelectiOn of directors. The SEC adopted the amendment 
to provide certainty regarding the meaning of this provision in response to the district court decision 
in AFSCME v. AlG, No. 05-2825-cv (2d Cir., Sept. 5,2006). See SEC Release No. 34-56914; 
LC-28075; December 6. 2007. 
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(10) SlibstantiaUy Implemented: If the company has already substantially imple­
mented the proposal; 

(Ii) Duplication: If the proposal substantially duplicates another proposal previously 
submitted to the company by another proponent that wil be included in the company's 
proxy materials for the same meeting; 

(12) Resubmissions: If the proposal deals with substantially the same subject maUeras 
another proposal or proposals that has or have been previously included in the company's
proxy materials within the preceding 5 calendar years, a company may exclude it from 
its proxy materials for any meeting held within 3 calendar years of the last time it was 
included if the proposal received: 

(i) Less than 3% of the vote if proposed once within the preceding 5 calendar years; 

(ii) Less than 6% of the vote on its last submission to shareholders if proposed twice
previously within the preceding 5 calendar years; or 

(iii) Less than 10% of the vote on its last submission to shareholders if proposed three 
times or more previously within the precediiig 5 calendar years; and 

(13) Specific AmoulIt of Dividelds: If the proposal relates to specific amounts of 
cash or stock dividends. 

(j Questioii 10: What procedures must the compaiiy follow ifit intends to exclude
my proposal? 

(1) lfthe company intends to exclude a proposal from its proxy materials, it must file 
its reasons with the Commission no laterthan 80 calendar days before it fies jt~ definitive 
proxy statement and form of proxy with the Commission. The company must simultane­
ously provide you with a copy of its submission. The Commission staff may permit the 
company to make its submission later than 80 days before the company fies its definitive 
proxy statement and form of proxy, ifthe company demonstrates good cause for missing 
the deadline. 

(2) The company must file six paper copies of the following: 

(i) The proposal; 

(ii) An explanation of why the company believes that it may exclude the proposal,
which should, if possible, refer to the most recent applicable authority, such as prior 
Division letters issued under the rule; and 

(iii) A supporting opinion of counsel when such reasons are based on matters of state 
or foreign law. 

(k) Question i 1: May I submit my own statement to the Commission responding 
. to the company's arguments? 

Yes, you may submit a response, but it is not required. You should try to submit any 
response to us, with ii copy to the company, as soon as possible after the company makes 
its submission. This way, the Commission staff will have time to consider fully your 
submission before it issues its response. You should submit six paper copies of your re­
sponse. 

(I) Question 12: If the company includes my shareholder proposal with its proxy
 
materials, what information about me mustit include along with the proposal itself?
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(1) The company's proxy statement must include your name and address, as weB as 
the number ofthe company's voting securities that you hold. However, instead of provid­
ing that information, the company may instead include a statement that it will provide 
the information to shareholders promptly upon receiving an oral or written request. 

(2) The company is not responsible for the contents of your proposal or supporting 
statement. 

(m) Question 13: What can I do if the company includes in its proxy statement 
reasons why it believes shareholders should not vote in favor of my proposal, and I 
disagree with some of its statements? 

(I) The company may elect to include in its proxy statement reasons why it believes 
shiireholders should vote against your proposal. The company is allowed to make argu­
ments reflecting its OWn point of view, just as you may express your own point of view 
iii your proposal's supporting statement. 

(2) However. if you believe that the company's opposition to your proposal contains 
mateiially false or misleading statements that may violate our anti-fraud rule, Rule i 4a­
9. you should promptly send to the Commission staff and the company a letter explaining 
the reasons for your view, along with a copy of the company's statements opposing your 
proposal. To the extent possible, your letter should include specific factual information 
demonstrating the inaccuracy of the company's claims. Time permitting, you may wish 
to try to work out your differences with the company by yourself before contacting the 
Commission staff. 

(3) We require the company to send you a copy of its statements opposing your pro­
posal before it sends its proxy materials, so that you may bring to our attention any 
materially false or misleading statements, under the following timeframes: 

(i) If our no-action response requires that you make revisions to your proposal or
supporting statement as a condition to requiring the company to include it in its proxy 
materials, then the company must provide you with a copy of its opposition statements 
no laterthan 5 calendar days after the company recei yes a copy ofyourrevised proposal; or 

(ii) In all other cases, the company must provide you with a copy of its opposition 
slatements no later than 30 calendar days before it fies definitive copies of its proxy 
statement and form of proxy under Rule l4a-6. 

Rule 14a-9. False or MislcllJílig Stat(;iiienls. 

(a) No solicitation subject to this regulation shall be made by means of any proxy
statement, form of proxy, notice of meeting or other communication, written or oral, 
containing any statement which, at the time and in the light of the circumstances under 
which it is made, is false or misleading with respect to any material fact, or which omits 
to state tiny material fact necessary in order to make the statements therein not false or 
misleading or necessary to correct any statement in any earlier communication with re­
spect to the solicitation of a proxy for the same meeting or subject matter which has 
become false or misleading. 

(b) The fact that a proxy statement, form of proxy or other soliciting material has
been fied with Of examined by the Commission shall not be deemed a finding by the 
Commission that such material is accurate or complete or not false or misleading, or that 
the Commission has passed upon the merits of or approved any statement contained 
therein or any matter to be acted upon by security holders. No representation contrary to 
the foregoing shull be madc. 
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THE Cfrv OF NEW YORK TEl.~HONE: (212) 669-2013 
.FAX NuMBER: (212) 6694072OFF.ICE OFTHE COMPTROLLER 

WW.COMPTOLLER.NYC,GOVBUREAU OF~SSET MANAGEMENT. 
1 CENTRE STREET ROOM 736 eMAL: KSYLVESwJnpllkr.nyc.~v' 

NEW YORK, N.Y. 10007-2341 

KOf"Øth B. Syvister 
ASSISTANT COMPTROLlE WILLIAM C, tHOMPSON. JR. 

'FQR PENSION pOLCY COMPTROLLER 

VIA FAX ~ EXPRESS MAIL
 

.December 1,2008
 

Arur R. Block
 

Senior Vice President, General 
,Counel and Secreta 
Corneast Corpration 
One Comcàst Center 
Philade1phiii PA 19103~2838 

Dear Mr. Block: 

Re: New York City Pension Funds' Eligibilty tq Submit a Shareholder Proposal for 
~~lusion in Comcasts 2009 Pro~y Stateent 

In respnse to your letter to Mr,"Patrck Dohert, dated November 25, 2008, regarg 
the ~li8ibilty oftbe New York City Employèes' Retrement System, the New York City 
Police Pension Futd, the New York City Fir~ Deparent Pension Fund, an the New' 
York'City Board of,EdiicationRetiment System (the "FundsU) to submit the ~posa1 
which. ,wa subn;itted to you,- with a cover letter dated November'12, 2008, for inclusion 

. in Comcast s 2009 ,Pro:l Statement I ~tth letters pf.ownerhip from the FU!ds' 
custodian ban, BNY Mellon, certífygt p~suant to Rule 14a-8, tht each Fu 
contiu~ùs1y held the requisite amount of shaes of C01tca vot common stck 
for one yelU as ofNovember 12,2008, and continued to hold. the shares through 
Deceber' 1, 2008. 'Pl~aa be' advised that the each Fund inend$ to contiue to hold the 

'. shares' of Comcat votig common stOck thugh the date of Comcas's 2009 .Aua 
'. 'Meetig of Shaholders." '. 

Ple~e do. not hesitat~ to contact me should you have auy fuer concçrn.: 

"~ÍI e Iy,., . ç / _ /J
. -a rr~- ...... 
Assistt çòm~ller for 'Pension 'Policy 

. . . "';':":', . _.
 . ,'. .....-.....', '_:.:'.:'.~. ~'~'. ...;..'........;j.~..:.~.:.::.~:y~~.~~.. ....;..,..._.~:'.:.:.:.:6...~:... '. ,.. . .' ......... : ~ ., ';..::'. . ,....
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BNY MELLON 

A.SSET SERVICING 

US Secl,ritles Services 

December 01, 2008 

To Whom It May Conce
 

Re: COMCAST CORP.
 CUSll: 20030NIOI
 

Dear Madame/Sir: 

.Thç purse of t1s letter is to provide you with the holdings fur the above refercmce a5set
 

contiuously held in custody frm October 12t 2007 to November 12, 2008 
 and contin1,es thugh
December 01, 2008 at The Bån of New York Mellon in the name of Cede and Company for The 
N ew York City Boar of Education Retrement Syste.
 

. The New York City Board of Educaton Rettement System 1 23,771 shares 

Please do not hesitate to contact me should you have any specific concen or questions.
 

Sincerely,
 ~~ 
Richard Blanco 
Vice President 

One Wall Strci,t, New Yurf, NY 10286 

~.) ~ 
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BNY MELLON 
ASsrT SERVICING
 

US SecurIties Services 

December 01, 2008 

To Whom It May Conce 

Re: COMCAST CORP. CUSIP: 20030NI01 

Dea Madame/Sir; 

The purose of ths letter is to provide you with the holdings for the above l'efenmce aSset
 

continuously held in custody from Octber 12, 2007 to November 12, 2008 and continues through 
New York Mellon in the name of Cede and Company for the 

New York City Police Pension Fund. 

The New Xork City Police Pension Fund 1,253,353 shares 

December 01, 2008 a.t The Baik of 


Pleae do not hesitate to contac me should you have any speLific conces or questions. 

Sincerely, 

~~ 
Richard Blanco 
Vice President 

I 

i 
i 

I 

i 

I 

i 

¡ 

I 

i 

i 

i 

¡ 
! 
i 
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One W~II Street. New Yiirk, NY 10:l8G 

~­ a; 
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BNY MELLON 

ASSET SERVICING 

US Securities Services 

December 01, 2008 

To Whom It M,ay Concer 

ne: COMCAST CORP. CUSiP#; Z0030Nl01 

Dear Madâte1Sir: 

The purose of thís letter is to provide you with the holdings fur the ahove referenced aset 
contiuously held in custody from October 12, 2007 to November 12, 2008 and contiues thugh 
December 01, 2008 at The Ban of New York Mellon in the name of Cede and Comany for the 
New York City Employees'. Retienent System. 

The New York City Employees' Retement, System 2,993,412 shares 

rle~e do not hesitate to contact me should you have anY,spetificconce.s or questions. 

Sincerely, 

UJ~ 
Richar Blanco 

Vice President 

i 

I 
i 

I 

I 

i 

i 

I 

I 

i 

'-.lr 

Oiie Wall Street. New York, NY 10286 
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BNY MELLON 

ASSET SERVICING 

US SecuritIes Services 

December 01, 2008 

To Whom It May Concern 

Re; COMCAST CORP. CUSIP: 20030NIOI r
i 

! 
; 
; 

!
i 

Dea Madame/Sir: 

'The purpose of ths letter is to provide you with the holding for the above referenced aBet
 

contiuously held.in custody frm Ocber 12, 2007 to November i2, 2008 and continues thugh 
Decber 01, 2008 at. The Ban of 
 New York Mellon in the name of Cede and Company for the 
New York City Fire Depiuent Pension Fud.
 

The N ew York City Fire Deparent Penion Fund 393,337 shares
 

Pleåse do not hesitat~ to contact me should you have any specific concetns or questions.
 

Sincerely,
 

¡(~
Richard Blanco 
Vice President 

One W~ii Street, New York. NY 102136
 

,~ ~ 
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EXHIBIT N 



tì TRilliUM ~ÃsJIGEMENT" Trilium Asset Management Corporation 
25 Years of investing for a Better World. www.trilluminvest.com 

November 26, 2008 

Via Overnight Mail 

Arthur R. Block
 
Senior Vice President, General Counsel and Secretary
 
Com cast Corporation
 
One Comcast Center
 
Philadelphia, PA 19103
 

Dear Mr. Block: 

Trillum Asset Management Corporation ("Trilium") is an investment firm based in Boston,
 
Massachusetts specializing in socially responsible asset management.
 

I am authorized to notify you of our intention to file the enclosed shareholder resolution. Trilium submits 
this resolution for inclusion in the 2009 proxy statement, in accordance 
 with Rule 14a-8 of the General 
Rules and Regulations of the Securities and Exchange Act of 1934. Trillum submits this proposal on 
behalf of our client Louise RicE;, who is the beneficial owner, per Rule 14a-8, of more than $2,000 
worth of Comcast Corporation common stock acquired more than one year prior to this date. We wil 
provide verification of ownership from our custodian separately upon request. We will send a 
representative to the stockholders' meeting to move the resolution as required by the SEC rules. 

I can be reached at (917) 222-3366 and look forward to your response. 

Sincerely,

ß-~ 
Jonas Kron, J.D., M.S.E.L 
Senior Social Research Analyst 

cc: Brian L. Roberts, Chairman and CEO, Comcast Corporation 
Marlene S. Dooner, Senior Vice President, Investor Relations, comcast Corporation 

BOSTON DURHAM SAN FRANCISCO BOISE 
711 Atlantic Avenue 353 West Main Street, Second Floor 369 Pine Street, Suite 711 950 W. Bannock Street, Suite 530
Boston, Massachusetts 02111-2809 Durham, North Carolina 27701-3215 San Francisco, California 94104-3310 Bolse,ldaho 83702~118
T: 617-423-6655 F: 617-482-61 79 T: 919-688- 1265 F: 919-t88- 1451 T: 415-392-4806 F: 415-392-4535 T: 208-387-0777 F: 208-387-0278 ~
800-548-5684 800-853-13 11 800-933-4806 800-567-0538 "'&""12 



Report on Our Company's Network Management Practices,
 
Public Expectations of Privacy and Freedom of Expression on the Internet
 

The Internet is beconung the defining infrastructure of our economy and society in the 2 i st century. Its 
potential to open new markets for commerce, new venues for cultural expression and new modalities of 
civic engagement is without historic paralleL. 

Internet Service Providers'(lSPs) serve as gatekeepers to this infrastrcture: providing access,
 

managing traffc, insurig communication, and forging rules that shape, enable and limit the public's 
use of the Internet. 

As such, ISPs have a weighty responsibilty in devising network management practices. ISPs must give 
far-ranging thought to how these practiçes serve to promote--or inhibit..-the public's parcipation in the
 

,economy and in civil society. 

Of fundamental concern is the effect ISPs' network management practices have on public expectations
 
of privacy and freedom of expression on the Internet.
 

Whereas:
 

· More than 211 millon Americans--70% of the U.S.. population--now use the Internet; 

· The Internet serves as an engine of opportnity for social, cultural and civic 
paricipation in society; 

· 46% of Americans report they have used the internet, e-mail or text messaging to 
parcipate in the 2008 political process; , 

· The Internet yields significant economic benefits to society, with online US retailing 
revenues - only one gauge of e-commerce - exceeding $200 bilion in 2008; 

· The Internet plays a critical role in addressing societal challenges such as provision of 
health care, with over 8 nullon Americans lookig for health information online each 
day; 

· 72% of Americans ar concerned that their online behaviors are being tracked and 
profied by companies;
 

· 53% of Americans are uncomfortable with companies using their email content or 
browsing history to send relevant ads; 

· 54% of Americans are uncomfortble with third paries collecting information about 
their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is 
considered a leading ISP; 



· Our Company's network management practices have come under public scrutiny by 
consumer and civil 
 libertes groups, regulatory authorities and shareholders. 

· Class action lawsuits in several states are chalenging the propriety of ISPs' network 
management practices; 

· Internet network management is a significant public policy issue; failure to fully and 
publicly address this issue poses potential competitive, legal and reputational har to
our Company; . 

· Any perceived compromise by ISPs of public expectations of privacy and freedom of 
expression on the Internet ç:ould have a chilling effect on the use of the Internet and 
detrimentàl effects on society. 

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,' 
excluding proprietar and confidential information, and to be made available to shareholders. no later 
than November 30,2009, examinîng the effect of 
 the company's Internet network maagement 
practices in the context of the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expression. on the Interiet. .
 



Corneas! Corption 
On Cornas! CBIr(Eomcast~ 
Philadelphia, PA 19103-2838 

December 8, Z008 

Re: Notice of deficiency regarding shareholder proposal for inclusion in
 
Comcasts 2009 Proxy Statement
 

VIA FAX (617-482-6 I 79) AN OVERNGHT MAIL 

Mr. Jonas Kron 
Trilium Asset Management Corporation 
711 Atlantic Avenue 
Boston, Massachusett 02111-2809 

Dear Mr. Kron: 

I refer to your letter dated November 26, 2008, on behalf of Ms. Louise Rice, 
proposing that Comcast prepare a report examining the effects of the company's Interet
 

network management practices in the context of the significant public policy concerns 
regarding the public's expectations of privacy and freedom of expression on the Internet. 

Rule l4a-8(b )(1) of the Securities Exchange Act of 1934, as amended, requires 
that, to.be eligible to submit a proposal for a company's amual meeting, a shareholder. 
must (i) have continuously held at least $2,000 in market value, or 1%, of the company's 
securities entitled to be voted on the proposal at the meeting for at least one year by the 
date such shareholder submits the proposal and (ii) continue to hold those securties 
though the date of the meeting. 

While you indicated in your letter that Ms. Rice meets these eligibilty 
requirements, Ms. Rice did not provide the necessary proof of ownership required by 
Rule 14a-8(b)(2). Under this Rule, a beneficial holder may prove its beneficial 
ownership of the requisite amount of 
 voting securties (in this case, Comcast Class A 
Common Stock) in one of 
 two ways, by submitting to the company (i) a wrtten statement 
from the "record" holder of 
 the securities (usually a broker or bank) verifyng that, at the 
time the beneficial holder submitted its proposal, it continuously held the requisite 
amount of such securities for at least one year or (ii) if the beneficial holder has filed a 
Schedule I3D, Schedule I3G, Form 3, Form 4 and/or Form 5, or amendments to those 
documents or updated forms, reflecting its ownership of the shares as of or before the 
date on which the one-year eligibility penod begins, a copy of the schedule and/or form, 
.and any subsequent amendments reporting a change in the beneficial holder's ownership 
level, along with a wrtten statement by the beneficial holder that it continuously held the 
required number of shares for the one-year perod as of the date ofthe statement. To date 
Ms. Rice has not proven her beneficial ownership of 
 the required securties in either of 
the ways described above. In addition, your letter states only that Ms. Rice is the owner 
of a suffcient amount of 
 "Comcast Corporation common stock." It does not specify that 
this stock is Comcast Class A Comm~n Stock, which is voting stock. Comcast also has 

; 
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Mr. Jonas Kron 
December 8, 2008 
Page 2
 

another class of publicly-trded stock, Comcast Class A Special Common Stock, which 
does not possess voting rights and accordingly may not be used to satisfy the procedural 
and eligibility requirements under Rule l4a-8. 

In addition, Rule 14a-8(b)(2) provides that Ms. Rice (and not the record holcI) 
must provide to Comeast a wrtten statement that she intends to continue to hold the 
securities though the date of the 2009 anual meeting. 

Pursuant to Rule l4a-8, ifwithin 14 calendar days of 
 your receipt hereofwe do 
not receive the necessar proof of ownership and a statement from Ms. Rice that she 
intends to continue to hold the securities though the date of the 2009 annual meeting of 
shareholders, we wil not be able to consider Ms. Rice's proposal for inclusion in 
Comcast s 2009 proxy statement and we wil submit a no action request letter to the 
Securities and Exchange Conussion indicating tht we do not intend to include Ms. 
Rice's proposal in our proxy. 

A copy of Rule i 4a-8 is enclosed for your reference. We than you for your 
interest in Comcast. Should you wish to discuss this fuher, please do not hesitate to 
contact me at (215) 286-7564. 

Very trly yours,


lL~ 
Arhur R. Block
 

Senior Vice President, General 
Counsel and Secret
 

cc; Lyell Cadet
 

Trillum Asset Management 

Willam Aaronson
 

Hilar Dengel
 

Davis Polk & Wardwell 
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:'.,.1: :! iO J ::1(,.: 1,/-:". When providing the infoimation required by Exchange 
Act Rule l4a- 7(a)(l)(ii), ifthe registrnt has reeived affirmative written orimplied 
consent to delivery of a single copy of proxy materals to a shared address in accor­
dance with Exchange Act Rule 14a-3(e)( 1), it shall exclude from the number of reord 
holders those to whom it does not have to deliver a separate proxy statement. 

,. ¡I'm'- .: f,. .; ...i). ¡ 4a. i. If the registrant is sending the requesting security holder's 
materials under § 240. 14a-7 and receives a request from the seurty holder to furnish 
the materals in the form and manner described in § 240. 14n- i 6, the registrant must 
accommodate that reuest. 

Rule 14a-8. Shareholder Proposals. o¡*
 

This section addresses when a company must include a sharholder's proposal in its 
proxy statement and identify the proposal in its form of proxy when the company holds an 
annual or special meeting of sharolder. In summary, in order to have your sharoldei' 
proposal included on a company's proxy card, and included along with any supportng 
statement in its proxy statement, you must be eligible and follow certain procedures. 
Under a few specific circumstances, the company is peimitted to exclude your proposal, 
but only after submitting its reasons to the Commission. We structured this section in a 
question-and-answer foimat so that it is eaier to understad. The references tQ "you" 
are to a shareholder seeking to submit the proposal. 

(a) Question 1: What is a proposal? 

A sharholder proposal is your recommendation or requirement that the company 
and/or its board of directors tae action, which you intend to presnt at a meeng of the 
company's shareholders. Your propoal should state as clearly as possible the cours of 
action that you believe the company should follow. If your proposal is placed on the 
company's proxy card. the company must also provide in the foim of proxy meas for 
shareholders to specify by boxes a choice between approval or disapproval, or abstention. 
Unless otherwise indicated, the word "proposal" as used in this section refers both to 
your proposal and to your corrponding statement in support of your proposal (if any). 

(b) Question 2: Who is eligible to submit a proposal, and how do (demonstrate
to the company that (am eligible? 

*EffectiveJanuary 1,2008. Rule 14a-7 was amnded by removing Note 3 to § 240. 14a-7ii par 
of the amendments relnting to sharolder choice regaring proxy materaL. See SEC Releas Nos. 
34-56135; IC-27911; July 26, 2007. Compliance Dares: "Large acclerated filer," as that term 
is defined in Rule 12b-2 under the Securities Exchange Act. not including registered investment 

. companies. must comply with the amendments regarding proxy solicitations commencing on or 
after Januar t, 2008. Registere investment companies, persns oter than issuers, and issue that 
are not large acceler filers conducting proxy solicitations(I) may comply with the amendmeits 
regarding proxy solicitations commencing on or aftcc Januar 1,2008 and (2) must comply with 
the amendments regarding proxy solicitations commencing on or after Januar 1,2009. 

**Effeciive I'ebruar 4, 208, Rule 14a-8 was amended by revising pagrph (e)(l) as part of . 
the smaller reporting company regulatory relief and simplification rules. See SEe Release Nos. 33­
8876; 34-56994; 39-2451; Decmber 19, 2oo7.l'orcomplinnce dates, seeSEC Release No. 33-8876 
and the Dote in the Red Box Regulation S-B booklet 

Effective Januar 10.2008. Rule 14a-8 was amende by revising paragraph (i)(8) topeimt the 
exclusion of certain shareholder proposals related to the eleciion of directors. The SEC adopted the 
amendment to provide certainty regarding ihe meaing of this provision in ii5ponse 10 the districi 
court decision in AFSCME v. MG. No. 05-2825-cv (2d eir., Sept. 5, 200). See SEC Release No. 
34-56914; IC-28075; December 6.2007. 
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(l) In order to be eligible to submit a proposal. you must have continuously held at 
least $2,000 in market value, or 1 %. of the company's securities entitled to be voted on 
the proposal at the meeting for at least one year by the date you submit the proposal. You 
must continue to hold those securties though the date of the meeting. 

(2) If you are the registered holder of your seurities, wmch meas that your name
appear in the company' s records as a sharholder. the company can verify your eligibilty 
on its own, although you will siil have to provide the company with a written statement 
that you intend to continue to hold the securities thrugh the date of the meeting of 
shareholders. However, if like many shareholders you ar not a registere holder. the
 

company likely doe not know that you are a shareholder, or how many shar you own. 
In ths case, at the time you submit your proposal, you must prove your eligibilty to the 
company in one of two ways; 

(i) The first way is to submit to the company a written statement from the "reord" 
holder of your securities (usually a broker or bank) verifying that. at the time you submit. 
ted your proposal, you continuously held the seurities for at least one year. You must 
also include your own written statement tht you intend to continue to hold the securties 
though the date of the meeting of shareholders; or 

(ii) The second way to prove ownership applies only if you have filed a Schedule 
13D, Schedule 13G, Form 3. Form 4 and/or Form 5. or amendments to those documents 
or updated form. reflecting your ownersip of the shar as of or before the date on 
which the one-yea eligibilty peod begins. If you have filed one of these documents
 

with the SEC, you may demonstrate your eligibility by submitting to the company: 

(A) A copy of the schedule and/or fonn, and any subsequent amendments reporting
a change in your ownership level; 

(B) Your written statement that you continuously held the require number of shares
for the one-yea period as of the date of the statement; and 

(C) Y our written statement that you intend to continue ownership of shares throughthe 

the date of the company's annual or speial meeting. 

(c) Question 3: How many proposs may I submit? 

Each sharholder may submit no more than one proposal to II company for a parcular 
shareholders' meeting. 

(d) Question 4: How long can my proposal be? 

The proposal, including any accompanying supportng statement. may not excee 
500 words.
 

(e) Question 5: What Is the deadline for submitting a proposal? 

*( 1) If you are submitting your proposal for the company's annual meeting. you can
in most cases find the deadline in last year's proxy statement. However, if the company 
did not hold an aiinual meeting last year, or has chaged the date of its meeting for this 
year more than 30 days from last year's meeting. you can usually find the deadline in 
one of the company's quarerly report on flnn i O-Q (§ 249.308a of tmschapter), or in 

.Effective February 4, 2008, Rule 148-8 was amended by revising paragraph (e)(l) as part of 
Ibe smaller reponing company regulatory relief and simplification rules. See SEe Release Nos. 33­
8876; 34-5699; 39.245 i; December 19.200. Forcompliancedales, see SEe Release No. 33-8876
 

and the note in the Red Box Regulation S.B booklet. ~
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sharholder reports of investment companies under § 270.3Od- i of ths chapter of the 
Investment Company Act of 1940. In order to avoid contrversy, shareholders should 
submit their proposals by means, including electronic means, that permt them to prove 
the date of delivery. 

the proposal is submitted(2) The deadline is calculated in the following manner if 


for a regularly scheuled annual meeing. The proposal must be reeived at the compay' s 
principal eiiecutive offce not less than 120 calendar days before the date of the com­

pany's proxy statement released to shareholder in connecon with the previous year's 
annual meeting. However, jf the company did not hold an annual meeting the previous 
year, or if the date of ths yea's annual meeting has been chllged by more than 30 days 
frm the date of the previous year's meeting, then the deaine is a reonable time before 
the company begins to print and send its proxy materials. 

(3) If you are submitting your proposal for a meeting of shaolder other than a 
regularly scheduled annual meeting, th deadline is a reasonable time before the company 
begins to print and send its proxy materials. 

(0 Question 6: WhatifI fall to follow one orthe elIgibilty or proedura reuire­
ments explained In answers to Questions 1 through 4 of this Rule 14a-8? 

(I) The company may exclude your proposl, but only afer it has notified you of the 
problem, and you have failed adequately to correct it. Withn 14 calendar days of receiving 
your proposal, the compllY must notify you in writing of any procedul"dl or eligibilty
deficiencies, as well as of the ti frame for your response. Your response must be 
postmarked, or trasmitted electronically, no laterthll 14 days from the date you reeived 
the company's notification. A comi.any nee not prvide you such notice of a deficiency 
if the deficiency cannot be remedied, such as if you fail to submit a proposal by the 
company's properly determined deadline. Ifthecompany intends to eiiclude the proposal, 
it wil later have to make a submission under Rule 14a-8 l\d provide you with a copy 
under Question 10 below. Rule 14a-8(j). 

(2) If you fail in your promise to hold the reuird number of seurities through th
date of the meeting of sharolders. then the compllY wil be permtted to exclude all 
of your proposals from its proxy materials for any meeting held in the following two 
calendar years. 

(g Question 7: Who has the burden of persuding the Commission or its staff
that my proposal can be excluded? 

Except as otherwse noted, the burden is on the company to demonstrate that it is 
entitled to exclude a proposal. 

(h) Question 8: Must I appear personally at tbe shareholders' meeting to present 
the proposal? 

(l) Either you, or your representative who is qualified under state law to present the
proposal on your behalf, must attend the meetig 10 preSent the propoal. Wheter you 

- attend the meeiing yourslf or send a qualified representative to the meeting in your 
place, you should make sure that you, or your representative, follow the proper state law 
procedures for attnding the meeting and/or presenting your proposaL.
 

(2) If the company holds- its sharholder meeting in whole or in par via electronic
media, and tbe company pets you or your repreentative to present your proposal via
such media, then you may appear through electrolÙc media rather than trveling to the 
meeing to appear in person. 

(3) If you or your qualified representative fail to appear and prent the proposl, 
without good cause, the company wil be pennitted to exclude all of your proposals from 
its proxy materials for any meetings held in the following two calendar year. . 



26 Rule 14a-8
 

(i) Question 9: If i have complied with the procedural requiremnts, on what
other bases may a company rely to exclude my proposal? 

(1) Improper UliderStae lAw; If the proposal is not a prope subject for action by 
shareholders under the laws of the jurisdiction of the company's organization; 

"', 
'". ;'.: !.'.;.....~J..."": ::.'! ,i. Depending on the subject matter, some proposals are

not considered proper under state law if they would be binding on the company if 
approved by shiiliolders. In our experence, most proposals tliat ar cast as recom­
mendations or reuests tliat the board of diretors tae speced action are proper 
understate law. Accordingly, we wil asSUme tht a proposal drafted as areonunenda­
tion or suggestion is proper unless the company demonstrates otherwise. 

(2) Violation of lAw: If the proposal would, if implemented, cause the company to
violate any slale, federal. or foreign law to which it is subject; 

;\,.!!(' if' P"¡,¡g':,pi; iù2L' We wil not apply this basis for exclusion to permit 
exclusion of a proposal on grounds that it would violate foreign law if compliance 
with th foreign law would result in a violation of any state or federal law. 

(3) Violaion of Proxy Rules: If the proposal or supporting statement is contrary to 
any of the Commission's proxy rues. including Rule 14a-9, which prohibits materiaUy 
false or misleading statements in proxy soliciting materials; 

(4) Personal Grievaiicej SpecÚlllnterest: If the proposal relates to the redress of a 
personal claim or grevance against the company or any other person, or if it is designed 
to re.~ult in a benefit to you. or to furher a personal intert. wliicli is not share by the 
other sharholde at large; 

(5) ReleVQice: If the proposal relates to operdtions which account for less than 5 
peicent of the company's total asset at the end of ilS most recent fiscal year, and for less
than 5 percent of its net eaings and gross sales for its most recnt fiscal year. and is not 
otherwise significantly related to the company's business; 

(6) Absence of Power/AutllOrit: If tlie company would luck the power or authority
to implement the proposal; 

(7) Mangement Fuiictions: If the proposal deals with a matter relating to the com­
pany's ordinar business operations; 

*(8) Relaes tq Election: If the proposal relates to a nomination or an election for 
membership on tliecompany' s boar of directors or analogous governing body ora proce­

dure for sucli nomination or election; 

(9) Conflcts wiJh Company's Proposal: If the proposal directly confict with one 
of the company's own proposals to be submitted to shareholders at the same meeting; 

Note i(J ptlmgraph :"ij(9/: A company's submission to the Commssion under this 
Rule 14a-8 should speify the points of conflct with the company's proposal. 

*Effectivelanuar 10,20. paragraph (iX8) of Rule 14a-8 was amended 10 pemit the exclusion 
of cen sharholder proposals related to the election of directors. The SEe adopted the amendment 
to provide certiniy regarding the meaning of
this provision in response to the ditri coun decision 
in AFSCMl' v. AlG. No. 05-2825-cv (2d Cir.. Sept. 5. 200). See SEC Release No. 3456914; 
IC-28075; December 6,2007. 
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(10) Substantilly Implemented: If the company has already substantially imple­
mented the proposal; 

(11) Dupliatin: If the proposal substantially duplicates another proposal previously 
submitted to the company by another proponent that wil be included in the company's 
proxy materials for the sam meeting; 

the proposal deals with substatially tliesame subject matter as
(12) Resubinissions: If 

another proposal or proposals that ha or have ben previously included in the company's 
proxy niaterials within the precing 5 calendar year, a company may exclude it frm 
ilS proxy materals for any meeting held within 3 calendar years of the last time it was 
included if the prposal received: 

(i) Less than 3% of the vote if prposd once within the preeding 5 calendar year; 

(ii) Less than 6% of the vote on its last submission to sharholder if proposed twice 
previously within the preceding 5 calendar year; or .
 

(ii) Less than i 0% of the vote on its last subuussion to shareholders if proposed th 
times or more previously within the preceding 5 calendar years; and 

(13) Specifu: Amou,it of Dividnd: If the proposal relates to specifc amounts of
cash or stock dividends. 

(j) Question 10: What procdures mustthe company follow ifitintends to exclude
my proposal? 

(I) If the company intends to exclude a proposal from its proxy materials, it must fie 
its reasons with theCommission nO later than 80 calendar days before it fies its definitive 
proxy statement and fonn of proxy with the Commission. The company must simultae­
ously provide you with a copy of its submission. The Comnssion staf may permit the 
company to make ilS submission later than 80 days before the company files its definitive 
proxy statement and form of proxy, ifthe company demonstrates good cause for ßUsing 
the deadline. 

(2) The company must fie six paper copies of the following: 

(i) The proposal; 

(ij) An explanation of why the company believes that it may exclude the proposal,
which should, if possible, refer to the most recnt applicable authority, such as prior 
Division letters issued under the rule; and 

(ii) A supportng opinion of counsel when such reons are bas on matters of state 
or foreign law. 

(k) Question 11: May I submit my own statement to the Commisson responding 
to the company's arguments? 

Yes. you may submit a response. but it is not reuired. You should tr to submit any 
response to us, with 11 copy to the company, as soon as possible afterthe company makes 
its subuussion. This way, the Commission staff will have time to consider fully your 
submission before it is.~ues its response. You should submit six paper copies of yoor re­sponse. .

(I) Question 12: If the company includes my shareholder proposal with its proxy 
materials what information aboutme mustlt Include along with the proposal Itself? 
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(I) The company's proxy stament must include your name and address, as well as 
the number of the company's voting secunties that you hold. However, instd of provid­
ing that information. the company may instead include a statement that it wil provide 
the information to sh.areholders promptly upon reciving an oral or wnuen request. 

(2) The company is not responsible for the contents of your proposal or supportng 
statement. 

(m) Question 13: What can I do if the company includes in its proxy statement 
reasons why it believes shareholders should not vote in favor of my proposal, and I . 
disagree with some of its statements? 

(1) The company may elect to include in its proxy statement reasons why it believes 
shaeholders should vote against your proposal. The company is allowed to mae argu­
ments reflecting its own point of view, just lis you may expres your own point of view 
in your proposal s supporting statement. 

(2) However, if you believe that the company's opposition to your proposal contans 
matenally false or misleading statements that may violate our anti-fraud rule, Rule l4a­
9, you should promptly send to the Commission staf and the company a.leter explaning 
the reasons for your view, along with a copy of the company's statements opposing your 
proposaL. To the extent possible, your lett should include spefic fdctual information 

demonstrating the inaccuracy of the company's claims. Time permtting, you may wish 
to tr to work out your differences with the company by yourself before contacting the 

Commission staff. 

(3) We require the company to send you a copy ofits statements opposing your pro­
posal before it sends its proxy materials, so that you may bring to our attention any
materially ralse or nusleading statents, under the following fimeframes: 

(i) If our no-action reponse reuires that you make revisions to your proposal or
supportng statement as a condition to requinng the company to include it in its proxy 
matenals, then the company must provide you wiùi a copy of its opposition statements 
no laterthan 5calendardays after the company reeives a copy of your revised proposal; or 

(ii) In aU otlir cases, the compuny must provide you with a copy of its opposition 
statements no later than 30 calendar days before it fies definitive copies of its proxy 
statement and fonn of proxy under Rule l4a-6. 

Rule 14a-9. False or i.lisleadiiig Statements. 

(a) No solicittion subject to this regulation shall be made by means of any proxy
statement, form of proxy, notice of meeting or other communication, written or ora. 
containing any stateent wmch, at the tie and in the light of the circumstances under 
which it is made, is false or misleading with repet to any material fact, or which omits 
to state any matenal fact necessar in order to make the statements theren not false or 
misleading or necessar to correct any statement in any ealier communication with re­
spect to the solicitation of a proxy fòr the same meeting or subject matter which has 
beome false or misleading. 

(b) The fact that a proxy statement, form of proxy or other soliciting matenal has.
been filed wiùi or examined by the Commission shall not be deemed a finding by the 
Comnussion that such material is accurate or complete or not false or misleading, or that 
the Commssion has passe upon the merits of or approved any statement contained 
therein or any matter to be actd upon by security holders. No representaion contrar to 
the foregoing shall be made. 

l 

ì 
i 

I 

I 

I 

i 

i 

I 

I 

i 

I 



DEC-16-20øs 15:53 TR I LLUM ASSET MGMT P.04

PO BI 620090 Orlando Florid" 328Gl2-El!l0

charles SCHWAB
INSTITUTIONA

December 1 a, 2008

'Arthur R. Block
Senior Vice President, General Counsel and Secretary
Comcast Corporation
One Comcast Center
Phifadelphìa, PA 19103-2838

Re: Louise B. Ríce I Schwab Account #  

Dear Mr, Block:

This letter is to confirm that Charles Schwab & Company holds as custodian for the
above account mora than $2,000 (two thousand doiiars) worth of Class A common
stock in Comcast Corporation (CMCSA). These shares have been held continuously for
at least one year prior to and through November 26. 2008.

The shares are held at Depository Trust Company under the nominee name of Charles
Schwab and Company, Inc.

This letter servces as confirmation that the account holder Ilsted above is the benefici~l
owner of the above referenced stock.

Sincerely,

Jake Carris

s_.~ I",UliUoii! i: A diÍÚo' Çhmlør Sdò A Cø.ln~ ('~"lMOI SII'. ITr2105~OR~

TOTAL P. 04

*** FISMA & OMB Memorandum M-07-16 *** 



Slì TRilliUM ~ÃsJIGEMENT. TriUium Asset Management Corporation 
25 Years of Investing for a Better World" www.trilLuminvest.com 

December 16. 2008 

Arhur R. Block
 

Senior Vice President, General Counsel and Secretar 
Comcast Corpration.
 

One Comcast Center 
Philadelphia, PA 19103-2838 

Re: Response to notice of deficiency regarding shareholder proposal for inclusion in Comcast's 
2009 Proxy Statement.
 

Dear Mr. Block:
 

Pursuant to your letter date December 8, 2008, on Louise Rice's proposal that Coniast prepare a report 
examining the effects of the company's Internet network management practices in the context of the 
significat public policy concerns regarding the publics expectations of pnvacy and freeom of 
expression on the Internet, I have enclosed the following: 

· Proof of ownership required by Rule 14a-8(b)(l). Provided by Louise Rice's custodian, Charles
 

Schwab & Company, confirming she has held at least $2,000 in maket value of Comcast 
Corporation Class A common stock (voting), for at least one year prior to and though the date of 
our fiing dated November 26,2008. 

· Signed authonzation from Louise Rice to fie the shareholder resolution on her behalf and also 
confinnng she is a holder of Comcast Corporation Class A common stock and wil continue to 
hold the stock through the date of Comcast s annual meeting in 2009. 

Please feel free to contact me with any questions. 

Sincerely, 

=çf
Lyell Cadet, Jr. 
Social Research Administrtor 

BOSTON. DURHAM SAN FRANCISCO BOISE 
711 Atlantic Avenue 353 West Main Street. Second Floor 369 Pine Street, Suite 711 950 W. Bannock Street, Suite S30 
Boston. Massachusetts 02111-2809 Durham, North Carolina 27701-3215 San Francisco, California 94104-3310 Boise, Idaho B3702-6118
T: 617-423-6655 F: 617-482-6179 T:919-68-1265 F:919-G8a-14S1
 T: 415-392-4806 F:415-392-4535 T: 208-387-0777 F: 208-387-0278 ~
800- S48. 5684 800.853.1311 800-933-4806 800.567.0538 '~"'l2 . 



PO Box 628290 Orlando Florida 32862-8290

charles SCHWAB
INSTITUTIONAL

December 16, 2008

Arthur R. Block

Senior Vice President, General Counsel and Secretary
Com cast Corporation
One Corncast Center
Philadelphia, PA 19103-2838

Re: Louise B. Rice I Schwab Account #  

Dear Mr. Block:

This letter is to confirm that Charles Schwab & Company holds as custodian for the
above account more than $2,000 (two thousand dollars) worth of Class A common
stock in Comcast Corporation (CMCSA). These shares have been held continuously for
at least one year prior to and through November 26,2008.

The shares are held at Depository Trust Company under the nominee name of Charles
Schwab and Company, Inc.

This letter services as confirmation that the account holder listed above is the beneficial
owner of the above referenced stock.

Sincerely,

Jake Carris

Scwab Institutional is a division of Charles Schwab & CO'llnc. C-Schwab-). Member SIPC. LTR21D640R-02

*** FISMA & OMB Memorandum M-07-16 *** 
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One Coeas! Citer
(£omcast~ 
Philadelphia, PA 19103-2838 

cg~~~
 

December 8, 2008 

Re: Notice of deficiency regarding shareholder proposal for inclusion in 
Comcast's 2009 Proxy Statement
 

VlAFAX (617-482-6179) AN OVERNIGHT MA 

Mr. Jonas Kron 
. Trillum Asset Management Corporation
 

711 Atlantic Avenue
 
Boston, Masschusett 02111-2809 

Dear Mr. Kron: 

I refer to your letter dated November 26,2008, on behalf of Ms. Louise Rice, 
proposing that Comcast prepare a report examining the effects of the company's Internet 
network management practices in the context of 
 the significant public policy concerns 
regarding the public's expectations of privacy and freedom of expression on the Internet. 

Rule l4a-8(b)(I) of 
 the Securities Exchange Act of 1934, as amended, requires 
that, to be eligible to submit a proposal for a company's annual meeting, a shareholder 
must (i) have continuously held at leat $2,000 in market value, or 1 %, of the company's 
secwities entitled to be voted on the proposal at the meeting for at least one year by the 
date such shareholder submits the proposal and (ii) continue to hold those securities 
through the date of the meeting. 

While you indicated in your letter that Ms. Rice meets these eligibility 
requirements, Ms. Ric~ did not provide the necessary proof of ownership required by . 
Rule l4a-8(b)(2). Under this Rule, a beneficial holder may prove its beneficial 
ownership of the requisite amòunt of 
 voting securities (in this case, Comcast Class A 
Common Stock) in one of two ways, by submitting to the company (i) a written statement 
from the "record" holder of 
 the securities (usually a broker or bank) verifying that, at the 
time the beneficial holder submitted its proposal, it continuously held the requisite 
amount of such securities for at least one year or (ii) if the beneficial holder has fied a 
Schedule 13D, Schedule 13G, Form 3, Form 4 and/or Form 5, or amendments to those 
documents or updated forms, reflecting its ownership of the shares as of or before the 
date on which the one-year eligibility period begins, a copy ofthe schedule and/or form, 
and any subsequent amendments reporting a change in the beneficial holder's ownership 
level, along with a wrtten statement by the beneficial holder that it continuously held the 
required number of shares for the one-year period as of the date ofthe statement. To date 
Ms. Rice has not proven her beneficial ownership of 
 the required securities in either of 
the ways described above. In addition, your lettr states only that Ms. Rice is the owner 
of a sufficient amount of "Comcast Corporation common stock." It does.not specify that 
this stock is Comcast Class A Çomm~n Stock~ which is voting stock. Comcast also has 



Mr. Jona Kron 
December 8, 2008 
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another class of publicly-traded stock, Comeast Class A Special Common Stock, which 
does not possess voting rights and accordingly may not be used to satisfY the procedural 
and eligibility requirements under Rule 14a-8. 

il addition, Rule I 4a-8(b )(2) provides that Ms. Rice (and not the record holder) 
must provide to Comcast a wrtten statement tht she intends to continue to hold the 
securties though the date of the 2009 annual meeting. 

your receipt hereofwe doPursuant to Rule 14a-8, if withn 14 calendar days of 

not receive the necessary proof of ownership and a statement from Ms. Rice that she' 
intends to continue to hoid the securities though the date of the 2009 anual meeting of 
shareholders, we will not be able to consider Ms. Rice's proposal for inclusion in 
Comcasts 2009 proxy statement and we wil suQmit a no action request letter to the 
Securties and Exchange Commssion indicating that we do not intend to include Ms. 
Rice's proposal in our proxy. 

A copy of 
 Rule.l4a-8 is enclosed for your reference. We thank you for your 
hit~rest in Comcast. Should you wish to discuss this furter, please do not hesitate to 
contact me at (215) 286-7564. 

Very trly yours,
 

OJ~
 
Arur R. Block
 

Senior Vice President, General 
Counsel and Secretary 

cc: Lyell Cadet
 
TrillUm Asset Management 

Wiliam Aaronson 

Hilary Dengel 
Davis Polk & Wardwell 
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Shelley Alpern 
DirectDr of Social Research & Advocacy "I 

Trillum Asset Management Corp. 
711 Atlantic Avenue i 

Boston, MA 02111 
i 

I 

Fax: 6174826179 
i 
I 

i 

Dear"Ms. Alpern: i 

i 
i 
I

I hereby authorize Trillum Asset Management Corporation to file a shareholder I
i 

resolution on my behalf at Comcast (CMCSA). ¡ 

I am the beneficial owner of 162 shares of Comcast (CMCSA) common stock 
that I have held for more than one year. I intend to hold the aforementioned I 

shares of stock through the date of the company's annual meeting in 2009. 
i 

I specifically give Trilium Asset Management Corporation full authority to deal, 
on my behalf. with any and all aspects of the aforementioned shareholder 
resolution. I understand that my name may appear on the corporation's proxy 
statement as the filer of the aforementioned resolution. 

Sincerely, 

~~~ 
Lduise Rice 
c/o Trilium Asset Management Corporation 
711 Atlantic Avenue, Boston, MA 02111 
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January 7, 2009 

the Comptroller ofRe: Shareholder Proposals Submitted by The Offce of 

the City of New York and Trillium Asset Management Corporation 

Office of Chief Counsel 
Division of Corporation Finance 
Securities and Exchange Commission 
100 F Street N.K 
Washington, D.C. 20549 
via email: shareholderproposals~sec.gov 

Ladies and Gentlemen: 

On behalf of our client, Comcast Corporation ("Corn east" or the
 

the Company's intention to exclude from"Company"), we write to inform you of 

its proxy statement and form of proxy for the Company's 2009 Annual Meeting 
of Shareholders 
 ( collectively, the "2009 Proxy Materials") shareholder proposals 
(the "Proposals" and each a "Proposal") and related supporting statements
 

received from The Offce of the Comptroller of the City of 
 New York, on behalf 
of the New York City Employees' Retirement System, the New York City Police 
Pension Fund, the New York City Fire Deparment Pension Fund and the New 
York City Board of Education Retirement System ("Proponent A" and its 
Proposal, "Proposal A") and Trilium Asset Management Corporation, on behalf 
of Ms. Louise Rice ("Proponent B" and together with Proponent A, the 
"Proponents" and Proponent B's Proposal, "Proposal B"). 

We hereby respectfuly request that the Staff of the Division of 
Corporation Finance (the "Staff') concurIn our opinion that the Company may, 
for the reasons set fort below, properly exclude the Proposals from the 2009 
Proxy Materials. The Company has advised us as to the factual matters set fort 
below. 

Pursuant to Staff 
 Legal Bulletin No. 14D (CF), Shareholder Proposals 

(November 7,2008), question C, we have submitted this letter and the related 
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correspondence from the Proponents to the Commission via email to 
shareholderproposals~sec.gov. Also, in accordance with Rule 14a-8u), a copy of 
this letter and its attachments is being mailed on this date, to each of the 
Proponents informing each of 
 them of 
 the Company's intention to exclude their 
respective Proposals from the 2009 Proxy Materals. The Company plans to file 
its definitive proxy statement with the Securities and Exchange Commission (the 
"SEC") on or about March 30, 2009. Accordingly, we are submitting this letter 
not less than 80 days before the Company intends to file its definitive proxy 
statement. 

Introduction 

The Proposals, which are attached hereto as Exhbit A and Exhbit B
 
respectively, request that:
 

Directors prepare a report, excluding proprietary and 
confidential information, and to be made available to shareholders no later 
"(t)he Board of 


than November 30, 2009, examining the effects of 
 the company's Internet 
network management practices in the context of 
 the significant public 
policy concerns regarding the public's expectations of 
 privacy and 
freedom of expression on the Internet." 

Comcast requests that the Staff of the SEC concur with its view that the 
Proposals may be properly omitted from the 2009 Proxy Materials pursuant to the 
provisions of 
 Rule 14a-8(i)(10) because the Company has'already substantially 
implemented the Proposals and/or Rule 14a-8(i)(7) because the Proposals concern 
a matter relating to the Company's ordinary business operations. 

Additionally, Proposal A and Proposal B are identicaL. Therefore,
 
Comcast requests that the Staff concur with its view that if Proposal A must be
 
included in the 2009 Proxy Materials, then Proposal B may be properly omitted
 
from the Company's 2009 Proxy Materials pursuant to Rule 14a-8(i)(ll) because
 
Proposal B substantially duplicates Proposal A. 

Grounds for Ornission 

The Company has substantially implemented the Proposals since adequate 
inforrnation regarding the Cornpany's network rnanagernent praetiees is 
elearly published on the Cornpany's Web site and therefore the Proposals 
may be omitted from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(10). 

Pursuant to Rule 1 4a-8(i)(l 0), which permits the exclusion of a 
shareholder proposal if the company has already substantially implemented the 
proposal, the Proposals may be excluded from Comcast's 2009 Proxy Materials if 
they have already been substantially implemented by Comcast. See, Exchange 
Act Release No. 34-20091 (August 16, 1983). According to the Commission, the 
exclusion provided for in Rule 14a-8(i)(10) "is designed to avoid the possibilty of
 

shareholders having to consider matters which already have been favorably acted 
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upon by management." See, Exchange Act Release No. 34-12598 (July 7, 1976). 
A shareholder proposal is considered to be substantially implemented if the 
company's relevant "policies, practices and procedures compare favorably with 
the guidelines ofthe proposaL." Texaco, Inc. (March 28, 1991). The Staf does 
not require that every detail of a proposal have been implemented by a company 
in order to permit exclusion under Rule 14a-8(i)(1O). Instead, the Staff 
 has
 
consistently taken the position that when a company already has policies and
 
procedures in place relating to the subject matter ofthe proposal, or has 
implemented the essential objectives of 
 the proposal, the shareholder proposal has 
been substantially implemented and may be excluded pursuant to Rule 14a­
8 0). See, ConAgra Foods, Inc. (July 3, 2006), The Talbots, Inc. (April 5,
 
2002), The Gap, Inc. (March 16,2001) and Kmart Corporation (February 23,
 
2000).
 

(i)(1 

Disclosure of Com cast's Network Management Practices 

Through various documents posted on Comcasts Web site (accessible via 
the Web page ww.comcast.net/terms/network) that pertain to Comcasts High-
Speed Internet service, Comcast provides a significant amount of information 
regarding its network management practices. These documents contain detailed 
information about, among other topics, why Comcast manages its network, how it 
manages its network, and how customers are affected by network management. 
These documents also clearly stte that Comcasts network management does not 
block customer applications or programs nor does it discriminate against 
particular types of online content. Collectively, these documents not only 
describe how Comcasts network management works, but also address how its 
network management practices relate to the public policy concerns regarding 
freedom of expression on the Internet. The Comcast Customer Privacy Notice at 
http://ww.comcast.com/customerprivacy/.contains the complete privacy policy
 
for Comcast's cable television, High-Speed Internet, and phone services. A
 
second privacy statement at htt://ww.comcast.net/privacy/ contains additional
 

privacy provisions that apply to Comcasts High-Speed Internet service and 
Comcast.net website. Comcast s network management practices are consistent 
with these privacy statements. 

Network management in the present context describes the tools and 
techniques that an Internet servÌce provider uses to deliver a high quality, 
consistent, and safe Internet experience to its customers. Comcast's network 
management practices include, among other things, identifyng spam and 
preventing its delivery to customer e-mail accounts, detecting malicious Internet 
traffic and preventing the distribution of 
 viruses or.other harful code or content, 
and temporarily lowenng the priority of traffc for users who are the top 
contributors to current network congestion. A significant portion of 


Com cast's 
network management activities relate to congestion management. As part of 
Comcasts own initiatives and as par of its compliance with the Federal 
Communications Commission (the "FCC") order pertaining to network 
management, see In re Formal Complaint of 
 Free Press and Public Knowledge 
Against ComcastCorporation, 23 FCC Rcd 13028 (2008), Comcast is continually 
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evaluating and refining the ways in which it manages its network in order to 
continue providing high quality Internet service using reasonable network 
management tools and techniques that are consistent with industry standards. As 
stated above, Comcast keeps its users and investors clearly apprised of its 
activities in this area through information made available on its Web site. 

In a September 19,2008 letter from Comcast to the FCC (available on 
Comcasts Web site at http://downoads.comcast.net/docs/Cover_Letter.pdfand 
attached hereto as Exhibit C) (the, "September 19 Letter"), Comcast stated that, 
consistent with its prior voluntar commitment and the FCC's Order noted above, 
Comcast would transition away from its prior congestion management practices 
that managed certain types of peer-to-peer ("P2P") traffc. As of December 31, 
2008, Comcast has completed its transition to new protocol-agnostic congestion 
management practices. In the September 19 Letter, Comcast affirmed its 
commitment to "ensur(ing) continued delivery of a world-class service to all of 
(its) subscribers, while minimizing the impact on any individual user whose 
traffic must be managed as part of 
 this process." 

As also noted in the September 19 Letter, in September 2008, Comcast 
submitted to the FCC and posted on the network management section of 
 its Web
site (i) a description of its prior approach to managing network congestion
 
(available at http://downloads.comcast.net/docs/Attachment_A_Current_
 
Practices.pdf and attached hereto as Exhibit D) (ii) a description of 
 its new 
protocol-agnostic congestion management practices (available at
 
http://downloads.comcast.net/docs/Attachment_B _Future_Practices. pdf and
 
attached hereto as Exhbit E) and (ii) Comcasts compliance plan for the
 
transition from the prior approach to the new one (available at
 
http://downloads.comcast.net/docs/Attachment_C_Compliance _ Plan.pdf and
 
attached hereto as Exhbit F). On January 5, 2009, Comcast fied a letter with the
 
FCC (available on Comcast's Web site 
 at hrtp://downloads.comcast.net/

docs/comcast-nm-transition-notification.pdf and attached hereto as Exhibit G)
 
notifying the FCC that it has ceased employing the prior congestion management
 
practices and has instituted the new practices thoughout its High-Speed Internet
 
network. These documents not only provide extensive details regarding
 
Comcasts past and current practices, but also directly and indirectly address the
 
privacy and freedom of expression concerns raised by the Proposals.
 

Exhibit D, Comcasts description of its prior congestion management 
approach, describes Comcast's former P2P-specific network management 
practices, from which Comcast fully transitioned away as of December 31, 2008. 
This document clearly explains the extent to which a given user's online 
information could be inspected by such network management tools and reassures 
the reader that the techniques used by Comcast examined only the relevant packet 
header or addressing information in a given packet necessary to indicate what 
type of 
 protocol (p2P in this case) was being used by a customer. The document 
emphasizes that this congestion management technique did not "read" the 
contents of customer communications in order to determine whether a packet was 
text, music, video, a voice conversation, or any other type of content, and 
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certainly did not identify whether any packet contained political speech, 
commercial speech or entertainment, or try to discern whether a packet was 
personal or business, legal or ilicit, etc. Comcasts prior network management 
practices fully respected customer privacy and did not act based on the contents of 
any customer communications. 

Exhibit E, Comcasts description of 
 its new congestion management
 
approach, stresses that Comcast s new congestion management technique is
 
"protocol-agnostic" and focuses only on the extent to which a certai Comcast 
subscriber is using a high amount of 
 bandwidth, not what type of 
 protocol is being
used. As was the case with Comcasts prior congestion management practices, 
this new technique fully respects customer privacy and does not act based on the 
contents of any customer communications. 

In addition to Comcast s various submissions to the FCC that it
 
prominently displays on the network management portion of its Web site,
 
Comcast publishes a Frequently Asked Questions ("FAQs") section on its Web
 
site (available at http://help.comcast.net/content/faq/Frequently- Asked-Questions­
about-Network-Management#manage and attached hereto as Exhibit H), which
 
discusses why Comcast manages its network and the techniques utilized to do so.
 
This porton of Comcast s Web site makes it clear to the reader that neither
 
Comcast s previous network management practices nor the network management
 
practices to which it has transitioned discriminate against paricular types of
 
online content.
 

Comcast clearly explains in the FAQ section (as it does elsewhere) that its 
new protocol-agnostic network management technique wil not manage 
congestion based on the protocols in use, but rather it wil focus on the heaviest 
users in near real time, such that periods of congestion wil be "fleeting and 
sporadic." Most importantly in the context of 
 the Proponents' concerns about 
freedom of expression, the F AQ section clearly indicates that the new practices 
wil be "content neutral."
 

In addition to the statements and FCC letters discussed above, Comcast's 
Acceptable Use Policy (available at http://ww.comcast.net/terms/use/ and 
attached hereto as Exhibit I) provides additional disclosure to customers about the 

uses and activities that Comcast considers unacceptable (such as sendigtypes of 


spam or spreading a computer virus) and 
 how it will respond when it determines 
there is a violation of 
 its Acceptable Use Policy. Takentogether, all of 
 these 
documents provide customers.and others with a detailed, meanngful explanation 
of Comcast s network management and privacy practices and policies and how 
they affect customers. Comcast believes that its network management techniques 
reflect reasonable, industry standard practices and do so in a way that fully 
respects customer freedom of expression and privacy. 
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Analysis 

In ConAgra Foods, Inc. (July 3, 2006), the Staf allowed the company to 
exclude a proposal requesting that the board issue a sustaiabilty report to
 

shareholders because the company had substantially implemented the essential 
objective of the proposal through its publication (on its Web site) of a Corporate 
Responsibility Report, which focused on certai issues discussed in the proposal. 
This is similar to the situation at hand, as the network management page of 
Comcasts Web site provides detailed information that explains Comcasts 
network management processes and also directly addresses the concerns raised by 
the Proposals. 

In The Gap, Inc. (March 16, 2001), the Staf allowed the company to 
'exclude a proposal (on substantial implementation grounds) that requested a 
report on the child labor practices of 
 the company's vendors. The company had 
already established a code of 
 vendor conduct, monitored vendor compliance,
 
published related information and was willng to discuss the issue with
 
shareholders. Likewise, in Nordstrom, Inc. (February 8, 1995), the Staff allowed 
the company to exclude a proposal (on substantial implementation grounds) that 
requested that the company establish a set of standards for its suppliers that met 
certain minimum criteria and also that the company prepare a report to 
shareholders describing its policies 
 as well as its current and future compliance 
efforts with respect to those policies. In that instance, Nordstrom' was able to 
successfully argue that it had substantially implemented the proposal where it had . 
in place existing company guidelines for suppliers and had issued a press release 
regarding such guidelines (despite the fact that the guidelines did not commit the 
company to conduct regular or random inspections to ensure compliance, as 
requested in the proposal). As indicated above, Comcast has clearly gone much 
further in substantially implementing the essential objectives of the Proposals and 
therefore respectfully submits that the Staff should allow Comcast to exclude the 
Proposals on such grounds.
 

In ITT Corporation (March 12,2008), the Staff did not permit the 
exclusion of a proposal requesting a report on ITT Corporation's foreign sales of 
military and weapons-related products and services on substantial implementation 
grounds (or any other grounds). The company argued that it had substantially 
implemented the proposal by way of 
 the requested information 
through the dissemination of such inormation by governent agencies to the 
media, (ii) information provided to certain governent agencies which was 

(i) availability of 


publicly available, (iii) information posted online by several governent agencies 
and (iv) information contained in the company's SEC fiings, as well as certain 
information on its own Web site. Comcasts claim of 
 substantial implementation 
is distinguished from that of ITT Corporation because Comcast s network 
management information page directly supplies the information sought by the 
Proposals, as opposed to forcing an investor to search several locations for the 
desired information, and it directly responds to the issues raised by the Proposals. 
This information page not only link readers to certain of 
 cast's FCC filings, 
but also provides updates regarding Comcast's network management practices 

Com 
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and links to the F AQ section that provides plain language explanations of network 
management issues, including those related to the concerns raised by the 
Proposals. Comcast has collected all of its network management documents and 
related materials in one place at http://ww.comcast.net/terms/network. 

Also, in Terex Corporation (March 18, 2005), the Staff did not permit 
exclusion (on substantially implemented grounds) of a proposal substantially 
similar to that received by ConAgra Foods (discussed above). Terex claimed that 
it substantially implemented the proposal by including on its Web site its views 
regarding corporate citizenship and by. making reference to a variety of its public 
disclosures, including filings made with the SEC. Again, Comcast's claim of 
substantial implementation is distinguished from the argument set forth by Terex 
because Comcast prepares and publishes on its Web site detailed summaries of its 
network management practices and also provides direct access to certai FCC 
filings by posting those fiings on the network management page of 
 its Web site
 
(i.e., the actions requested by the Proposals).
 

Comcast continues to publish and update information describing its 
network management practices, including how these practices relate to 
 the public
 
policy concerns regarding privacy and freedom of expression on the Internet and
 
believes that through its current disclosures that it has implemented the essential
 
objectives of 
 the Proposals. The Proposals have therefore been substantially 
implemented. 

The Proposals may also be ornitted from the 2009 Proxy Materials under 
Rule 14a-8(i)(7) because, while the Proposals may relate to issues of publie 
policy, the Proponents seek to "miero-manage" the Cornpany with their 
request that would intrude unduly on the Cornpany's ordinary business 
operations. 

Pursuant to Rule 14a-8(i)(7), the Proposals may be excluded from 
Comcasts 2009 Proxy Materials because the Proposals deal with a matter relating 
to the company's ordinary business operations. 

Rule 14a-8(i)(7) allows a company to omit a shareholder proposal from its 
proxy materials if such proposal deals with a matter relating to the company's 
ordinary business operations. The general policy underlying the "ordinary
 

business" exclusion is "to confine the resolution of ordinary business problems to 
management and the board of directors, since it is impracticable for shareholders 
to decide how to solve such problems at anual shareholders meetings." 
Exchange Act Release No. 34-40018 (May 21,1998) (the "1998 Release"). This 
general policy reflects two central considerations: (i) "( c )ertain tasks are so 
fundamental to management's abilty to run a company on a day-to-day basis that 
they could not, as a practical matter, be subject to direct shareholder oversight"; 
and (ii) the "degree to which the proposal seeks to 'micro-manage' the company 
by probing too deeply into matters of a complex nature upon which shareholders, 
as a group, would not be in a position to make an informed 
 judgment." The 1998
 
Release, citing in par Exchange Act Release No. 12999 (November 22, 1976). 
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Additionally, when a proposal seeks a report, "the Staff wil consider whether the
 

subject matter of the special report. . . involves a matter of ordinary business; 
where it does, the proposal will be excludable under Rile 14a-8(c)(7). Exchange 
Act Release 34-20091 (August 16, 1983). 

Tlie Proposals Relate to Comcasts Network Management Practices, 
Implicating Comcast's Business Operations 

Comcast ears revenue by, among other things, providing high-quality
 
High-Speed Internet service to both commercial and individual users. As the
 
Internet continues to evolve and Comcast strives to provide its customers with the 
highest quality Internet service possible, Comcast must also continue to ensure 
that its network capabilities are able to provide such service. 

As previously discussed in great detail, Comcast manages its network with 
the goal 
 of delivering the best possible High-Speed Internet experience to all of its 
customers. Network management is essential for Comcast to promote the use and 
enjoyment of the Internet by all of its customers. .Comcast uses various tools and 
techniques to manage its network. These tools and technques, like the network 
and its usage, are dynamic, and can and do change frequently. 

Decisions regarding Comcast s network management policy depends on
 
an intimate knowledge of Comcasts High-Speed Internet network. Only
 
Comcast management and staff have the requisite knowledge of cast'sCom 

network and user population in order to assess, set and refine its network 
management policies and tools. In addition, Comcast and its network 
management practices were the subject of a proceeding at the FCC, which 
resulted in the FCC's August 20,2008 Memorandum Opinion and Order, FCC 
08-183 noted above. As a result 
 that proceeding, Comcast committed to make
 
certain disclosures regarding its curent and futue network management
 

of 

practices. Given that the type and content of 
 these disclosures are par of 
Comcasts ongoing commitment to keep its customers and the public informed 
regarding one ofComcasts major services and revenue streams, it seems clear 
that disclosure ofComcasts network management policies falls squarely within 
the scope ofComcasts ordinary business operations. 

In Yahoo! Inc. (April 5, 2007), the Staff concluded that a shareholder 
proposal which requested the Board of 
 Directors to "report to shareholders as 
soon as practicable on the Company's rationale for supporting and/or advocating 
public policy measures that would increase governent regulation of 
 the Internet"
 

fell within the puriew ofYahoo!'s ordinary business operations. 

Likewise, in Microsoft Corporation (September 29,2006), the Staff 
concurred with Microsoft. s view that a proposal almost identical to the Yahoo! 
proposal noted above could be excluded on the basis of 
 Rule 14a-8(i)(7), where 
Microsoft argued that "( s )hareho1ders are simply not in a position to frame the 
company's policy on complex questions of 
 business, technology advancement, 
policy, and regulation(,)" asserting that these activities are "properly reserved for 
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management." As was the case with Microsoft, the Proponents should not be 
allowed to improperly intervene in the day-to-day operations of one of 
 the key 
areas of Com 
 cast' s business in order to advance their paricular agenda. 

As expressly indicated in Exchange Act Release 34-20091 (August 16, 
1983), noted above, since the requested report clearly concerns an area of 
Comcasts ordinary business operations, Comcast believes that the Proposals may 
be properly excluded from Comcast s 2009 Proxy Materials under Rule 14a­
8(i)(7). 

The Proposals Relate to a Complex Matter That Is Most 
 Appropriatefor 
Management to Address 

Issues related to network management are highly complex and require a 
detailed understanding of, among o:ter things, Comcast s and other Internet 
Service Providers' network architectures, business practices, and available 
network technology. To make an informed judgment as to what types of network 
management practices are necessary and wil promote the interests of Com cast, its 
stockholders and its customers requires an intimate knowledge of these complex 
practices. The complexity and rapid evolution of the Internet and network 
management practices make network management a poor topic for action by 
stockholders at an annual meeting and are just the type of proposal that "seeks to 
'micro-manage' the company by probing too deeply into matters of a complex 
nature upon which shareholders, as a group, would not be in a position to make an 
informed judgment" (as stated in the 1998 Release). Accordingly, the Company 
believes that it should be permitted to exclude the Proposals on the basis of 
 Rule 
1 4a-8(i)(7). 

Comcast believes that 
 the Proposals are exactly the type of matter that. the 
"ordinary business" 
 exception is Rule 14a-8(i)(7) was created to address. By 
requesting that the Board of 
 Directors prepare a report regarding its network 
management practices, the Proponents are seeking to subject to shareholder 
oversight an aspect of Comcast s business that is most appropriately handled by 
Comcast's management. Additionally, the issues of how Comcast should 
properly maintain its network while stil respecting users' concerns regarding 
freedom of expression and privacy and how Comcast should respond to 
governcnt regulation of this aspect of its business are central to the operation of 
the day-to-day business of Comcast. Executives and other managers routinely 
make decisions about how best to conduct Comcast's business in compliance with 
current regulations and it would be highly unusual and impractical to interject 
Comcasts shareholders into what is otherwse a routine management decision. 

In General Electric Company (January 17,2006) the proponent requested 
that the issuer prepare a report on the impact of a flat tax on the company. 
General Electric successfully argued that tax planing and compliance were 
"intricately interwoven with a company's financial planing, day-to-day business 
operations and financial reporting." In the same way, Comcast's network 
management practices involve intricate systems related to the unique services that 
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Comcàst provides and Comcast s selection and disclosures of its network 
management practices are a function of Comcast s ongoing business practices and 
any applicable FCC rules or requirements. 

Comcast is aware that the Staff wil make an exception for proposals that 
pertain to significant social policy issues, even if they involve ordinar business
 

operations. However, the Commission 
 has permitted the exclusion of shareholder 
proposals that seek to require a company to prepare and issue a report pertaining 
to its otherwise ordinar business operations but involving social policy issues, 
where such proposals call for report but not action in furtherance of such social 
policy issue. See, Washington Mutual, Inc. (March 6, 2002) (excluding a 
proposal requesting a report identifying all company costs associated with land 
development projects); The Mead Corporation (January 3 1,2001) (excluding 
shareholder proposal requesting a report on the company's environmental risks in 
financial terms). 

In Washington Mutual, the shareholder proposal was excluded under Rule 
i 4a-8(i)(7) where the proponent merely sought a report concerning the impact of 
a portion of 
 the company's business operations and did not request adoption of 
corporate policies regarding the environment. Like the shareholder proposal that 
was excluded under Rule 14a-8(i)(7) in Washington Mutual, the Proposals merely 
ask Comcast to issue a report regarding its network management practices in light 
of the public's concerns regarding privacy and freedom of expression on the 
Internet, but do not request that Comcast take any affirmative steps to attempt to 
modify its network management practices. 

Accordingly, Comcast believes that the Proposals intrude into the realm of 
the ordinary business operations of Comcast without callng for the necessar 
action that sometimes prevents the exclusion of social policy related proposals. 
For that reason, in addition to the reasons indicated in the subsection above, 
Comcast respectfully submits that it should be permitted to exclude thè Proposals 
from its 2009 Proxy Materials in accordance with Rule 14a-8(i)(7). 

If Proposal A rnay not be excluded under either Rule 14a-8(i)(10) or Rule 
14a-8(i)(7) and must be included in the 2009 Proxy Materials, Proposal B 
may be excluded from the Cornpany's 2009 Proxy Materials because it is 
substantially duplicative of Proposal A. 

Pursuant to Rule 14a-8(i)(II), if 
 Proposal A is included in the 2009 Proxy 
Materials, Proposal B may be excluded from Comcast s 2009 Proxy Materials 
because the proposal substantially duplicates another proposal previously 
submitted to the company by another proponent that wil be included in the 
company's proxy materials for the same meeting (i.e., Proposal A). 

In this case, the Proposals are not only substantially duplicative, but are 
identical and therefore squarely fit into the exclusion provided by Rule 14a­

that reason, if 
 Proposal A must be included in the 2009 ProxyS(i)(1l). For 
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Materials, Comcast believes that it may properly exclude Proposal Bin 
accordance with Rule 14a-8(i)(11). 

Conclusion 

Comcast believes that the Proposals may be properly excluded from the 
2009 Proxy Materials pursuant to Rule 14a-8(i)(10) because the Proposals have 
been substantially implemented. Comcast also believes that the Proposals may be 
properly excluded from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(7) 
because issues relating to network management are within the scope of Comcast' s 
ordinary business operations and the Proposals do not satisfy the social policy 
exception to this rule. 

If the Staff does not concur with Comcasts belief that the Proposals may 
be properly excluded pursuant to either Rule 14a-8(i)(10) or Rule 14a-8(i)(7), 
Comcast believes that if Proposal A must be included in its 2009 Proxy Materials, 
then Proposal B may be properly excluded from its 2009 Proxy Materials 
pursuant to Rule 14a-8(i)(11) because Proposal B is substantially duplicative of 
Proposal A. 

We would be happy to provide you with any additional information and 
answer any questions that you may have regarding this subject. Should you 
disagree with the conclusions set forth herein, we respectfully request the 
opportunity to confer with you prior to the determination of the Staffs final 
position. Please do not hesitate to call me at (212) 450-4397 or Arthur R. Block, 
the Company's Senior Vice President, General Counsel and Secretary, at (215) 
286-7564, if we may be of any further assistance in this matter. 

Very truly yours, 

\Æ~luV71tl- ~ 
Wiliam H. Aaronson
 

Enclosures 

The Offce ofthe Comptroller of
cc w/enc: the City of New York 

Trillum Asset Management Corporation 

Arthur R. Block 
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EXHIBIT A 



THE CITY OF NEW YORK
 
OFFICE OF THE COMPTROLLER
 

1 CENTRE STREET
 
NEW YORK, N.Y. 10007-2341
 

WILLIAM C. THOMPSON, JR. 
COMPTROLLER 

November 12, 2008 

Mr. Arthur R. Block 
Secretary
 

. Comcast Corporation
 
One Comcast Center 
Philadelphia, PA 19103 

Dear Mr. Block: 

The Office of the Comptroller of New York City is the custodian and trustee of the 
New York City, Employees' Retirement System, the New York City Police 
Pension Fund, and the New York City Fire Departent Pension Fund, and
 

custodian of the New York City Board of Education Retirement System (the
 

"funds"). The funds' boards 
 of trustees have authorized the Comptroller to inform 
you of their intention to offe'r the enclosed proposal .for consideration of
 

, stockholders at the next annual meeting. 

I submit the attached proposal to you in accordance with rule 14a-8 of the 
Securities Exchange Act of 1934 and ask that it be included in your proxy 
statement. 

Letters from The Bank of New York certifying the funds' ownership, continually 
for over a year, of shares orComcast Corporation common stock are enclosed. 

, The funds intend to continue to hold at least $2,000 worth of these securities 
through the date of the annual meeting.. 

We would be happy to discuss this initiative with you. Should the board decide to 
endorse its provisions as company policy, our funds wil a!3k that the proposal be 
withdrawn from consideration at the annual meeting. Please feel free to contact 
me at (212) 669-2651 if you have any further questions on this matter. 
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Report on Our Company's Network Management Practices, 
Public Expectations ofPnvacy and Freedom of Expression on the Internet 

The Internet is becoming the definig instrctue of our economy and society in the 21 5t centu. Its 
potential to open new. 
 markets for commerce, new venues for cultual expression and new modalities of 
civic engagement is without historic paralleL. 

Internet Service Providers (ISPs) serve as gatekeepers to ths infrastrctue: providing access,
 

managing trffc, insurng commwication, and forging rules that shape, enable and limit the public's 
use of the Internet. 

As such, ISPs have a weighty responsibilty in devising network management practices. ISPs must give 
far-ranging thought to how these practices serve to promote--or inibit--the public's participation in the 
economy and in civil society. 

Of fudamental concern is the effect ISPs' network management practices have on public expectations 
of privacy and freedom of expression on the Internet. 

Whereas: 

· More than 211 millbnAmericans--70% of 
 the U.S. population--now use the Internet; 

· The Internet serves as an engine of opportity for social, cultul and civic 
parcipation in society; 

· 46% of Americans report they have used the internet, e-mail or text messaging to 
paricipate in the 2008 political process; 

· The Internet yields significant economic benefits to society, with online US retailng 
revenues - only one gauge of e-commerce - exceedig $200 bilion in 2008; 

· The Internet plays a critical role in addressing societal chalenges such as provision of 
health care, with over 8 millon Americans looking for health information onIIie eachday; ,
 

· 72% of Americans are. concerned that their online behaviors are being tracked and 
profied by companes; 

· 53% of American are uncomfortable with companes using their email content or 
browsing history to send relevant ads; 

· 54% of Americans are uncomfortable with third pares collecting information about 
their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is . 
considered a leading ISP; 



· Our Company's netork management practices have come under public scrutiy by 
conswner and civil 
 liberties groups, regulatory authorities and shareholders. 

· Class action lawsuits in several states are challenging the propriety ofISPs' network 
management practices; 

· Internet network management is a significant public policy issue; failure to fully and 
publicly address this issue poses potential competitive, legal and reputational har to
 

, our Company; 

· Any perceived compromise by ISPs of public expectations of privacy and freedom of 
expression on the Internet could have a chiling effect on the use of the Internet and 
detrmental effects on society. 

Therefore, be it resolved, that shareholders request that the Board of 
 Directors prepare a report,
excluding proprietar and confdential information, and to be made available to shareholders no later 
than November 30, 2009, examIng the effects of 
 the company's Internet network management 
practices in the context of 
 the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expression on the Inte.net. 
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£ TRILLIUM ~Ä~flGEMENT.
 Trilium Asset Management Corporation 
25 Years of Investing/or a Better Worl~ , www.trilluminvest.com
 

November 26, 2008 

Via Overnight Mail 

Arthur R. Block
 
Senior Vice President, General Counsel and Secretary
 
Comcast Corporation
 
One Comcast Center 
Philadelphia, PA 19103 

Dear Mr. Block: 

Trilium Asset Management Corporation ("Trillum") is an investmentfirm based in Boston, 
Massachusetts specializing in socially responsible asset management. 

J am authorized to notify you of our intention to file the enclosed shareholder resolution. Trillum submits
 
this resolution for inclusion in the 2009 proxy statement, in accordance with Rule 14a-8 of the General
 
Rules and Regulations of the Securities and Exchange Act of 1934. Trillum submits this proposal on 
behalf of our client Louise Rice, who is the beneficial owner, per Rule 14a-8, of more than $2,000
 
worth of Comcast Corporation common stock acquired more than one year prior to this date. We wil
 
provide verification' of ownership from our custodian separately upon request. We wil send a
 
representative to the stockholders' meeting to move the resolution as required by the SEC rules. 

I can be reached at (917) 222-3366 and look forward to your response. 

Sincerely,

ß-~ 
Jonas Kron, J.D., M.S.E.L
 
Senior Social Research Analyst
 

cc: Brian L. Roberts, Chairman and CEO, Comcast Corporation ' 
Marlene S. Dooner, Senior Vice President, Investor Relations, Comcast Corporation 

I :l.J.iii.J~ "'lS'~:lJhoil1'oi. --­-i
711 Atlantic Avenue 369 Pine Street, Suite 711 950 W. 8annock Street. Suite 530 
Boston. Massachusetts 02111-2B09 San Francisco, California 94104,3310 Boise.ldaho 83702-6118
T: 617-423-6655 F: 617-482-6179 T: 415-392-4806 F: 415-392-4535 T: 208-387-0777 F: 208-387-0278 ~800-548-5684 800-933-4806 800-567-0538 "~iz 



Report on Our Company's Network Management Practices,
 
Public Expectations of Privacy and Freedom of Expression on the Internet
 

The Internet is becoming the defining infrastrctue of our economy and society in the 21 st century. Its 
potential to open new markets for commerce, new venues for cultural expression and new modalities of 
civic engagement is without historic parallel. 

Internet Service Providers'(ISPs) serve as gatekeepers to this infrastrcture: providing access,
 

managing trafc, insuring communication, and forging rules that shape, enable and limit the public's 
use of the Internet. 

As such, ISPs have a weighty responsibilty in devising network management practices. ISPs must give 
far-ranging thought to how these practices serve to promote--or inhbit.,the public's parcipation in the
 

economy and in civil society. 

Of fundamental concern is the effect ISPs' n~twork management practices have on public expectations
 
of privacy and freedom of expression on the Internet.
 

Whereas:
 

· More than 211 millon Americans--70% of the U.S,. population--now use the Internet; 

· The Internet serves as an engine of opportnity for social, cultural and civic 
paricipation in society; 

· 46% of Americans report they have used the internet, e-mail or text messaging to 
parcipate in the 2008 political process; 

· The Internet yields significant economic benefits to society, with online US retailing 
revenues - only one gauge of e-cornerce - exceeding $200 bilion in 2008;
 

· The Internet plays a critical role in addressing societa challenges such as provision of 
health care, with over 8 millon Americans looking for health information onlne each 
day; 

· 72% of Americans are concerned that their onle behaviors are being tracked and 
profied by companies;
 

· 53% of Americans are uncomfortable with companes using their emai1 content or 
browsing history to send relevant ads; 

· 54% 
 of Americans are uncomfortable with third partes collecting information about 
their online behavior; 

· Our Company provides Internet access to a very large number of subscribers and is 
considered a leading iSP; 



· Our Company's network management practicès have come 
 under public scrutiy by
 
consumer and civil 
 libertes groups, regulatory authorities and shareholders. 

· Class action lawsuits in several states are chalenging the propriety o.f ISPs' network. 
management practices; 

· Internet network management is a signcant pu~lic policy issue; failure to fully and 
publicly address tils issue pose~ potential competitive, legal and reputational han toour Company; . 

· Any perceived compromise by ISPs of pu~lic expetations of privacy and freedom of 
expression on the Internet could have a chìllng effect on the use of the Internet and 
detrimental effects on society. 

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report; 
exc1udingproprietary and confidential information, and to be made available to shareholders 
 no later 
than November 30,200, examning the effects of the company's Internet network management 
practices in the context of the significant public policy concerns regarding the public's expectations of 
privacy and freedom of expression on the Inteniet. .
 

. 



Office of Chief Counsel January 7, 2009 

EXHIBIT C 



Coreal COifJatìn
 
2001 Pennsylvania Ave.. NW(£'omcast 
Suite 500 
WeshinglOI. DC 20006 
202379.7\00 Tnl
 

202.4ñ6.7718 Fax 
W'hw.GOmcasl.com 

September 19,2008 

VIA ECFS AND HAND DELIVERY 

Ms. Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 12th Street, S.W. 
Washington, D.C. 20554 

Re: In the Matter of Formal Complaint of 
 Free Press and Public Knowledge 
Against Corn 
 cast Corporation for Seeretly Degrading Peer-to-Peer 
Applications, File No. EB-08-IH-1518 

In the Matter of Broadband Industry Practiees; Petition of Free Press et al. 
for Declaratory RuIing that Degrading an Internet Application Violates the 
FCC's Internet Poliey Statement and Does Not Meet an Exception for 
"Reasonable Network Management," WC Docket No. 07-52 

Dear Ms. Dortch: 

In accordance with the Commission's August 20,2008 Memorandum Opinion and Order 
regarding Comcasts network management practices for our High-Speed Internet ("HSI") 
service, i Com 
 cast hereby complies with the three fiing requirements set forth therein. 
Specifically, consistent with Paragraphs 54 and 59 of 
 the Commission's Order, we submit the 
following: 

(i) a description of our current approach to managing network congestion 
(Attachment A);
 

the new protocol-agnostic congestion management practices to which 
we are transitioning no later than year-end 2008 (Attachment B); and 
(2) a description of 


(3) a compliance plan setting forth the benchmarks that we wil meet as part of this 
transition (Attachment C). We have also included in this document our plans for direct 
communication with our customers during this transition. 

In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading 
Peer-ta-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for 
"Reasonable Neñvork Management," Mem. Op. and Order, FCC 08- 183 (Aug. 20, 2008) ("Order"). 



Ms. Marlene Dortch
 

September 19, 2008 
Page 2 of3 

These filings are consistent with our previously announced commitment to transition 
away from the congestion management practices we currently use to prevent peer-to-peer 
("P2P") traffc from degrading our customers' use and enjoyment of our HSI service to a new set 
of protocol-agnostic congestion management practices, and to do so across our network by 
December 31, 2008. Over the last several months, we have conducted technical trials to 
determine how best to implement a new protocol-agnostic approach to congestion management. 
We are making excellent progress and are on track to complete the transition as scheduled. As in 
everything we do, our goal is to ensure continued delivery of a world-class service to all of our 
subscribers, while minimizing the impact on any individual users whose traffc must be managed 
as part of this process. 

We continue to refine the details of our new practices, so we commit to make 
supplementary fiings in this docket as necessary to keep the Commission (and the public) 
informed of any material changes in our plans before we complete the transition to protocol­
agnostic congestion management by year-end. Separate and apart from the requirements ofthe 
Order, we have an ongoing commitment to our customers to provide a world-class Internet 
experience. To do so, we must always preserve the flexibility tö manage our network in lawful 
and appropriate ways. Moreover, we know that clear communication with our customers is 
essential to a successful long-term relationship. So we are committed to ensuring that our 
customers receive clear, concise, and useful information about the services that we provide. 

Even as we adopt the new network management practices described in Attachment B, we 
continue to make the investments in network upgrades that wil permit us to better prevent 
congestion and meet our customers' ever-increasing demands for bandwidth. For example, 
earlier this year we doubled, and in many cases tripled, the upload speeds for almost all of our 
existing HSI customers. In addition, since our initial rollout of 


DOCS IS 3.0 (which currently 
offers consumers wideband download speeds of 


up to 50 Mbps and upload speeds of 
 up to 5

Mbps) in the Twin Cities Region in April, we have continued preparations to deploy 
DOCSIS 3.0 to up to 20 percent of our footprint by the end of 
 this year, and in many more 
markets in 2009. 

As all of the Commissioners recognize, the Internet is an 
 engine for innovation and
economic growth. We are proud to be a leader in bringing broadband Internet to consumers all 
over the country, adding fuel to that engine. We wil continue to work hard to deliver a world­
class service that gives all of our subscribers access to the content, applications, and services that 
they demand. 



Ms. Marlene Dortch 
September 19,2008 
Page 3 of3 

Please contact me should you have any questions regarding this submission. 

Sincerely, 

/s/ Kathryn A. Zachem 
Kathryn A. Zachem 
Vice President, Regulatory Affairs 
Com cast Corporation 

cc: Chairman Kevin J. Martin 
Commissioner Michael J. Copps 
Commissioner Jonathan S. Adelstein 
Commissioner Deborah T. Tate 
Commissioner Robert M. McDowell 
Daniel Gonzalez Kris Monteith 
Dana Shaffer 
Scott Bergmann 

Amy Bender 
Greg Orlando 

Scott Deutchman Nick Alexander 
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COMCAST CORPORATION
 
DESCRIPTION OF CURNT NETWORK MANAGEMENT PRACTICES
 

Pursuant to Paragraphs 54 and 59 ofthe Commission's Memorandum Opinion & Order 

regarding how Com 
 cast manages congestion on its High-Speed Internet ("HSI") network, 

Comcast hereby "disclosers) to the Commission the precise contours ofthe network management 

practices at issue here, including what equipment has been utiized, when it began to be 

employed, when and under what circumstances it has been used, how it has been configured, 

what protocols have been affected, and where it has been deployed.") 

I. INTRODUCTION
 

Comcasts HSI network is a shared network. This means that our HSI customers share 

upstream and downstream bandwidth with their neighbors. Although the available bandwidth is 

substantial, so, too, is the demand. Thus, when a relatively small number of customers in a 

neighborhood place disproportionate demands on network resources, this can cause congestion 

that degrades their neighbors' Internet experience. In our experience, over the past several years, 

the primary cause of congestion (particularly in the upstream portion of our network) has been 

the high-volume consumption of bandwidth associated with use of certain peer-to-peer ("P2P") 

protocols. In order to tailor our network management efforts to this reality, Comcasts current 

congestion management practices were designed to address this primary contributor to 

congestion. Our objective in doing so was to provide all our customers with the best possible 

broadband Internet experience in the marketplace. 

As described in Attachment B, in response to significant stated concerns of 
 the Internet 

community, Comcast had already announced plans to transition away from its P2P-specific 

In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading 
Peer-to-Peer Applications; Broadband Industry Practices; Petiton of Free Press et al. for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for 
"Reasonable NeMork Management," Mem. Op. 'and Order, FCC 08- i 83 ~~ 54, 59 (Aug. 20, 2008) ("Order"). 



congestion management practices and terminate them entirely by December 31,2008.. Paragraph 

54 of 
 the Order directs Comcast to describe these current practices, and we do so here.2 

At the outset, we provide some background on how these practices came into being and 

how they work in a general sense. We then provide the greater detail required by the Order. 

II. BACKGROUND
 

To understand exactly how Comcast currently manages congestion on its network, it is 

helpful to have a general understanding of 
 how Comcast's HSI network is designed.3 Comcast's 

HS1 network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable 

connecting each subscriber's cable modem to an Optipal Node, and fiber optic cables connecting 

the Optical Node, through distribution hubs, to the Cable Modem Termination System 

("CMTS"), which is also known as the "data node." The CMTSes are then connected to higher­

level routers, which in turn are connected to Comcast's Internet backbone facilties. Today, 

Comcast has 
 approximately 3300 CMTSes deployed throughout our network, serving our 

14.4 milion HSI subscribers. 

Each CMTS has multiple "ports" that handle traffic coming into and leaving the CMTS. 

In particular, each cable modem deployed on the Comeast HSI network is connected to the 

CMTS through the "ports" on the CMTS. These ports can be either "downstream" ports or 

"upstream" ports, depending on whether they send information to cable modems (downstream) 

or receive information from cable modems (upstream) attached to the port. Today, on average, 

Although the Order focuses entirely on Comcast's current practices with respect to controllng network 
cDngestion, CDmcasts efforts to deliver a superior Internet experience involve a wide variety of other network 
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI 
network in order to enhance our customers' Internet experience by, among other things, blocking spam, preventing 
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our 
customers' abilty to control the content that enters their homes. 

The reader may find it useful to refer to the attached glossary for additional explanation of 
 unfamiliar 
terms. 

2 



about 275 cable modems share the same downstream port and about 100 cable modems share the 

same upstream port. As wil be described later in this document, Comcasts current congestion 

management practices focus solely on a subset of upstream traffic.
 

Internet usage patterns are dyriamic and change constantly over time. As broadband
 

networks deliver higher speeds, this enables the deployment of 
 new content, applications, and 

services, which in turn leads more and more households to discover the benefits of 
 broadband 

Internet services. . Several years ago, Comcast became aware of a growing problem of congestion 

on its HSI network, as traffic volumes, particularly for upstream bandwidth (which is 

provisioned in lesser quantities than downstream bandwidth4), were growing rapidly and 

affecting the use of various applications and services that are particularly sensitive to latency 

(i.e., packets arriving slowly) or jitter (i.e., packets arriving with variable delay). 

In order to diagnose the cause ofthe congestion and explore means to alleviate it, in May 

2005, Comcast began trialing network management technology developed by Sandvine, Inc. 

The Sandvine technology identified which protocols were generating the most traffc and where 

in the network the congestion was occurring. After jointly reviewing significant amounts of 

usage data, Comcast and Sandvine detenrined that the use of several P2P protocols was 

regularly generating disproportionate burdens on the network, primarily on the upstream portion 

of the network, causing congestion that was affecting other users on the network. 

As previously explained on the record and described in greater detail below, in order to 

mitigate congestion, Comcast determined that it should manage only those protocols that placed 

This asymmetric provisioning of 
 bandwidth is based on how the vast majority of 
 consumers have 
historically used the Internet, Le., most consumers have been far more interested in 


how fast they could surf the web,
how fast they could downlDad fies, and whether they could watch streaming video than in uploading large fies. 
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most 
consumers stil download much more than they upload, and so we continue to architect our network to optimize the 
experience of the vast majority of our users. As usage patterns change over time, so, too, wil our provisioning 
practices. 

3 



excessive burdens on the network, and that it should manage those protocols in a minimally 

intrusive way utilizing the technology available at the time. More specifically, in an effort to 

avoid upstream congestion, Comcast established thresholds for the number of simultaneous 

unidirectional uploads that can be initiated for each of 
 the managed protocols in any given 

geographic area; when the number of simultaneous sessions remains below those thresholds, 

uploads are not managed. The thresholds for each protocol vary depending upon a number of 

factors discussed in detail below, including how the particular protocol operates and the burden 

that the particular protocol was determined to place on our upstream bandwidth. These 

management practices were not based on the type (video, music, data, etc.) or content of 
 traffic 

being uploaded.
 

The Sandvine equipment has been used (1) to determine when the number of 

simultaneous unidirectional upload sessions for a particular P2P protocol in a particular 

geographic area reaches its pre-determined threshold, and (2) when a threshold is reached, to 

temporarily delay the initiation of any new unidirectional upload sessions for that protocol until 

the number of 
 simultaneous unidirectional upload sessions drops below that threshold. 

III. WHT EQUIMENT is UTILIZED?
 

The specific equipment Comcast uses to effectuate its network management practices is a 

device known as the Sandvine Policy Traffc Switch 82 I 0 ("Sandvine PTS 8210"). Literature 

describing this product is attached. The following sections explain where and how Com 


cast uses 

the Sandvine PTS 82 i O. 

4
 



iv. WHERE HAS THE EQUIPMENT BEEN DEPLOYED AND WHEN AN UNDER
 
WHAT CIRCUMSTANCES HAS IT BEEN USED?
 

Comcast initially began technical trials with the Sandvine PTS 821 Os starting in May
 

2005. Commercial (i.e., not trial) deployment of 
 this equipment took place over an extended 

period of 
 time, beginning in 2006. We achieved wide-scale deployment in 2007.5 

On Comcasts network, the Sandvine PTS 8210 is deployed "out-of-Iine" (that is, out of 

the regular traffc flowt and is located adjacent to the CMTS. Upstream traffic from cable 

modems wil pass through the CMTS on its way to upstream routers, and then, depending on the 

traffc's ultimate destination, onto Comcast's Internet backbone. A "mirror" replicates the traffc 

flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the 

Sandvine PTS 8210, where the protocols in the traffc flow are identified and the congestion 

management policy is applied in the manner described in greater detail below. In some 

circumstances, two small CMTSes located near each other may be managed by a single Sandvine 

PTS 8210.7 The following graphics provide a simplified ilustration of 
 these two configurations: 

Some locations currently have a network design that is different from the standard Comcast network design 
because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing 
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those 
systems from other operators and are in the process of standardizing them. The congestion management practices 
described herein are not used in those systems. The locations of our trials have been widely publicized, but 
disclosure of proprietary plans regarding the order and timing for network investments and service upgrades would 
cause substantial competitive harm. 

Comcast deploys the Sandvine PTS 8210 "out-of-Iine" so as to not create an additional potential "point-of­
failure" (Le., a point in the network where the failure of a piece of equipment would cause the network to cease 
operating properly). The Sandvine equipment can also be deployed "in-line," which can make the management 
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration. 

Although the PTS generally monitors traffc and effectuates policy at the CMTS level, the session 
management interface is administered at the Upstream Router, one layer higher in the overall architecture. 

5 
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Diagram 2: Sandvine PTS Serving Two CMTSes. 
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V. HOW HAS THE EQUIMENT BEEN CONFIGURD AND WHAT PROTOCOLS
 
HAVE BEEN AFFECTED? 

For purposes of 
 managing network congestion,S the Sandvine PTS 8210 has been 

configured to identify unidirectional P2P uploads for the protocols -- identified below -- that 

were determined to be the primary causes of 
 upstream congestion.9 To do this, the Sandvine 

PTS uses technology that processes the addressing, protocol, and header information of a 

particular packet to determine the session type. The Sandvine PTSes, asdeployed on Comcasts 

network, do not inspect the content. These devices only examine the relevant header infçmnation 

in the packet that indicates what type of protocol is being used (i.e., P2P, V oIP, e-mail, etc.). 

The equipment used does not read the contents ofthe message in order to determine whether the 

P2P packet is text, music, or video; listen to what is said in a VoIP packet; read the text of an e­

mail packet; identify whether any packet contains political speech, commercial speech, or 

entertainment; or try to discern whether packets are personal or business, legal or illicit, ctc. 

The following diagram graphically depicts the session identification technique 

undertaken by the Sandvine PTS 82 i 0 as deployed on Comcast s network. The first layers 

include addressing, protocol, and other "header" information that tells the network equipment 

what kind of packet it is. The "content" layer is the actual web page, music fie, picture, video, 

etc., and is not examined by the Sandvine equipment. 

The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous 
functions related to network management and security, including traffc analysis, anti-spam measures, deniaI-of­
service attack prevention, and other similar functions. 

A "unidirectiDnal upload" session is different from an upload associated with a "bidireclIonal upload" 
session. A session is considered bidirectional when the user is simultaneously uploading to and downloading from 
another individual using a single TCP flow. Two ofthe protocols that are managed, BitTorrent and eDonkey, use 
bidirectional sessions; the other protocols only use unidirectional sessions. A large percentage ofP2P traffc is 
bidirectional and is not managed by these techniques. 

7 
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Diagram 3: Session Identification Technique. 

In selecting which P2P protocol uploads to manage, network data were analyzed that 

identified the particular protocols that were generating disproportionate amounts of 
 traffic. 

Based on that analysis, five P2P protocols were identified to be managed: Ares, BitTorrent, 

eDonkey, FastTrack, and Gnutella.. Four of those protocols have been subject to Comcast's 

management practices since Comcast first implemented these practices. Ares was added in 

November 2007 after. traffic analysis showed that it, too, was generating disproportionate 
. 

demands on network resources. 

For each of 
 the managed P2P protocols, the PTS monitors and identifies the number of 

simultaneous unidirectional uploads that are passed from the CMTS to the upstream router. 

Because of the prevalence of P2P traffc on the upstream portion or our network, the number of 

simultaneous unidirectional upload sessions of any particular P2P protocol at any given time 

serves as a useful proxy for determining the level of overall network congestion. For each of 
 the 

protocols, a session threshold is in place that is intended to provide for equivalently fair access 

8 



between the protocols, but still mitigate the likelihood of congestion that could cause service 

degradation for our customers. 

Developing session thresholds for each P2P protocol must take into account the unique 

characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey 

use both bidirectional and unidirectional upload sessions, whereas Ares, FastTrack, and Gnutella 

only use unidirectional upload sessions.10 And even between BitTorrent and eDonkey, there are 

significant differences. The BitTorrent protocol more heavily promotes bidirectional uploads as 

compared to eDonkey, so, while they both may have the same total number of sessions, 

BitTorrent would have a much higher percentage of bidirectional sessions than eDonkey. 

Differences also arise between Ares, FastTrack, and Gnutella. For example, each protocol 

consumes different amounts of bandwidth per session (e.g., a high percentage of Ares 

unidirectional uploads consume negligible bandwidth). 

The following table lays out by protocol the simultaneous unidirectional upload session 

thresholds for each protocol as well as the typical ratio of bidirectional to unidirectional traffic 

observed on our HSI network for those P2P protocols that use both, and other factors that 

contribute to the overall bandwidth consumption by protocol. 

Session thresholds are not applied to bidirectional uploads so as to not interfere with the corresponding 
download. 

9 
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. Protoeol'.' J~a:tio. ,': 1,Sessi~, 

Bi:UnW:E. : 
Ares (N/A) 150 Many overhead flows exist for 

signaling, using little or no 
bandwidth. The session limit is 
set higher to account for this. 
Ares is typIcally used for small 
files. 

BitTorrent -20:1 -160 High ratio of bidirectional to 

unidirectional flows. The 
bidirectional to unidirectional 
ratio varies. Typically used for 
lar e fies. 

eDonkey -.3:1 -42 32 Low ratio of bidirectional to 

unidirectional flows. Used for 
large files. 

FastTrack 24 24 T icall used for lar e files. 
Gnutella 80 80 Typically used for small fies. 

Table 1: Managed Protocols, Relevant Thresholds, and Other Notes 

When the number of unidirectional upload sessions for any of 
 the managed P2P protocols 

for a particular Sandvine PTS reaches the pre-determined session threshold, the Sandvine PTS 

issues instructions called "reset packets" that delay unidirectional uploads for that particular P2P 

protocol in the geographic area managed by that Sandvine PTS. The "reset" is a flag in the 

packet header used to communicate an error condition in communIcation between two computers 

on the Internet. As used in our current congestion management practices, the reset packet is used 

to convey that the system cannot, at that moment, process additional high-resource demands 

without creating risk of congestion. Once the number of simultaneous unidirectional uploads 

falls below the pre-determined session limit threshold for a particular protocol, new uploads 

using that protocol are allowed to proceed. Some significant percentage of P2P sessions last 

This number reflects the total number of sessions that we estimate are on-going at any moment in time 
when the number of simultaneous upload sessions has met the threshold that has been established for that protocol. 

10 
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional 

uploads generally occur quite frequently. 

VI. CONCLUSION
 

Data collected from our HSI network demonstrate that, even with these current 

management practices in place, P2P traffic continues to comprise approximately half of all 

upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffc is as much 

as two-thirds of total upstream traffc. The data also show that, even for the most heavily used
 

P2P protocols, more than 90 percent of 
 these flows are unaffected by the congestion 

management. Data recently collected from our network show that, when a P2P upload from a 

particular computer was delayed by a reset packet, that same computer successfully initiated a 

P2P upload within one minute in 80 percent of the cases. In fact, most of our customers using 

P2P protocols to upload on any given day never experienced any delay at alL. 

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast wil 

end these protocol-specifc congestion management practices throughout its network by the end 

of 2008. 
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Basic Glossary 

Cable Modem: 

A device located at the customer premise used to access the Comcast High Speed Internet (HSI) 
network. In some cases, the cable modem is owned by the customer, and in other cases it is 
owned by the cable operator. This device has an interface (Le., someplace to plug in a cable) for 
connecting the coaxial cable provided by the cable company to the modem, as well as one or 
more interfaces for connecting the modem to a customer's PC or home gateway device (e.g., 
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to 
access the Internet, is integrated into a home gateway device or embedded multimedia ttrminal 
adapter (eMT A). Once connected, the cable modem links the customer to the HSI network and 
ultimately the broader Internet. 

Cable Modem'Termination System (CMTS): 

A piece of 
 hardware located in a cable operator's local network (generally in a "headend") that
 
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
 
way to think of 
 the CMTS is as a router with interfaces on one side leading to the Internet and
 
interfaces on the other connecting to Optical Nodes and then customers.
 

Cable Modem Termination System Port: 

A CMTS has both upstream and downstream network interfaces to serve the local access 
network, which we refer to as upstream or downstream ports. A port generally serves a 
neighborhood of hundreds of homes. 

Channel Bonding:
 

A technique for combining multiple downstream and/or upstream channels to increase 
customers' download and/or upload speeds, respectively. Multiple channels from the HFC 
network can be bonded into a single virtal port (called a bonded group), which acts as a large 
single channel or port to provide increased speeds for customers. Channel bonding is a feature 
of Data Over Cable Service Interface Specification (DOCS IS) version 3. 

Coaxial Cable (Coax):
 

A type of cable used by a cable operator to connect customer premise equipment (ePE) -- such 
as TVs, cableiTIodems(including embedded multimedia terminal adapters), and Set Top Boxes­
- to the Hybrid Fiber Coax (HFq network. There are many grades of coaxial cable that are used 
for different purposes. Different types of coaxial cable are used for different purposes on the 
network. 

Com cast High Speed Internet (HSI): 

A service/product offered by Comcast for delivering Internet service over a broadband 
connection. 

Customer Premise Equipment (CPE): 

Any device that resides at the customer's residence. 



Data Over Cable Serviee Interface Specifcation (DOCSIS): 

A reference standard that specifies how components on cable networks need to be built to enable 
HSI service over an HFC network. These standards define the specifications for the cable 
modem and the CMTS such that any DOCSIS certified cable modem wil work on any DOCSIS 
certified CMTS independent otthe selected vendor. The interoperabilty of cable modems and 
cable modem termination systems allows customers to purchase a DOCSIS certified modem 
from a retail outlet and use it on their cable-networked home. These standards are available to 
the public at the CableLabs website, at htt))://www.cablelabs.com. 

Downstream: 

Description of 
 the direction in which a signal travels. Downstream traffic occurs when users are 
downloading something from the Internet, such as watching a Y ouTube video, reading web 
pages, or downloading software updates. 

Headend: 

A cable facility responsible for receiving TV signals for distribution over the HFC network to the 
end customers. This facilty typically also houses the cable modem termination systems. This is 
sometimes also called a "hub." 

Hybrid Fiber Coax (HFC): 

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial 
cables that deliver Voice, Video, and Internet services to customers. 

Internet Protocol (IP): 

Set of standards for sending data across a packet switched network like the Internet. In the Open 
System Interconnection Basic Reference Model (OSI) model, IP operates in the "Network 
Layer" or "Layer 3." The HSI product utilzes IP to provide Internet access to customers. 

Internet Protocol Detail Record (IPDR): 

Standardized technology for monitoring subscribers' upstream and downstream Internet usage 
data based on their cable modem. The data is collected from the CMTS and sent to a server for 
further processing. Additional infonnation is available at: http://www.ipdr.org. 

Optieal Node: 

A component of 
 the HFC network generally located in customers' local neighborhoods that is 
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be 
sent over coaxial cable to customers' cable modems, or vice versa. A fiber optic cable connects 
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical 
Node to customers' cable modems. 

Open System Interconnection Basic Reference Model (OSI Model): 

A framework for defining various aspects of a communications network in a layered approach. 
Each layer is a collection of conceptually similar functions that provide services to the layer 
above it, and receive services from the layer below it. The seven layers of 
 the OSI model are 
listed below: 
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Layer 7 - Application
 
Layer 6 - Presentation
 
Layer 5 - Session
 
Layer 4 - Transport
 
Layer 3 - Network
 
Layer 2 - Data Link
 
Layer i - Physical
 

Port: 

A port is a physical interface on a device used to connect cables in order to connect with other 
devices for transferring information/data. An example of a physical port is a CMTS port. Prior 
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving 
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the 
channel bonding feature, multiple CMTS physical ports 
 can be combined to create a virtual port. 

Provisioned Bandwidth: 

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a 
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said 
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth. 

Quality of Service (QoS):
 

Set of techniques to manage network resources to ensure a level of performance to specific data
 
flows. One method for providing QoS to a network is by differentiating the type of 
 traffic by 
class or flow and assigning priorities to each type. When the network becomes congested, the 
data packets that are marked as having higher priority wil have higher likelihood of getting 
serviced. 

Transmission Control Protocol (TCP): 

Set of standard rules for reliably communicating data between programs operating on computers. 
TCP operates in the "Transport Layer" or "Layer 4" of the OSI model and deals with the ordered 
delivery of data to specific programs. If 
 we compare the data communication network to the US 
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the 
Postal Address of the recipient where the TCP Layer would be the A TTN field or the person that 
is to receive the maiL. Once the receiving program receives the data, an acknowledgement is 
returned to the sending program. 

Upstream: 

Description of 
 the direction in which a signal travels. Upstream traffic occurs when users are 
uploading something to the network, such as sending email, sharing P2P fies, or uploading 
photos to a digital photo website. 
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COMCAST CORPORATION 
DESCRIPTION OF PLANND NETWORK MAAGEMENT PRACTICES TO BE 

DEPLOYED FOLLOWING THE TERMINATION OF CURNT PRACTICES 

Pursuant to Paragraphs 54 and 59 of 
 the Commission's Memorandum Opinion & Order 

regarding how Comcast manages congestion on its High-Speed Internet ("HSI") network, 

Comcast hereby "disclose(s) to the Commission and the public the details of 
 the network 

management practices that it intends to deploy following the termination of its current practices, 

including the thresholds that wil trigger any limits on customers' access to bandwidth."! 

I. INTRODUCTION & SUMARY
 

Comcasts HSI network is a shared network. This means that our HSI customers share 

upstream and downstream bandwidth with their neighbors. Although the available bandwidth is 

substantial, so, too, is the demand. Thus, when a relatively small number of customers in a 

neighborhood place disproportionate demands on network resources, this can cause congestion 

that degrades their neighbors' Internet experience? The goal ofComcasts new congestion 

management practices wil be to enable all users of our network resources to access a "fair share" 

of that bandwidth, in the interest of ensuring a high-quality online experience for all of 

Comcasts HSI customers.3 

In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading 
Peer-fo-Peer Applications; Broadband Industry Practices; Petiton of Free Press et al. for Declaratory Ruling That 
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exceptionfor 
"Reasonable Network Management," Mem. Op. and Order, FCC 08-183 irir 54, 59 (Aug. 20, 2008) ("Order"). 

Although the Order focuses entirely on Comcast's current practices with respect to controlling network 
congestion, Comcasts efforts to deliver a superior Internet experience involve a wide variety of other network 
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI 
network in order to enhance our customers' Internet experience by, among other things, blocking spam, preventing 
viruses from harming the network and our subscribers, thwarting denial-of-service attcks, and empowering our 
customers' ability to control the content that enters their homes. 

These congestion management practices are independentof, and should not be confused with, our recent 
announcement that we wil amend the "excessive use" portion of our Acceptable Use Policy, effective October I, 
2008, to establish a specific monthly data usage threshold of250 GB per account for all residential HSI customers. 
This excessive use threshold is designed to prevent anyone residential account from consuming excessive amounts 



Importantly, the new approach wil be protocol-agnostic; that is, it wil not manage 

congestion by focusing on the use of 
 the specific protocols that place a disproportionate burden 

on network resources, or any other protocols. Rather, the new approach wil focus on managing 

the traffc of 
 those individuals who are using the most bandwidth at times when network 

congestion threatens to degrade subscribers' broadband experience and who are contributing 

disproportionately to such congestion at those points in time. 

Specific details about these practices, including relevant threshold information, the type 

of equipment used, and other particulars, are discussed at some length later in this document. At 

the outset, however, we present a very high~level, simplified overview of 
 how these practices 

wil work once they are deployed. Despite all the detail provided further below, the 

fundamentals of this approach can be summarized succinctly: 

i. Softare installed in the Com 
 cast network continuously examines aggregate traffc 
usage data for individual segments ofComcasts HSI network. If overall upstream or 
downstream usage on a particular segment ofComcasts HSI network reaches a pre­
determined level, the softare moves on to step two.
 

2. At step two, the softare examines bandwidth usage data for subscribers in the 
affected network segment to determine which subscribers are using a disproportionate 
share of the bandwidth. If 
 the softare determines that a particular subscriber or 
subscribers have been the source of high volumes of 
 network traffc during a recent 
period of 
 minutes, traffic originating from that subscriber or those subscribers 
temporarily will be assigned a lower priority status. 

3. During the time that a subscriber's traffic is assigned the lower priority status, such 
traffic wil not be delayed so long as the network segment is not actually congested. 
If, however, the network segment becomes congested, such traffic could be delayed. 

4. The subscriber's traffc returns to normal priority status once his or her bandwidth
 

usage drops below a set threshold over a particular time interval. 

of network resources as measured over the course of a month. That cap does not address the issue of network 
congestion, which results from trafc levels that var from minute to minute. We have long had an "excessive use" 
limit in our Acceptable Use Policy but have been criticized for failng to specify what is considered to be 
"excessive." The new cap provides clarity to customers regarding the specific monthly consumption limit per 
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject 
to having his or her Internet service account terminated for one year. 
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We have made considerable progress in recent months in formulating our plans for this 

new approach, adjusting them, and subjecting them to real-world trials. Market trials in 

Chambersburg, P A; Warrenton, VA; Lake City, FL; East Orange, FL; and Colorado Springs, CO 

have enabled us to validate the utilty of 
 the general approach and collect substantial trial data to 

test multiple variations and alternative formulations. 

Comcast appreciates the Order's recognition that Comcast "may not have finalized the 

details of the network management practices that it intends to deploy following tennination of its 

. current practices" by the date of 
 this report,4 but our progress to date is sufficient that we do not 

need to make the certification contemplated by the Order or postpone disclosing the details of 

our current plans. Certainly some additional adjustments -- and possibly material changes -- wil 

be made as we continue our trials and move forward with implementation. Thus, consistent with 

the spirit of 
 the l-anguage quoted above, Comcast commits that, until we have completed our 

transition tothe protocol-agnostic congestion management practices described below, we wil 

inform the Commission and the public of any material changes to the practices and plans detailed 

here, at least two weeks prior to implementation of any such changes.5 

II. IMPLEMENTATION AN CONFIGURTION
 

To understand exactly how these new congestion management practices wil work, it wil 

be helpful to have a general understanding of 
 how Comcast's HSI network is designed. 

Comcasts HSl network is what is commonly referred to as a hybrid fiber-coax network, with 

coaxial cable connecting each subscriber's cable modem to an Optical Node, and fiber optic 

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination 

Order ~ 55 n.246. 

We recognize that clear communication with our customers is an important part of a successful 
 long-term
relationship. On an ongoing basis, we wil provide our customers with clear, concise, and useful information about 
the services that we provide. 
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System ("CMTS"), which is also known as a "data node.',6 The CMTSes are then connected to 

higher-level routers, which in turn are connected to Comcasts Internet backbone facilties. 

Today, Comcast has approximately 3300 CMTSes deployed throughout our network, serving our 

14.4 milion HSI subscribers. 

Each CMTS has multiple "ports" that handle traffc coming into and leaving the CMTS. 

In particular, each cable modem deployed on the Com cast HSI network is connected to the 

CMTS through the ports on the CMTS. These ports can be either "downstream" ports or 

"upstream" ports, depending on whether they send information to cable modems (downstream) 

or receive information from cable modems (upstream) attached to the port.7 Today, on average, 

about 275 cable modems share the same downstream port and about 100 cable modems share the 

same upstream port. Both types of ports can experience congestion that could degrade the 

broadband experience of our subscribers and, unlike with the previous congestion management 

practices, both upstream and downstream traffc will be subject to management under these new 

practices. 

To implement Comcasts new protocol-agnostic congestion management practices, 

Comcast will purchase new hardware and softare that wil be deployed near the Regional 

Network Routers ("RNRs") that are further upstream in Comcast's network. This new hardware 

will consist oflnternet Protocol Detail Record ("IPDR") servers, Congestion Management 

servers, and PacketCable Multimedia ("PCMM") servers. Further details about each of 
 these 

pieces of equipment can be found below, in Section II. It is important to note here, however, 

The reader may find it useful to refer to the attached glossary for additional explanation of 
 unfamilar 
terms. 

The term "port" as used here generally contemplates single channels on a CMTS, but these statements will 
apply to virtual channels, also known as "bonded groups," in a DOCSIS 3.0 environment. 
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that, even though the physical location of 
 these servers is at the RNR, the servers wil 

communicate w~th -- and manage individually -- multiple ports on multiple CMTSes to 

effectuate the practices described in this document. That is to say, bandwidth usage on one 

CMTS port wil have no effect on whether the congestion management practices described 

herein are applied to a subscriber on a different CMTS port. 

The following diagram provides a simplified graphical depiction of the network 

architecture just described: 

Simplifi~ Nelwori Di.igram Showing Hlgh-lev(ll C(lnic:~sf NUl'ork and Servers Reh)vvnt to 1hO New' Pmclices 
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Each Comcast HSI subscriber's cable modem has a "bootfie" that contains certain pieces 

of information about the subscriber's i;ervice to ensure that the service functions properly.s For 

example, the bootfie contains information about the maximum speed (what we refer to in this 

document as the "provisioned bandwidth") that a particular modem can achieve based on the tier 

(personal, commercial, etc.) the customer has purchased. Bootfles are generally reset from time 

account for changes in the network and other updates, and this is usually done through 

a command sent from the network and without any effect on the subscriber. In preparation for 

the transition to the new practices, Comcast wil send new bootfles to our HSI customers' cable 

modems that wil create two Quality of Service ("QoS") levels for Internet traffc going to and 

from the cable modem: (l) "Priority Best-Effort" traffc ("PBE"); and (2) "Best-Effort" traffc 

to time to 


("BE"). As with previous changes to cable modem bootfies, the replacement of the old bootfie 

with the new bootfie requires no active participation by' Com cast customers.9 

Thereafter, all traffc going to or coming from cable modems on the Comcast HSI 

network will be designated as either PBE or BE. PBE wil be the default status for all Internet 

traffic coming from or going to a particular cable modem. Traffc wil be designated BE for a 

particular cable modem only when both of two conditions are met: 

· First, the usage level of a particular upstream or downstream port of a CMTS, as 
measured over a particular period of time, must be nearing 
 the point where congestion 
could degrade users' experience. We refer to this as the "Near Congestion State" and, 
based on the technical trials we have conducted, we have established a threshold, 
described in more detail below, for when a paricular CMTSport enters that state. 

No personal information is included in the bODtfie; it only includes information about the service that the 
subscriber has purchased. 

A very small percentage ofComcasts HSI customers use first-generation cable modems that cannot 
support the new congestion management practices. These cable modems wil not receive the new bootfiles and, 
after December 3 i, 2008, those cable modems will not be subject to congestion management and all their traffc 
effectively wil be designated PRE. These older cable modems have less capabilty to utilize significant amounts of 
bandwidth and wil, in any event, be replaced over time. . 
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· Second, a particular subscriber must be making a significant contribution to the 
bandwidth usage on the particular port, as measured over a particular period of time. 
We refer to this as the "Extended High Consumption State" and, based on the 
technical trials we have conducted, we have established a threshold, described in 
more detail below, for when 
 a particular user enters that state.
 

When, and only when, both conditions are met, a user's upstream or downstream traffic
 

port is in the Near Congestion State) wil be designated as BE. 

Then, to the extent that actual congestion occurs, any delay resulting from the congestion wil 

affect BE traffc before it affects PBE traffic. 

We now explain the foregoing in greater detaiL. 

(depending on which type of 


A. Thresholds For Determining When a CMTS Port Is in a Near Congestion 
State 

For a CMTS port to enter the Near Congestion State, traffc flowing to or from that 

CMTS port must exceed a specified level (the "Port Utilzation Threshold") for a specific period 

of time (the "Port Utilization Duration"). The Poit Utilzation Threshold on a CMTS port is 

measured as a percentage of 
 the total aggregate upstream or downstream bandwidth for the 

particular port during the relevant timeframe. The Port Utilzation Duration on the CMTS is 

measured in minutes. 

Values for each of the thresholds to be used as part of 
 this new management technique 

have been tentatively established after an extensive process of lab tests, simulations, technical 

trials, vendor evaluations, customer feedback, and a third-party consulting analysis. In the same 

way that specific anti-spam "o other network management practices are adjusted to address new 

issues that arise, it is a near certainty that these values will change in both the short-term and the 

long-term, as Comcast gathers more data and performs additional analysis resulting from wide­

scale deployment ofthe new technique. Moreover, as with any large network or softare
 

system, software bugs and/or unexpected errors may arise, requiring softare patches or other
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corrective actions. As always, our decisions on these matters will be driven by the marketplace 

imperative that we deliver the best possible experience to our HSI subscribers. 

Given our experience so far, we have determined that a starting point for the upstream 

Port Utilzation Threshold should be 70 percent and the downstream Port Utilzation Threshold 

should be 80 percent. For the Port Utilzation Duration, we have determined that the starting 

point should be approximately 15 minutes (although some technical limitations in some newer 

CMTSes deployed 
 on Comcast's network may make this time period vary slightly). Thus, over 

any 15-minute period, ifan average of 
 more than 70 percent ofa port's upstream bandwidth 

capacity or more than 80 percent of a port's downstream bandwidth capacity is utilized, that port 

wil be determined to be in a Near Congestion State. 

Based on the trials to date, we expect that a typical CMTS port on our HSI network wil 

be in a Near Congestion State only for relatively small portions of 
 the day, if at all, though there 

is no way to forecast what wil be the busiest time on a particular port on a particular day. 

Moreover, the trial data indicate that, even when a particular port is in a Near Congestion State, 

the instances where the network actually becomes congested during the Port Utilzation Duration 

are few, and managed users whose traffc is delayed during those congested periods perceive 

little, if any, effect, as discussed below. 

B. Thresholds For Determining When a User Is in an Extended High
 

Consumption State and for Release from that Classification 

Once a particular CMTS port is in a Near Congestion State, the softare examines 

whether any cable modems are consuming bandwidth disproportionately. io For a user to enter an 

Although each cable modem is typically assigned to a particular household, the softare does not (and 
cannot) actually identifY individual users or analyze particular users' traffc. For purposes ofthis report we use 
"cable modem," "user," and "subscriber" interchangeably to mean a subscriber account or user account and not an 
individual person. 

8 

10 



Extended High Consumption State, he or she must consume greater than a certain percentage of 

his or her provisioned upstream or downstream bandwidth (the "User Consumption Threshold") 

for a specific length of 
 time (the "User Consumption Duration"). The User Consumption 

Threshold is measured as a user's consumption of a particular percentage of his or her total 

provisioned upstream or downstream bandwidth (the maximum speed that a particular modem 

can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., if a 

user buys a service with speeds of 8 Mbps downstream and i Mbps upstream, then his or her 

provisioned downstream speed is 8 Mbps and provisioned upstream speed is 1 Mbps).11 The 

User Consumption Duration is measured in minutes. 

Following lab tests, simulations, technical trials, customer feedback, vendor evaluations, 

and a third-party consulting analysis, we have determined that the appropriate starting point for 

the User Consumption Threshold is 70 percent of a subscriber's provisioned upstream or 

downstream bandwidth, and that the appropriate starting point for the User Consumption 

Duration is i 5 minutes. That is, when a subscriber uses an average of 70 percent or more of his 

or her provisioned upstream or downstream bandwidth over a particular I5-minute period, that 

user wil be in an Extended High Consumption State.12 As noted above, these values are subject 

to change as necessary in the same way that specific anti-spam or other network management 

practices are adjusted to address new issues that arise, or should unexpected softare bugs or 

other problems arise. 

11 
Because the User Consumption Threshold is a percentage of provisioned bandwidth for.a particular user 

account, and not a static value, users of higher speed tiers will have correspondingly higher User Consumption 
Thresholds. 

12 The User Consumption Thresholds have been set suffciently high that using the HSI connection for VoIP 
or most streaming video cannot alone cause subscribers to our standard-level HSI service to exceed the User 
Consumption Threshold. For example, while Comcasts standard-level HSI service provisions downstream 
bandwidth at 6 Mbps, today, streaming video (even some HD video) from Hulu uses less than 25 Mbps, a Vonage 
or Skype VoIP call uses less than 131 Kbps, and streaming music uses less than 128 Kbps. 
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Based on data collected from the trial markets where the new management practices are 

being tested, on average less than one-third of one percent of subscribers have had their traffc
 

priority status changed to the BE state on any given day. For example, in Colorado Springs, CO, 

the largest test 
 market, on any given day in August 2008, an average of22 users out of6,016
 

total subscribers in the trial had their traffc priority status changed to BE at some point during
 

the day. 

A user's traffic is released from a BE state when the user's bandwidth consumption drops 

below 50 percent of 
 his or her provisioned upstream or downstream bandwidth for a period of 

approximately i 5 minutes. These release criteria are intended to minimize (and hopefully 

prevent) user QoS oscillation, i.e., a situation in which a particular user could cycle repeatedly 

between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis 

and recommendations regarding Comcast's trials and related congestion management work, 

suggested this approach, which has worked well in our ongoing trials and lab testing.13 In trials, 

we have observed that user traffic rarely remains in a managed state longer than the initial 15­

minute period. 

Simply put, there are four steps to detennining whether the traffc associated with a 

particular cable modem is designated as PBE or BE: 

1. Determine if 
 the CMTS port is in a Near Congestion State. 

2. If 
 yes, determine whether any users are in an Extended High Consumption State. 

3. If yes, change those users' traffic to BE from PBE. If 
 the answer at either step one or 
step two is no, no action is taken. 

IJ NetForecast, Inc. is an internationally recognized engineering consulting company that, among other 
things, advises network operators and technology vendors about technology issues and how to improve the 
performance of a network. 
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4. If a user's traffc has been designated BE, check user consumption at next interval. If 
user consumption has declined below predetermined threshold, reassign the user's' 
traffc as PBE. If not, recheck at next intervaL. 

The following diagram graphically depicts how this management process would work in the case 

of a situation where upstream port utilzation may be reaching a Near Congestion State (the same 

diagram, with different values in the appropriate places, could be used to depict the management 

process for downstream ports, as well): 

Analysis & Decision-Making Flow Using an Example of an Upslream Port That May Be Approaching Congestion 

CMTS¡n
 
Cog~tfon "Near Cong~on
Chek CMTS .MRnagenent SiBle" THEN

UlIlIiò:xm -­Proc'iS8 COIJ(J81iol1 may
(JêfJr.s . 

1lEN 

!'o Aaigi .rll1\n N 

YES 

l 
Cliall~ User's 

THEN. AT NEXT Clnge Osr'sUp,I""'' . +-YE ANALYSIS POINT Upsream TraffcTrffic Eltk 
fro PBE 10 BE
l-"M",i 1
10 PBE from BE 

NO~ 
Diagram 2: Upstream Congestion Management Decision Flowchart 

C. Effeet of BE Quality Of Service on Users' Broadband Experience
 

When a CMTSport is in a Near Congested State and a cable modem connected to that 

port is in an Extended High Consumption State, that cable modem's traffic wil be designated as 

i i 



BE. Depending upon the level of congestion in the CMTS port, this designation mayor may not 

result in the user's traffic being delayed or, in extreme cases, dropped before PBE traffc is 

dropped.14 This is because of 
 the way that the CMTS handles traffc. Specifically, CMTS ports 

have what is commonly called a "scheduler" that puts all the packets coming from or going to 

cable modems on that particular port in a queue and then handles them in turn. A certin number 

of packets can be processed by the scheduler in any given moment; for each time slot, PBE 

traffic wil be given priority access to the available capacity, and BE traffc wil be processed on 

a space-available basis. 

A rough analogy would be to busses that empty and fill up at incredibly fast speeds. As 

empty busses arrive at the figurative "bus stop" -- every two miliseconds in this case -- they fill 

up with as many packets as are waiting for "seats" on the bus, to the limits of the bus' capacity.
 

During non-congested periods, the bus will usually have several empty seats, but, during 

congested periods, the bus wil fill up and packets wil have to wait for the next bus. It is in the 

congested periods that BE packets will be affected. Ifthere is no congestion, packets from a user 

in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on 

the other hand, there is congestion in a particular instance, the bus may become filled by packets 

in a PBE state before any BE pack.ets can get on. In that situation, the BE packets would have to 

wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two­

milisecond increments, so even ifthe packets miss 50 "busses," the delay only wil be about 

one-tenth of a second. 

Congestion can occur in any IP network, and, when it does, packets can be delayed or dropped. As a result, 
applications and protocols have been designed to deal with this reality. Our new congestion management practices 
wil ensure that, in those rare cases where packets may be dropped, BE packets wil be dropped before PBE packets 
are dropped. 
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During times of actual network congestion, when BE traffc might be delayed, there are a 

variety of effects that could be experienced by a user whose traffc is delayed, depending upon 

what applications he or she is using. Typically, a user whose traffc is in a BE state during actual 

congestion may find that a web 
 page loads sluggishly, a peer-to-peer upload takes somewhat 

longer to complete, or a VoIP call sounds choppy. Of course, the same thing could happen to the 

customers on a port that is congested in the absence of any congestion management; the 

difference here is that the effects of any such delays are shifted toward those who have been 

placing the greatest burden on the network, instead of 
 being distributed randomly among the
 

users of that port without regard to their consumption levels.
 

NetForecast, Inc. explored the potential risk of a worst-case scenario for users whose
 

traffic is in a BE state: the possibilty of "bandwidth starvation" in the theoretical case where
 

100 percent of 
 the CMTS bandwidth is taken up by PBE traffc for an extended period oftime. 

,¡. In th~ory, such a condition could mean that a given, user whose traffic is designated BE would be 

unable to effectuate an upload or download (as 'noted above, both are managed separately) for 

some period of 
 time. However, when these management techniques were tested, first in 

company testbeds and then in our real-world trials conducted in the five markets, such a 

theoretical condition did not occur. Tn addition, trial results demonstrated that these management 

practices have very modest real-world impacts. To date, Comcast has yet to receive a single 

customer complaint in any 
 of the trial markets that can be traced to the new congestion
 

management practices, despite having broadly publicized its trials.
 

Com cast will continue to monitor how user traffc is affected by these new congestion 

management techniques and wil make the adjustments necessary to ensure that all Comcast HSI 

customers have a high-quality Internet experience. 
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III. EQUIPMENT/SOFTWARE USED AND LOCATION
 

The above-mentioned functions wil be carried out using three different types of 

application servers, supplied by three different vendors. As mentioned above, these servers wil 

be installed near Comcasts regional network routers. The exact locations of various servers
 

have not been finalized, but this wil not change the fact that they wil manage individual CMTS 

ports. 

The first application server wil be an IPDR server, which wil collect relevant cable 

modem volume usage information from the CMTS, such as how many aggregate upstream or 

downstream bytes a subscriber uses over a particular period of 
 time. J5 Com'cast has not yet 

chosen a vendor for the IPDR servers, but is in active negotiations with several vendors. 

The second application server is the Sandvine Congestion Management Fairshare 

("CMF") server, which wil use Simple Network Management Protocol ("SNMP") to measure 

CMTS port utilization and detect when a port is in a Near Congestion State. When this happens, 

the CMF server will then query the relevant IPDR data for a list of cable modems meeting the 

criteria set forth above for being in an Extended High Consumption State. 

If one or more users meet the criteria to be managed, then the CMF server wil notify a 

third application server, the PCl\ application server developed by Camiant Technologies, as to 

which users have been in an Extended High Consumption State and whose traffc should be 

treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffc 

for specific cable modems with a BE QoS, and for tracking and managing the state of such 

CMTS actions. If no users meet the criteria to be managed. no users wil have their traffc 

managed 

IPDR has been adopted as a standard by many industr organizations and initiatives, such as CableLabs, 
A TIS, ITU, and 3GPP, among others. 
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The following diagram graphically depicts the high-level management flows among the 

congestion management components on Comcasts network, as described above: 

Simplified Diagram Sllowing H;i¡h-Level Management Flows Relevant to the New Practices 
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Diagram 3: High Level Management Flows 

iv. CONCLUSION
 

Comcasts transition to protocol-agnostic congestion management is already underway, 

and Comcast is on schedule to meet the benchmarks set forth in Attachment C in order to 

complete the transition by December 31, 2008. As described above, the new approach wil not 

manage congestion by focusing on managing the use of specific protocols. Nor wil this 

approach use "reset packets." Rather, the new approach wil (1) during periods when a CMTS 

port is in a Near Congestion State, (2) identify the subscribers on that port who have consumed a 
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disproportionate amount of bandwidth over the preceding 15 minutes, (3) lower the priority 

until those subscribers meet the release criteria, 

and (4) during periods of congestion, delay BE traffic before PBE traffc is delayed. Our trials 

indicate that these new practices will ensure a quality online experience for all of our HSI 

customers. 

status of those subscribers' traffc to BE status 
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Basie Glossary 

Cable Modem: 

A device located at the customer premise used to access the Comcast High Speed Internet (HSI) 
network. In some cases, the cable modem is owned by the customer, and in other cases it is 
owned by the cable operator. This device has an interface (Le., someplace to plug in a cable) for 
connecting the coaxial cable provided 
 by the cable company to the modem, as well as one or 
more interfaces for connecting the modem to a customer's PC or home gateway device (e.g., 
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the abilty to 
access the Internet, is integrated into a home gateway device or embedded multimedia terminal 
adapter (eMT A). 
 Once connected, the cable modem links the customer to the HSI network and 
ultimately the broader Internet. 

Cable Modem Termination System (CMTS): 

A piece of 
 hardware located in a cable operator's local network (generally in a "headend") that 
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple 
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and 
interfaces on the other connecting to Optical Nodes and then customers. 

Cable Modem Termination System Port: 

A CMTS has both upstream and downstream network interfaces to serve the local access 
network, which we refer to as upstream or downstream ports. A port generally serves a 
neighborhood of hundreds of homes. 

Channel Bonding:
 

A technique for combining multiple downstream and/or upstream channels to increase 
customers' download and/or upload speeds, respectively. 
 Multiple channels from the HFC 
network can be bonded into a single virtual port (called a bonded group), which acts as a large 
single channel or port to provide increased speeds for customers. Channel bonding is a feature 
of Data Over Cable Service Interface Specification (DOCSIS) version 3. 

Coaxial Cable (Coax):
 

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such 
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes­
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used 
for different purposes. Different types of coaxial cable are used for different purposes on the 
network. 

Comeast High Speed Internet (HSI): 

A service/product offered by Com 
 cast for delivering Internet service over a broadband 
connection. 

Customer Premise Equipment (CPE): 

Any device that re.sides at the customer's residence. 



Data Over Cable Service Interface Specifcation (DOCSIS): 

A reference standard that specifies how components on cable networks need to be built to enable 
HSI service overan HFC network. These standards define the specifications for the cable 
modem and the CMTS such that any DOCSIS certified cable modem wil work on any DOCSIS 
certified CMTS independent of 
 the selected vendor. The interoperabilty of cable modems and 
cable modem termination systems allows customers to purchase a DOCSIS certified modem 
from a retail outlet and use it on their cable-networked home. These standards are available to 
the public at the CableLabs website, at http://www.cablelabs.col1. 

Downstream: 

Description of the direction in which a signal travels. Downstream traffic occurs when users are 
downloading something from the Internet, such as watching a Y ouTube video, reading web 
pages, or downloading software updates. 

Headend: 

A cable facility responsible for receiving TV signals for distribution over the HFC network to the 
end customers. This facilty typically also houses the cable modem termination systems. . This is 
sometimes also called a "hub." 

Hybrid Fiber Coax (IFC): 

Network architecture used primarily by cable companies, comprising of 
 fiber optic and coaxial 
cables that deliver Voice, Video, and Internet services to customers./ 

Internet Protocol (IP): 

Set of standards for sending data across a packet switched netWork like the Internet. In the Open 
System Interconnection Basic Reference Model (OSI) model, IP operates in the "Network 
Layer" or "Layer 3." The HSI product utilzes IP to provide Internet access to customers. 

Internet Protocol Detail Record (IPDR): 

Standardized technology for monitoring subscribers' upstream and downstream Internet usage 
data based on their cable modem. The data is collected from the CMTS and sent to a server for 
further processing. Additional information is available at: http://www.ipdr.org. 

Optical Node: 

A component of 
 the HFC network generally located in customers' local neighborhoods that. is 
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be 
sent over coaxial cable to customers' cable modems, or vice versa. A fiber optic cable connects 
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical 
Node to customers' cable modems. 

Open System Intereonnection Basic Reference Model (OSI Model): 

A framework for defining various aspects of a communications network in a layered approach. 
Each layer is a collection of conceptually similar functions that provide services to the layer 
above it, and receive services from the layer below it. The seven layers of the OSI model are 
listed below: 
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Layer 7 - Application
 

Layer 6 - Presentation 
Layer 5 - Session
 

Layer 4 - Transport 
Layer 3 - Network
 
Layer 2 - Data Link
 
Layer 1 - Physical
 

Port: 

A port is a physical interface on a device used to connect cables in order to connect with other 
devices for transferring information/data. An example of a physical port is a CMTS port. Prior 
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving 
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the 
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port. 

Provisioned Bandwidth: 

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a 
customer. For example, a customer with a 16 Mbps/2 Mbps (DownlUp) speed tier would be said 
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth. 

Quality of Service (QoS): 

Set oftechniques to manage network resources to ensure a level of 
 performance to specific data 
flows. One method for providing QoS to a network is by differentiating the type of traffc by
 

class or flow and assigning priorities to each type. When the network becomes congested, the 
data packets that are marked as having higher priority will have higher likelihood of getting 
serviced. 

Transmission Control Protocol (TCP): 

Set of standard rules for reliably communicating data between programs operating on computers. 
TCP operates in the "Transport Layer" or "Layer 4" of the OSI model and deals with the ordered 
delivery of data to specific programs. Ifwe compare the data communication network to the US 
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the 
Postal Address of 
 the recipient where the 'fep Layer would be the A TTN field or the person that 
is to receive the maiL. Once the receiving program receives the data, an acknowledgement is 
returned to the sending program. 

Upstream: 

Description of the direction in which a signal travels. Upstream traffic occurs when users are 
uploading something to the network, such as sending email, sharing P2P fies, or uploading 
photos to a digital photo website. 
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COMCAST CORPORATION 
NETWORK MANAGEMENT TRANSITION COMPLIACE PLAN
 

1. New Network Management Practiees. Com 
 cast is preparing to transition to new, protocol­
agnostic practices for managing congestion on our High-Speed Internet ("HSI") network 
("congestion management"). We wil complete that transition across our HSI network by 
December 31, 2008. We provide more details about these new practices, and detailed 
information about some of 
 the hardware and softare referenced in this document, in 
Attachment B. 

2. Trials. Comcast is currently perfonning technical trials ofthe new congestion management 
practices in the following communities: Chambersburg, P A; Warrenton, VA; Lake City, FL; 
East Orange, FL; and Colorado Springs, CO. IfComcast management deems it necessary to 
conduct additional trials, they wil be announced on Comcasts Network Management Policy 
page, located at http://www.comcasLnet/networkmanàgement/. 

3. Benchmarks. Comcast expects to meet the following benchmarks in our transition to the 
new protocol-agnostic congestion management practices: 

. a. October 15,2008. Comcast wil have completed installation of the PacketCable 
Multimedia and Internet Protocol Detail Record servers, and wil have begun 
installation of 
 the Congestion Management Fairshare servers. These servers, and 
other hardware used for the new congestion management practices, are described in 
detail in Attachment B. 

b. November 15, 2008. Comcast will have begun commercial (i.e., not trial) "cut­
overs" to the new congestion management practices on a market-by-market basis. 
Once the equipment is in place in a particular area, this involves Comcast installng a 
softare update to our customers' cable modems in that area, launching the softare 
for the new protocol-agnostic congestion management practices in that area, and 
disabling the current congestion management techniques in that area. 

c. December 31, 2008. Comcast will have completed the deployment of 
 all hardware 
and softare needed to implement our new congestion management practices, and 
will have completed the "cut-overs" to the new, protocol-agnostic 
 congestion 
management practices. We wil also have discontinued the protocol-specific 
congestion management practices throughout our network. 

d. January 5,2009. Com 
 cast will report to the FCC that we have discontinued our 
protocol-specific congestion management practices throughout our network, and that 
we have completed transitioning to the new congestion management practices. 

4. Information Sharing. Cumcast wil take the following steps to provide timely information 
to our customers about the transition to our new congestion management practices. We 
intend for our disclosures to be clear, concise, and useful to the average consumer. 



a. Congestion Management Trials. Comcast already provides information about the 
trials of our new congestion management practices on our Network Management 
Policy page. Information about any additional trials wil be posted there. 

b. Revision of Acceptable Use Policy. Comcast wil take the following two steps with 
regard to revising our Acceptable Use Policy ("A 
 UP"). 

l. Comcast wil revise our AUP to explain that our network congestion 
management practices may include temporarily lowering the priority of traffc 
for users who are the top contributors to current network congestion. This 
new AUP wil be published on October 1, 2008. 

ii. By January 1,2009, Comcast wil publish an amended AUP to reflect the 
discontinuation of 
 the current protocol-specific congestion management 
practices, as well as any other necessary and appropriate 
 updates. 

c. Customer Disclosures. Comcast wil take the following steps to inform our 
customers of the new congestion management practices. 

i. Attachment B, detailng Comcasts planned network management practices, as 
, fied with the Commission on September 19, 2008, wil be posted by midnight 

on that date to Comcasts Network Management Policy web page. 

ii. Comcast wil, by midnight on September 19, 2008, provide new Frequently
 

Asked Questions that explain these developments clearly, and wil continue to 
post on our Network Management Policy web page 
 updated information about 
the new congestion management practices. 

iii. At least two weeks prior to the first commercial (i.e., not trial) deployment of 
the new congestion management practices, Comcast wil send e-mail 
notifications to the primary Comcast.net e-mail address associated with each 
customer regarding the new congestion management practices, informing 
them ofthe AUP revisions, and directing them to Comcasts Network 
Management Policy page for F AQs and other information. These 
developments wil be further publicized through announcements at 
http://www.comcast.net. 

d. Customer Support. Com 
 cast wil also answer customer questions on our Customer 
Support Forums page, located at http://forums.comcast.net/, which is available to all 
Comcast HSI customers. A link from the Network Management Policy page to the 
Customer Support Forums wil also be provided. 

5. Management Responsibilty. The transition to these new practices and the discontinuation 
of the old practices is a high-priority effort. The project is being led and overseen at a senior 
executive leveL. The actual engineering and operations work is ajoint project of the Offce 
of the Chief Technology Offcer and National Engineering & Technical Operations. In 
addition, regular customer communications and messaging are overseen by the company's 
Online Services business unit representatives. 
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6. Employee Training. Educational materials about the new protocol-agnostic practices are 
being developed for br9ad distribution throughout the relevant business units in Com cast. 
All affected employees in those business units wil receive appropriate training about 
Comcasts transition to the new protocol-agnostic congestion management practices. 
Detailed technical customer inquiries about the new practices wil be directed to the 
representatives in the Online Services business unit who wil be trained to deal with such 
questions. 

7. FCC Notification of Material Changes. Comcast wil make supplementary fiings with the 
Commission as necessary to keep the FCC (and the public) informed of 
 any material changes 
in our plans before the transition to protocol-agnostic congestion management is completed 
at year-end. 
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Corneas! Coporatìon(somcast 2001 Pennsylvania Ave., NW 
Suite 500 
Washington. DC 20006 
202.379.7100 Tot 
202.466.778 Fax
 

wv'W.comc8st.com 

January 5, 2009 

VIA ECFS 

Ms. Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 iih Street, S.W.
 

Washington, D.C. 20554 

Free Press and Public KnowledgeRe: In the Matter of Formal Complaint of 


Against Com 
 cast Corporation for Secretly Degrading Peer-to-Peer 
Applications, File No. EB-08-IH-1518 

In the Matter of Broadband Industry Practiees; Petition of Free Press et aI. 
for Declaratory Ruling That Degrading an Internet Application Violates the 
FCC's Internet Policy Statement and Does Not Meet an Exception for 
"Reasonable Network Management," we Doeket No. 07-52 

Dear Ms. Dortch: 

In accordance with the Compliance Plan filed by Comcast on September 19,2008,1 and 
consistent with the voluntary agreement that Comcast announced on March 27, 2008,2 Comcast 
hereby notifies the Commission that, as of 
 December 31,2008, Comcast has ceased employing 
the congestion manasement practices described in Attachment A ofComcasts filing of 
September 19, 2008. We have published a revised Acceptable Use Policy 

(http://ww\.....comcast.net/terms/useL) and updated our Network Management web page 
these practices. 

We also hereby notifY the Commission that we have instituted the congestion management 
(http://www.comcast.net/networkl1anagement) to reflect the discontinuation of 


practices described in Attachment B of our September i 9th filing throughout our high-speed 
Internet network.4 Consistent with our letter of September 19th, Comcast wil continue to refine 
and optimize these congestion management practices to deliver the best possible broadband 

See Ex Parte Letter of Kathryn A. Zachem, Com east Corp., to Marlene H. Dortch, Secretary, FCC, WC 
Docket No. 07-52, File No. EB-OS-IH- isis, at 2 & Attachment C, at i (Sept. 19, 200S) ("Comcast Disclosures"). 

See Ex Parte Letter of David L. Cohen, Comcast Corp., to Chairman Kevin J. Martin et al., FCC, WC 
Docket No. 07-52 (Mar. 27, 2008). 

See Comcast Disclosures, Attachment A. 

See id Attachment B.
 



Ms. Marlene Dortch 
January 5, 2009 
Page 2 of2 

experience for our customers, and we wil continue to provide our customers with clear, concise, 
and useful information about the services we provide. 

The Internet continues to be an engine for innovation and economic growth. We are 
proud to be a leader in bringing broadband Internet to consumers all over the country, serving 
some 14.7 millon broadband subscribers, and adding fuel to that engine. We wil continue to 
work hard to deliver a world-class service that gives all of our subscribers access to the content, 
applications, and services that they demand. 

Please contact me should you have any questions regarding this submission. 

Sincerely, 

/s/ Kathryn A. Zachem 
Kathryn A. Zachem 
Vice President, 

Regulatory and State Legislative Affairs 
Comcast Corporation 

cc: Chairman Kevin J. Martin 
Commissioner Michael 1. Copps 
Commissioner Jonathan S. Adelstein 
Commissioner Robert M. McDowell 
Daniel Gonzalez Kris Monteith 
Dana Shaffer Ian Dilner 
Scott Bergmann Scott Deutchman 
Nick Alexander 



Office of Chief Counsel January 7, 2009 

EXHIBIT H 



Comcast Help & Support - Frequently Asked Questions about Network Management Page i of3 

conicast.net x~: ! Isearch help &.suppor ..i".. 

Frequently Asked Questions about Network Management 
Comeast is committed to providing the best online expeienæ possible for all 01 its customers. The company uses 
reasonable network management praciæs that are consistent w~h industiy standards. Comeast maintains an Accptable 
Use Policy ("AUP") locaed at hiip:!/www.comC05l.noU,","lusel for its Comeast High-Speed Internet Serviæ customers. The 
AUP and these FAQs discuss why Comeast manages its network and how it may do so. 

The following Frequently Asked Questions are Intended to help clarify what Comeast means by network management. 

~'. does. Comci'sl manaoe its nety.JOrk? 

How does Corneas' manaae Its. network? 

Q.oea network m3naoemt!nt cllanae over time? 

How wil the new lechniaue wotk? 

Win the hichniw9 larClE:t P2P or o..ll0licaliofls or make du-cisioiis almut Ih~ content of my trafrc'l 

tiow doEls the new network manag.E!m~.m.lechnjalie ¡inonet mci and mv US!! of the Com(:3''St Hiah Sneed Internet $ervice,? 

How Oril"llJtQY~Ç.Qmç!!~4lpl!ct 10 u~e rhir. l~chnialle1 

çi.''tj.P.IlJ)iVt. OIC some "real wol1d" eXilR1riles of how Imil;h_l,í!1l9iHl!,llh..t_Çl_I)~imu.)tiOrl would be con5Îdllrcd too much? For examiilo how nunv 
m.9~r.!§ ï7..yld I have 10 download to be, affected bv this (WOW teC!lmÌ9\l(:.7. 

tllL£iI.LÇHSlÇ.ID.PI~ know fhc-v nrQ br.ino manlltted? 

~~jfi-æ.Sl\lC ap.Ply. to both Comm~rcial and R~sidential servir:c-s? 

How itl!?-'!!!19.~.rer\t rclalcd tQ the rocer'l 250 GB inonthlv.H.~agI~JhreshQld? 

ts COlnC21st Oioiul Voice affecwd bY this reehnklue? WhAt nboutother VQlDfoviders? 

Yihiit ahout Foncilsi.com Rf\d sLmamina video or video downloads? Wh:d wil haimen to ihem~ 

Does CIl!'ilSt block 1)(llr~lo~i3(!(!r t'P2P"¡ traffc or n1H:illcations Iìke BitTo.rr~~l)!tt)lla or others? 

Q9-~.!LÇ.pmc3St discrimlnnlt' anl'lnst oiir:icl!!:ir tvDes of online content? 

Why (JOBS. C;Omr.i1st manage it~ flctwQrk? 

Comeast manages its network with one goal: to deliver the best possible broadband Internet experience to aU of its 
customers. High-speed bandwidth and network resouræs are not unlimited. Managing the network is essential to promote 
the use and enjoyment of the Internel by all of our customers. We use reasonable network management practiæs that are 
consistent with industiy standards. We also tiy to use tools and technologies that are minimally intrusive. Just as the 
Internel continues to change and evolve, so too. wil our network management practices to address the challenges and 
threats on the Internet. 

All Internet service providers need to manage their networks and Comeast is no different. In fact, many of
them use the 
same or similar tools that Corneas! does. If we didn't manage our network, our customers would be subject to the negative 
effects of spam, viruses, secunty attacks. network congestion, and other risks and degradations of the servce. By engaging 
in reasonable and responsible network management, Comcast ean deliver the best possible broadband Internet experience 
to all of its cusomers. 

Comeast uses various tools and techniques to manage its network. deliver the Service. and ensure compliance with the 
Acceptable Use Policy and the Coreast Agreement for Residential Servces available at .
 
http://ww.comcast.neUterms/subscriber/. These tools and techniques are dynamic. like the network and its usage, and ean 
and do change frequently. For example. these network management activ~ies may include identifying spam and preventing 
its deliveiy to customer e-mail accunts, detecting malicious Internet traffc and preventing the distribution of viruses or 
other harmful code or content and using other tools and techniques that Comeast may be required to implement in order to 
meet its goal of delivering the best possible broadband Inlernet experienæ to all of its customers. 

Doas netwoiit mttniigt:men( eh3i\ge !,wer tim~? 

Yes. The Internet is highly dynamic. As the Internet and related technologies continue to evolve and advance. Comeasts 
network management tools will evolve and keep paæ so that we can deliver an excellent. reliable, and safe online 
experience to all of our customers. 

In March 2008. we announced that by the end ofthe year, Comeast would switch to a new network management technique 
for managing congestion on Comeasts High Speed Internet network. Effeciv December 31,2008, we have completed 
this transition, which is now part of our daily business operations for managing congestion on our network. (See more FAQs 
about that in this secion.) 
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How "/ill tile new tei;hnique 'livork? 

The new network congestion management practice works as follows: 

If a certain area of the network nears a stBte of cogestion, the tecnique will ensure that all customers have a fair share of 
. acss to the netwrk. It wil identify which customer accunts are using the greatest amounts of bandwidth and their 

Internet traffic wil be temporanly managed until the period of congestion passes. Customers wil stil be able to do anything 
they want to online. and many activities wil be unafected. but they could expenence things like: longer times to downlo 
or upload fies, surfng the Web may seem somewat slower, or playing games online may seem somewhat sluggish. 

The new tecnique does not manage congestion based on the online actvities, protocols or applictions a customer uses. 
rather it only focuses on the heaviest users in real time, so the penods of congestion could be very fleeting and sporadic. 

It is important to note that the effec of this technique is temporary and it has noth.ing to do with aggregate monthly data 
usage. Rather. it is dynamic and based on prevailing network conditions as well as very recent data usage. 

Wil the technique liU9l~l P2P ot' oUier nppliealions. or in:ke decisIons about 1he content of my tmffic? 

No. The new technique is 'protocol-agnostic.' which means that the system does not manage congestion based on the 
applications being used by customers. It is content neutral, so it does not depend on the type of content that is generating 
traffc congestion. SaId another way, customer trac is congestion-managed not based on their applications, but based on 
current network conditions and recent bytes transferred by users. 

How dos thei new ntllWQrk management technique impact nKJ and roy use of the Comcast High Speed Internet service? 

With this new technique, most customers will notice no change in their Internet expenence. The goal of congestion 
management is to Bnable all users to have acss to a fair share of the network at peak times, when congestion 
occasionally occurs. Congestion management focuses on the consumption activity of individual customer accounts that are 
using a disproportionate amount of bandwidth. As a result, and based on our technical tnals of this technique, we expect 
that the large majonty of customers wil not be afected by it. In Fact, based on consumer data collected from these tnals, we 
found that on average less than 1 % of our high-speed Internet customers are affected by the apprach. 

How oflcn'docs CQllcast CcX'f)oct lö use this technique? 

Based on market tnals conducted this summer, Comcast expects that select portions of the network wil be in a congested 
state only for relatively small portions of
the day. if at all. 

During these tnals, Comcast did not receive a single customer complaint that could be traced to this new congestion
 
management pracice. despite having publicized the tnals and notifying customers involved in the tnals via e-mail.
 

Comeast wil continue to monitor how user trafic is affected by these new congestion management tecniques and wil 
make the adjustments reasonably necessary to ensurethat our Corns! High-Speed Internet customers have a high­
quality online expenence. 

Can you give me SOfM "real, world"' øX:Jllples of now much bandwidth i:on$umpliQIl would be considered loo muc? For oxamplo, how many 
movies would I havo 10 download to be llteeted by this now technique? 

Since the technique is dynamic and works in realtime, the answer realiy depends on a number 01 faelors including overali 
usage, lime of day and the number of applications a customer might be running at the same tima. First, the local network 
must be approaching a congested state For our new technique to even look for traffic to manage. Assuming that is the ca, 
customers' accounts must exceed a certain percentage of their upstream or downstream (both currently set at 70%) 
bandwidth for longer than a certain penod of time. currently set at fifteen minutes. 

A significant amount of normalInternet usage by our customers does not last that long. For example. most downloads 
would have completed within that time, and the majpnty of streaming and downloading wil not excee the threshóld to be 
eligible For congestion management. And the majonty of longer-running applications. such as VolP, video conferencing. and 
streaming video content (including HD streaming on most sites) wil not exceed these thresholds either. 

The point of the technique is to deliver the best overali online expenence possible. The technique should help ensure that
 
all customers get their fair share of bandwidth resource to enjoy all that the Internet has to offer and that Includes surfng
 
the web, reading emails. downloading movies, watching streaming video, gaming or listening to music. .
 

How wil cLlstomors know they are being managed? 

We are exploring ways to create new tools that wili let customers know when the management is ocurring. 

We believe this sort of congestion notificaion should be an Internet standard and have been discussing this issue in 
technical boies like the Internet Engineering Task Force. We believe the use of Internet Standards for such a real-time
 
notification is important as applications developers can wnte for networks beyond the Comcasl netork, However we are
 
planning to deveiop a capabilty that may enable a customer to see if they were managed in the past, though this is nol yet
 
ready for testing.
 

Docs this technique apply to both Commcrcinl and Resl00ntiiil survlces? 

Yes 

How is this announr.oineiu related to tho recont 250 GB monthly US3Qt throehofd? 

The two are completely separate and distinct The new congeston management technique is based on real-time Internt 
activity. The goal is to avoid congestion on our network that is being caused by the heaviest users. The technique is 
different from the recnt announcement that 250 GB/month is the aggregate monthly usage threshold that defines 
excessive use. 
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Is CbtrC~st Digital Vuice Mt~ctcd by Ui:it; technique? What about olht-Of Vol? providers? 

Comcast Digrtal Voice is a separate facilties-based IP phone service that is not affeced by this technique. 

Comcasl customers who use VolP providers that rely on delivering calls over the public Intemet who are also using a 
disproportionate amount of bandwidth during a period when this network management teChnique goes into effect may 
experience a degradation of their call quality at times of network cogestion. It is important to note. however, that VolP 
callng in and of itself does not use a significant amount of bandwidth. Furthennore, our real-world testing of this technique 
did notIndicae any signifcant change in the quality of VolP calls. even for managed customer trafc during periods of 
cogestion. 

Whi't about F;incasf.cOtn and sti'eamlng .,ideo or videQ downloads? 1flhat will happen to îhero? 

During periods of congestion. any customers who are using a disproportionale amount of bandwidth -no mailer what type 
or content of the online activity (for axample. it does not mailer if the content is coming from a Comeast owned site like 
Faneast.com or not) - may be affected by this technique. 

Our teChnique also has no abilty to determine the applications or protocols being used or the content. sourca or 
destination. 

Does Comcast block peer40.pe£ir ("P2P") truffc or applications like BitTorrent, Gl\JtGlla. or others? 

No. Comeast does not block P2P traffc or applicaions i1ke BitTorrent, Gnutella. or others as part of its current netork 
congestion management technique. 

Does Cumcasf disclirniiiatL ngainGt pnrlicular types. of onlinv content? 

No. Comcast provides its customers with full access to all the content, services, and applications that the Internet has to 
offer. However, we are commilled to protecting customers from spam. phishing, and other unwanted or harmful online 
content and activiies. Comcas! uses industry standard tools and generally acæpted best practice and policies to help it 
meet this customer commitment. In cases where these tools and policies identify certain online content as harmful and 
unwanted, such as spam or phishing Web sites, this content is usually prevented from reaching customers. In other cases. 
these tools and policies m~y permit customers to identify certain content that is not clearly harmful or unwanted, such as 
bulk e-mails or Web sites wilh quesionable security ratings. and enable those customers to inspecthe content further if 
they want to do so. 

&i 
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COMCAST ACCEPTABLE USE POUCY FOR HIGH-SPEED INTERNET SERVICES
 

Contents 

!. l~nli,li¡i(.Ol lI~!H!!UtJ Aclii.:hi:,:r 

!L;!I;Ytol'IH (:t.-idlJcl ari~J l-:n.iI\Jf.tr. ~ ~r:e Siirvi.:t: 

UiW.9!li.~I:t1I;nil¡tll(ln,\n,"'O.ifd(~~ 
l'. ViDla!icln (;~tliii; Aocenl;ihll! i.im Polio)' 

V t:;)l)yrkihl af1djlli~ll r.~ßleri'Îllnl ¡~Ov.i.riahtl\cl R¡!(llhrf-niéIlIS 

Why Is Cocast providing thIs Policy to me? 

Comcasls goalis to provide ¡h: customers with the best residentlal cable Intemet service possible. In orde to help accomplish Chis, Cornas! ha adopted this Acceptable Use Policy (Uie "PoIICY1. Thb 

Policy ouUinea acceplable us of the Cornast Hi9li-Speed Inlernet .servce (the "Serice'. This Poley Is In addition to any restrlcdons contained Ìl the Com cast Agreement for Resldentlat Serves (the 
.Subscriber Agreemenn ayailable at 1i~'tç9mC!l~t,iiulQrmsl~lJti.~C!riborl. Th Frequently Asked Questions (-FAQs.) at htto:1/helJl.~ Ineludei eixplanatloll of how Coreasl 
Implements and applies may 0.1 the provisions contained in this Policy. All capitalized terms use In thi:; Policy that are not defined here have the meanings given 10 themln tie Subscriber AIJeement 

What obligations do I have under this Policy? 

AI Comeast Hjgh~Speed Inle'nel customer:; and aD others wh use the Servce (the .custome.- "usei" "you: or "youn must comiy With this Policy. Your failure to comply wilh this Policy could result in 

th suspension or Sermination of your Seiice account. If you do not agree to comply wi'" Ihis Policy. you must immediately stop an Use of the Servce and notify Corneast so tiiil it can close your 

accounl 

How WILL I knw whn Comcst changes this Policy and how do I report vioations of It? 

Comcast may revise this Policy from time to timeby posting a new version on the Web site at bnp~/www.cntnca!it n~U or any succe6sor URl(s) (the .Comcast.nel Web sile'). Comcast will use 
reasonable effort to make customers aware of any change~ to this Policy. which may include sending e-mail anl0uncemenb or posting Information on the Comciist.nel Web site, Reylsed versIons of 

Ihls PoTicy are effeçtive Immeciately upon posting, Accordingly, customer ofthØ Corneast HIgh-Speed Internet Service should read any Corneasl annOUrlementl they recive and regular1y viii( the 

Comcsl.net Web site and review this Policy to ensure that their ac:lIvities conform ,I) the most reicent version. You c:an send questons regarding this Poley to. and report vfolatlons of ftat.
 

lJllR~/lwww.&QÇl~l.nctltielp/£Q, To report a child exploitation incident Involving the Internal. go to hltD:lIsecurity'C9rnClst.netJoQt-h~lp~nort-i_securitv,thr&Dl:Q
 
~.¡~II1..i.I.Çp~qlllP.nm~.9æplß.
 

I. Prohibited Uses and Activities 

What uses and actIvities doe Comcast prohibit? 

In general. the Policy prohibits uses and activities involving thf! Servlçe that are ¡negal, Jnrringe the rights of others, 01 interfare Mth or diminish Ihe use and enjoyment of the Seice by olhet:. For 

eiiample. these prohibited uses and activi~es include, but are nntlimiled to, usipg the' Service. Customer Equipment. or the 'COmclst Equipment, eithr Indivduolly or In combInation with one Mother, to: 

Conduc:t and inronntlon restr1cllons 

. undrtke or accomplish any unlaul purpose. This I'cludes. bu is not limied to, posiing. storiig. transmling or d1ssomiiating lnformatki data 01 mBterlalwhlc Is libelous, obscene, unlaw1~ threatenIng or 
defamalory. or wlch fllrlnges the intellectal propert rights of iiny peison or enllly. orwlic in any way constitutes or encoUfages couct that would consitute a crminal offense. or othele vlolale any ioea 
stale. lederal 01 n~U.S. law, order. or regulatio~ 
poSit store. send. bansmt, or dissemiate any nforrrlion or materal whi:h a reasoable person could deem to b81f1awrl;
 
upload, post, publish, trnsmit reprodce, aeale d&rtie works of. or distrbule in any way hlronnaliin. softare or olher material obtaned though the SeMe or olhelse that Is plolected by c:pyrlght or

other proprietary right. wthotA oblaining any requited permssÎO ofthe owr:
 
tiansrl Ur50lcRed bulk or coercial messages CDim known as .spam;­
send veiy laige numbiiis of çopies of the same or sUbstantialy simlar messges. emty mess¡¡s, or messages Yih col¡in no subslantN content, or send very large mesag Of Iiu that disrupts D 
Server. accunt. bbg, nawsgroup. chat. orslmil serve; 
Iriliate, pGrpelual., Of In anyway par1K:pate in any pyrami or other illegal scheme; 
participate ii Ihe coeel'on 01 very lage numbel$ 01 e-mail addesses, lleen n2lmes. or othar identleis of oheis (wlhoul their prkir consent). a practic somelis known as spidring or haivsting, Ol 
partpate In the use of softare (including ~sp)le.. designed to faclilate this acMt 

. colect response, from imsolcled bull messages: 

. fafs, alief, Of mlne masage headers;
 

. falsify ,ererenees 10 Comæst Dr its network, by name or othe identifer, in messages:
 

. imersonate any person or enlily, engage in sender addiess faiSiftion, fDge anyoe else's dgilalor manual signature. or perm any other simiar frudulent aeMly (tor Ø)1lmp, .phishing"):
 

. violate tlK rubs, regulatis. teims of seivcs. Dr poicis appficabie to any netwik. SlMlr, coputer daabase. sorvîco. iiplicøtlnn, sysem, or Web $lIe that you llCCe$l or use;
 

Technical restrictions 

. eccess iiny olher peon's compUer or compuiiir system, network. softre. or datil Yiiithout his or her knoede and consent; bream lh secwily or lWolhor user or s)'tøm; or attmp to çircumvent lhe user 
alAhenlicticm or sClcwily of any host. network, or account This inclUdes, but is not lied 10, accssing data nol intended for yo, egging Ino or making use 01 a seiver Ol accoul\ you are not exanly 
aiAhorized to acess. or probing thii s&Crity of other hosts. netwks, 0I8ccunts wihout expess permission to do so; 

. use or disribute toos Dr deics designed or used for tompromising secit 01 whse use is otherse unaulhoried, IUdi as passwrd guessiig progams, decrs, password gatherers. ketroke logrs, 
analyeis. cracfdng tools. pael sniffers. encrytion circumvention devices, or Trojan Horse programs. Unauthoized po scanning is stic prohibited; 

. coy, dstribute. or subliçens any proprietary 50ftre provided v. connectio wiih the Seric by Comcst or any thrd part, except tht you may mae one copy of eam sofbre program for bac-uppurpoes only .


. distribe proglM1s that make unauthored c:anges to sofare (crack); 

. use or run dedcaled, stand-alo eqipment or SflS from lK Premies that plOVÎ netwik conlent or any other servces to anyone oulside or your Premises loal area netwk rPrem58s lA'l, also 
comoriy ielened 10 as publ se1Yes 01 servrs. Examples 01 prohbied equipmenl an servers include, but are no 6mled to, e-il, Web hostig, 0& sh8flng. and pro services and servrs; 
use or run progams from the Premises tht provdlt neMok coent Of any other sefVes to anone ouside or )Our Piases lA, exce for peBcnl an non-CO8fcial iesidenlêël use; 
servce. aber, molf. or tamper with the Cornas! EquipmentOf Servce or perm anyother person to dothe samewho is nol authorized by Comcast 

Network and uSllge reltrJclo1l 

. restrict. inhibil. at olieMÌse lnliiffiire wi the abili 01 any other person, regardless of ioenl, purptle or knowedge. to us.e or enjuy lhe Servce (alfcepi for toots for safety and seurlly fUnclios such as parenlal 
controls. ror example), incng, wihout Iimftation, posin or lransmitg any rifamalon or softare whch colans a worm. virus. or other harmful feature. or generating Ievels or traic suffclent to mpede 
others' abirily to use. sed. or refieve informatin; 
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. 'estri. Î"ibit. interere wlh, or olhele disrupt or ClUse a performi degDdio. regardless of iitent purposeor knowedge, 10 the Seiv or an Comcasl (or Camc$l suppDer) hosl serv. baclone 
nePNk. nod or se. 01 otherwse caU58 B performance degiadtion to an Comcsl (or Cocast supplier) laililes used 10 deli the Servce 

. resilihe SaMe or oiierve make availbl to anyo outse the P,el'as the abiliy 10 use the See (for eiample, through 'Hfi or othe mehos 01 net.kiig), in whole or n pa direcly or iiäiiec. 
Th Se is for peronel and nocwmeråal resiKltel use DIly and yi agree no to use lhe 5eìce for operati as an internel serce proWler or for ~y, busess entrprse or purpose (wllher Of no 
forproti); 
connect the Comcsl Equipnl to soy comer oiAside of your Premss,; 
iiler1e with canpuer netwrking or lecommicamns servce to any U58f, host Of netwrk. includng. wiut Imalion, derial of service 8lac, flg of a netwrk, 1Wrloaing a servce, imprope 
seizing and abusin operator preges, and attemts 10 -a~h. a hot and 

. acee$slg and usin Ll Se wlh iinyii other th a dyamic Inte1ne Protot riP") addrss tht adheres to the dymic hosl confiuration protoc rDHCP'). You may not cofigure th Seive or -i 
related equipment to acces 01 USB a stati: IP address or us ity p10t1 oter than OHCP unless)' are subfct So is Sef p!n that exres5l pels yo to do so. 

n. Customer Conduct and Features of Ute Serice 

Whåt obligations do I hae under thi Polic? 

In addition to bein responsble for you ow copllanc: with this Policy, you are a1s. resposible for any use or mise of the Service thitviolate thl, Policy, even Ifit was committed by II frnd, family 
member, or guest wl access to your Seric acçount. Thererore, you mustlah: steps to enslIe that other do not use yow acountlo gain unauthorzed llcc to the ServCl by, for exampe, sttly 
maintaining the confidentality of your Service logi iind password, to all ças"s, you are solely responsible (or the ~urt of any device you choDSe to connect to the Serce, biclucfng any data stored or 
shared on that devIce, COl1t recommends against enabling file or priter sharig unlesi you do so in str compliace v.lh all secu recommendation end features provided by ComCIllt and th 

manuriicfurer ofthe appJcab/ll file or printer sharing devlcii. Any files or devlçes you c:oose to make avalable ror shared access on a home lAN, for example, should be protectd ~th a strong
 
pisswd or as othere eproprate,
 

It Is also your responsibilty to secure the Customer Equipment and any other Premies equk)ment or programs not provided by Corncast thai connect to the Servce from exlemallheals 8uch a8 viruses, 

spam, bot nets, and othr methods of k1trusion. 

Ho does COmcast addre Inappropriate mntent and transmisions? 

Comcast reserves the right to refuse to tranmit Of post. and to remove 01 block, any information or ma1erials, in whole or in par thai it, in Ib sole discretion, deems to be in violati of Sections I or II of 

ttis Policy, or otherwse hsrmfuto. Comcasts network or customers USing Che Servce. regardlss ofwhelherthis malerial or its dissemination is unlawfl 80 long as it violates thl, Policy. Neither Comcasl 

nor any of Us affliates, ioppl;en., or agenls have any obDgation to monitor transmission!. or postings (including, but not Hmited 10, e-mall, fie tranifer, b1og, newsgroup, and Initant message lrsllmls6ions 

a!. well as rnatefials avabable on the PersonCl Web Pages and OnHne Storage features) made on the Service. However, Comeast and its affiates, suppliers, and agents have Che rig¡t to monilorthese 

lrilnsmissions and posligs from time to time ror violations of ths Polic and to disclose, block. or remove them In &Cordance with this Policy, the Subscribar Agreement, andappficable law. 

What requireents apply to elecroic mall? 

The Servce may not be used 10 communícate or dislrbute e-mail or other forms or communícations In violation of Section I or this Policy. Ai descrid below In Sectn II oftils Policy, Comeast uses 
reasonable network management tools and technIques to protect customeis frc:m receiving spem and from sending spam (often wìlhoul their knowedge over an infecled cO"luter). Comeasl', anti-apam 

approach is el(plained in the FAOs under the topic -wat is ComcalSt doing about spam?located at httD;lIhelp',t9~tentJfaa1W8t'¡s-ComcDst-dolnQ-aboUl-$bam, 

Comcast Is not responsible fordeleling or fo~ardin9 any e.mall senl to the wrong e-ma~ addres; by you or by someone else trying to send e-man to you. Comcast Is id.so nol responsible Icr forwrding 

e-mail sent to any account thaI has been suspended or IßrmTna1ed. This e-mail wil be ,.Iumed to the sender, Ignored, deleted, or stored temporDrly at Comcests sole discretion. In Iie event that 

Comcastbelleves In It sole discretion that any subscber name, account name, or e-mail address (collectvely,an "ienUfiCfj on the Servce may be used for, or Is being used fOJ. any misleading, 
tnudulent. or other Improper or iUega! purpose, Corneas' (i) reserves the right to block access to and prevent the use of any of these Identifiers and (ii may at any time require any customer 10 change his 

or her Id.entifier,ln addition, Cornea" may at any time reserve any identifiers on the Servce for Corncast's ow pwposes, In 1Ie event that a Servce accoiint Is terminated for any reason, aU e-mail
 

associated wih uiat account (and any secondary accounts) wil be permanenUy delete as well,
 

What requirement apply to Instnt, video, and audio message? 

EaCh uiier 15 responsible ror the contonts orhis or her lnslant, video, and audio messages and the consequences of any oflhese messages, Coniast assumes no responslbllly for the timeliness, mi­

delivery, deletion. or falure to clore these messages. In the eVent that a SeJice açounl is terminated for sny reason, all Instant, video, and audio messages associated wih that account (and any
 
secondary accounts) wil be permaenUv deleted as well.
 

What reuirement apply to peonal web pa and file storage 

Ai part of the Service, Comcasl provides access to personal Web pages and storage space through Ihè Personal Web Pages and Online Slorage teatures (collectiel, the .Personal Web Features").
 
You are solely responsible for any InfOimation that you or olhers publish or slore nn the Personal Web Features. You are also responsible ror ensuring that aU content mede available through the
 

Personal Web Features Is appropriate for the Yio may have access to it. For example, you must take appropriate precaution, to prevent mInor tom receiving or accessing Inappropriate cotent.
 

Comcast reserve, lb rit 10 remove, block. or refuse 10 posl or store any Intonnaüon or materlCls,ln whle or In part, that it In it sole discretion. deems to be In vilation of Secton I of this Pollcy, For
 
purposes or this Policy, "mlerial. reters to all forms of communicalions incluãl1g text graphk; (includíng photographs. iIustratlons. images. drawings, 
 logos), executable programs and scrpts. video
 
recOldings, and audio recordings. Comcast.may remove or block content containd on 'fur Personal Web Features and terminate your Personal Web Features andor your use of the St!rvice if we
 

determine that you have violated the terms of this Policy. 

LLI. Network Management and Limitations on Data Consumption 

Why doe Comeast manage It network?
 

Comcast manages its nelwork with one goal: to dewer the besl possible broadband Internet expêrience to all ofib cu;tomers. High.speed bandwdt" and network resources .re not unlimiled. Managing 

th network is es~enfial as Comcast works to promote the use lId enjoyment 01 the Inlernet by an of it custornJ5. The company uses reasonable netwrk maagement practces thai are consitent with 

indust standards, Comcasl trie fo use lods and technologies that are minimaly inusive and. in Its independent judgment guided by Industr experience, among th best in class, Of course, the 

company's networ1 management practices will change and evolve along wìth the uses of the Internet and the challenges and threats on the lntemet. 

The need to engage In network management Is not limited to Comcast In fact all large Intemet serv providers mllnage their network, Many of tlem use the same or simler tools that Comcas1 does, 

ir tte coltanV didn't maniige Its ritwork, its customers would be suject 10 the negatie effects or spam, vises, secuty attacks, netwk cong_lion, and other risks and degradations ot service. By 

engaging in 1esposible network managemnt includig enforcement of liis Poli, COmcllt can deiver the best possibe broadband Internet experince to all otlts cuslomeri. Visit Comcasrs Networ 

Miinagement page at h!R.:lYfi,comcast,noiJrerm~( for lTe Jnformation. 

HDW doe Comcast manage It netwrk?
 

Cumast uses various tools and techniques 10 maage lbi network, deliver the ServIce, md ensure compllance with tts Policy and the Subscriber Ageemenl These tools and techniques are dynamIc, 

Ø1e the network and it usage, and can and do cl'ange frequentl_ FÐr example, these network management aclimes may Indude (i identifying spam and preven1ing Its deivery to cuslÐmer e-mail 
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ac:counls, (Ü) detecting malicl5 Internt lrffc and prBverng the djslribUlian of vires or other harmful code or content, (ii) lempOfar~y lowering the priity of trffc for user who are the top 

contiibutors to current nelwark çongestion. BOO (iv) usig otler lools and techniquB5 Uial Comcast may be required 10 lnlemenl in order to mee1 lis goal of deivering the best possibJe broadband 

Internet expeience to ah of Its customers. 

Are tlere restrÌlDI on data conumpion tlat .ppy to th Selce? 

The Servce l1 for peronal and non-cnverclal resdential use only. Therefore, Cornasl reerves th right to susped or terminate Service accounl6 where data consumtion ls not characterUc of a 

typical residtial user 01 the Service Be detemined by the company in it sole dicretion. Coment has eslabed i monthly data consuptin theshold per Corneat Hlgb-Speed Inlemel account of 
250 GlgBby1es ("GB1. Use ofth Serice in excess of 250GB per moth Is excC$sie use and is it yto~tion orthe PcI. See the Network Managemet page at bnP':Itw.coce'SLnet/emi$/netwrkf 

to more infOllTtion and 10 ICeln how Comcast apples this Polîcy to excessive use. Commo activites tht may cause excessiv data consumpti In Ylotin of this Policy include. but are noilimiled to, 

numerous or continuous bulk banfer.of fies and other high caaci hff usg (i) file ItnsJer protoco ("FP1,(I)peer-to-eerappication, and (Ii) newsgrup8. You mu51 also ensre that your use 
of Ule Service does not restrict Inib Inlerrere Wllh, or deSlrade any other person's use of th Servce, nor represent (as determned by Comeasl in Its sole discretion) an overl laill burden on the 

netwrk. In .addition. you mut ensure that Its network.your use of Ihe Serice does not limit or lntere with Cocasts abiJty to delver and monltOJ Ute Service or any par of 

It Voo Uli !he Servce In vJlatln of the restrictons referenced above, that Is a violtin ofthis PoHcy. In the cases. Comcasl may. in its sole discretion. supend or terminate your Servce accounl or 
request that you subsce. 10 a versio of the Servce (such 85 a conmercial grde Intemetserice, H appropiate) if you wish to continue to use fle Serk:& at lilger data consumption levels. Comcast 

may als ~rovlde Yef6iOlS of the Service with diferent speed Bnd data consumption iimllatioß$. among other charactenstica, subjecl to applicble Serve plans. CO~C88t'8 determination of the data 

cosumption for Servce &Çollls Is lial. 

iv. Violation of this Accptable Use Policy 

What happens If you vloi.to this Policy 

Cornast reseres the rIght Immediately 10 suspend or terinate your Service account and terminate the Subsaiber Agreement ¡fyou violate the lerms of this Policy or th Subscribe Agreement. 

How do Comaist enfore this Polic? 

Comcast does not routinely manilor the actvity of Individual Service accounts far vlolailoos of this POlicy, except for determIning aggregate data consumption In connectn with the data consumption 

proYlsions of this Polic. However. in the company's efforts to promote good citizenship wiUlln Ile Internel communit, lt wi" respond appropriately If It becomes aware of Inappropriate use of the Servic. 

Comcasthas no obligation to monilor the Servic andor the network. However, Comcast and Its Gupplie($ reserve Uil! right at any time to monitor banddt, usage, transmissions. ard content in order 
10. among other thlngs. operate th Service; Identity violations ofths Policy; and/or protect the netwrk, Uic Serice Bnd Comcalil users. 

Comcast prefers to inform customers of inappr~priate acUyjues and give them a reasonable penod of time in which 10 take corrective acUon. Comcast also prefers 10 have customers directly resolve any 

disputes or diugreernenlS they may have with olhefs, wneller c:stomers or not, wllhoul Comcasrs Inlerent;on. However. Itltle Service Is used ii a way Ihat Corcasl or its suppliers, in theIr 'Sale 

discretion, belieye violates this Policy. Comcast or lis suppliers.may take any responsive actions they deem approprite under the circumstlIRCeS with or without notice. These actons Include, but are nol 
limited to. tempoary or permanent removal of content. cancellation of newgroup posts, filtering of Internet trasmissions. and lle immediate suspension or lerrninallon of all or any porton or the Service 

(inluding but nol limited to news groups). Neither Corncast nor its affliates. suppliers, or agenls will have any liabilty for Bny of these responsive aCUDn!;. These actions are not Comeast's exclsive 

rømediøii and Corncast ma lake iiny other legal Ot technical actions it deems approprialti with ur witholJ nollce. 

Comcast re6ØfeS the rit 10 Investigate supected violations 01 this Policy, including tle gathering 01 informaon from the user or users Inyolyed and the complalnlng part,lt any, and examition of 

malerial on Comcasts servers and network. During an inestigation, Corncasl may suspend the account or accounts involved arior remoe or bbck materiallhat potentially violate& tlls Policy. You 

expressly authorize and consent 10 Comcast and its suppliers coopating with (I) law enforcement authori In the Investigation of suspected lega vilatins, and ~i) and ayirm administrators at other 

Inlernet serve providers or oUier network or computing fadlltias in order to enforce this poncy. Upon termination of your Service account, Comcast is aulhorized to delete any files, programs. data, e. 
mill ;snd olher messllges assodated with your account (and any secondary accounts). 

The failure of Corneast or its s~pliers to enforce this Policy. forwhalever reason, shalt not be constred liS a waiVer of any right 10 do so at any time. You agree that If any poiton of Uris Policy is held 
invalid or unenforceable, that portin wiD be constued consistent with appllcable law as nearly as possibe, and the remaining portlonõ will remain In fun force and errett. 

You agree 10 indemnify, defend and hold harmless Comcaslimd its affliates, supprie~, and agents against all claÎms and eicenses (Indudingreasonable attorney fees) resuling tom any YJa1ation of Ills 

Polcy. Your Indemnllcalion WILL 8U1ive any termination ofthe Subscriber Agreement. 

V. Copyright and Digital Milennium Copyright Act Requirements 

What Is Comaists DMCA poic? 

Ci;cBst is committed to complng with U.S. copyright and related liiws, and requirS: aU Ctslomers and users of the Seice to comply with these laws. Accordingly, you may not slore any maleril or 

content on, 01 dlsemlnaie any material or content over, the Service (or any par of. the Sl!rvce) In any manner that constilues an nfrlngement of flird part Inteleclal proper rights, Inclding rights 
granted by U.S. copyright law. Owers ot copyrighted works who believe that thir rIghts unde U.S. copyrght law have been infrged may taka advantage or certain provisIons of the Digital Millennium 
Copyright Act of 1998 (the -OMCA-) to report alleged Infrngement. II is Comea.I's policy In accotdance will the DMCA and oter ~pplicable law to-reserve the right 15' terminate the Service provided to 

any customer or user who Is either found to Infrnge third pait copyright or other Intellectual propert rights, Includingi repeat infingalS, or who Comcas'. In"s sole disretion, belves Is lnfrnging these 
rights. Comcast may terminate tle SeMce at any lie with or wioul notie f~r any affeeled customer or user. 

How do cqpynglt owners report .lIeged Infrlngemenls to Comaist? 

Coyrit owers may repor sieged infringements of their wors that are slored on the Service Of the Peionw Web Feab"ues by sendng ComeaU's autlorized agent a notification of claimed 
infrgement thai satisfies the requJrements of the DMCA. Upon Cornasl's receipt of a satisfactory notice of claimed lnfrlngement for these works, Camcasl win respond expedliously 10 either d'rrec or 

mdireclly (I) remoe lhe ølegedly inlrnging wark(s) stored on the Service or the Personal Web Features 01 (ii) disable access 10 the wok(s). Corneas! will alio notify the affected cu5lomer or user of th 
Seivce ollhe removal or diablng of ltes8 to the work(ii)" 

Copyright overs may send Cornast a nolification of claimed Infringement to ,eport alleged intingements ot their works to: 

J. Opperman & M. Moleski 

Cornas! Cable Communications, LLC 

701 East Gate DriYe. Jrd Floor 

Mounl Laurel. NJ 08054 U.SA. 

Phone: 888.565.4329 

Fax: 856.324.2940 
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EmiJ: slp.i.~,l.n~
 

Copyright owners may use thr ow notificatin Dr claimed Infilngement fonn that salisfi& the rea.irements of Sect 512(ç)(3) of the U.S. CopyñghtAct. Und the DMCA anyone wh knowly 
make3 misrepreseotalrns regiming aleged copyrght infringement may be RabIe to Comclll, 1h aHeged Infrnge. and the affec1ed copyrght ONer for any damages Incurred In connecton 'i the 

removal. blockii. or replacment of aUegedly Infinglng maleral. 

What can cuomet do If the, reeive a notlcatlon of alleed Infrinement? 

If you receive a notltiadon of alleged Infringement as decred above, and you beieve in (l0od faith that UTe allegei:y Inöinging work have been removed or blocked by mlslake Dr misidentifiation. 

thn you may aend a couter notification (0 CMlt. UpDl Comcts receipt of a counler notilcation that satisfi Ihe requirements of DMCA, Comcei( wil provide Ø"coy of the counter notification to 

th person who senl the ongiiiil "o~licaUon of claimed infringement and wl foow the OMCA's procedues wlth respKt 10 a recefved conter notication. In all event, yo expressl agree that Comcast 
wil nol be a party 10 any dispules 01 lawsui regarding alleiied copyright inrrngemenl 

If II na6licatioo of claimed ..frngement haa been filed againit you, you can lie 8 coter notilicflüon wí Coasts designated agent using Ute contact lnformalion shown above. All conter notifications 

rmst sallsry the requrements of Section 512(g)(3) of the U.S. Copyright Ac. 

Revsed and effectve: January 1, 2009 

Have You Tried Quick Links Cool Tools Get More 
. Sile lnctx .. W(!zill~er . TV ljst:ng" .. EUIt',I.:lnmtlnt 
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More Sites From Comcast: 
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F¡i:¡(:il!.( :::.iidanu fbUr¡"' r" i:.¡~'1 l;hIl!tl,!1 r.~V¡It!.(:Oln 

PßS ttõt~ S;iCO!J! Olinl(.) ~~z!i1 ~er:V!lrn TV,mt; 'J.ii.jôu,; 

Add Comcast 5elvices:
 r ast~i Hig~.Sj)IM1! lritim\!tl DiSlitI(:liblt- D!r.itllVc.ke Hi!i" !)(,IiÜ'CIi TV 

~;,:: ::Ü~~;' ('J;/r,.u!;! ¡')\,'l!t!i-.t' ¡'..i"",;¡¡~ P;i;¡.a~'Y Staii-i!!,t;(! Aççe-mable lJiw Pcilcy 'hHnlS of Scivio,: C.r~ri::cllJr, M~;,il)i:!;; ,'\uw:t.se V"~!.I ;,.~ Pay My Bil 

(gomcost 
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