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**SYSTEM NAME:**
Identification and Access Control Cards, Special Credentials, Press Passes, and Building Access Control Cards.

**SYSTEM LOCATION:**
Securities and Exchange Commission, Office of Administrative Services, 100 F Street, NE., Washington, DC 20549-1627.

**CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:**
Commission employees, members of the press, contractors, volunteers, tenants, and consultants or employees of other Federal agencies who require access to Commission facilities for extended periods of time.

**CATEGORIES OF RECORDS IN THE SYSTEM:**
Records include Government Personal Identity Verification (PIV) Card (The SEC PIV Card provider is the General Services Administration (GSA), and the full list of card fields maintained in the GSA system is covered by the GSA system of records, GSA-GOVT-7, Personal Identity Verification Identity Management System (PIV IDMS). The SEC system of records contains the following: name, date of birth, weight, height, color of hair and eyes, photograph, employee record number, card chip number, authorized access rights, date of issuance, date of return, date background investigation completed, whether eligible for an SEC Special Credential [SEC Form 990], and date of expiration); SEC Form 980, Headquarters and Field Office Access Card (name, date of birth, weight, height, color of hair and eyes, photograph, employee record number, card chip number, authorized access rights, date of issuance, and date of expiration); SEC Form 980A, Day Pass (date, name, organization, and authorized by); SEC Form 990, Special Credential (signature of authorizing official, photograph, control number, date of issuance and date of expiration); SEC Form 2355, On-Site Business & Registered Client ID (name, requesting officer, name of company or organization, identification number, date of issue, expiration date, relationship to business, date of birth, color of hair and eyes, height, weight, photograph, and authorized access rights); SEC Form 725, Identification/Access Control Card Worksheet (various personal characteristics); and local facility access card (name, authorized access rights, card number, date issued and date of expiration, company/agency name and SEC division/office).

**Note:** The extent to which the Commission has records of a personnel investigative nature that come from the Office of Personnel Management (OPM) or its contractors, they are covered by OPM/CENTRAL-9, Personnel Investigations Records, and not this system notice.

**AUTHORITY FOR MAINTENANCE OF THE SYSTEM:**

**PURPOSE(S):**
This system is primarily designed to permit access according to authorized access rights to Commission facilities by Commission employees, contractors, consultants, volunteers, tenants, members of the press, and employees of other Federal agencies (only if they require access to Commission facilities for extended periods of time). This system also provides the status indicator of the PIV Cards to a separate secure database as required by Homeland Security Presidential Directive (HSPD)--12 so that other Federal agencies may verify the identity and current status of the PIV cardholder.

**ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSE OF SUCH USES:**
These records and information contained in these records may be disclosed as follows:
1. To the appropriate Federal, State or local agency responsible for investigating, prosecuting, enforcing, or imple-
menting a statute, rule, regulation, or order, where the Commission becomes aware of an indication of a violation or 
potential violation of civil or criminal law or regulation;

2. To another Federal agency or to a court when the Government is party to a judicial proceeding before the court;

3. To a Federal, State, or local agency, in response to its requests, in connection with the hiring or retention of an 
employee, the issuance of a security clearance, or the conducting of a security or background investigation of an indi-
vidual, to the extent that the information is relevant and necessary to the requesting agency;

4. To the Office of Inspector General for investigating allegations of abuse, should it occur;

5. To other Federal agencies to verify the identity and status of the PIV Card holder;

6. To Commission contractors or their authorized employees, and other Federal agencies, as necessary, for the pur-
pose of assisting the Commission in the efficient administration of its programs. These contractors will be required to 
maintain Privacy Act safeguards with respect to such records; and

7. In connection with organizational directories or similar records for internal management purposes.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RE-
CORDS IN THE SYSTEM:

STORAGE:
Records are stored in electronic media and in paper files.

RETRIEVABILITY:
Records may be retrieved by the employee's name or identification number.

SAFEGUARDS:
Records are safeguarded by restricted computer passwords, locked file cabinets, and safes.

RETENTION AND DISPOSAL:
Records are maintained in a computerized database and paper. Electronic records, identification cards, and passes 
are destroyed three months after expiration, revocation, or return to issuing office, as provided in the National Archives 
and Records Administration's General Records Schedule No. 11, Item 4.

SYSTEM MANAGER(S) AND ADDRESS:
Office of Administrative Services, Security Branch, Securities and Exchange Commission, 100 F Street, NE., 
Washington, DC 20549-1627.

NOTIFICATION PROCEDURE:
All requests to determine whether this system of records contains a record pertaining to the requesting individual 
may be directed to the Privacy Act Officer, Securities and Exchange Commission, 100 F Street, NE., Washington, DC 
20549-5100. [*2040]

RECORD ACCESS PROCEDURES:
Persons wishing to obtain information on the procedures for gaining access to or contesting the contents of this re-
cord may contact the Privacy Act Officer, Securities and Exchange Commission, 100 F Street, NE., Washington, DC 
20549-5100.

CONTESTING RECORDS PROCEDURES:
See record access procedures above.
RECORD SOURCE CATEGORIES:

The issuing official, Commission employee, contractor, volunteer, on-site business owner or client, employee of other Federal agency, visitor, or press member being issued the identification/access card provides the information.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.