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Incoming letter dated January 7, 2009

Dear Mr. Aaronson:

This is in response to your letters dated January 7, 2009, January 15, 2009 and
February 5, 2009 concerning the shareholder proposal submitted to Comcast by the New
York City Employees’ Retirement System, the New York City Police Pension Fund, the
New York City Fire Department Pension Fund, the New York City Board of Education
Retirement System and Trillium Asset Management Corporation on behalf of Louise
Rice. We also have received letters on the proponents’ behalf dated January 29, 2009
and February 9, 2009. Our response is attached to the enclosed photocopy of your
correspondence. By doing this, we avoid having to recite or summarize the facts set forth
in the correspondence. Copies of all of the correspondence also will be provided to the
proponents.

In connection with this matter, your attention is directed to the enclosure, which
sets forth a brief discussion of the Division’s informal procedures regarding shareholder
proposals.

Sincerely,

Heather L. Maples
Senior Special Counsel

Enclosures
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cc: Deirdre Kessler
Associate General Counsel
The City of New York
Office of the Comptroller
1 Centre Street
New York, NY 10007-2341

Jonas Kron

Senior Social Research Analyst

Trillium Asset Management Corporation
711 Atlantic Avenue

Boston, MA 02111-2809



March 4, 2009

Response of the Office of Chief Counsel
Division of Corporation Finance

Re:  Comcast Corporation
Incoming letter dated January 7, 2009

The proposal requests the board to issue a report examining the effects of
Comcast’s internet network management practices.

There appears to be some basis for your view that Comcast may exclude the
proposal under rule 14a-8(i)(7), as relating to Comcast’s ordinary business operations
(i.e., procedures for protecting user information). Accordingly, we will not recommend
enforcement action to the Commission if Comcast omits the proposal from its proxy
materials in reliance on rule 14a-8(i)(7). In reaching this position, we have not found it
necessary to address the alternative basis for omission upon which Comcast relies.

Sincerely,

Philip Rothenberg
Attorney-Adviser



DIVISION OF CORPORATION FINANCE .
INFORMAL PROCEDURES REGARDING SHAREHOLDER PROPOSALS

The Division of Corporation Finance believes that its responsibility with respect to -
matters arising under Rule 14a-8 [17 CFR 240.14a-8], as with other matters under the proxy
rules, is to aid those who must comply with the rule by offering informal advice and suggestions
and to determine, initially, whether or not it may be appropriate in a particular matter to
recommend enforcement action to the Commission. In connection with a shareholder proposal
under Rule 14a-8, the Division’s staff considers the information furnished to it by the Company
in support of its intention to exclude the proposals from the Company’s proxy materials, as well
as any information furnished by the proponent or the proponent’s representative. :

Although Rule 14a-8(k) does not require any communications from shareholders to the
Commission’s staff, the staff will always consider information concerning alleged violations of
the statutes administered by the Commission, including argument as to whether or not activities
proposed to be taken would be violative of the statute or rule involved. The receipt by the staff
of such information, however, should not be construed as changing the staff’s 1nformal '
sencedures and proxy review into a formal or adversary procedure.

It is important to note that the staff’s and Commission’s no-action responses to
Rule 14a-8(j) submissions reflect only informal views. The determinations reached in these no-
action letters do not and cannot adjudicate the merits of a company’s position with respect to the
proposal. Only a court such as a U.S. District Court can decide whether a company is obligated
to include shareholder proposals in its proxy materials. Accordingly a discretionary
determination not to recommend or take Commission enforcement action, does not preclude a
proponent, or any shareholder of a company, from pursuing any rights he or she may have against
the company in court, should the management omit the proposal from the company’s  proxy

material.



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

TELEPHONE: (212) 6607773
WILLIAM C. THOMPSON, JR. FACSIMILE: (212) 815-8603

Deirdre Kessler
Associate Gznera; Counsel COMPTROLLER DKESSLE@COMPTROLLER NYC.GOV

. ' February 9, 2009
BY EMAIL AND EXPRESS MAIL
Office of the Chief Counsel

Division of Corporation Finance
Securities and Exchange Commission
100 F Street, N.E. -

Washington, D.C. 20549

Re:  Comcast Corporation;
Shareholder Proposal submitted by the New York City Pension Funds

To Whom It May Concern:

I write on behalf of the New York City Pension Funds (the “Funds”) in response to the
February 5, 2009 letter (the “F ebruary 5 Letter”) that Comeast Corporation (“Comcast” or the
“Company”) submitted in further support of its January 15, 2009 no-action request.

"The Company effectively concedes that its Board did not prepare any of the materials
that Comcast cited in support of its contention that it has substantially implemented the
Proposal’s request for a Board report: “. .. Comcast’s Board was (and remains) aware of and
informed about the Company’s network management practices . . . [and subsequent changes]”
(February 5 Letter at p. 2; emphasis added). Thus, under Rule 14a-8(i)(10), Comcast has not
mmplemented the Proposal — which calls for the Board’s report on the issues.

On its Rule 14a-8(i)(7) point, the Company now cites Verizon Communications Inc.
(February 22, 2007), which it had chosen not to cite in 1ts initial letter. The Verizon no-action
letter, however, adds nothing significant to Comcast’s ordinary business argument, as it dealt
only with a proposal about disclosure of customer records to United States government
agencies or private investigators. In contrast, the Funds’ Proposal does not focus on legal
compliance, but on Internet freedom and privacy.

The Funds reiterate their request that Comcast’s request for “no-action” relief be denied.
' Very truly yours,
, Deirdre Kessler :
Ce: William H. Aaronson, Esq.
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February 5, 2009

Re:  Response to the January 29, 2009 letter submitted by the Comptroller of
the City of New York, on behalf of several funds

Office of Chief Counsel

Division of Corporation Finance
Securities and Exchange Comm;ssxon
100 F Street, N.E. e e
Washington, D.C. 20549 '
via email: shareholderproposals@sec.gov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (“Comecast” or the “Company”), we
write to supplement our amended and restated letter of January 15, 2009 (the “Letter”),
relating to the proposal (the “Propesal”) submitted by the Office of the Comptroller of the City
of New York, on behalf of several funds (the “NYC Funds”), and Trillium Asset Management
Corporation, on behalf of Ms. Louise Rice, as co-filers of the Proposal. In the Letter, we
notified the Securities and Exchange Commission (the “Commission™) of the Company’s
intention to omit the Proposal and related supporting statement from the Company’s proxy
statement and form of proxy for the Company’s 2009 Annual Meeting of Shareholders
(collectively, the “2009 Proxy Materials”) on the grounds set forth in Rule 14a-8(i)(10) and
Rule 14a-8(i)(7) and requested that the staff of the Division of Corporation Finance (the
“Staff”) confirm that it will not recommend any enforcement action to the Commission if
Comcast omits the Proposal and related supporting statement from its 2009 Proxy Materials. In
response to the Letter, the NYC Funds submitted a letter dated January 29, 2009 to the
Commission (the “Response Letter”). We now submit this letter in reply to the Response
Letter.

Omission on the basis of Rule 142-8(i)(10): Substantial Implementation
The NYC Funds state in the Response Letter that Comcast has not substantially

implemented the Proposal for a number of reasons, including that (i) certain of the reports
posted on Comcast’s Web site were created and posted in conjunction with a proceeding
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initiated by the Federal Communications Commission (“FCC”), (ii) the information is not
presented as one report and (iii) information provided through Comeast’s Web site is “not the
product of a board examination of the specific issues raised by the Proposal.” As noted in the
Letter, Comcast has filed and posted on its Web site extremely detailed and forthcoming
reports detailing its past and present network management practices and has undertaken to
continue to provide updated information regarding changes in this area. While a portion of this
information was indeed created and posted in conjunction with the FCC proceeding, this is no
more relevant to the substantial implementation determination than Comcast’s prior network
management practices. In addition, contrary to the assertions in the Response Letter,
Comcast’s network management reports are not “scattered” on Comcast’s Web site, but rather
are directly accessible through Comcast’s single Network Management information page,
where the reports are clearly grouped together. Finally, Comcast’s Board was (and remains)
aware of and informed about the Company’s network management practices, its decision
voluntarily to move to a new network management technique, and the FCC process leading up
to its order and the Company’s response to it. '

In the Response Letter, the NYC Funds are critical of Comcast’s disclosure of its
network management practices in the context of their privacy concerns. For clarification,
Comcast notes that the various documents previously cited in the Letter confirm that Comcast’s
network management practices operate in full compliance with Comcast’s privacy policy,
which is easily accessible online. Comcast’s privacy policy and customer privacy notice
disclose all relevant facts regarding customer privacy, including any privacy implications
related to network management.

¥nission on the basis of Rule 14a-8(i)(7): Management Functions

The NYC Funds state in the Response Letter that the Proposal “transcends the ordinary
business of the Company by focusing on a significant social policy issue.” Comcast
emphasizes that regardless of whether the Proposal teuches upon a significant social policy
issue, the Proposal is excludable pursuant to Rule 14a-8(i)(7) because it distinctly addresses
ordinary business matters. Exchange Act Release No. 20091 (Aug. 16, 1983) clearly states that
when a proposal seeks a report, “the Staff will consider whether the subject matter of the
special report . . . involves a matter of ordinary business; where it does, the proposal will be
excludable under Rule 14a-8(c)(7).” As previously articulated, Comcast’s network
management practices are clearly within the realm of Comcast’s ordinary business operations,
and therefore, a report describing such practices, even if requested in the context of social
policy issues, is excludable pursuant to Rule 14a-8(i)}(7).

The NYC Funds rely on the Staff’s denial of cerfain no-action requests made by Cisco
and Yahoo! for the principle that privacy and censorship proposals like the Proposal are not
excludable on the basis of relating to day-to-day operations. However, the Staff recently
granted a no-action request regarding a shareholder proposal that requested a report about the
policy issues surrounding the disclosure of customer records and communications content to
government and non-government agencies, particularly with respect to privacy concerns. See
Verizon Communications Inc. (February 22, 2007), stating that the proposal related to
Verizon’s “ordinary business operations (i.e., procedures for protecting customer
information).” It is clear that the Proposal raises issues related to Comcast’s ordinary business
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operations, particularly its network management practices, and thereforé, despite the pbssible
social policies issues raised, the Proposal should be excludable under Rule 14a-8(i)(7).

Conclusion

Comcast hereby restates that it believes that the Proposal may be properly excluded
from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(10) because the Proposal has been
substantially implemented. Comcast also restates that it believes that the Proposal may be
properly excluded from the 2009 Proxy Materials pursuant to Rule 142a-8(i)(7) because
Comcast’s network management practices fall squarely within the scope of Comcast’s ordinary
business operations.

We would be happy to provide you with any additional information and answer any
questions that you may have regarding this subject. Should you disagree with the conclusions
set forth herein, we respectfully request the opportunity to confer with you prior to the
determination of the Staff’s final position. Please do not hesitate to call me at (212) 450-4397
or Arthur R. Block, the Company’s Senior Vice President, General Counsel and Secretary, at
(215) 286-7564, if we may be of any further assistance in this matter.

Very truly yours,

William H. Aaronson

cc: The Office of the Comptroller of the City of New York
Trillium Asset Management Corporation

Arthur R. Block



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

TELEPHONE: (212} 6697773
WILLIAM C. THOMPSON, JR. FACSIMILE: (212) 8158603

Deirdre Kessler " COMPTROLLER
Associate General Counsel DKESSLE@COMPTROLLER.NYC.GOV

January 29, 2009

BY EMAIL AND EXPRESS MAIL

Office of the Chief Counsel

Division of Corporation Finance
Securities and Exchange Commission
100 F Street, N.E.

Washington, D.C. 20549

Re:  Comcast Corporation; ‘
Shareholder Pr_onosal submitted by the New York City Pension Funds

‘1o Whein It May Concern:

I write on behalf of the New York City Pension Funds (the “Funds” or the
“Proponents”) in response to the January 15, 2009 letter and supporting materials (the
“Company Request Letter”) submitted to the Securities and Exchange Commission (the
“Commission”) by William H. Aaronson of Davis Polk & Wardwell on behalf of Comcast
Corporation (“Comcast” or the "Company") which seeks assurance that the Staff (the
“Staff”) of the Division of Corporation Finance (the “Division”) of the Commission will not
recommend any enforcement action if the Company excludes from its proxy statement for
the 2009 annual meeting the Funds’ shareholder proposal (the "Proposal™). The Company
bases its request for exclusion on Rules 14a-8(i)(10) and 14a-8(i)(7).

I have reviewed the Proposal, as well as the Company Request Letter (which amends
the Company’s prior letter of January 7, 2009, to acknowledge the co-filer status of Trillium
Asset Management Corporation). Based upon such review and review of Rule 14a-8, itis
my opinion that the Proposal must be included in Comcast’s 2009 proxy statement because
the Proposal: 1) does not seek to “micro-manage” the Company or interfere with the
Company’s network management practices; 2) transcends the ordinary business of the
Company by focusing on a significant social policy issue; and 3) has not been “substantially
implemented” in any respect by the Company in its published materials on its Web site.
Therefore, the Funds respectfully request that the Commission deny the relief that the
Company seeks. '



NYC Funds’ Response to Comcast No-Action Request
January 29, 2009
Page 2

II. THE PROPOSAL

The Proposal begins with a series of Whereas clauses that note the key role of the
Internet in modern American society and the important public interests in privacy and
freedom of expression that are implicated by Internet usage. The Resolved clause then
states:

Therefore, be it resolved, that shareholders request that the Board of Directors
prepare a report, excluding proprietary and confidential information, and to be
made available to shareholders no later than November 30, 2009, examining the
effects of the company’s Internet network management practices in the context of
the significant public policy concerns regarding the public’s expectations of
privacy and freedom of expression on the Internet.

[IL DISCUSSION

The Company seeks to omit the Proposal under Rules 14a-8(i)(7) (ordinary
business exclusion) and 14a-8(i) (10) (proposal substantially implemented). Pursuant to
Rule 14a-8(g), the Company bears the burden of proving that these exclusions apply.

“or the reasons set forth below, the Funds submit that the Company has failed to meet its
burden of proving its entitlement to “no-action” relief on either of these grounds.

A. THE PROPOSAL RAISES SIGNIFICANT SOCIAL POLICY CONCERNS
AND DOES NOT RELATE TO “ORDINARY BUSINESS” OF THE
COMPANY UNDER RULE 14a-8(Gi)(7).

Comcast’s request that the Proposal be excluded under Rule 14a-8(1)(7) rests
upon three related arguments: that the Proposal seeks to “micro-manage” the Company
and intrudes unduly upon the Company’s ordinary business operations; that the Proposal,
in focusing on Comcast’s network management practices, intrudes upon the Company’s
ordinary business operations; and that the Proposal relates to complex matters that are
central to the day-to-day business of Comcast and therefore best addressed by
management. Finally, the Company cites cases that purport to show that the Proposal
should be excluded because it calls for a report rather than specific actions. As will be
shown below, the Company’s arguments fail to provide any valid basis for exclusion.

The Division of Corporate Finance has stated that “ordinary business” cannot be used as
a rationale to exclude under Rule 14a-8(i)(7) proposals that relate to matters of substantial
public interest. The SEC advised in Exchange Act Release No. 34-40018 (May 21, 1998)
("1998 Interpretive Release") that even proposals relating to daily business matters but
“focusing on sufficiently significant social policy issues (e.g., significant discrimination
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matters), generally would not be considered to be excludable, because the proposals would
transcend the day-to-day business matters and raise policy issues so significant that it would be
- appropriate for a shareholder vote.”

Subsequently, the July 12, 2002 Staff Legal Bulletin 144 (“SLB 14A4”), which specified that
Staff would no longer issue no-action letters for the exclusion of shareholder proposals relating to
executive compensation, advised:

The fact that a proposal relates to ordinary business matters does not
conclusively establish that a company may exclude the proposal from its
proxy materials. As the Commission stated in Exchange Act Release No.
40018, proposals that relate to ordinary business matters but that focus on
“sufficiently significant social policy issues . . . would not be considered to be
excludable because the proposals would transcend the day-to-day business
matters.” See Amendments to Rules on Shareholder Proposals, Exchange
Act Release No. 40018 (May 21, 1998).

(Footnotes omitted).

» The Bulletin then reviewed the SEC’s historical position of not permitting exclusion on
ordinary business grounds of proposals relating to significant policy issues:

‘The Commission has previously taken the position that proposals relating to
ordinary business matters “but focusing on sufficiently significant social
policy issues . . . generally would not be considered to be excludable, because
the proposals would transcend the day-to-day business matters and raise
policy issues so significant that it would be appropriate for a shareholder
vote.” The Division has noted many times that the presence of widespread
public debate regarding an issue is among the factors to be considered in
determining whether proposals concerning that issue “transcend the day-to-
day business matters.”

Id.

1. Intense public debate over Internet privacy and freedom shows that
the Proposal addresses a significant social policy issue.

In SLB 144, the Staff noted “that the presence of widespread public debate regarding an issue is
among the factors to be considered in determining whether proposals concerning that issue ‘transcend
the day-to-day business matters.” As shown in Yahoo!, Inc. (April 13, 2007), if the legislative and
executive branches of the United States government raise serious public policy concerns with respect
to an issue (in the case of Yahoo!, the issues of Internet censorship and monitoring by repressive
foreign governments), such attention demonstrates the existence of a significant public policy issue
that will render a proposal appropriate for shareholder consideration. In the instant case, there is ample
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evidence of legislative and executive branch focus and concern relating to Internet privacy and
freedom of expression. Recent examples include:

¢ United States Representative Edward J. Markey (“Congressman Markey™)
and 16 congressional co-sponsors introduced H.R. 5353 on February 12,
2008 (the “Online Privacy Bill of Rights”) that concemns the issues
identified in the Proposal.

e Hearings were held in 2008 by the House Committee on Energy and
Commerce (Subcommittee on Telecommunications and the Internet) on
the issue of consumer privacy and new technology called “deep packet
inspection” (“DPI”) coming to market through ISPs and their third party
providers that facilitates “behavioral targeting” of consumers. (Business
Week, Congress to Push Web Privacy, August 14, 2008).

e On August 1, 2008, the House Committee on Energy and Commerce sent
letters to 33 leading Internet and broadband companies, including
Comcast, Google, Microsoft, Qwest, Verizon and others, asking them for
information about the extent to which they collect information about
consumers’ use of their broadband services or Web sites. (See
http://markey.house.gov/index.)

¢ On August 1, 2008, the Federal Communications Commission (“FCC”)
adopted a Memorandum Opinion and Order (released on August 20,
2008) that ruled, inter alia, that Comcast’s “discriminatory and arbitrary
practice [of interfering with connections of peer-to-peer applications]
unduly squelches the dynamic benefits of an open and accessible Internet
and does not constitute reasonable network management practices.” In re
Formal Complaint of Free Press and Public Knowledge Against Comcast
Corporation, 23 FCC Red 13028 (2008 (the “FCC Order”), Introduction,
paragraph 1. The FCC noted in its Order that the “Internet is an
‘unprecedented communications medinm...” and quoted from statutory
text in declaring the Internet “offer{s] a forum for a true diversity of
political discourse, unique opportunities for cultural development, and
myriad avenués for intellectual activity.” Jbid., paragraph 12 (footnotes
omitted). (emphasis added.)

In his press release accompanying the letter campaign to the 33 Internet and broadband
companies, Congressman Markey, chairman of the House Subcommittee on Telecommunications
and the Internet, is quoted as follows: “This information will allow the Congress to gain a more
comprehensive understanding of the nature and extent to which user-tracking technologies are being
implemented and the impact they could have on consumer privacy and Internet communications
generally.” (Markey Press Release, August 1, 2009, http://markey.house.gov/index.) If legislators
and regulators deem the issues of privacy and freedom of expression worthy of the attention
indicated above, then surely Comcast’s shareholders should be entitled to vote on a proposal that
calls for a comprehensive and comprehensible consideration of such issues by their Board of
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Directors in the form of a report.

There has also been an enormous amount of mainstream media and business press coverage
of the issue of surveillance, network management and censorship over the last six months, as
demonstrated by the list of articles attached as Exhibit A to this letter. Recent polling data from the
Consumers Union shows extremely high rates of public concern regarding privacy and the Internet
(see information posted at www.consumersunion.org/pub/core telecom and_utilities/006189.html):
News database searches for terms such as “ISP privacy”; “ISP censorship”; “ISP freedom of
speech”; and “ISP surveillance” for 2008 result in over 1,000 additional stories. Review of the
stories discloses that many of them involve the FCC’s investigation of Comcast's network

management practices. *

The highly-publicized Comcast case originated in 2007, when widespread press reports
indicated problems reported by subscribers of Comcast, “the nation’s second largest provider of
broadband Internet services....” FCC Order, paragraph 6. In response to such reports, the
Associated Press conducted its own tests and reported that the tests indicated Comcast “actively
interferes with attempts by some of its high-speed Internet subscribers to share files online” via
. peer-to-peer (“P2P”) applications. FCC Order, paragraph 7 (quoting Peter Svensson, “Comcast
Blocks Some Internet Traffic, AP Testing Shows,” Associated Press, October 19, 2007). Shortly
thereafter, a formal complaint was filed and from November 2007 through January 2008 “over
twenty thousand Americans similarly complained of Comcast’s blatant and deceptive blocking of
peer-to-peer communications.” FCC Order, paragraph 10 (footnotes and internal quotations

g e {\n
[EFESURRITLY B

In concluding that Comcast’s actions ran “afoul of federal Internet policy” (FCC Order,
paragraph 41), the FCC determined that the “P2P” network management practice at issue “is not
‘minimally intrusive’ [quoting Letter from Comcast’s Vice President of Regulatory Affairs, July 10,
2008] but invasive and outright discriminatory.” Id., paragraph 42 (footnote omitted). The FCC
described the effect of Comcast’s network management practice on the public in this way:

In other words, Comcast determines how it will route some connections based
not on their destinations but on their contents; in laymen’s terms, Comcast opens
its customers’ mail because it wants to deliver mail not based on the address or
type of stamp on the envelope but on the type of letter contained therein. ... Also,
because [of] Comcast’s method, ...a customer has no way of knowing when
Comcast (rather than its peer) terminates a connection. :

Id., paragraph 41.

* The extensive press coverage and controversy surrounding Comcast’s practices after they were uncovered
by the press and internet users can be found.at,Wall Street Journal Online, “FCC to Rule Comcast Can’t
Block Web Videos,” July 28, 2008;New York Times, “FCC Vote Sets Precedent on Unfettered Web Usage,”
August 2, 2008; and other citations inExhibit A attached.
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Ironically, the Company cites the FCC Order in seeking to support its assertion that anything
relating to Comcast’s network management practices falls within the scope of the Company’s
“ordinary business” operations. However, unlawful activities that resulted in a regulatory
investigation, formal memorandum and order, Congressional hearings, extensive press coverage and
four class actions suits (in California, Illinois, New Jersey and Oregon, respectively; see The Seattle
Times, August 15, 2008) are hardly routine, ordinary or best relegated to the category of “routine
management decisions,” as such practices are characterized in the Company Request Letter. To the
contrary, the terms of the FCC Order in the Comcast case and the significant Congressional and
media attention referred to above and in the attached Exhibit A demonstrate that ISP network
management practices have a profound impact upon freedom of speech and privacy; are significant
social policy issues that are widely debated; are the subject of policy maker interest; and are
appropriate subjects of shareholder proposals in general and the Proposal in particular. We
respectfully request the Staff concur with this conclusion and find that the Proposal is not
excludable under the ordinary business exception.

2. The Propdsal does not seek to “micro-manage” the Company
and does not interfere with day-to-day business.

The Proponents have not requested the Board to prepare a technical manual or to take
actions that would otherwise impinge on day-to-day matters, but rather have framed the Proposal in
appropriate terms that call for consideration of the impact of Comcast’s network management
practices in the context of privacy and freedom of expression. With the Internet increasingly -

‘becoming a necessity for ensuring full participation in the economic, social, and political spheres,
the impact of network management practices on privacy and freedom of expression clearly
transcends day-to-day business operations.

The Company argues that the Proposal is improper because it seeks to govern business
conduct that management purportedly is in the best position to address. This argument
. mischaracterizes privacy and freedom of speech issues as day-to-day matters that are somehow
_ within management's special competence. But if that were somehow true, the SEC made it clear in
the 1998 Interpretive Release that “proposals relating to such [mundane] matters but focusing on
sufficiently significant social policy issues generally would not be considered to be excludable.” As
‘demonstrated at length above, the issues of public expectations of privacy and censorship are
significant social policy issues that, in the words of the Commission, “transcend the day-to-day
business matters and raise policy issues so significant that it would be appropriate for a shareholder
vote.” Id.

There is support in previous Staff letters for the concluston that proposals with significant
public policy concerns will not be rejected as interfering with day-to-day business operations. In
Cisco Systems, Inc. (Sep. 19, 2002), the Staff rejected a company’s argument under Rule 14a-8(i)(7)
that a proposal seeking a report about the hardware or software that the company provided to China
or other nations to monitor, intercept or block Internet traffic could be excluded because it dealt
with the “company's ordinary business-operations.” Similarly, in Yahoo! (April 13, 2007), that
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company’s argument was rejected where the proposal at tssue addressed the same core policy issue
as the proposal in Cisco, in the context of providing Internet services rather than hardware or

software.

These two cases, Cisco and Yahoo!, demonstrate that Internet privacy and censorship
proposals are not excludable on the basis of relating to day-to-day business.

The no-action letters cited by the Company are not pertinent to the Proposal. For example,
the two main letters it cites — Yahoo! Inc. (April 5, 2007) and Microsoft Corporation (September 29,
2006) - granted no-action relief under Rule 14a-8(1)(7) as to two almost identical proposals that
were about government Internet regulation, not the public’s Internet rights and freedoms.
Specifically, both proposals requested a report on the respective company’s “rationale for
supporting and/or advocating public policy measures” that would “increase government
regulation...” (Yahoo!) or “result in expanded government regulation of the Internet, particularly
concerning ‘Net neutrality.” ” (Microsoft.) These proposals are distinct from the instant Proposal
because they clearly called for an evaluation only of possible company support for expanded
government regulation of the Internet — a task of regulatory analysis often deemed subject to
exclusion under Rule 14a-8(i)(7) by the Staff. Id. Likewise, in the General Electric Company
(January 17, 2006) letter the Company cites, the proponent requested a report on the impact of a flat
tax on the company. In contrast, the Proposal does not ask Comcast to evaluate the impact of any
legislative or regulatory proposal on the Company, but rather how the Company’s practices will

impact the public’s privacy and freedom of expression.

Finally, the Company Request Letter cites two no-action letters to support its argument that

“the Commission has permitted the exclusion of shareholder proposals that seek to require a
company to prepare and issue a report pertaining to its otherwise ordinary business operations but
involving social policy issues, where such proposals call for reports but not action in furtherance of
such social policy issue.” Company Request Letter, p. 10. Both letters, Washington Mutual, Inc.
(March 6, 2002), and The Mead Corporation (January 31, 2001), are readily distinguishable from
the Proposal because they asked for a report on costs or risks. Cf., Washington Mutual (proposal
seeking a financial accounting of costs associated with land development projects), and The Mead
Corporation (proposal seeking report on environmental risks of the company’s business). Here, the
Proposal seeks a report not on costs or risks, but rather on steps to address the public’s rights of
privacy and freedom of expression. Indeed, the Staff has declined to permit exclusion under Rule
14a-8(i)(7) of shareholder proposals seeking reports on matters of such significant public concern.
See, e.g., General Electric Co. (January 28, 2005) (seeking report on investing in Iran); BJ Services
Co. (December 10, 2003) (seeking report on investing in, and divesting from, Burma); Cisco
Systems, Inc. (September 19, 2002) (seeking report on hardware or software provided by company
to China and other countries to monitor, intercept or block Internet traffic).

For the foregoing reasons, Comcast has failed to meet its burden under Rule 14a-8(i)(7).
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B. THE COMPANY HAS NOT SUBSTANTIALLY IMPLEMENTED THE PROPOSAL
UNDER THE STANDARDS OF RULE 14a-8(i}(10).

The Company claims that the Proposal's request has been substantially implemented through
the information published on its Web site. However, based on a review of the Web site references
provided in the Company Request Letter and the applicable no-action letters issued by the Staff, it is
clear that the Company has not met the Rule 14a-8(i)(10) standard. The scattered and largely
irrelevant Comcast web pages cited do not examine privacy and freedom of speech issues, but
provide only brief and conclusory references to those significant issues.

In sharp contrast to the Funds’ requested examination of free speech and privacy issues, the
‘Company’s seven cited Exhibits and multiple Web pages (Company Request Letter, pp. 4-6) are
overwhelmingly directed to the details of Comcast’s congestion management practices in response
to the FCC Order, or to the posting of various boilerplate and confusing usage policies, privacy
notices and “privacy policies.”* They do not examine any of the issues requested.

Indeed, the first five Exhibits (C through G) to the Company’s Request Letter were expressly
ordered by the FCC, which directed Comcast to develop and implement a “compliance plan” to
stop its “discriminatory and arbitrary” network management practices by the end of 2008 and to
disclose “to both the Commission and the public the details of the network management practices
that it intends to deploy following termination of its current practices.” See FCC Order, paragraph 1
(foctnotes omitted from quoted material). See also, discussion of FCC Order in section I11.A above.
Those Exhibits, and much of the other materials cited by the Company or found on its Web site,
pertain solely to Comcast’s narrowly-focused efforts, before and after the FCC ruling, to convert its
network management practices as they relate to congestion management so that such management
tools 1) are protocol and application neutral, and 2) do not run afoul of regulatory and statutory
standards. They emphatically do not examine the Company’s overall network management
practices as they may impact on the privacy or freedom of expression of Internet users.

Finally, the multiple scattered policies and notices the Company cites are confusing,
contradictory and present no coherent examination of any issue raised in the Proposal, as the
following summaries show: ’

(i) The Customer Privacy Notice is limited to specified services and “does not
cover information that may be collected through any other products, services, or
Web sites, even if accessed through our services and even if co-branded with
them. You should read the privacy policies for these other produces, services,

* In addition to the Web pages cited in the Company’s letter, the followingWeb pages relate to issues raised
in the Company’s argument, but also do not evidence substantial implementation of the Proposal

s 2009 Comcast Customer Privacy Notice (athttp://www.comcast.com/customerprivacy)

o Comcast High-Speed Internet Privacy Information (athttp://www.comcast.net/privacy)
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and Web sites to learn how they handle your personal information.” (Customer
Privacy Notice, in answer to question “What kind of information does this notice
apply t0?”)

(i1) There are statements relating to statutory requirements for the protection of
“customer proprietary network information” and how the Company complies
with such requirements (Customer Privacy Notice) which are difficult to
reconcile with other statements in the materials provided by the Company on its
Web site, such as the Acceptable Use Policy, which states that “Comcast and its
suppliers reserve the right at any time to monitor bandwidth, usage,
transmissions, and content in order to, among other things, operate the Service;
identify violations of this Policy, and/or protect the network, the Service and
Comcast users.” (Acceptable Use Policy (Exhibit I of Company Request Letter),
in answer to question “How does Comcast enforce this Policy?”).

(iii) The Company’s Acceptable Use Policy states that Comcast reserves the right
to refuse to transmit and may block any information that it deems “in its sole
discretion” to be in violation of its Acceptable Use Policy or otherwise harmful to
its network or customers, regardless of whether the material or its dissemination
is unlawful (Acceptable Use Policy (Exhibit I of Company Request Letter), in
answer to question “How does Comcast address inappropriate content and
transmission?")

At best, the documents referred to by the Company contain a series of aspirational and
conclusory statements about how the Company “uses reasonable network management practices that
are consistent with industry standards [and] ...tries to use tools and technologies that are minimally
intrusive and....among the best in class.” (Acceptable Use Policy, in answer to question “Why does
Comcast manage its network?”’) Thus, notwithstanding the Company’s assertion that the documents
“not only provide extensive details ...but also directly and indirectly address the privacy and
freedom of expression concerns raised by the Proposal,” (Company Request Letter, p. 5), they do
not address those broader issues but are merely notices to customers, rather than the shareholder
report requested by the Proponents. This is not a minor distinction; the concerns of shareholders are
often broader or narrower in focus than those of customers, but in any event they are different:
concerns.

Further, the Proposal asks for a single report, while the Company points to a multiplicity of
formats and materials that can be found at various locations within a Comcast Web site, none of
which is a report. Prior Staff letters denying no-action relief under Rule 14a-8(i)(10) indicate that
such efforts do not “substantially implement” a request for a comprehensive report. Thus, in
Newell Rubbermaid Inc. (February 21, 2001), a proposal requesting a report on the company's "glass
ceiling" progress, including a review of specified topics, was not substantially implemented by the
company’s claim that it had publicly available plans in place to address the issue, when it was
beyond dispute that the company had not prepared a report on the topic. See also PPG Industries,
Inc. (January 22, 2001) (proposal deemed not substantially implemented by the company through a
variety of policies when proponents argued that the essence of the proposal was to create a single
document that explicitly and in one place committed the company to the enumerated principles);
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and Wendy's International (February 21, 2006) (proposal for sustainability report not substantially
implemented by information on company Web site, where Web site included no discussion of the
issues, as requested, and only contained vague statements of policy.)

In addition, the policies and statements posted on the Web site are not the product of a board
examination of the specific issues raised by the Proposal. On a number of occasions the Staff has
concurred that when a proposal requests specific board level action, it is not sufficient for the
company to arguethat existing board or management efforts relate generally to the same issue. For
example, in NYNEX Corporation (February 16, 1994), the proposal requested that a board
committee evaluate the impact of various health care proposals on the company. The company
unsuccessfully argued that it had substantially implemented the proposal because it had already
established a Committee on Benefits, which oversaw the administration and effectiveness of all of
the NYNEX employee benefits plans and programs, including the medical programs. In rejecting
that argument, Staff stated that it “does not believe that the Company's existing director ‘Committee
on Benefits’ and other efforts to explore and seek solutions to health care costs substantially
implements the proponent's request for a committee specifically established to evaluate and report to
shareholders on health care proposals.”

Finally, the letters cited by Comcast for the grant of no-action relief are not relevant to the
Proposal because each involved the actual, documented implementation of the essential objective
of the proposal at issue — a result that is demonstrably absent in the instant situation. Cf,. ConAgra
Foods, Inc. (July 3, 2006) (publication on the company’s Web site of a corporate Responsibility
Keport that focused on requested issues substantially implemented proposal for a sustainability
report); Nordstrom (February 8, 1995) (company guidelines for suppliers substantially implemented
proposal for supplier standards with certain minimum criteria) ; The Gap, Inc. (March 16, 2001)
(proposal for report on child labor excluded due to existing code of vendor conduct and other
indicia of implementation). '

In sum, Comcast has not fulfilled any element of the Proposal, because the multiplicity of
postings do not provide a lucid, unified Board level examination of the Company’s Internet network
management practices in the context of the policy concerns regarding public expectations of privacy
and freedom of expression on the Internet.

Consequently, the Cornpany should not be permitted to exclude the Proposal as substantlally
implemented” under Rule 14a-8(i)(10) grounds.
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II1. Conch_lsion

For the reasons set forth above, the Funds respectfully request that the Company’s

request for no-action relief be denied.
- Very truly yours,

Deirdre Kessler

Thank you for your consideration.

Cc: William H. Aaronson, Esq.
Davis Polk & Wardwell

Trillium Asset Management Corporation



EXHIBIT A

List of News Stories
(3 pages)

BUSINESS WEEK
AT&T to Get Tough on Piracy, November 7, 2007

Congress to Push Web Privacy, August 14, 2008
The Candidates are Monitoring your Mouse, August 28, 2008

CNN

Tracking Of Users Across Web Sites Could Face Strict Rules, July 14,2008
Free speech is thorny online, December 17, 2008 ‘

CHRISTIAN SCIENCE MONITOR
YouTube to McCain: No DMCA pass for you, October 15, 2008
FINANCIAL TIMES

Google founders in web privacy warning, May 19, 2008
FCC signals its authority over web access, July 29, 2008

LOS ANGELES TIMES

Technology stokes new Web privacy fears, July 14, 2008

- FCC slams Comcast for blocking Internet traffic, vows to police ISPs, August
1, 2008 '

MSNBC

ISPs pressed to become child porn cops, October 16, 2008
The trouble with 'deep packet inspection’, October 16, 2008

NATIONAL PUBLIC RADIO

FCC Rules Against Comcast, August 4, 2008
Google violc_ltes its 'don't be evil’ motto, November 18, 2008



NEW YORK TIMES

Ad-Targeting Companies and Critics Prepare for Senate Scrutiny, July 8, 2008
"An Imminent Victory for ‘Net Neutrality’ Advocates, July 11, 2008

F.C.C. Vote Sets Precedent on Unfettered Web Usage, August, 2, 2008
Applications Spur Carriers to Relax Grip on Cellphones, August 4, 2008

Web Privacy on the Radar in Congress, August 11, 2008

AT&T Mulls Watching You Surf, August 14, 2008 _

Comcast Says No New Traffic Management Plan Yet, August 21, 2008
MecCain Fights for the Right to Remix on YouTube, October 14, 2008

Banks Mine Data and Pitch to Troubled Borrowers, October 22, 2008

Big Tech Companies Back Global Plan to Shield Online Speech, October 28,

2008 ,
Does AT& T’s Newfound Interest in Privacy Hurt Google?, November 20, 2008

Campaigns in a Web 2.0 World, November 3, 2008
How Obama Tapped Into Social Network Power, November 9, 2008
You're leaving a digital trail — do you care?, November 29, 2008
Google’s Gatekeepers , November 30, 2008
Proposed Web Filter Criticized in Australia , December 12, 2008

" Yahoo Limits Retention of Search Data, December 18, 2008
JIM LEHER NEWS HOUR

FCC Rules Comcast Violated Internet Access Policy, August 1, 2008

PHILADELPHIA INQUIRER

Comcast agrees to sign New York’s anti-porn code , Jﬁly 21,2008
FCC orders Comcast to change Internet practices, August 1, 2008

SAINT LOUIS POST-DISPATCH

FCC rules against Comcast for blocking Internet traffic, August 1, 2008
SAN FRANCISCO CHRONICLE

FCCready to tdke on ISP limits, July 29, 2008

Tarnished tech firms to adopt code of conduct, October 25, 2008

Group hopes to shape nation’s privacy policy, November 17, 2008
WASHINGTON POST

FCC Chairman Seeks to End Comcast's Delay of File Sharing, July 12, 2008



Lawmakers Probe Web Tracking, July 17, 2008

Who Should Solve This Internet Crisis? , July 28, 2008

Lawmakers Seek Data On Targeted Online Ads, August 5, 2008

Some Web Firms Say They Track Behavior Without Explicit Consent, August
12,2008 '

Telecom Reporting Rule May Be Eased, September 5, 2008 v

Politics and Social Networks: Voters Make the Connection, November 3, 2008
Under Obama, Web Would Be the Way Unprecedented Online Outreach
Expected, November 10, 2008 :

A New Voice in Online Privacy, November 17, 2008

Verizon Staff Viewed Obama's Account, November 21, 2008

Wikipedia Censorship Sparks Free Speech Debate, December 9, 2008
RIAA's New Piracy Plan Poses a New Set of Problems, December 19, 2008

WALL STREET JOURNAL

Cuomo’s Probe Spurs Internet Providers to Target Child Porn, June 11, 2008
Limits on Web Tracking Sought, July 15, 2008

Charter Delays Plan for Targeted Web Ads, June 25, 2008

FCC to Rule Comcast Can't Block Web Videos, July 28, 2008

Editorial on net neutrality, July 30, 2008

Google, Yahoo, Microsoft Set Common Voice Abroad, October 28, 2008
Google Wants Its Own Fast Track on the Web, December 15, 2008

Mousic Industry to Abandon Mass Suits, December 19, 2008 {citing pivotal

ol ox i5s)



DAVIS POLK & WARDWELL

450 LEXINGTON AVENUE
NEW YORK, NY t0OQO17

212 450 4000
FAX 2t 2 450 3800

WiLLiAM H. AARONSON
212 450 4397
WILLIAM.AARONSON@DP\M.COM

MENLO PARK
WasHiNGTON, D.C.
LoNDON
PaRris
FRANKFURT
MaDRID
Tokyo
BEtgms
HoONG KOoNG

January 15, 2009

Re:  Amended and Restated No-Action Request Concerning the Shareholder
Proposal Submitted by The Office of the Comptroller of the City of New
York and Trillium Asset Management Corporation as Co-Filers

Office of Chief Counsel

Division of Corporation Finance
Securities and Exchange Commission

100 F Street, N.E.

Washington, D.C. 20549

via email: shareholderproposals@sec.gov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (“Comeast” or the
“Company”), we write to amend and restate our previous request for no-action
concerning the Company’s intention to exclude from its proxy statement and form
of proxy for the Company’s 2009 Annual Meeting of Shareholders (collectively,
the “2009 Proxy Materials™) the shareholder proposal (the “Proposal”) and
related supporting statement received from The Office of the Comptroller of the
City of New York, on behalf of the New York City Employees’ Retirement
System, the New York City Police Pension Fund, the New York City Fire
Department Pension Fund and the New York City Board of Education Retirement
System (“Proponent A”) and Trillium Asset Management Corporation, on behalf
of Ms. Louise Rice, as co-filers of the Proposal (“Proponent B” and together
with Proponent A, the “Proponents™).

Following the filing of our prior no-action request concerning the
Proposal, which we submitted to the Office of Chief Counsel via electronic mail
on January 7, 2009, Comcast received correspondence from Proponent B,
informing Comcast that Proponent B, through its submission of a shareholder
proposal identical to the shareholder proposal submitted by Proponent A, intended
to be viewed as a co-filer of the Proposal (such correspondence is attached hereto
as Exhibit J). After initially receiving no correspondence from Proponent A, on
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Comcast’s behalf we sent a letter via both electronic and overnight mail to
Proponent A, requesting that Proponent A confirm Proponent B’s position as a
co-filer of the Proposal (such correspondence is attached hereto as Exhibit K).
Proponent A subsequently confirmed Proponent B’s position (such
correspondence is attached hereto as Exhibit L).

We note that prior to the filing of our previous no-action request
concerning the Proposal, neither Proponent A nor Proponent B indicated through
their correspondence with Comcast that they intended to be viewed as co-filers of
the Proposal. All correspondence exchanged between the Company and the
Proponents has been attached hereto as Exhibit M (with respect to Proponent A)
and Exhibit N (with respect to Proponent B).

We hereby again respectfully request that the Staff of the Division of
Corporation Finance (the “Staff”) concur in our opinion that the Company may,
for the reasons set forth below, properly exclude the Proposal from the 2009
Proxy Materials. However, in light of the facts detailed above concerning the
recently confirmed co-filer status of Proponent A and Proponent B and to
facilitate the Staff’s review, we hereby withdraw our previous argument under
Rule 14a-8(i)(11) and otherwise amend and restate our no-action request to refer
to only one proposal, the Proposal, submitted by the Proponents as co-filers.
Thus, consistent with our prior no-action request, our request to confirm that the
Proposal may be excluded from the Company’s 2009 Proxy Materials applies
with regards to Proponent B’s submission as well Proponent A’s submission.

Pursuant to Staff Legal Bulletin No. 14D (CF), Shareholder Proposals
(November 7, 2008), question C, we have submitted this letter and the related
correspondence from the Proponents to the Commission via email to
shareholderproposals@sec.gov. Also, in accordance with Rule 14a-8(j), a copy of
this letter and its attachments is being submitted simultaneously to the Proponents
via electronic mail as notification of the Company’s intention to amend its
previous no-action request.

As noted in our prior no-action request concerning the Proposal, the
Company plans to file its definitive proxy statement with the Securities and
Exchange Commission (the “SEC”) on or about March 30, 2009. Accordingly,
though we are submitting this amended and restated no-action request less than 80
days before the Company intends to file its definitive proxy statement, we
emphasize that the initial no-action request was timely submitted in accordance
with Rule 14a-8(j). We also emphasize that neither we nor the Company received
confirmation from both of the Proponents of their status as co-filers until January
14, 2009. The Company believes this constitutes a good reason for purposes of
this letter.
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Introduction

The Proposal, which as submitted by Proponent A is attached hereto as
Exhibit A and as submitted by Proponent B is attached hereto as Exhibit B,
requests that:

“[t]he Board of Directors prepare a report, excluding proprietary and
confidential information, and to be made available to sharcholders no later
than November 30, 2009, examining the effects of the company’s Internet
network management practices in the context of the significant public
policy concerns regarding the public’s expectations of privacy and
freedom of expression on the Internet.”

Comcast requests that the Staff of the SEC concur with its view that the
Proposal may be properly omitted from the 2009 Proxy Materials pursuant to the
provisions of Rule 14a-8(i)(10) because the Company has already substantially
implemented the Proposal and/or Rule 14a-8(i)(7) because the Proposal concerns
a matter relating to the Company’s ordinary business operations.

Grounds for Omission

The Company has substantially implemented the Proposal since adequate
information regarding the Company’s network management practices is
clearly published on the Company’s Web site and therefore the Proposal
sy be omitted from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(10).

Pursuant to Rule 14a-8(i)(10), which permits the exclusion of a
shareholder proposal if the company has already substantially implemented the
proposal, the Proposal may be excluded from Comcast’s 2009 Proxy Materials if
they have already been substantially implemented by Comcast. See, Exchange
Act Release No. 34-20091 (August 16, 1983). According to the Commission, the
exclusion provided for in Rule 14a-8(i)(10) “is designed to avoid the possibility of
shareholders having to consider matters which already have been favorably acted
upon by management.” See, Exchange Act Release No. 34-12598 (July 7, 1976).
A shareholder proposal is considered to be substantially implemented if the
company’s relevant “policies, practices and procedures compare favorably with
the guidelines of the proposal.” Texaco, Inc. (March 28, 1991). The Staff does
not require that every detail of a proposal have been implemented by a company
in order to permit exclusion under Rule 14a-8(i)(10). Instead, the Staff has
consistently taken the position that when a company already has policies and
procedures in place relating to the subject matter of the proposal, or has
implemented the essential objectives of the proposal, the shareholder proposal has
been substantially implemented and may be excluded pursuant to Rule 14a-
8(1)(10). See, ConAgra Foods, Inc. (July 3, 2006), The Talbots, Inc. (April 5,
2002), The Gap, Inc. (March 16, 2001) and Kmart Corporation (February 23,
2000). :
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Disclosure of Comcast’s Network Management Practices

Through various documents posted on Comcast’s Web site (accessible via
the Web page www.comcast.net/terms/network) that pertain to Comcast’s High-
Speed Internet service, Comcast provides a significant amount of information
regarding 1ts network management practices. These documents contain dctailcd
information about, among other topics, why Comcast manages its network, how it
manages its network, and how customers are affected by network management.
These documents also clearly. state that Comcast’s network management does not
block customer applications or programs nor does it discriminate against
particular types of online content. Collectively, these documents not only
describe how Comcast’s network management works, but also address how its
network management practices relate to the public policy concerns regarding
freedom of expression on the Internet. The Comcast Customer Privacy Notice at
http://www.comcast.com/customerprivacy/ contains the complete privacy policy
for Comcast’s cable television, High-Speed Internet, and phone services. A
second privacy statement at http://www.comcast.net/privacy/ contains additional
privacy provisions that apply to Comcast’s High-Speed Internet service and
Comcast.net website. Comcast’s network management practices are consistent
with these privacy statements.

Network management in the present context describes the tools and
techniques that an Internet service provider uses to deliver a high quality,
consistent, and safe Internet experience to its customers. Comcast’s network
management practices include, among other things, identifying spam and
preventing its delivery to customer e-mail accounts, detecting malicious Internet
traffic and preventing the distribution of viruses or other harmful code or content,
and temporarily lowering the priority of traffic for users who are the top
contributors to current network congestion. A significant portion of Comcast’s
network management activities relate to congestion management. As part of
Comcast’s own initiatives and as part of its compliance with the Federal
Communications Commission (the “FCC”) order pertaining to network
management, see In re Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation, 23 FCC Red 13028 (2008), Comcast is continually
evaluating and refining the ways in which it manages its network in order to
continue providing high quality Internet service using reasonable network
management tools and techniques that are consistent with industry standards. As
stated above, Comcast keeps its users and investors clearly apprised of its
activities in this area through information made available on its Web site.

In a September 19, 2008 letter from Comcast to the FCC (available on
Comcast’s Web site at http://downloads.comcast.net/docs/Cover_Letter.pdf and
attached hereto as Exhibit C) (the, “September 19 Letter”), Comcast stated that,
consistent with its prior voluntary commitment and the FCC’s Order noted above,.
Comcast would transition away from its prior congestion management practices
that managed certain types of peer-to-peer (“P2P”) traffic. As of December 31,
2008, Comcast has completed its transition to new protocol-agnostic congestion
management practices. In the September 19 Letter, Comcast affirmed its
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commitment to “ensurfing] continued delivery of a world-class service to all of
fits] subscribers, while minimizing the impact on any individual user whose
traffic must be managed as part of this process.”

As also noted in the September 19 Letter, in September 2008, Comcast
submitied to the FCC and posted on the network management section of its Web
site (1) a description of its prior approach to managing network congestion
(available at http://downloads.comcast.net/docs/Attachment A_Current_
Practices.pdf and attached hereto as Exhibit D) (ii) a description of its new
protocol-agnostic congestion management practices (available at
http://downloads.comcast.net/docs/Attachment B_Future Practices.pdf and
attached hereto as Exhibit E) and (iii) Comcast’s compliance plan for the
transition from the prior approach to the new one (available at
http://downloads.comcast.net/docs/Attachment_ C Compliance Plan.pdf and
attached hereto as Exhibit F). On January 5, 2009, Comcast filed a letter with the
FCC (available on Comcast’s Web site at http://downloads.comcast.net/
docs/comcast-nm-transition-notification.pdf and attached hereto as Exhibit G)
notifying the FCC that it has ceased employing the prior congestion management
practices and has instituted the new practices throughout its High-Speed Internet
network. These documents not only provide extensive details regarding
Comcast’s past and current practices, but also directly and indirectly address the
privacy and freedom of expression concerns raised by the Proposal.

Exhibit D, Comcast’s description of its prior congestion management
approach, describes Comcast’s former P2P-specific network management
practices, from which Comcast fully transitioned away as of December 31, 2008.
This document clearly explains the extent to which a given user’s online
information could be inspected by such network management tools and reassures
the reader that the techniques used by Comcast examined only the relevant packet
header or addressing information in a given packet necessary to indicate what
type of protocol (P2P in this case) was being used by a customer. The document
emphasizes that this congestion management technique did not “read” the
contents of customer communications in order to determine whether a packet was
text, music, video, a voice conversation, or any other type of content, and
certainly did not identify whether any packet contained political speech,
commercial speech or entertainment, or try to discern whether a packet was
personal or business, Icgal or illicit, etc. Comcast’s prior network management
practices fully respected customer privacy and did not act based on the contents of
any customer communications.

Exhibit E, Comcast’s description of its new congestion management
approach, stresses that Comcast’s new congestion management technique is
“protocol-agnostic” and focuses only on the extent to which a certain Comcast
subscriber is using a high amount of bandwidth, not what type of protocol is being
used. As was the case with Comcast’s prior congestion management practices,
this new technique fully respects customer privacy and does not act based on the
contents of any customer communications.
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In addition to Comcast’s various submissions to the FCC that it
prominently displays on the network management portion of its Web site,
Comcast publishes a Frequently Asked Questions (“FAQs”) section on its Web
site (available at http://help.comcast.net/content/fag/Frequently-Asked-Questions-
about-Network-Management#manage and attached hereto as Exhibit H), which
discusses why Comcast manages its network and the techniques utilized to do so.
This portion of Comcast’s Web site makes it clear to the reader that neither
Comcast’s previous network management practices nor the network management
practices to which it has transitioned discriminate against particular types of
online content.

Comcast clearly explains in the FAQ section (as it does elsewhere) that its
new protocol-agnostic network management technique will not manage
congestion based on the protocols in use, but rather it will focus on the heaviest
users in near real time, such that periods of congestion will be “fleeting and
sporadic.” Most importantly in the context of the Proponents’ concerns about
freedom of expression, the FAQ section clearly indicates that the new practices
will be “content neutral.”

In addition to the statements and FCC letters discussed above, Comcast’s
Acceptable Use Policy (available at http://www.comcast.net/terms/use/ and
attached hereto as Exhibit I} provides additional disclosure to customers about the
types of uses and activities that Comcast considers unacceptable (such as sending
spam or spreading a computer virus) and how it will respond when it determines
there is a violation of its Acceptable Use Policy. Taken together, all of these
documents provide customers and others with a detailed, meaningful explanation
of Comcast’s network management and privacy practices and policies and how
they affect customers. Comcast believes that its network management techniques
reflect reasonable, industry standard practices and do so in a way that fully
respects customer freedom of expression and privacy.

Analysis

In ConAgra Foods, Inc. (July 3, 2006), the Staff allowed the company to
exclude a proposal requesting that the board issue a sustainability report to
shareholders because the company had substantially implemented the essential
objective of the proposal through its publication (on its Web site) of a Corporate
Responsibility Report, which focused on certain issues discussed in the proposal.
This is similar to the situation at hand, as the network management page of
Comcast’s Web site provides detailed information that explains Comcast’s
network management processes and also directly addresses the concerns raised by
the Proposal.

In The Gap, Inc. (March 16, 2001), the Staff allowed the company to
exclude a proposal (on substantial implementation grounds) that requested a
report on the child labor practices of the company’s vendors. The company had
already established a code of vendor conduct, monitored vendor compliance,
published related information and was willing to discuss the issue with
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shareholders. Likewise, in Nordstrom, Inc. (February 8, 1995), the Staff allowed
the company to exclude a proposal (on substantial implementation grounds) that
requested that the company establish a set of standards for its suppliers that met
certain minimum criteria and also that the company prepare a report to
shareholders describing its policies as well as its current and future compliance
efforts with respect to those policies. In that instance, Nordstrom was able to
successfully argue that it had substantially implemented the proposal where it had
in place existing company guidelines for suppliers and had issued a press release
regarding such guidelines (despite the fact that the guidelines did not commit the
company to conduct regular or random inspections to ensure compliance, as
requested in the proposal). As indicated above, Comcast has clearly gone much
further in substantially implementing the essential objectives of the Proposal and
therefore respectfully submits that the Staff should allow Comcast to exclude the
Proposal on such grounds.

In ITT Corporation (March 12, 2008), the Staff did not permit the
exclusion of a proposal requesting a report on ITT Corporation’s foreign sales of
military and weapons-related products and services on substantial implementation
grounds (or any other grounds). The company argued that it had substantially
implemented the proposal by way of (i) availability of the requested information
through the dissemination of such information by government agencies to the
media, (ii) information provided to certain government agencies which was
publicly available, (iii) information posted online by several government agencies
and (iv) information contained in the company’s SEC filings, as well as certain
‘nformation on its own Web site. Comcast’s claim of substantial implementation
is distinguished from that of ITT Corporation because Comcast’s network
management information page directly supplies the information sought by the
Proposal, as opposed to forcing an investor to search several locations for the
desired information, and it directly responds to the issues raised by the Proposal.
This information page not only links readers to certain of Comcast’s FCC filings,
but also provides updates regarding Comcast’s network management practices
and links to the FAQ section that provides plain language explanations of network
management issues, including those related to the concerns raised by the
Proposal. Comcast has collected all of its network management documents and
related materials in one place at http://www.comcast.net/terms/network.

Also, in Terex Corporation (March 18, 2005), the Staff did not permit
exclusion (on substantially implemented grounds) of a proposal substantially
similar to that received by ConAgra Foods (discussed above). Terex claimed that
it substantially implemented the proposal by including on its Web site its views
regarding corporate citizenship and by making reference to a variety of its public
disclosures, including filings made with the SEC. Again, Comcast’s claim of
substantial implementation is distinguished from the argument set forth by Terex
because Comcast prepares and publishes on its Web site detailed summaries of its
network management practices and also provides direct access to certain FCC
filings by posting those filings on the network management page of its Web site
(i.e., the actions requested by the Proposal).
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Comcast continues to publish and update information describing its
network management practices, including how these practices relate to the public
policy concerns regarding privacy and freedom of expression on the Internet and
believes that through its current disclosures that it has implemented the essential
objectives of the Proposal. The Proposal has therefore been substantially
implemented.

The Proposal may also be omitted from the 2009 Proxy Materials under Rule
14a-8(i)(7) because, while the Proposal may relate to issues of public policy,
the Proponents seek to “micro-manage” the Company with their request that
would intrude unduly on the Company’s ordinary business operations.

Pursuant to Rule 14a-8(i)(7), the Proposal may be excluded from Comcast’s
2009 Proxy Materials because the Proposal deals with a matter relating to the
company’s ordinary business operations.

Rule 14a-8(i)(7) allows a company to omit a shareholder proposal from its
proxy materials if such proposal deals with a matter relating to the company’s
ordinary business operations. The general policy underlying the “ordinary
business” exclusion is “to confine the resolution of ordinary business problems to
management and the board of directors, since it is impracticable for shareholders
to decide how to solve such problems at annual shareholders meetings.”
Exchange Act Release No. 34-40018 (May 21, 1998) (the “1998 Release”). This
general policy reflects two central considerations: (i) “[c]ertain tasks are so
-:ndamental to management’s ability to run a company on a day-to-day basis that
they could not, as a practical matter, be subject to direct shareholder oversight”;
and (ii) the “degree to which the proposal seeks to ‘micro-manage’ the company
by probing too deeply into matters of a complex nature upon which sharéholders,
as a group, would not be in a position to make an informed judgment.” The 1998
Release, citing in part Exchange Act Release No. 12999 (November 22, 1976).
Additionally, when a proposal seeks a report, “the Staff will consider whether the
subject matter of the special report . . . involves a matter of ordinary business;
where it does, the proposal will be excludable under Rule 14a-8(c)(7). Exchange
Act Release 34-20091 (August 16, 1983).

The Proposal Relates to Comcast’s Network Management Practices,
Implicating Comcast’s Business Operations

Comcast earns revenue by, among other things, providing high-quality
High-Speed Internet service to both commercial and individual users. As the
Internet continues to evolve and Comecast strives to provide its customers with the
highest quality Internet service possible, Comecast must also continue to ensure
that its network capabilities are able to provide such service.

As previously discussed in great detail, Comcast manages its network with
the goal of delivering the best possible High-Speed Internet experience to all of its
customers. Network management is essential for Comcast to promote the use and
enjoyment of the Internet by all of its customers. Comcast uses various tools and
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techniques to manage its network. These tools and techniques, like the network
and its usage, are dynamic, and can and do change frequently.

Decisions regarding Comcast’s network management policy depends on
an intimate knowledge of Comcast’s High-Speed Internet network. Only
Comcast management and staff have the requisite knowledge of Comcast’s
network and user population in order to assess, set and refine its network
management policies and tools. In addition, Comcast and its network
management practices were the subject of a proceeding at the FCC, which
resulted in the FCC’s August 20, 2008 Memorandum Opinion and Order, FCC
08-183 noted above. As a result of that proceeding, Comecast committed to make
certain disclosures regarding its current and future network management
practices. Given that the type and content of these disclosures are part of
Comecast’s ongoing commitment to keep its customers and the public informed
regarding one of Comcast’s major services and revenue streams, it seems clear
that disclosure of Comeast’s network management policies falls squarely within
the scope of Comcast’s ordinary business operations.

Tn Yahoo! Inc. (April 5, 2007), the Staff concluded that a shareholder
proposal which requested the Board of Directors to “report to shareholders as
soon as practicable on the Company’s rationale for supporting and/or advocating
public policy measures that would increase government regulation of the Internet”
fell within the purview of Yahoo!’s ordinary business operations.

Likewise, in Microsoft Corporation (September 29, 2006), the Staff
concurred with Microsoft’s view that a proposal almost identical to the Yahoo!
proposal noted above could be excluded on the basis of Rule 14a-8(i)(7), where
Microsoft argued that “[s]hareholders are simply not in a position to frame the
company’s policy on complex questions of business, technology advancement,
policy, and regulation(,]” asserting that these activities are “properly reserved for
management.” As was the case with Microsoft, the Proponents should not be
allowed to improperly intervene in the day-to-day operations of one of the key
areas of Comcast’s business in order to advance their particular agenda.

As expressly indicated in Exchange Act Release 34-20091 (August 16,
1983), noted above, since the requested report clearly concerns an area of
Comcast’s ordinary business operations, Comcast believes that the Proposal may
be properly excluded from Comecast’s 2009 Proxy Materials under Rule 14a-

8GX(7).

The Proposal Relates to a Complex Matter That Is Most Appropriate for
Management to Address

Issues related to network management are highly complex and require a
detailed understanding of, among other things, Comcast’s and other Internet
Service Providers’ network architectures, business practices, and available
network technology. To make an informed judgment as to what types of network
management practices are necessary and will promote the interests of Comcast, its
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stockholders and its customers requires an intimate knowledge of these complex
practices. The complexity and rapid evolution of the Internet and network
management practices make network management a poor topic for action by
stockholders at an annual meeting and are just the type of proposal that “seeks to
‘micro-manage’ the company by probing too deeply into matters of a complex
nature upon which shareholders, as a group, would not be in a position to make an
informed judgment” (as stated in the 1998 Release). Accordingly, the Company
believes that it should be permitted to exclude the Proposal on the basis of Rule
14a-8(i)(7).

Comcast believes that the Proposal is exactly the type of matter that the
“ordinary business™ exception is Rule 14a-8(i)(7) was created to address. By
requesting that the Board of Directors prepare a report regarding its network
management practices, the Proponents are seeking to subject to shareholder
oversight an aspect of Comcast’s business that is most appropriately handled by
Comcast’s management. Additionally, the issues of how Comcast should
properly maintain its network while still respecting users’ concerns regarding
freedom of expression and privacy and how Comcast should respond to
government regulation of this aspect of its business are central to the operation of
the day-to-day business of Comcast. Executives and other managers routinely
make decisions about how best to conduct Comecast’s business in compliance with
current regulations and it would be highly unusual and impractical to interject
Comcast’s shareholders into what is otherwise a routine management decision.

In General Electric Company (January 17, 2006) the proponent requested
that the issuer prepare a report on the impact of a flat tax on the company.
General Electric successfully argued that tax planning and compliance were
“intricately interwoven with a company’s financial planning, day-to-day business
operations and financial reporting.” In the same way, Comcast’s network
management practices involve intricate systems related to the unique services that
Comcast provides and Comcast’s selection and disclosures of its network
management practices are a function of Comcast’s ongoing business practices and
any applicable FCC rules or requirements.

Comcast is aware that the Staff will make an exception for proposals that
pertain to significant social policy issues, even if they involvé ordinary business
operations. However, the Commission has permitted the exclusion of shareholder
proposals that seek to require a company to prepare and issue a report pertaining
to its otherwise ordinary business operations but involving social policy issues,
where such proposals call for reports but not action in furtherance of such social
policy issue. See, Washington Mutual, Inc. (March 6, 2002) (excluding a
proposal requesting a report identifying all company costs associated with land
development projects); The Mead Corporation (January 31, 2001) (excluding
shareholder proposal requesting a report on the company’s environmental risks in
financial terms).

In Washington Mutual, the shareholder proposal was excluded under Rule
14a-8(1)(7) where the proponent merely sought a report concerning the impact of
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a portion of the company’s business operations and did not request adoption of
corporate policies regarding the environment. Like the shareholder proposal that
was excluded under Rule 14a-8(i)(7) in Washington Mutual, the Proposal merely
asks Comcast to issue a report regarding its network management practices in
light of the public’s concerns regarding privacy and freedom of expression on the
Internet, but does not request that Comcast take any affirmative steps to attempt to
modify its network management practices.

Accordingly, Comcast believes that the Proposal intrudes into the realm of
the ordinary business operations of Comeast without calling for the necessary
action that sometimes prevents the exclusion of social policy related proposals.
For that reason, in addition to the reasons indicated in the subsection above,
Comcast respectfully submits that it should be permitted to exclude the Proposal
from its 2009 Proxy Materials in accordance with Rule 14a-8(i)(7).

Conclusion

Comcast believes that the Proposal may be properly excluded from the
2009 Proxy Materials pursuant to Rule 14a-8(i)(10) because the Proposal has
been substantially implemented. Comcast also believes that the Proposal may be
properly excluded from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(7)
because issues relating to network management are within the scope of Comcast’s
ordinary business operations and the Proposal does not satisfy the social policy
exception to this rule.

We would be happy to provide you with any additional information and
answer any questions that you may have regarding this subject. Should you
disagree with the conclusions set forth herein, we respectfully request the
opportunity to confer with you prior to the determination of the Staff’s final
position. Please do not hesitate to call me at (212) 450-4397 or Arthur R. Block,
the Company’s Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter.

Very truly yours,
/\/(/{,LUML»__O(QW

William H. Aaronson

Enclosures
cc wlenc: The Office of the Comptroller of the City of New York
Trillium Asset Management Corporation

Arthur R. Block
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THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

WILLIAM C. THOMPSON, JR.
COMPTROLLER

November 12, 2008

Mr. Arthur R. Block
Secretary :
" Comcast Corporation
One Comcast Center
Philadelphia, PA 19103

Dear Mr. Block:

The Office of the Comptroller of New York City is the custodian and trustee of the
New York City. Employees’ Retirement System, the New York City Police
Pension Fund, and the New York City Fire Department Pension Fund, and
custodian of the New York City Board of Education Retirement System (the
“funds”). The funds’ boards of trustees have authorized the Comptroller to inform
you of their intention to offer the enclosed proposal for consideration of
- stockholders at the next annual meeting.

| submit the attached proposal to you in accordance with rule 14a-8 of the
Securities Exchange Act of 1934 and ask that it be included in your proxy
statement. ‘

Letters from The Bank of New York certifying the funds’ ownership, continually
for over a year, of shares of Comcast Corporation common stock are enclosed.
~ The funds intend to continue to hold at least $2,000 worth of these securities
through the date of the annual meeting.’

We would be happy to discuss this initiative with you. Should the board decide to
endorse its provisions as company policy, our funds will ask that the proposal be
withdrawn from consideration at the annual meeting. Please feel free to contact
me at (212) 669-2651 if you have any further questions on this matter.

Very tr

/
atrick Doherty
pd:ma
Enclosures
VComcast Corporation - intemet censorship

@ New York City Office of the Comptroller
Bureau of Asset Management




Report on Our Company’s Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Internet is becoming the defining infrastructure of our economy and society in the 21* century. Its
potential to open new markets for commerce, new venues for cultural expression and new modalities of
civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s
use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give
far-ranging thought to how these practices serve to promote--or inhibit--the public’s participation in the
economy and in civil society.

Of fundamental concern is the effect ISPs” network management practices have on public expectations
of privacy and freedom of expression on the Internet.

Whereas:
e More than 211 million Americans--70% of the U.S. population--now use the Internet;

» The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;

e 46% of Americans report they have used the internet, e-mail or text messaging to
participate in the 2008 political process;

» The Internet yields significant economic benefits to society, with online US retailing
revenues — only one gauge of e-commerce - exceeding $200 billion in 2008;

* The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each
day;

s 72% of Americans are concemned that their online behaviors are being tracked and
profiled by companies;

» 53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

* 54% of Americans are uncomfortable with third parties collecting information about
their online behavior;

* Our Company provides Internet access to a very large number of subscribers and is .
' considered a leading ISP; :




» Our Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

¢ Class action lawsuits in several states are challenging the propriety of ISPs' network
management practices;

* Internet network management is a significant public policy issue; failure to fully and
publicly address this issue poses potential competitive, legal and reputational harm to
- our Company;

* Any perceived compromise by ISPs of public expectations of privacy and freedom of
expression on the Internet could have a chilling effect on the use of the Intemmet and
detrimental effects on society.

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,
excluding proprietary and confidential information, and to be made available to shareholders no later
than November 30, 2009, examining the effects of the company’s Internet network management
prac’uces in the context of the significant public policy concems regarding the pubhc s expectations of
privacy and freedom of expression on the Intemet.
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&TR' l- I- l U M eli'SIEXGEMENT’ Tritlium Asset Management Corporation

25 Years of Investing for a Better World* www.trilliuminvest.com

November 26, 2008
Via Overnight Mail

Arthur R. Block :

Senior Vice President, General Counsel.and Secretary
Comcast Corporation

One Comcast Center

Philadelphia, PA 19103

Dear Mr. Block:

Trillium Asset Management Corporation (“Trillium”) is an investment firm based in Boston,
Massachusetts specializing in socially responsible asset management.

I am authorized to notify you of our intention to file the enclosed shareholder resolution. Trillium submits
this resolution for inclusion in the 2009 proxy statement, in accordance with Rule 14a-8 of the General
Rules and Regulations of the Securities and Exchange Act of 1934. Trillium submits this proposal on
behalf of our client Louise Rice, who is the beneficial owner, per Rule 14a-8, of more than $2,000
worth of Comeast Corporation common stock acquired more than one year prior to this date. We will
previde verification of ownership from our custodian separately upon request. We will send a
representative to the stockholders’ meeting to move the resolution as required by the SEC rules.

I can be reached at (917) 222-3366 and look forward to your response.

Sincerely,

Jonas Kron, J.D., M.S.E.L .
Senior Social Research Analyst

cc: Brian L. Roberts, Chairman and CEQ, Comcast Corporation
Marlene S. Dooner, Senior Vice President, Investor Relations, Comcast Corporation

BOSTON ' DURHAM SAN FRANCISCO BOISE

711 Atlantic Avenue 353 West Main Street, Second Floor 369 Pine Street, Sulte 711 950 W. Bannock Street, Suite 530
Bostan, Massachusetts 02111-2809 Durham, North Carolina 27701-3215 San Francisco, California 94104-3310 Boise, aho 83702-6118

T: 617-423-6655 F: 617-482-6179 T:919-688-1265 F: 919-688-1451 T: 415-392-4806 F: 415-392-4535 T: 208-387-0777 F: 208-387-0278
800-548-5684 800-853-1311 800-933-4806 800-567-0538

®
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Report on Our Company’s Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Internet is becoming the defining infrastructure of our economy and society in the 21% century. Its
potential to open new markets for commerce, new venues for cultural expression and new modalities of
civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s
use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give'
far-ranging thought to how these practices serve to promote--or inhibit--the public’s participation in the
economy and in civil society.

Of fundamental concern is the effect ISPs’ network management practiceé have on public expectations
of privacy and freedom of expression on the Internet.

Whereas:
* More than 211 million Americans--70% of the U.S. population--now use the Internet;

e The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;
e 46% of Americans report they have used the internet, e-mail or text messaging to

participate in the 2008 political process;

e The Intemet yields significant economic benefits to society, with online US retailing
revenues — only one gauge of e-commerce - exceeding $200 billion in 2008;

o The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each
day;

® 72% of Americans are concerned that their online behaviors are being tracked and
profiled by companies;

e 53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

e 54% of Americans are uncomfortable with third parties collecting information about
theixf online behavior;

e Qur Company pmvidc§ Internet access to a very large number of subscribers and is
considered a leading ISP;



» Our Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

¢ Class action lawsuits in several states are challenging the propriety of ISPs' network
management practices; '

» Internet network management is a significant public policy issue; failure to fully and
publicly address this issue poses potential competitive, legal and reputational harm to
our Company; . .

e Any percexved compromise by ISPs of public expectations of privacy and freedom of
expression-on the Internet could have a chilling effect on the use of the Internet and
detrimental effects on society. . .

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,
excluding proprietary and confidential information, and to be made available to shareholders no later
than November 30,2009, examining the effects of the company’s Internet network management
practxces in the context of the significant public policy concerns regarding the public’s expectauons of
privacy and freedom of expression on the Interriet.
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2001 Pennsylvania Ave., NV
Suite 500

Weashinglon, OC 26006
202.379.7100 Tat
202.456.7718 Fax
VIWIL.COMEASE.LOM

{comcast | —

September 19, 2008

VIA ECFS AND HAND DELIVERY

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12™ Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer—to—Peer
Applications, File No. EB-08-1H-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling that Degrading an Internet Application Violates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

Dear Ms. Dortch:

In accordance with the Commission’s August 20, 2008 Memorandum Opinion and Order
regardmg Comcast’s network management practices for our High-Speed Internet (“HSI”)
service,' Comcast hereby complies with the three filing requirements set forth therein.
Specifically, consistent with Paragraphs 54 and 59 of the Commission’s Order, we submit the
following:

(1) a description of our current approach to managing network congestion
(Attachment A);

(2) a description of the new protocol-agnostic congestion management practices to which
we are transitioning no later than year-end 2008 (Attachment B); and

(3) a compliance plan setting forth the benchmarks that we will meet as part of this
transition (Attachment C). We have also included in this document our plans for direct
communication with our customers during this transition.

In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Pelition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC’s Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 (Aug. 20, 2008) (“Order™).



Ms. Marlene Dortch
September 19, 2008
Page 2 of 3

These filings are consistent with our previously announced commitment to transition
away from the congestion management practices we currently use to prevent peer-to-peer
(“P2P”) traffic from degrading our customers’ use and enjoyment of our HSI service to a new set
of protocol-agnostic congestion management practices, and to do so across our network by
December 31, 2008. Over the last several months, we have conducted technical trials to
determine how best to implement a new protocol-agnostic approach to congestion management.
We are making excellent progress and are on track to complete the transition as scheduled. As in
everything we do, our goal is to ensure continued delivery of a world-class service to all of our
subscribers, while minimizing the impact on any individual users whose traffic must be managed
as part of this process.

We continue to refine the details of our new practices, so we commit to make
supplementary filings in this docket as necessary to keep the Commission (and the public)
informed of any material changes in our plans before we complete the transition to protocol-
agnostic congestion management by year-end. Separate and apart from the requirements of the
Order, we have an ongoing commitment to our customers to provide a world-class Internet
experience. To do so, we must always preserve the flexibility to manage our network in lawful
and appropriate ways. Moreover, we know that clear communication with our customers is
essential to a successful long-term relationship. So we are committed to ensuring that our
customers receive clear, concise, and useful information about the services that we provide.

Even as we adopt the new network management practices described in Attachment B, we
continue to make the investments in network upgrades that will permit us to better prevent
congestion and meet our customers’ ever-increasing demands for bandwidth. For example,
carlier this year we doubled, and in many cases tripled, the upload speeds for almost all of our
existing HSI customers. In addition, since our initial rollout of DOCSIS 3.0 (which currently
offers consumers wideband download speeds of up to 50 Mbps and upload speeds of up to 5
Mbps) in the Twin Cities Region in April, we have continued preparations to deploy
DOCSIS 3.0 to up to 20 percent of our footprint by the end of this year, and in many more
markets in 2009.

As all of the Commissioners recognize, the Internet is an engine for innovation and
economic growth. We are proud to be a leader in bringing broadband Intemet to consumers all
over the country, adding fuel to that engine. We will continue to work hard to deliver a world-
class service that gives all of our subscribers access to the content, applications, and services that
they demand. '
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Page 3 of 3

CC:

Please contact me should you have any questions regarding this submission.

Chairman Kevin J. Martin
Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
Commissioner Deborah T. Tate
Commissioner Robert M. McDowell
Daniel Gonzalez :
Dana Shaffer

Scott Bergmann

Scott Deutchman

Sincerely,

/s/ Kathryn A. Zachem

Kathryn A. Zachem
Vice President, Regulatory Affairs
Comcast Corporation

Kris Monteith
Amy Bender
Greg Orlando
Nick Alexander
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ATTACHMENT A:

COMCAST CORPORATION
DESCRIPTION OF CURRENT NETWORK MANAGEMENT
PRACTICES



COMCAST CORPORATION
DESCRIPTION OF CURRENT NETWORK MANAGEMENT PRACTICES

Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (*HSI”) network,
Comcast hereby “disclose[s] to the Commission the precise contours of the network management
practices at issue here, including what equipment has been utilized, when it began to be
employed, when and under what circumstances it has been used, how it has been configured,
what protocols have been affected, and where it has been depl(;yed.”i

L.  INTRODUCTION

Comecast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the available bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
that degrades their neighbors” Internet experience. In our experience, over the past several years,
the primary cause of congestion (particularly in the upstream portion of our network) has been
the high-volume consumption of bandwidth associated with use of certain peer-to-peer (“P2P”)
protocols. In order to tailor our network management efforts to this reality, Comcast’s current
congestion management practices were designed to address this primary contributor to
congestion. Our objective in doing so was to provide all our customers with the best possible
broadband Internet experience in the marketplace.

As described in Attachment B, in response to significant stated concerns of the Internet

community, Comcast had already announced plans to transition away from its P2P-specific

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaraiory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
"Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 1§ 54, 59 (Aug. 20, 2008) (“Order”).



congestion management practices and terminate them entirely by December 31, 2008. Paragraph
54 of the Order directs Comeast to describe these current practices, and we do so here.

At the outset, we provide some background on how these practices came inté being and
how they work in a general sense. We then provide the greater detail required by the Order.

IL BACKGROUND

To understand exactly how Comcast currently manages congestion on its network, it is
helpful to have a general understanding of how Comcast’s HSI network is designed.” Comecast’s
HST1 network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable
connecting each subscriber’s cable modem to an Optical Node, and fiber optic cables connecting
the Optical Node, through distributfon hubs, to the Cable Modem Termination System
(“CMTS™), which is also known as the “data node.” The CMTSes are then connected to higher-
level routers, which in turn are connected to Comcast’s Internet backbone facilities. Today,
{_rmeast has approximately 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers.

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS.
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the “ports” on the CMTS. These ports can be éither “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)

or receive information from cable modems (upstream) attached to the port. Today, on average,

2

° Although the Order focuses entirely on Comcast’s current practices with respect to controlling network
congestion, Comcast’s efforts to deliver'a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers” ability to control the content that enters their homes.

3 The reader may find it useful to refer to the attached glossary for additional explanation of unfamiliar
terms.



about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. As will be described later in this document, Comeast’s current congestion
management practices focus solely on a subset of upstream traffic.

Internet usage patterns are dynamic and change constantly over time. As broadband
networks deliver higher speeds, this enables the deployment of new content, applications, and
services, which in turn leads more and more households to discover the benefits of broadband
Internet services. Several years ago, Comcast became aware of a growing problem of congestion
on its HSI network, as traffic volumes, particularly for upstream bandwidth (which is
provisioned in lesser quantities than downstream bandwidth®), were growing rapidly and
affecting the use of various applications and services that are particularly sensitive to latency
(i.e., packets arriving slowly) or jitter (i.e., packets arriving with variable delay).

In order to diagnose the cause of the congestion and explore means to alleviate it, in May
2¢05, Comeast began trialing network managc’inent technology developed by Sandvine, Inc.

The Sandvine technology identified which protocols were generating the most traffic and where
in the network the congestion was occurring. After jointly reviewing significant amounts of
usage data, Comcast and Sandvine determined that the use of several P2P protocols was
regularly generating disproportionate burdens on the network, primarily on the upstream portion
of the network, causing congestion that was affecting other users on the network.

As previously explained on the record and described in greater detail below, in order to

mitigate congestion, Comcast determined that it should manage only those protocols that placed

4 This asymmetric provisioning of bandwidth is based on how the vast majority of consumers have

historically used the Internet, i.e., most consumers have been far more interested in how fast they could surf the web,
how fast they could download files, and whether they could watch streaming video than in uploading large files.
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most
consumers still download much more than they upload, and so we continue to architect our network to optimize the
experience of the vast majority of our users. As usage patterns change over time, so, too, will our provisioning
practices.



excessive burdens on the network, and that it should manage those protocols in a minimally
mntrusive way utilizing the technology available at the time. More specifically, in an effort to
avoi& upstream congestion, Comcast established thresholds for the number of simultaneous
unidirectional uploads that can be initiated for each of the managed protocols in any given
geographic area; when the number of simultaneous sessions remains below those thresholds,
uploads are not managed. The thresholds for each protocol vary depending upon a number of
factors discussed in detail below, including how the particular protocol operates and the burden
that the particular protocol was determined to place on our upstream bandwidth. These
management practices were not based on the type (video, music, data, etc.) or content of traffic
being uploaded.

The Sandvine equipment has been used (1) to determine when the number of
simultaneous unidirectional upload sessions for a particular P2P protocol in a particular
seopraphic area reaches its pre-determined threshold, and (2) when a threshold is reached, to
temporarily delay the initiation of any new unidirectional upload sessions for that protocol until
the number of simuitaneous unidirectional upload sessions drops below that threshold.

1II.  WHATEQUIPMENT IS UTILIZED?

The specific equipment Comcast uses to effectuate its network management practices is a
device known as the Sandvine Policy Traffic Switch 8210 (“Sandvine PTS 8210”). Literature
describing this product is attached. The following sections explain where and how Comcast uses

the Sandvine PTS 8210.



IV. WHERE HAS THE EQUIPMENT BEEN DEPLOYED AND WHEN AND UNDER
WHAT CIRCUMSTANCES HAS IT BEEN USED?

Comcast initially began technical trials with the Sandvine PTS 8210s starting in May
2005, Commercial (i.e., not trial) deployment of this equipment took place over an extended
period of time, beginning in 2006. We achieved wide-scale deployment in 2007.°

On Comcast’s network, the Sandvine PTS 8210 is deployed “out-of-line” (that is, out of
the regular traffic flow)® and is located adjacent to the CMTS. Upstream traffic from cable
modems will pass through the CMTS on its way to upstream routers, and then, depending on the
traffic’s ultimate destination, onto Comcast’s Internet backbone. A “mirror” replicates the traffic
flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the
Sandvine PTS 8210, where the protocols in the traffic flow are identified and the congestion
management policy is applied in the manner described in greater detail below. In some
circumstances, two small CMTSes located near each other may be managed by a single Sandvine

1'1'S 8210.7 The following graphics provide a simplified illustration of these two configurations:

5 Some locations currently have a network design that is different from the standard Comcast network design
because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those
systems from other operators and are in the process of standardizing them. The congestion management practices
described herein are not used in those systems. The locations of our trials have been widely publicized, but
disclosure of proprietary plans regarding the order and timing for network investments and service upgrades would
cause substantial competitive harm.

§ Comcast deploys the Sandvine PTS 8210 “out-of-line” so as to not create an additional potential “point-of-
failure” (i.e., a point in the network where the failure of a piece of equipment would cause the network to cease
operating properly). The Sandvine equipment can also be deployed “in-line,” which can make the management
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration.

7 Although the PTS generally monitors traffic and effectuates policy at the CMTS level, the session
management interface is administered at the Upstream Router, one layer higher in the overall architecture.

5
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V. HOW HAS THE EQUIPMENT BEEN CONFIGURED AND WHAT PROTOCOLS
HAVE BEEN AFFECTED?

For purposes of managing network congestion,8 the Sandvine PTS 8210 has been
configured to identify unidirectional P2P uploads for the protocols -- identified below -- that
were determined to be the primary causes of upstream congestion.” To do this, the Sandvine
PTS uscs tcchr;ology that processes the addrcssfng, protocol, and header information of a
particular packet to determine the session type. The Sandvine PTSes, as deployed on Comcast’s
nctwérk, do not inspect the content. These devices only examine the relevant header information
in the packet that indicates what type of protocol is being used (i.e., P2P, VoIP, e-mail, etc.).
The equipment used does rof read the contents of the message in order to determine whether the
P2P packet is text, music, or video; listen to what is said in a VoIP packet; read the text of an e-
mail packet; identify whether any packet contains political speech, commercial speech, or
entertainment; or try to discern whether packets are personal or business, legal or illicit, etc.

The following diagram graphically depicts the session identification technique
undertaken by the Sandvine PTS 8210 as deployed on Comcast’s network. The first layers
include addressing, protocol, and other “header” information that tells the network equipment
what kind of packet it is. The “content” layer is the actual web page, music file, picture, video,

etc., and is not examined by the Sandvine equipment.

8 The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous

functions related to network management and security, including traffic analysis, anti-spam measures, denial-of-
service attack prevention, and other similar functions.

? A “unidirectional upload™ session is different from an upload associated with a “bidirectional upload”
session. A session is considered bidirectional when the user is simuitaneously uploading to and downloading from
another individual using a single TCP flow. Two of the protocols that are managed, BitTorrent and eDonkey, use
bidireciional sessions; the other protocols only use unidirectional sessions. A large percentage of P2P traffic is
bidirectional and is not managed by these techniques.
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lnbselecting which P2P pfotoco} vploads to manage, network data were analyzed that
idestified the particular protocols that were generating disproportionate amounts of traffic.
Based on that analysis, five P2P protocols were identified to be managed: Ares, BitTorrent,
eDonkey, FastTrack, and Gnutella.. Four of those protocols have been subject to Comcast’s
management practices since Comcast first implemented these practices. Ares was added in
November 2007 after traffic analysis showed that it, too, was generating disproportionate
demands on network resources.

- For each of the managed P2P protocols, the PTS monitors and identifies the number of
simultaneous unidirectional uploads that are passed from the CMTS to the upstream router.
Because of the prevalence of P2P traffic on the upstream portion of our network, the number of
simultaneous unidirectional upload sessions of any particular P2P protocol at any given time
serves as a useful proxy for determining the level of overall network congestion.‘ For each of the

protocols, a session threshold is in place that is intended to provide for equivalently fair access
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between the protocols, but still mitigate the likelihood of congestion that could cause service
degradation for our customers.

Developing session thresholds for each P2P protocol must take into account the unique
characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey
use both bidirectional and wnidirectional upload sessions, whereas Ares, FastTrack, and Gnutella
only use unidirectional upload sessions.'® And even between BitTorrent and eDonkey, there are
significant differences. The BitTorrent protocol more heavily promotes bidirectional uploads as
compared to eDonkey, so, while they both may have the same total number of sessions,
BitTorrent would have a much higher percentage of bidirectional sessions than eDonkey.
Differences also arise between Ares, FastTrack, and Gnutella. For example, each protocol
consumes different amounts of bandwidth per session (e.g., a high percentage of Ares
unidirectional uploads consume negligible bandwidth).

The following table lays out by protocol the simultarieous unidirectional upload session
thresholds for each protocol as well as the typical ratio of bidirectional to unidirectional traffic
observed on our HS] network for those P2P protocols that use both, and other factors that

contribute to the overall bandwidth consumption by protocol.

10 Session thresholds are not applied to bidirectional uploads so as to not interfere with the corresponding

download.



Protocol |-

Ares (N/A) | 150 150 Many overhead flows exist for
' signaling, using little or no
bandwidth. The session limit is
set higher to account for this.
Ares is typically used for small
files.

BitTorrent | ~20:1 ~160 8 High ratio of bidirectional to
unidirectional flows. The
bidirectional to unidirectional
ratio varies. Typically used for
large files.

eDonkey ~3:1 ~42 32 Low ratio of bidirectional to
unidirectional flows. Used for
large files.

FastTrack | (N/A) |24 D4 | Typically used for large files.
Gnutella (N/A) |80 80 Typically used for small files.

Table I: Managed Protocols, Relevant Thresholds, and Other Notes

When the number of unidirectional upload sessions for any of the managed P2P prptocols
for a particular Sandvine PTS reaches the pre-determined session threshold, the Sandvine PTS
issues instructions called “reset packets” that delay unidirectional uploads for that particular P2P
protocol in the geographic area managed by that Sandvine PTS. The “reset” is a flag in the
packet header used to communicate an error condition in communication'between two computers
on the Internet. As used in our current congestion management practices, the reset packet is used
to convey that the system cannot, at that moment, process additional high-resource demands
without creating risk éf congestion. Once the number of simultaneous unidirectional uploads
falls below the pre-detenmined session limit threshold for a particular protocol, new uploads

using that protocol are allowed to proceed. Some Signiﬁcant percentage of P2P sessions last

" This number reflects the total number of sessions that we estimate are on-going at any moment in time

when the number of simultaneous upload sessions has met the threshold that has been established for that protocol.
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional
uploads generally occur quite frequently.

VL. CONCLUSION

Data collected from our HSI network demonstrate that, even with these current
management practices in place, P2P traffic continues to comprise approximately half of all
upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffic is as much
as two-thirds of total upstream traffic. The data also show that, even for the most heavily used
P2P protocols, more than 90 percent of these flows are unaffected by the congestion
management. Data recently collected from our network show that, when a P2P upload from a
particular computer was delayed by a reset packet, that same computer successfully initiated a
P2P upload within one minute in 80 percent of the cases. In fact, most of our customers using
P2P protocols to npload on any given day never experienced any delay at all.

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast will
end these protocol-specific congestion management practices throughout its network by the end

of 2008.
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded muhtimedia terminal
adapter (eMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network {generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes.

Chsarnel Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment (CPE) - such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comecast High Speed Internet (HSI):

A service/product offered by Comcast for delivering Internet service over a broadband
connection.

Customer Premise Equipment (CPE):
" Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates.

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Intcrnet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Mode! (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers” local neighborhoods that is
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
ciass or flow and assigning priorities to each type. When the network becomes congested, the
sata packets that are marked as having higher priority will have higher likelihood of getting
serviced.

Transmission Control Protocol (TCP):

Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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COMCAST CORPORATION
DESCRIPTION OF PLANNED NETWORK MANAGEMENT PRACTICES TO BE
DEPLOYED FOLLOWING THE TERMINATION OF CURRENT PRACTICES

Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI”) network,
Comcast hereby “disclose[s] to the Commission and the public the details of the network
management practices that it intends to deploy following the termination of its current practices,
including the thresholds that will trigger any limits on customers’ access to bandwidth.”’

L INTRODUCTION & SUMMARY

Comcast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the available bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
that degrades their neighbors’ Internet experience.? The goal of Comcast’s new congestion
manngement practices will be to enable all users of our network resources to access a “fair share”
of that bandwidth, in the interest of ensuring a high-quality onlincéxpcrience for all of

Comcast’s HSI customers.>

: In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading

Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 9y 54, 59 (Aug. 20, 2008) (“Order”).

2 Although the Order focuses entirely on Comcast’s current practices with respect to controlling network
congestion, Comcast’s efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers” Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers’ ability to control the content that enters their homes.

3 These congestion management practices are independent of, and should not be confused with, our recent
announcement that we will amend the “excessive use” portion of our Acceptable Use Policy, effective October 1,
2008, to establish a specific monthly data usage threshold of 250 GB per account for all residential HSI customers.
This excessive use threshold is designed to prevent any one residential account from consuming excessive amounts



Importantly, the new approach will be protocol-agnostic; that is, it will not manage

congestion by focusing on the use of the specific protocols that place a disproportionate burden

“on network resources, or any other protocols. Rather, the new approach will focus on managing
the traffic of those individuals who are using the most bandwidth at times when network
congestion threatens to degrade subscribers’ broadband experience and who are contributing
disproportionately to such congestion at those points in time.

Specific details about these practices, including relevant threshold information, the type
of equipment used, and other particulars, are discussed at some length later in this document. At
the outset, however, we present a very high-level, simplified overview of how these practices
will work once they are deployed. Despite all the detail provided further below, the
fundamentals of this approach can be summarized succinctly:

1. Software installed in the Comcast network continuously examines aggregate traffic
usage data for individual segments of Comcast’s HSI network. If overall upstream or
downstream usage on 2 particular segment of Comcast’s HSI network reaches a pre- -
determined level, the software moves on to step two.

2. At step two, the software examines bandwidth usage data for subscribers in the
affected network segment to determine which subscribers are using a disproportionate
share of the bandwidth. If the software determines that a particular subscriber or
subscribers have been the source of high volumes of network traffic during a recent
period of minutes, traffic originating from that subscriber or those subscribers
temporarily will be assigned a lower priority status.

3. During the time that a subscriber’s traffic is assigned the lower priority status, such
traffic will not be delayed so long as the network segment is not actually congested.

If, however, the network segment becomes congested, such traffic could be delayed.

4. The subscriber’s traffic returns to normal priority status once his or her bandwidth
usage drops below a set threshold over a particular time interval.

of network resources as measured over the course of a month. That cap does not address the issue of network
congestion, which results from traffic levels that vary from minute to minute. We have long had an “excessive use”
limit in our Acceptable Use Policy but have been criticized for failing to specify what is considered to be
“excessive.” The new cap provides clarity to customers regarding the specific monthly consumption limit per
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject
to having his or her Internet service account terminated for one year.

2



We have made considerable progress in recent months in formulating our plans for this
new approach, adjusting them, and subjecting them to real-world trials. Market trials in
Chambersburg, PA; Warrenton, VA; Lake City, FL; East Orange, FL; and Colorado Springs, CO
have enabled us to validate the utility of the general approach and collect substantial trial data to
test multiple variations and alternative formulations.

Comcast appreciates the Order’s recognition that Comcast “may not have finalized the
details of the network management practices that it intends to deploy following termination of its

“current practices” by the date of this report,’ but our progress to date is sufficient that we do not
need to make the certification contemplated by the Order or postpone disclosing the details of
our current plans. Certainly some additional adjustments — and possibly material changes -- will
be made as we continue our trials and move forward with implementation. Thus, consistent with
the spirit of the language quoted above, Comcast commits that, until we have completed our

+

tra

sition to the protocol-agnostic congestion management practices described below, we will
inform the Commission and the public of any material changes to the practices and plans detailed
here, at least two weeks prior to implementation of any such changes’

IL IMPLEMENTATION AND CONFIGURATION

To understand exactly how these new congestion management practices will work, it will
be inclpﬁ.ﬂ to have a general understanding of how Comca;t’s HSI network is designed.
Comcast’s HSI network is what is commonly referred to as a hybrid fiber-coax: network, with
coaxial cable connecting each subscriber’s cable modem to an Optical Node, and fiber optic

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination

4 Order § 55 n.246.

s We recognize that clear communication with our customers is an important part of a successful long-term

relationship. On an ongoing basis, we will provide our customers with clear, concise, and useful information about
the services that we provide.



System (“CMTS”), which is also known as a “data node.”® The CMTSes are then connected to
higher-level routers, which in turn are connected to Comcast’s Internet backbone facilities.
Today, Comcast has approximately 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers.

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS.
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the ports on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)
or receive infofmation from cable modems (upstream) attached to the port.” Today, on average,
about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. Both types of ports can experience congestion that could degrade the
broadband experience of our subscribers and, unlike with the previous congestion management
practices, both upstream and downstream traffic will be subject to management under these new
practices,

To implement Comcast’s new protocol-agnostic congestion management practices,
Comcast will purchasé new hardware and software that will be deployed near the Regiona)
Network Routers (“RNRs”) that are further upstream in Corncasi’s network. This new hardware
will consist of Internet Protocol Detail Record (“1IPDR”) servers, Congestion Management
servers, and PacketCable Multimedia (“PCMM?”) servers. Further details about each of these

pieces of equipment can be found below, in Section 111. It is important to note here, however,

¢ The reader may find it useful to refer to the attached glossary for additional explanation of unfamiliar

terms.

’ The term “port” as used here generally contemplates single channels on a CMTS, but these statements will

apply to virtual channels, also known as “bonded groups,” in 2 DOCSIS 3.0 environment.
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that, even though the physical location of these servers is at the RNR, the servers will
communicate with -- and manage individually - multiple ports on multiple CMTSes to
effectuate the practices described in this document. That is to say, bandwidth usage on one
CMTS port will have no effect on whether the congestion management practices described
herein are applied to a subscriber on a different CMTS port.

The following diagram provides a simplified graphical depiction of the network

architecture just described:
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Each Comcast HSI subscriber’s cable modem has a “bootfile” that contains certain pieces
of information about the subscriber’s service to ensure that the service functions properly.® For
example, the bootfile contains information about the maximum speed (what we refer to in this
document as the “provisioned bandwidth”) that a pérticular modem can achieve based on the tier
(personal, commercial, etc.) the customer has purchased. Bootfiles are generally reset from time
to time to account for changes in the network and other updates, and this is usually done through
a command sent from the network and without any effect on the subscriber. In preparation for
the transition to the new practices, Comcast will send new bootfiles to our HSI customers’ cable
modems that will create two Quality of Service (“Q0S”) levels for Internet traffic going to and
from the cable modem: (1) “Priority Best-Effort” traffic (“PBE”); and (2) “Best-Effort” traffic
(“BE”). As with previous changes to cable modem bootfiles, the replacement of the old bootfile
with the new bootfile requires no active participation by Comcast customers.”

Thereafier, all traffic going to or corﬁing from cable modems on the Comcast HSI
network will be designated as either PBE or BE. PBE will be thé default status for all Internet
traffic coming trom or going to a particular cable modem. Traffic will be designated BE for a
particular cable modem only when both of two conditions are met:

= First, the usage level of a particular upstream or downstream port of a CMTS, as

measured over a particular period of time, must be nearing the point where congestion
could degrade users’ experience. We refer to this as the “Near Congestion State” and,

based on the technical trials we have conducted, we have established a threshold,
described in more detail below, for when a particular CMTS port enters that state.

: No personal information is included in the bootfile; it only includes information about the service that the
subscriber has purchased.

s A very small percentage of Comcast’s HSI customers use first-generation cable modems that cannot
support the new congestion management practices. These cable modems will not receive the new bootfiles and,
after December 31, 2008, those cable modems will not be subject to congestion management and all their traffic
effectively will be designated PBE. These older cable modems have less capability to utilize significant amounts of
bandwidth and will, in any event, be replaced over time.



* Second, a particular subscriber must be making a significant contribution to the
bandwidth usage on the particular port, as measured over a particular period of time.
We refer to this as the “Extended High Consumption State” and, based on the
technical trials we have conducted, we have established a threshold, described in
more detail below, for when a particular user enters that state.

When, and only when, both conditions are met, a user’s upstream or downstream traffic
(depending on which type of port is in the Near Congestion State) will be designated as BE.
Then, to the extent that actual congestion occurs, any delay resulting from the congestion will
affect BE traffic before it affects PBE traffic.

We now explain the foregoing in greater detail.

A. Thresholds For Determining When a CMTS Port Is in a Near Congestion
State

For a CMTS port to enter the Near Congestion State, traffic flowing to or from that
CMTS port must exceed a speéiﬁed level (the “Port Utilization Threshold™) for a specific period
of time (the *Port Utilization Duration™). The Port Utilization Threshold on a CMTS port is
measured as a percentage of the total aggregate upstream or downstream bandwidth for the
particular port during the relevant timeframe. The Port Utilization Duration on the CMTS is
measured in minutes.

Values for each of the thresholds to be used as part of this new management technique
have been tentatively established after an extensive process of lab tests, simulations, technical
trials, vendor evaluations, customer feedback, and a third-party consulting analysis. In the same
way that specific anti-spam 61' other network management practices are adjusted to address new
issues that arise, it is a near certainty that these values will change in both the short-term and the
long-term, as Comcast gathers more data and performs additionalyanalysis resulting from wide-
scale deployment of the new technique. Moreover, as with any large network or software

system, software bugs and/or unexpected errors may arise, requiring software patches or other
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corrective actions. As always, our decisions on these matters will be driven by the marketplace
imperative that we deliver the best possible experience to our HSI subscribers.

Given our experience so far, we have determined that a starting point for the upstream
Port Utilization Threshold should be 70 percent and the downstream Port Utilization Threshold
should be 80 percent. For the Port Utilization Duration, we have determined that the starting
point should be approximaiely 15 minutes (although some technical limitations in some newer
CMTSes deployed on Comcast’s network may make this time period vary slightly). Thus, over
any 15-minute period, if an average of more than 70 percent of a port’s upstream bandwidth
capacity or more than 80 percent of a port’s downstream bandwidth capacity is utilized, that port
will be determined to be in a Near Congestion State.

Based on the trials to date, we expect that a typical CMTS port on our HSI network wifl
be in a Near Congestion State only for relatively small portions of the day, if at all, though there
is =0 way to forecast what will be the busiest time on a particular port on a particular day.
Moreover, the trial data indicate that, even when a particular port is in a Near Congestion State,
the instances where the network actually becomes congested during the Port Utilization Duration
are few, and managed users whose traffic is delayed during those congested periods perceive
little, if any, effect, as discussed below.

B. Thresholds For Determining When a User Is in an Extended High
Consumption State and for Release from that Classification

Once a particular CMTS port is in a Near Congestion State, the software examines

whether any cable modems are consuming bandwidth disproportionately.'® For a user to enter an

10 Although each cable modem is typically assigned to a particular household, the software does not (and

cannot) actually identify individual users or analyze particular users’ traffic. For purposes of this report, we use
“cable modem,” “user,” and “subscriber” interchangeably to mean a subscriber account or user account and not an
individual person. ’



Extended High Consumption State, he or she must consume greater than a certain percentage of
his or her provisioned upstream or downstream bandwidth (the “User Consumptipn Threshold”)
for a specific length of time (the “User Consumption Duration™). The User Consumption
Threshold is measured as a user’s.consumption of a particular percentage of his or her total
provisioned upstream or downstream bandwidth (the maximum speed that a particular modem
can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., ifa
user buys a service with speeds of 8 Mbps downstream and 1 Mbps upstream, then his or her
provisioned downstream speed is 8 Mbps and provisioned upstream speed is 1 Mbps).!" The
User Consumption Duration is measured in minutes.

Following lab tesﬁ, simulations, technical trials, customer feedback, vendor evaluations,
and a third-party consulting analysis, we have determined that the appropriate starting point for
the User Consumption Threshold is 70 percent of a subscriber’s provisioned upstream or
derwnziream bandwidth, and that the appropriate starting point for the User Consumption
Duration is 15 minutes. That is, when a subscribex" uses an average of 70 percent or more of his
or her provisioned upstream or downstream bandwidth over a particular 15-minute period, that
user will be in an Extended High Consumption State.'” As noted above, these values are subject

“to change as necessary in the same way that specific anti-spam or other network management
practices are adjusted to address new issues that arise, or should unexpected software bugs or

other problems arise.

1" Because the User Consumption Threshold is a percentage of provisioned bandwidth for-a particular user

account, and not a static value, users of higher speed tiers will have correspondingly higher User Consumption
Thresholds.

2 The User Consumption Thresholds have been set sufficiently high that using the HSI connection for VoIP
or most streaming video cannot alone cause subscribers to our standard-level HSI service to exceed the User
Consumption Threshold. For example, while Comcast’s standard-level HSI service provisions downstream
bandwidth at 6 Mbps, today, streaming video (even some HD video) from Hulu uses less than 2.5 Mbps, a Vonage
or Skype VolIP call uses less than 131 Kbps, and streaming music uses less than 128 Kbps.
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Based on data collected from the trial markets where the new management practices are
being tested, on average less than one-third of one percent of subscribers have had their traffic
priority status changed to the BE state on any given day. For cxample, in Colorado Springs, CO,
the largest test market, on any given day in August 2008, an average of 22 users out of 6,016
total subscribers in the trial had their traffic priority status changed to BE at some point during
the day.

A user’s traffic is released from a BE state when the user’s bandwidth consumption drops
below 50 percent of his or her provisioned upstream or downstream bandwidth for a period of
approximately 15 minutes. These release criteria are intended to minimize (and hopefully
prevent) user QoS oscillation, i.e., a situation in which a particular user could cycle repeatedly
between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis
and recommendations regarding Comcast’s trials and related congestion management work,

zst2d this approach, which has worked well in our ongoing trials and lab testing."® In trials,

we have observed that user traffic rarely remains in a managed state longer than the initial 15-
minute period.

Simply put, there are four steps to determining whether the traffic associated with a
particular cable modem is designated as PBE or BE:

1. Determine if the CMTS port is in a Near Congestion State.

2. Ifyes, determine whether any users are in an Extended High Consumption State.

3. Ifyes, change those users’ traffic to BE from PBE. If the answer at either step one or
step two is no, no action is taken.

» NetForecast, Inc. is an internationally recognized engineering consuiting company that, among other

things, advises network operators and technology vendors about technology issues and how to improve the
performance of a network.
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4. Ifauser’s traffic has been designated BE, check user consumption at next interval. If
user consumption has declined below predetermined threshold, reassign the user’s
traffic as PBE. If not, recheck at next interval.

The following diagram graphically depicts how this management process would work in the case
of a situation where upstream port utilization may be reaching a Near Congestion State (the same
diagram, with different values in the appropriate places, could be used to depict the management

process for downstream ports, as well):

C Aralysis & Decision-Making Flow Using an Example of an Upstream Port That May Be Approaching Congestion )
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Diagram 2: Upstream Congestion Management Decision Flowchart

C. Effect of BE Quality of Service on Users’ Broadband Experience

When a CMTS port is in a Near Congested State and a cable modem connected to that

port is in an Extended High Cbnsu‘mption State, that cable modem’s traffic will be designated as
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BE. Depending upon the level of congestion in the CMTS port, this designation may or may not
result in the user’s traffic being delayed or, in extreme cases, dropped before PBE traffic is
dropped.™ This is because of the way that thc CMTS handles traffic. Specifically, CMTS ports
have what is commonly called a “scheduler” that puts all the packets coming from or going to
cable modems on that particular port in a queue and then handles them in turn. A certain number
of packets can be processed by the scheduler in any given moment; for each time slot, PBE
traffic will be given priority access to the ;vailable cap-acity, and BE traffic will be processed on
a space-available basis.

A rough analogy would be to busses that empty and fill up at incredibly fast speeds. As
empty busses arrive at the figurative “bus stop” -- every two milliseconds in this case -- they fill
up with as many packets as are waiting for “seats” on the bus, to the limits of the bus’ capacity.

. During non-congested periods, the bus will usually have several empty seats, but, during
wengeste? periods, the bus will fill up and packets will have to wait for the next bus. It is in the
congested periods that BE packets will be affected. If there is no congestion, packets from a user
in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on
the other hand, there is congestion in a particular instance, the bus may become filled by packets
in a PBE state before any BE packets can get on. In that situation, the BE packets would have to
wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two-
millisecond increments, so even if the packets miss 50 “busses,” the delay only will be about

one-tenth of a second.

" Congestion can occur in any [P network, and, when it does, packets can be delayed or dropped. As a result,

applications and protocols have been designed to deal with this reality. Our new congestion management practices
will ensure that, in those rare cases where packets may be dropped, BE packets will be dropped before PBE packets
are dropped.
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During times of actual network congestion, when BE traffic might be delayed, there are a
variety of effects that could be experienced by a user whose traffic is delayed, depending upon
what applications he or she is using. Typically, a user whose traffic is in a BE state during actual
congesfion may find that a webpage loads sluggishly, a peer-to-peer upload takes somewhat
longer to complete, or a VoIP call sounds choppy. Of course, the same thing could happen to the
customers on a port that is congested in the absence of any congestion management; the
difference here is tha£ the effects of any such delays are shifted toward those who have been
placing the greatest burden on the network, instead of being distributed randomly among the
users of that port without regard to their consumption levels.

NetForecast, Inc. explored the potential risk of a worst-case scenario for users whose
traffic is in a BE state: the possibility of “bandwidth starvation™ in the theoretical case where
100 percent of the CMTS bandwidth is taken up by PBE traffic for an extended period of time.
T theory, such a condition could mean that a given user whose traffic is designated BE would be
unable to effectuate an upload or download (as noted above, both are managed separately) for
some period of time. However, when these management techniques were tested, first in
company testbeds and then in 6ur real-world frials conducted in the five markets, such a
theoretical condition did not occur. In addition, trial results demonstrated that these management
practices have very modest real-world impacts. To date, Comcast has yet to receive a single
customer complaint in any of the trial markets that can be traced to the new congestion
management praclices, despite having broadly publicized its trials.

Comcast will continue to monitor how user traffic is affected by these new congestion
management techniques and will make the adjugtlnents necessary to ensure that all Comcast HSI

customers have a high-quality Internet experience.
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III. EQUIPMENT/SOFTWARE USED AND LOCATION

The above-mentioned functions will be carried out using three different types of
application servers, supplied by three different vendors. As mentioned above, these servers will
be installed near Comcast’s regional network routers. The exact locations of various servers
have not been finalized, but this will not change the fact that they will manage individual CMTS
ports.

The first application server will be an IPDR server, which will collect relevant cable
modem volume usage information from the CMTS, such as how many aggregate upstream or
downstream bytes a subscriber uses over a particular period of time."> Comcast has not yet
chosen a vendor for the IPDR servers, but is in active negotiations with several vendors.

The second application server is the Sandvine Congestion Management Fairshare
(“CMF”) server, which will use Simple Network Management Protocol (“SNMP”) to measure
WS port utilization and detect when a port is in a Near Congestion State. When this happens,
the CMF server will then query the relevant IPDR data for a list of cable modems meeting the
criteria set forth above for being in an Extended High Consumption State.

If one or more users meet the criteria to be managed, then the CMF server will notify a
third application server, the PCMM application server developed by Camiant Technologies, as to
which users have been in an Extended High Consumption State and whose traffic should be
treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffic
for specific cable modems with a BE QoS, and for tracking_and managing the state c;f such
CMTS actions. If no users meet the criteria to be managed, no users will have their traffic

managed.

i IPDR has been adopted as a standard by many industry organizations and initiatives, such as CableLabs,

ATIS, ITU, and 3GPP, among others.
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The following diagram graphically depicts the high-level management flows among the

congestion management components on Comcast’s network, as described above:
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Diagram 3: High Level Management Flows

IV, CONCLUSION

Comcast’s transition to protocol-agnostic congestion management is already underway,
and Comcast is on schedule to meet the benchmarks set forth in Attachment C in order to
complete the transition by December 31, 2008. As described above, the new approach will not
manage congestion by focusing on managing the use of specific protocols. Nor will this
approach use “reset packets.” Rather, the new approach will (1) during periods when a CMTS

port is in a Near Congestion State, (2) identify the subscribers on that port who have consumed a
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disproportionate amount of bandwidth over the preceding 15 minutes, (3) lower the priority
status of those subscribers’ traffic to BE status until those subscribers meet the release criteria,
and (4) during periods of congestion, delay BE traffic before PBE traffic is delayed. Our trials
indicate that these new practices will ensure a quality online experience for all of our HS1

customers.
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (eMTA). Once connected, the cable modem links the customer to the HSI network and
uitimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes.

Chazneil Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comcast High Speed Internet (HSI):

A service/product offered by Comcast for delivering Internet service over a broadband
connection,

Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HS1 service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www .cablejabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates.

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Enternet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers’ local neighborhoods that is

" used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer | — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):_

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
daw packets that are marked as having higher priority will have higher likelihood of getting
serviced.

Transmission Control Protocol (TCP):

Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. 1If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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COMCAST CORPORATION
NETWORK MANAGEMENT TRANSITION COMPLIANCE PLAN

1. New Network Management Practices. Comcast is preparing to transition to new, protocol-
agnostic practices for managing congestion on our High-Speed Internet (“HSI”) network
(“congestion management™). We will complete that transition across our HSI network by
December 31, 2008. We provide more details about these new practices, and detailed
information about some of the hardware and software referenced in this document, in
Attachment B.

2. Trials. Comcast is currently performing technical trials of the new congestion management
practices in the following communities: Chambersburg, PA; Warrenton, VA; Lake City, FL;
East Orange, FL; and Colorado Springs, CO. If Comcast management deems it necessary to
conduct additional trials, they will be announced on Comcast’s Network Management Policy
page, located at http://www.comcast.net/networkmanagement/.

3. Benchmarks. Comcast expects to meet the following benchmarks in our transition to the
new protocol-agnostic congestion management practices:

a. October 15,2008. Comcast will have completed installation of the PacketCable
Multimedia and Internet Protocol Detail Record servers, and will have begun
installation of the Congestion Management Fairshare servers. These servers, and
other hardware used for the new congestion management practices, are described in
detail in Attachment B.

. November 15,2008, Comcast will have begun commercial (i.e., not trial) “cut-
overs” to the new congestion management practices on a market-by-market basis.
Once the equipment is in place in a particular area, this involves Comcast installing a
software update to our customers’ cable modems in that area, launching the software
for the new protocol-agnostic congestion management practices in that area, and
disabling the current congestion management techniques in that area.

c. December 31, 2008. Comcast will have completed the deployment of all hardware
and software needed to implement our new congestion management practices, and
will have completed the “cut-overs” to the new, protocol-agnostic congestion
management practices. We will also have discontinued the protocol-specific
congestion management practices throughout our network.

d. January 5,2009. Comcast will report to the FCC that we have discontinued our
protocol-specific congestion management practices throughout our network, and that
we have completed transitioning to the new congestion management practices,

4. Information Sharing. Comcast will take the following steps to provide timely information
to our customers about the transition to our new congestion management practices. We
intend for our disclosures to be clear, concise, and useful to the average consumer.



a. Congestion Management Trials. Comcast already provides information about the
trials of our new congestion management practices on our Network Management
Policy page. Information about any additional trials will be posted there.

b. Revision of Acceptable Use Policy. Comcast will take the following two steps with
regard to revising our Acceptable Use Policy (“AUP”).

i. Comcast will revise our AUP to explain that our network congestion »
management practices may include temporarily lowering the priority of traffic
for users who are the top contributors to current network congestion. This
new AUP will be published on October 1, 2008.

ii. By January I, 2009, Comcast will publish an amended AUP to reflect the
discontinuation of the current protocol-specific congestion management
practices, as well as any other necessary and appropriate updates.

¢. Customer Disclosures. Comcast will take the following steps to inform our
customers of the new congestion management practices.

i. Attachment B, detailing Comcast’s planned network management practices, as
filed with the Commission on September 19, 2008, will be posted by midnight
on that date to Comcast’s Network Management Policy web page.

ii. Comcast will, by midnight on September 19, 2008, provide new Frequently
Asked Questions that explain these developments clearly, and will continue to
post on our Network Management Policy web page updated information about
the new congestion management practices.

ili. At least two weeks prior to the first commercial (i.e., not trial) deployment of
the new congestion management practices, Comcast will send e-mail
notifications to the primary Comcast.net e-mail address associated with each
customer regarding the new congestion management practices, informing
them of the AUP revisions, and directing them to Comcast’s Network
Management Policy page for FAQs and other information. These
developments will be further publicized through announcements at
http://www.comcast.net.

d. Customer Support. Comcast will also answer customer questions on our Customer
Support Forums page, located at http:/forums.comcast.net/, which is available to all
Comcast HSI customers. A link from the Network Management Policy page to the
Customer Support Forums will also be provided.

5. Management Responsibility. The transition to these new practices and the discontinuation
of the old practices is a high-priority cffort. The project is being led and overseen at a senior
executive level. The actual engineering and operations work is a joint project of the Office
of the Chief Technology Officer and National Engineering & Technical Operations. In
addition, regular customer communications and messaging are overseen by the company’s
Online Services business unit representatives.
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6. Employee Training. Educational materials about the new protocol-agnostic practices are
being developed for broad distribution throughout the relevant business units in Comcast.
All affected employees in those business units will receive appropriate training about
Comcast’s transition to the new protocol-agnostic congestion management practices.
Detailed technical customer inquiries about the new practices will be directed to the
representatives in the Online Services business unit who will be trained to deal with such
questions.

7. FCC Notification of Material Changes. Comcast will make supplementary filings with the
Commission as necessary to keep the FCC (and the public) informed of any material changes
in our plans before the transition to protocol-agnostic congestion management is completed
at year-end.
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2001 Peansylvania Ave., NV
Svite 500

Washinglon. DC 20606
202.373.7160 Tat
202.456.7718 Fex
wwsv.comeast.com

{comcast ——

January 5, 2009

VIA ECFS

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No. EB-08-1H-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling That Degrading an Internet Application Violates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

Dear ivis. Dortch: -

In accordance with the Compliance Plan filed by Comcast on September 19, 2008, and
consistent with the voluntary agreement that Comeast announced on March 27, 2008,? Comcast
hereby notifies the Commission that, as of December 31, 2008, Comecast has ceased employing
the congestion mana§ement practices described in Attachment A of Comcast’s filing of
September 19, 2008.” We have published a revised Acceptable Use Policy
(http://www.comcast.net/terms/use/) and updated our Network Management web page
(http://www comcast.net/networkimanagement) to reflect the discontinuation of these practices.
We also hereby notify the Commission that we have instituted the congestion management
practices described in Attachment B of our September 19" filing throughout our high-speed
Internet network.* Consistent with our letter of September 19™, Comcast will continue to refine
and (ftim ize these congestion management practices to deliver the best possible broadband

! See Ex Parte Letter of Kathryn A. Zachem, Comecast Corp., to Marlene H. Dortch, Secretary, FCC, WC
Docket No. 07-52, File No. EB-08-1H-1518, at 2 & Attachment C, at 1 (Sept. 19, 2008) (“Comcast Disclosures™).

z See Ex Parte Letter of David L. Cohen, Comcast Corp., to Chairman Kevin J. Martin et al., FCC, WC
Docket No. 07-52 (Mar. 27, 2008).

? See Comcast Disclosures, Attachment A.

N See id. Attachment B.



Ms. Marlene Dortch
January 5, 2009
Page 2 of 2

experience for our customers, and we will continue to provide our customers with clear, concise,
and useful information about the services we provide.

The Internet continues to be an engine for innovation and economic growth. We are
proud to be a leader in bringing broadband Internet to consumers all over the country, serving
some {4.7 million broadband subscribers, and adding fuel to that engine. We will continue to
work hard to deliver a world-class service that gives all of our subscribers access to the content,
applications, and services that they demand.

Please contact me should you have any questions regarding this submission.

Sincerely,

/s/ Kathryn A. Zachem
Kathryn A. Zachem
Vice President,
Regulatory and State Legislative Affairs
Comcast Corporation

cc: Chairman Kevin J. Martin
Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
Commissioner Robert M. McDowell

Daniel Gonzalez Kris Monteith
Dana Shaffer lan Dillner
Scott Bergmann Scott Deutchman

Nick Alexander
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comceast.net |

H search help & support

change location ¥t Zip

l Billing High-Speed Intasnet Cable TV Digital Voice 2% L

Frequently Asked Questions about Network Management / TovamllFAQs

Comcasl is commilted lo providing the best online experience possibie for all of its customers. The company uses * 1f X have dlready ¢
reasonable network management practices that are consistent with industry standards. Comcast maintains an Acceptable McAfee Seanity S
Use Policy ("AUP"} located at hip:riwswes.comeast.netrermsiuser for its Comeast High-Speed Internet Service customers. The reinstaft all or pant
AUP and these FAQs discuss why Comcast manages its network and how it may do so. i e WhycantIviewt
Cotle on the Chang
. . " page in My Accour
The {ollowing Frequently Asked Questions are intended to hetp clarify what Comcast means by network management.
® Can Iuse Comcast
i check more thian ¢
y docs Gomeast manage,
Yhy Gomeas nage its aetrork? account?
‘ panage i hwork? * Whatis my Persor
How yoes Comaast manage its nol address?
. ¢ How can I resolve
Does network panagement change over time’ being 100% used:
» Getting started wi
How will the new techpique work? Web Pages
o How do I prevent:
Wilt the technique larget 2P or other apolications, or mahe decisions about the conte, rafti o How do I delesmit
1P address?
How tfoes e new petwork managenwnt technigue impaet me and my use of the Comcast High Speed Infarnet service?
tHoyw often dues Comeast expeutto use this fechnigue?
Can you give e some “real world™” examples of how mixch bandwititiy ion warld be i d tog much? Fop how many
movies would | have 1o download ta be affected by this new lechnigue?
Howr vill ysiomers know they are keipg mansged?
Does this i apply to both Cs i} and Resi ia) services?
How is thjs a refared to the recem 250 GB inontiriy usage threshotd?
13 Camenst Digitsl Yoige by this technique? What about other YoIP providers? ’
Whet about Fancast.com rnd streaming video or video downigads? What will happen to them?

Daes Comeast biock peerdo-peer "P2P”} traffic or applications fike BitTorrept, Guutelia, or others?

Doon Comuant disgrinit against types of online content?

Why does Comenst manage its network?

Comeast manages its network with one geal: to deliver Ihe best possible broadband intemet experience te all of its
customers. High-speed bandwidth and network resources are not unlimited. Managing the network is essenlial to promote
the use and enjoyment of the Intemet by all of our customers. We use ble network t practices that are
consistent with industry standards. We also try to use tools ana technologies that are minimally intrusive. Just as the
internet continues to change and evolve, sa too, will our network management practices to address the challenges and
threats on the Internet.

All Internet service providers need to manage their networks and Comcast is no different. In fact, many of them use the
same or similar tools that Comcast does. If we didn't manage our network, our customers would be subject to the negative
effects of spam, viruses, security attacks, network congestion, and other risks and degradations of the service. By engaging
in reasonable and responsible network management, Comcast can deliver the best possibde broadband Internet experience
to alt of its customers.

Comcast uses various tools and lechniques {o manage its network, deliver the Service, and ensure compliance with the
Acceptable Use Policy and the Comcast Agreement for Residential Services available at

http:/fiwway. /subscriber/. These tools and techniques are dynamic, like the nelwork and its usage, and can
ant do change frequently. For example. these network management aclivities may include identifying spam and preventing
its delivery to customer e-mail accounts, ing malicious Internet traffic and preventing the distribution of viruses ar
other harmful code or content and using other tools and lechniques that Comcast may be required to implement in order lo
meet its goal of defivering the best possible broadband Internet experience to all of its customers.

Daos networh managoment change over ima?

Yes. The Intemet is highly dynamic. As the intemet and related technologies continue to evolve and advance, Comcast's
network management fools will evolve and keep pace so that we can deliver an excellent, reliable, and safe online
experience to all of our customers.

In March 2008, we announced that by the end of the year, Comcast would switch to a new network management technique
for managing congestion on Comcast's High Speed internel network. Effective December 31, 2008, we have completed
this transition, which is now part of our daily business operalions for managing congestion on our network. {See more FAQs
about that in this section.}

http://help.comcast.net/content/fag/Frequently-Asked-Questions-about-Network-Management  1/6/2009
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Howy will the new lechnlque work?

The new nelwork congestion management practice works as foflows:

If a certain area of the network nears a state of congestion, the technique will ensure that all customers have a fair share of

access to the network. It will identify which customer accounts are using the greatest amounts of bandwidth and their

internel traffic will be temporarily managed until the period of congestion passes. Customers will slill be abie to do anything
they want 1o online, and many activities will be unaffected, but they could experience things like: longer times {0 download
of upload files, surfing the Web may seer somewhat slower, or playing games online may seem somewhat sluggish.

The new techaique does not manage congestion based on the online activities, protocols or applications a customer uses,
rather it only focuses on the heaviest users in teal time, so the periods of congestion could be very fleeting and sporadic.

it is important to note that the effect of this technigue is temporary and it has nothing to do with aggregate monthly data

usage. Rather. it is dynamic and based on prevaifing network conditions as well as very tecent data usage.

Viili the technique target P2P or other applisations, or make decisions about the content of my tralfic?

No. The new technique is “protocol-agnostic,” which means that the system does not manage congestion based on the
applications being used by customers. Itis content neutral, so it does not depend on the type of content that is generating
traffic congestion. Said another way, customer traffic is congestion-managed not based on their applications, but based on

current network conditions and recent bytes transferred by users.
How doas the new network managernent technigue impact ma and my use of the Comuast High Speed intamet sarvice ?

With this new technique, most customers will notice no change in thelr Internet experience. The goal of congestion
management is to enable all users 0 have access to a fair share of the network at peak imes, when congestion

occasionatly occurs. Congestion management focuses on the consumption activity of individual customer accounts that are
using a disproportionate amount of bandwidth. As a result, and based on our lechnical tials of this lechnique, we expect
that the large majority of customers will not be afiected by it. In fact, based on consumer data collected from these trials, we

found that on average less than 1% of our high-speed internet customess are affected by the approach.

How often dous Comsost expect to use this technique?

Based on market trials conducted this summer, Comcast expecis that select portions of the network will be in a congested

state only for relatively small portions of the day, if at ali.

During these trials, Comeast did not receive a single customer compiaint that could be traced to this new congestion
managemeni practice, despite having publicized the trials and notifying customers involved in the trials via e-mail.

Comcast will continue to menilor how user traffic is affected by these new congestion management techniques and wilf
make the adjustments reasonably necessary to ensure that our Comcast High-Speed internet customers have a high-

siity online experience.

Can you give me soms “real world” of how spuch piion would be too much? For exanmple, how many

movies would [ have to downioad to be n"ocled by this now technique?

Since the technique is dynamic and works in reai time, the answer really depends on a number of factors including overall
usage, lime of day and the humber of applications a customer might be running at the same lime. First, the local network
mus! be appreaching a congesled state for our new technjque to even look for traffic to manage. Assuming that is the case,

customers” accounts must exceed a certain perceniage of their upstream or downstream {both currently set at 70%)
bandwidth for longer than a certain period of time, cusrently set at fifteen minutes.

A significant amount of normal Intemet usage by our customers does not last that long. For example, most downloads
would have completed within that time, and the majority of streaming and downloading will not exceed the threshold to be
eligible for congestion management. And the majority of longer-running applications, such as VoIP, video conferencing, and

streaming video content (including HD streaming on most sites) will not exceed these thresholds either.

The point of the technique is to deliver the best overall online experience possible. The technique should help ensure that
all customers get their fair share of bandwidth resources to enjoy all that the Internet has to offer and that includes surfing

the web, reading emails, downloading movies, watching streaming video, gaming or lislening to music.
How wiit customars know they rre being managed?
We are exploing ways to create new tools that will let customers know when the management is occusring.

We belleve this sort of congestion nofification shoutd be an Intemet standard and have been discussing this issue in

technical bodies like the Intemet Engineering Task Force. We believe the use of Internet Standards for such a real-time
notification is imponant as applications developers can write for networks beyond the Comcast network. However we are
planning to develop a capability that may enable a customer to see if they were managed in the past, though this is not yet

ready for testing.

Does this techniyue npply to both C s and L ¥ ices?
Yes

How is this announcement related to the recent 250 GB monthly usage threshold?

The two are complete} te and distinct. The new congestion management fechnique is based on real-time Intemet

aclivity. The goal'ls to avoid congestion on our network that is being caused by the heaviest users. The technigque is
different from the recent announcement that 250 GB/month is the aggregate monthly usage threshold that defines
excessive use.

Page 2 of 3

http://help.comcast.net/content/faq/Frequently-Asked-Questions-about-Network-Management  1/6/2009



Comcast Help & Support - Frequently Asked Questions about Network Management Page 3 0of 3

s Comcast Digial Voiee aftected by this technigque? What aboui other VolP providers?
Comcast Digitat Voice is a separate facilities-based [P phone service that is not affected by this technique.

Comcast customers who use VolP providers that rely on delivering calls over the public internet who are also using a
disproportionate amount of bandwidth during a period when this network management technique goss into effect may
experience a degradation of their call quality al times of network congestion. it is important to note, however, that VolP
cafling in and of itself does not use a significant amount of bandwidth. Futhermore. our real-world testing of this technique
did not indicate any significant change in the quality of VolP calls, even for managed customer traffic during periods of
congeslion.

What about Fancasl.com and streaming video or video downioads? What will happen to them?

During periods of congestion, any customers who are using a disproporiionate amount of bandwidth — no matter what type
or content of the online adlivity (for example, it does not matter if the content is coming from a Comcast owned site like
Fancast.com or not) ~ may be aftected by this technique.

. Qurtechnique also has no ability to determine the applications or protocols being used or the content, source or
destination.

. Does Comcast biock peer-io-pees ("P2P"} traffic or applications Vke BitTorrent, Gnutella, or others?

No. Comecast does not block P2P traffic or applications like Bi{Torrent. Gnutella, or others as part of its current network
congestion management technique.

Doos Comzast discriminate against pasticular types of online content?

No. Comcast provides its customers with full access to all the content, services, and applications that the Intemet has to
offer. However, we are comimitted to protecting customers from spam. phishing, and other unwanted or harmful online
content and activities. Comcast uses industry standard tools and generally accepted best practices and policies to help it
meet this customer commitment. In cases where these tools and policies identify certain online content as harmful and
unwanted, such as spam or phishing Web sites, this content is usually prevented from reaching customers, In other cases,
these tools and policies may permit customers to identify certain content that is not clearly harmful or unwanted, such as
butk e-mails or Web sites with questionable security ratings, and enable those customers to inspect the content further if
they want to do s0.

- pont

Nead more help? Gentact Comeast

Did this sofve your problem?

C Yes ~ No
Enter your comments... =
. R =
Rate Article:
€ Excellent ~ Good  Average ¢ Fair © Poor U
Send |
i
! Add Comcast Services Fast High-Speed Internet Digita! Cable Dighal Voice High Definition TV
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comcasinet” ¥ Emait
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corncasinet Acceptable Use Policy

SERRS OF SERVICE,  Sutrscy) | Aaxepianle Use Folicy | BelwarX Manageipess | Bewor Abkge 10 SSAILIE

COMCAST ACCEPTABLE USE POLICY FOR HIGH-SPEED INTERNET SERVICES
Contents

bitees Deas 409 Achiines

Gondut ane Foollres o
ang &
¥, Viobslion ¢f this Aoc2pable Use Folisy
¥, opvrigte and Qlolt Rtitenaiun CopiAght Aigt Byuemanty

Why is Comcast providing this Policy to me?

Comeasts goal is 1o provide lis cuslomers with the best sesidential cable Interel service possible. In ordes to heip accompiish this, Comcast has sdopled this Acceplable Use Policy {the “Policy’). This
Pdiicy oullines acceplable use of the Comcast High-Speed Internet service (the “Service”). This Palicy is in addition to any resticions contained in the Comeast Agreement for Residential Senvices (the
“Subscriber Agreement’) avaiiable at 2 comeast, Jsubscriborl. The Frequently Asked Questions {FAQa") at comecastngV include bons of how Comecest

implements and applies many ok the provisions contained in this Policy. All capitalized leyma used i this Policy that sre not defined here have the meanings given to them in Be Subscriber Agreement.

What obligations do I have under this Policy?

Al Comcas! High-Speed Intemet cuslomers and all others who use the Service (the "customer,” "user,” you,” of “your”) must comply with this Palicy. Your failure Yo comply with ihis Policy coukd result in
the suspension or fermination of yow Service account. If you da not agree to comply wilh this Policy, you must immediately stop all use of the Service and notity Comcast so that it con doae your

account.

How will X know when Comcast changes this Policy and how do X report violations of t?

CTomeas! may revise this Policy from time to time by posting » new version on the Web site at E orucast pey of any URL{s) {the "Comcast.net Web site”). Comcast will use
reasanable efforis 1o make cusiomers aware of any changes to tis Policy, which may mnclude sending e-mail o fing i on the Comcast.net Web site. Reviaed versions of
this Policy are eHective immediately upon posting. Accordingly, customers of the Comeast High-Speed intemel Service should read any Comcast announcements they receive 2nd regularly visit the
Comcast.nel Web site and review this Policy fo ensure that iheir aclivies conform lo the mosi recent version. You cen send questions regarding this Policy to, and report violations of i af,

comgast.notl 2t%. To report 2 chilld ion mcident involving the internet, go to s ity comeast.notigod. rity-throat.
squnaspxsciiuPorpogmply.

i #rohibited Uses and Activities

What uses and activities does Comcast prohibit?
In general, the PoBcy prohibits vses and activities mvolving the Service that ere Qagal, infringe the rights of others, of inlerfese with or diminish the use and enjoymant of the Service by others. For
example, thesc prohidited uses and activities include. but are not imited lo_ using the Sewvice, Customer of tha Comcast eiher i okn with one ancihes, o

Conduct and infopmation restrictions

®» undertake or accornpiish any untawful puipose This indudes, but is not Smited Lo, posking, slaring, date L ich is Ebelous, obscene, urfawdil, threslening or
defamelory, of which hmnpes the inteilectual pmpeky Aghts of any person or entity. of which in any way mnstihles o encowrages conduct Ihalwld constitule 3 csiminal offense, or otherwiss viekdie any local,
state, federal, or nondd.S. lew, ctder, or regulatiol

®  post store, send, bansm_ or dis W any ion o i 7k deem 10 be unlawkst,

® uwload, post, pudlsh, iransmR, seproduce, cesie derivative woiks of, or dsﬂ)m -3 :nyway i v other = ough Senvice or otherwise ihat is protetted by copyright of
olhes propiietary right, without oblaining any sequired permission of the owner,

* ansmi buk or mmmorly knowe 3s “spam;”

® send very aige numbers o! copias of the same or sienias empty or which contain no L ntant, or send very large messages ot Mes that dsrupis ».

serves. account. blog. newsgroup. chal. of similar service;
® initiats, perpelale, of in Bny way participate in any pyramid or othes Begal scheme:
panticipate i the collection of very large numbers of o ma¥ addiasses, screen nomes, of othes idenlifiars of others {without thex prior consent), a practice somelimes known as spidaring or haivesting. or
pastcipaie in the use of soltwaie (inchuding “spyware’} designed o facBitate this actvity,
colioct from ited buik
falsity, altes. or remove message haadsis;
lalsily references 1o Comecast of s network, by name of other identifier. ln messages:
mpersenate any person ot entily, engsage in sender 3doress talsificalion, foige anyens eise’s dighal of manual signatute, Of parorm any olhes similas fraudulant activicy {for exampla_ “phishing™),
wviolale the rules. regulalions, 1erms of service. or policies mpplicable to any nelwork, serves, computer databats, service, spplication, system, or Web site thal you actess of use;

see s

Technical sestrictions

ACESSS DAY OINDY POrION'S COMPUET OF SOmpuler Sysiem, oedwork, solwars, of data wihout his of her brench the ty of anothes uses of system; of altempt 1o crcumvent the user
authenticalion oe sacurity of any host, etwork, or account. This inchudes, but ks nat imted o, aceessing data not intended for you, logging into or making Use of & SeFver or pccount you re nol expressly
autharized 10 access, of probing the security of other hosts, uwkx olnmwn(swainn EXpIBss permasion 1o do

use o7 distribule tools or devices designed of used for s olhwwiss such as passmm guessing programs, decoders, password gatherers, kaystioke loggers,
analyzers, cracking ook, packet snitfers, encrypiton crcumnveniion gevicas. o3 Trojan Hotse programs. Unauthoszed port scanning is stiictly prohibiled;

® copy, diatrbute, or sublicanse any proprietary softwase provided in connection with the Sesvica by Comaast or any third patty, except thal you may make one copy of each software program for back-up.
pLIposes only;

distsbule plograms thal mak i nhmgu {eracks)

use of sun dedcaled, stand-alone equi rorm tho Premises that provid content or any other servicos to anyone outside of yous Premises local arom nctwork (*Pramises I.AN’) ako
commonly ¢teferred 1o as pudfic senices oF urv-lr Exampies of prohbited equipment and servers include, bt are rot krnited 1o, a-mall, Web hosting, fie sharing, and proxy ufvus and serve

® use of fun programs kom the Pramises thal provide network contant ot any other sefvices 1o anyane outside of your Promises LAN, excest jor pi oS,

service, aher, modify, Of 1amper with the Comcast Equipment or Sesvice of pormit ary olher Person 1o do the sams who i not aulhorized by Comeast,

Network and usage restrictions

® sesirict, inhibi, of olharwise interiare with the abiity of any oiher CIsOR. ofn to use of enjoy the Senvice (uxcept for ook for safaty and securky a3 parentat
conbiots, for example), inchiding. withowt iritation, posting of lransmatting any mlwmrnna software which contains a worm. virus, o oihes o ing levels. 1o impada
others’ abuity louse, send, or relrieve informaton;

http://www.comcast.net/terms/use/ 1/6/2009
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vesuicl inbibit interiere wih, or otherwise dswp! of cause 8 porformance degradalian, regeiciess of hunL puipose of knowiedge, ko the Service or any Comcast {or Comcast suppher) hosl, seives, bacibane
netwark, hode o! Sefvice. of ion fo any Cameas! for Comcast suppher} facHlies used to delver e Service,
resak the Sarvice of otherwise make m»lam 1o 2nyons outsids the Premises. the abilfy 10 use the Sav:e [for example, throtgh wi-fi of other methods. of networking), in whole of in part, dwectty of indisclly.
The Service is for parsonal and ron-commercial residontial uss only and you agree not to use fhe Sarvice for operation as an Inlernet service provider of {or any dusiness enlefprise or purpose {whether of not
for profitk
® connect the Comcast Equipment to ary computer oulsice of your Premises.

interters with compuler networking of lelecommunications service 1o any user, host of network, including, without lsmitalion, deniat of service aitacks, floading of a network. overioadng 3 Service, improper
seizing and abusing opesalar privileges, and attempts ko “cash” 2 host; and
accessing snd using the Service with anyihing othas than a dynamic intemet Protocd {71P") address that adheres fo the dysami: host canliguration prolocot 'DHCP"). You may not configura thae Sarvice of any
salatad aquipment 1o access of use @ stalic IP sddrass of Use any protocol other than DHCP unless you ere subject 1o i Service plan that exprassly permis you to da 3o

I1. Customer Conduct and Features of the Service

What pbligations do I have under this Policy?

In addibion to being responsile for your own compliance with this Poficy, you are also respansible for any use of misuse of the Service that violates this Policy, oven ilit was commitied by » kiend, femily
membes. or gues with acceas to your Service account. Thesefore, you must take steps lo ensure that others do not use youw sccount to gain unauthorizad access to the Service by, for exemple, svictly
maintaining the confidentiality of your Service login and pasaword. In alf cases, you are solely sespansible for the security of any device you choose 1o connect (o the Service, Including any data siored or
shared on that device. Comcas! recommends against enabling le or printer sharing unless you do o in strict complance with all cecwity recommendations snd features provided by Comcast and the
manufachwer of the appicable $le or printer sharing devices Any files o devices you choose to make avallabls for shared access on 2 hame LAN, for example. should be protected with a strong.

2 or as Wpropt

itis siso you responsibility to secwe the Customes Equipment and any other Premises equipment of programs not provided by Comeast that connect ko the Service fom external threats such as viruses,
spam, bot new, and cther meihuds of intrusion.

How does Comcast address inappropriate content and trensmissions?

Comcast reserves the fight to refuse [0 ransmil of post, and to remove o block, any information or materials, In whole or i pan, thal #t, in its sole discretion, deems o be in viclation of Sections | os If of
this Policy, ot otherwise harmful to Comcast’s network of customers using the Service, regardiess of whelher this malesial of its dissemination is uslawhul so long as i viokates his Policy. Nelther Comcast
nos any of s atfiisles, suppkess, ar agenis have any obigation to monitos ixsions or poatinga (i but not Hmiled to, e-mail, Sls tanser, blog, newsgroup, and Inskant message ransmissions.
as well as mateiials avaiable on the Personal Web Pages and Online Storage feahwes) made on the Service. However, Comcast snd its affilates, suppliers, and agenis have he right to monitor these
tansmissions and poslings from time to tims for violations of this Policy and to disclose, block, of remove them In accordance with this Policy, the A and ble Jaw.

What req apply to i mail? -

The Service may nol be used lo communicate o distribute e-mei) of othes forms of comsmunications in violalion of Section | of this Pokcy. As described befow in Seclion Il of this Pofcy, Comcast uses
network 1ools and i to protect £ iving spam and from sending spam {oftery without thelr luuwledga over an infectad computer). Comeast's ant-spsm.
appraachis explained i the FAGs undes the topic “What is Comcast doing about spam?* located at http:/iheln.comcast, daing-about

Comeast is not responsible for deleling or forwarding any e-miil sent to the wiong e-malf address by you of by somecne efse Uiylng o send e-meil o you. Comcast is also not responsible for forwardng
e-mail sent 1o any account thal bas been suspended of terminated. Fhis e-mail will be retusned to the sendas, ignored. deletad, o7 stored at sole lon, In the event that
Comeast beiaves i its sole discretion that any subscribes name, account aame, or e-mall addiess (collectvely, an Tdentifier’) on the Service may be used fos, or Is belng used for, sny misleading,
twproper of ilopal puspase, Comcast {i) reserves the right to block access to and prevent the use of any of these identifiess and (i) may ot any ime sequire any customer to change his
o her icentier. i addition, Comeast may at any Bme resorve any identifiers ofy the Sorvice for Comeast’s own purposes. In the ovent that a Sesvice account is terminaled fos any reason, all e-mail

associzied with that account {2nd any secondary accounts) will be pesmanently deleled o6 well.

What regquirements apply to instant, video, and audio messages?

Each uses is responsidie for the contents of his of her Instant, video, and audit and the of any ol these messages. Comcast assumes no responsibibly for he limeliness, mis-
delvery, deletion, o fallure to store these messages. In the event that » Service account e lerminated for any reason, all Inatent, video, and audio messages associsted with that aceount (and any

secondary accounts) will be permanently deleted as wel.

What requi apply to ‘web pages and flle storage?

Aspant of the Service, Comcas1 provides access to personal Web pages and storage space Srough the Personal Web Pages and Oniine Storage leatures {collaclively, he *Personst Web Features™).
You are salely respansible for any information thal you or others pubBish of stace on the Pevsonal Web Features. You are also responsible for ensuring that aB conlent made available through the
Peisonal Web Fealures is appropnate for those who may bave access lo it For example, you must take i ions to prevent minors ing of iate content.
Comcast reservas the sight to remove, block, of refuse to post of stofe any information or materials, in whole of in part, that it. In is sole discretion. deoms 1o be in viotalion of Section | of this Palicy. For
purposes of this Policy, “material” rafers to ak forms of communications including texl, grephics (Including phetographs, ilusirations, images, drawings, lopos), exscutable programs and scripls, video
recordings, and audic recardings. Comeast may semoeve of block contant contained on your Pessonal Web Faatures and terminale your Persona} Web Fealures andior your use of the Service il we.
delermine thal you have violaled the lerms of this Policy.

II. Network Management and Limitations on Data Consumption

Why does Comcast manage its network?

Comeas| manages ils network will oae gosl: 1o dellver the internet i 1o a¥ ofils High-speed Adlh and netwerk ste not unfimited, Managing
{he network is esscntial as Comeast works 1o promste the use and enjoyment of the Iitemet by akl o its customers. The company uses reasonable network managemant practices that are consistent with
Indusuy s\andards. Gomcast lies to Use tools and lechnologies that are minimally Intrusive 2nd, in its independent judgment guided by indusiry experience, among the best in class. Of course, the
compeny's network management practices will change and evolve slong with the uses of the Inlernel and the challenges and fireals on the Internet.

The need to engage in network menngement is not limited to Comeast. In Iact, all large hitemsat sesvice providers manage thelr networks, Many of them use the same or similas tools that Cameast does.

H the company didnt manage its network, its customers would be subject o e negative effects of spam, viruses, security attacks, network congestion, and other sisks and degradations of service. By

engagng in network ncluding of this Palicy, Comcast can deliver the best possible b Intemet experi to alf of its. Visit Comeasts Network
t page at hitn:Jivyviw.eomcast for more

Howr does Comcast manage its network?

Comcast uaes various tools and lechniques to manage iis network, defiver the Sesvice, and ensure compliance with this Policy snd e Subscriber Agreement. These tools and techniques sre dynamic,
ke the network and its usage, and can and do change frequently. For example, these network management activities may include (i) iden¥fylng spam and preventing its delivery to customer e-mafl
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accounts. {7} delecling mahicious inteemet tratic and preventng the distribution of viruses or other harmiul code o5 content, (i) tempor arily lowering the priority of ratfc for users who are the top
coniributors 1o cument hetwork congestion, end (iv) using other tools and techniques tinl Comcasi may be requized to implement in order to mectits goal of delivering the best possible brondband
intesnet expetience Jo all ofits customers.

Are there restrictions on data consumption that apply to the Service?

The Sesvice s fos personal and non- commercial fesidential use only. Therefore, Comcast res srves the right io suspend or lerminale Service eccounts where data consumption is not charactesistic ot 2
typicef residential user of the Service as detennined Ly the tumpeny in ils sale Comcast has amonly data d per Comcast High-Speed internet account of
250 Gigabytes {"GB"). Use of ihe Setvice in excess of 250GB per monbh Is excessive use and Is a violation of the Poficy. See the Network Manragement page at htip:fiwww.comeast.netitermsinetworkd
for more information and o learn how Comcast applies this Policy 1o exceasive use. Common aclivilies thal may cause excessive data consumption in violalion of this Policy includa, but are not kmited to,
numerous of continuous bulk transfers of fles and other high capacily tratiic using (i} Mle lransfer protocol ("FTP7), (i) poer-to-peer apphecations, and (i) newsgroups. You must also ensure that yous use
of Ihe Service does nol restrict, inhibit, interfere with, or degrade sny other person’s use of the Service, nos represent (as determined by Comeastin s sole discreiion) an overly large burden on the
network. In addition, you musl ensure that your use of the Service does not Emit or mberfere with Comcasi's ability lo defiver snd monilor the Service or any part of Rs network.

11 you use the Servics in violation of the restrictions referenced above, thal is a violskon of this Policy. In these casas, Comcast mey. i its sole discreton. suspend of terminate your Service account of
soques) that you subscribe to a version of the Service (such ac 3 commarcial y-de Internet servicn, it appropriale) if you wish o continue to use the Service at gher data consumption levela, Comeast
may also provide versions of the Service with different sp dota itart among other ics, subject to i Service plans. Comeast's determination of tye deta
consumpfion for Service accounts is fnal,

1V. Violation of this Acceptable Use Policy

What happens if you viokate this Policy?

Comcast reserves Ihe tight immediatsly 10 suspend of terminate your Service account and tesminate the Subscriber Agreement if you violate the terms of this Policy or the Subscriber Agreement.

How does Comrast enforce this Policy?

Comeast does not soutinely monitor the ackvity of individusl Sefvice accouns for violations of this Policy, excepl for data n ion with the dala consumption
provisions of tis Policy. Howeves, In the company’s efforts fo promote good clizenship within e internet ity. R will respond i it becomes aware of inappropriate use of the Service.
Comenst bas no obligation to monidos the Service and/of the network.-However, Comcast and ifs suppliers reserve the right at any time to monilor bandwidih, usage, iransmissions, and conlenl in order
1o, among others things, operats the Sesvice; idensfy violations of this Policy; and/or protect the network, the Service and Comgast users.

Comcast prefers to inform custemers of inappropriste actvites and give them a reasonadle period of ime i which to take comrective action. Comceast also prefers to have cusiomers dirsclly resolve any
dispules or disagreements they may have with olhers, whether customers or not, withou! Comeast's intervention. Howevey, if the Service is used in a way that Comeast or fis suppers, in thels sole
discretion, believe violates this Policy, Comcast or #ls suppilers may take any respontive actions they deam appropriale undss lhe circumstances with or withoul nolice. These actions include, but are not
limited to, temporary or permanent removel of content, cancelation of newsgroup posts. fitering of Internet i and the or instion of 2t or any porbon of the Service
(nciuding but not limited o newsgroups). Nefther Comeast nor its affiales. suppliers, or agenls will have ary Eability for any of hese responsive actions. These aclions are not Comcast's exclusive
temzdins and Comcast may take any other lngal of lochnlead acions R doems approptiaic with of without notice,

»evves tha right to investigete sucpectsd violations of this Policy, including the gathering of information lrom the uses or users involved and the Z parly, any, and of
mste:ivi on Comcasl's servers and network. During an investigation, Comcast may suspend Ihe account os accounts iwoled and/or semove or block material thal potentialty violates this Palicy. You
expressly authorize and consent to Comcast and its suppliers ing with (i} law ies in the i) of i and (i) and system administrators a1 other
Internel service provicers of othet network of compuling faciities in order to enforce this Policy. Upon termination of your Service account, Comeastis suthorized lo delete any files, programs, dala, e~
me# and other it with your accouns {; Y Y

The failure of Comeast of is suppliers lo enforce this Policy, for whatever reason, shalt not bs construed as a waiver of any fight te do so al any time. You agrer thatif any portion of this Pokcy is held
invalid or unenforceable, thal portion will be conslrued consistent with appiicable law as pearly as possivle, and the remaining portions will remain in Rl force and effact.

You agree 1o indemniy, defend and held hanmiess Comcast and its alfliates, suppliers, 2nd agents ageinst 2R claims and expenses {Including reasonable atorney faes) resuling from any violation of this

Policy. Your ificat Al any ¥ of e

V. Copyright and Digital Millennium Copyright Act Requirements

What is Comcast's DMCA policy?

Comee st is commilted to complying wilh U.S. copyright and selated laws, and sequites aft customers and users of he Service o comply wilh thes e laws. Accordingly, you may not store any material or
content on, or disseminale any malerial of condant over, the Service (or any pert of the Servica) in any manner that ani of hird parly intel property rights, including rights
granted by U.S. copysight law. Owners of copyrighted works who believe that their rights under 1.8, copyright law have been inkinged may take ol cortain ions of the Digital i
Copysight Act of 1998 (the "DMCA") 1o repost i RisC policy in with the DMCA and oiher spplicable laws 1o reserve the right to terminate the Servico provided to
any custemer or user who is eithes found lo infinge third party copysight os other i propenty rights, ncludit i Infingers, or who Comcast, in its sole disczetion, believes is inkinging these
rights. Comcast may terminate the Servico at eny fime with or without nolice for any atfecisd cusltomer or user.

How do copyright owners report alleged infringements to Comcast?

Copyright owners may report alieged inhingements of their works that are stored on ha Service or the Personal Web Featutes by sending Comcasts authorized agent a nobikication of clalmed
infringsment that satishies the requirements of the DMCA. Upon Comeast's secelpl of a satisfactory nofice of claimed infringement for these works, Comcast wil respond axpediiously to elther directly of
indirectty () remove the aliegedly infringing work(s) slored on the Service or the Personal Web Fealures or (i) disable access to the work(s). Comcas] will elso nolity the affected customer of user of he.
Sewvice of the removal or disablng of access 1o the work(s). .

Copyrighs owners may send Comeast a nolification of clsimed inbingement te seport alleged infringements of thelr warks to;

J. Gpperman & M. Molesks

Comcast Cable Communications, LLC
701 East Gate Drive, 3d Floor

Mount Laurel, NJ 0BIS4 USA.
Phone: 838.565.4329

Fay: 856.324,2040

http://www_comcast.net/terms/use/ 1/6/2009
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Email: dinca@comenst,pet

Copyright owners may use their own notifcation of clalmed infiingement form that setisfies the roquitements of Section 512(cX3) of the U.S. Copyight AQt. Uinder the DMCA, anyore who knowingly
makes misrepiesentalions regerding Bifeged copysight Inkingement may be liable to Comcast, the slieged infinger, and the affected copyright ownet for any damages Incuredin connection with the
removal, blocking, of replacement of shegedly Intiinglng material.

What can customers do if they receive a of alleged

1 you receive 3 nolification of aleged infri as ibod above, and you believe in good laith that the allegedly inkinging works have been removed os blocked by mistake or misidentificalion,
Wen you may send a counler natification 1o Comcest. Upon Comcasts receipt of a countes notification that satis fes the requirements of DMCA, Comeast will provide a copy of the counter notification to
the petson who sent the origina! nolifcation of claimed infringement and will follow the DMCA's procedures wilh respect o a recelved counter notifcation. In alt events, you exprossly agree that Comcast
will not be a party lo say disputes or lawsuite regarding alieged copysight inhingemant.

It & notifcation of claimed inlris has been Bled against you. you can fle 2 counler noSficalion with Comcast’s designated agent using the contact iformation shown above. All counter notifications
must satisty the requiroments ol Secton 512(g}3) of the U.S. Copyright Act.

Revised and effective: January 1, 2009

Have You Tried Quick Links Cool Tools Get More
* Site lex « weniner » TV Listinge » Enlerlalamens
» Tux Fige & File Onfine » Local » What's On Demand? » Floance
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» uthiinus nad Fevest « Travel « Frue Ciedit Report & Scorer > Spors
® Prots Canter 3 Jobs » Ralxt: Emall & Ringlopes » Rysic
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Uengel, Hilary

From: Jonas Kron [jkron@trilliuminvest.com}

Sent: Wednesday, January 07, 2009 7:08 PM

To: Dengel, Hilary

Cc: lcadet@trilliuminvest.com

Subject: Re: Shareholder Proposal for the Comcast 2009 Annual Meeting
Hilary,

Thanks for the pdf of your filing letter. | appreciate Corp Fin's
movement to electronic filing.

We are co-filers on this proposal with the New York City Comptrolier
being the lead filer so NYC's reply letter will cover our response,
except for your last point about the proposals being duplicative. |
apologize if there was any confusion about Trillium's role as co-filer
on the Proposal, but | think our role as co-filer is self evident.

Best,
Jonas

Dengel, Hilary wrote:

>

> Lyell and Jonas:

>

>

>

> As Lyeii and dlvrussed this afternoon, attached please find a
“io-Aoton Lelter 2o be filed with the SEC pursuant to Rule 14a-8.

>

>

> :

> Also as discussed with Lyell, hard copies of the attached will be send

> via overnight mail to each of you c/o Trillium Asset Management's

> Boston address.

>

>

>

> Thanks and kindest regards,

>

> Hilary

>

>

>

> Hilary A.E. Dengel

>

> Davis Polk & Wardwell

>

> 450 Lexington Avenue

>

> New York, NY 10017

>

> Phone: (212) 450-4354
>

> Fax: (212) 450-3354
>

> Email: hilary.dengel@dpw.com




>

> Confidentiality Note: This e-mail is
> intended only for the person or entity to which it is addressed and

> may contain information that is privileged, confidential or otherwise

> protected from disclosure. Dissemination, distribution or copying of

> this e-mail or the information herein by anyone other than the

> intended recipient, or an employee or agent responsibie for delivering
> the message to the intended recipient, is prohibited. f you have

> received this e-mail in error, please notify the sender immediately

> and destroy the original message and all copies.
>

>
>
>

Jonas Kron, J.D., M.SE.L.

Senior Social Research Analyst and Advocate
Trillum Asset Management Corp.

ph: (971) 222-3366

jkron@frilliuminvest.com
www.trilliuminvest.com
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Dengel, Hilary

From: Dengel, Hilary

Sent: Tuesday, January 13, 2009 4:30 PM

To: 'pdohert@comptroller.nyc.gov’

Ce: 'ksylves@comptrolier.nyc.gov’

Subject: Comecast Corporation: inquiry re joint proposal status
Attachments: no.action.ntwk.mgmt.follow.up.p.doherty.pdf

Mr. Doherty:

Attached please find a letter inquiring as to the potential joint proposal status of the shareholder proposal regarding
network management that the Office of the Comptroller of the City of New York submitted to Comcast Corporation on
behalf of several Funds. A hard copy of this letter is also being sent to you and Mr. Sylvester via overnight mail.

. If you could please reply to the attached letter via email at your earliest convenience, it would be greatly appreciated.

Thanks and kind regards,
Hilary

Hilary A.E. Dengel

Davis Polk & Wardwell

450 Lexington Avenue

New York, NY 10017

Phone: (212) 450-4354

Fax: (212)450-3354

Email: hilary.dengel@dpw.com

Confidentiality Note: This e-mail is intended only for the person or entity to
which it is addressed and may contain information that is privileged, confidential or otherwise protected from
dia+lgsure. Dissemination, distribution or copying of this e-mail or the information herein by anyone other than
the intended recipient, or an employee or agent responsible for delivering the message to the intended recipient,
is prohibited. If you have received this e-mail in error, please notify the sender immediately and destroy the
original message and all copies.




DAVIS POLK & WARDWELL

450 LEXINGTON AVENUE MENLO PARK
New York, NY 1001 7 WasHinGTON, D.C.

212 450 s000 Lonpon
FAX 212 450 3800 PARIS

FRANKFURT
MADRID
Toxyo
Hitary DeNGEL BEIING

212 450 4354

HiLary. oenvceEL@oPwW.Ccom HONG Kone

January 13, 2009

Re:  Shareholder Proposal for Comcast Corporation’s 2009 Annual Meeting

Patrick Doherty

The City of New York

Office of the Comptroller

1 Centre Street

New York, New York 10007-2341

Dear Mr. Doherty:

We write this letter in connection with the no-action request we submitted to the SEC on
zzinzf of Comeast Corporation on January 7, 2009, in connection with the shareholder proposal
concerning network management that the Office of the Comptroller of the City of New York
submitted on behalf of the New York City Police Pension Fund, the New York City Employees’
Retirement System, the New York City Firc Department Pension Fund and the New York City
Board of Education Retirement System (the “Funds™),

Following the filing of our no-action request with the SEC, we received correspondence
from Mr. Jonas Kron, on behalf of Trillium Asset Management Corporation and Ms. Louise Rice
informing us that their proposal, referred to as “Proposal B” in our no-action request, was
intended to be a joint proposal with the network management proposal submitted on behalf of the
Funds (with the Office of the Comptroller of the City of New York on behalf of the Funds
serving as the lead filer), notwithstanding the fact that the prior correspondence we received did
not indicate these facts.

If you could please let me know at your earliest convenience whether you are in
agreement with Mr. Kron’s position, it would be greatly appreciated.

Sincerely,

HRurget

Hilary Dengel

cc: Kenneth B. Sylvester
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Deggel, Hilary

From: Doherty, Patrick [pdohert@comptroller.nyc.gov}

Sent: Wednesday, January 14, 2009 11:04 AM

To: Dengel, Hilary

Subject: RE: Comcast Corporation: inquiry re joint proposal status
Hilary -

This is to confirm that it is the intention of the New York City pension funds that Trillilum Asset Management and Ms.
Louise Rice be listed as co-sponsors of the stockholder proposal we submitted to you for consideration at your 2008
annual general meeting. The NYC funds will act as the lead sponsors for this resolution.

-PatD.

From: Dengel, Hilary [mailto:hilary.dengel@dpw.com]

Sent: Tuesday, January 13, 2009 4:30 PM

To: Doherty, Patrick ’

Cc: Sylvester, Kenneth

Subject: Comcast Corporation: inquiry re joint proposal status

Mr. Doherty:

Attached please find a letter inquiring as to the potential joint proposal status of the shareholder proposal regarding
network management that the Office of the Comptroller of the City of New York submitted to Comcast Corporation on
behalf of several Funds. A hard copy of this letter is also being sent to you and Mr. Sylvester via overnight mail.

if you could please reply to the attached letter via email at your earliest convenience, it would be greatly appreciated.

Thanks and kind regards,
Hitary

Hilary A E. Dengel

Davis Poik & Wardwell

450 Lexington Avenue

New York, NY 10017

Phone: (212) 450-4354

Fax: (212)450-3354

Email: hilary.dengel@dpw.com

Confidentiality Note: This e-mail is intended only for the person or entity to
which it is addressed and may contain information that is privileged, confidential or otherwise protected from
disclosure. Dissemination, distribution or copying of this e-mail or the information herein by anyone other than
the intended recipient, or an employee or agent responsible for delivering the message to the intended recipient,
is prohibited. If you have received this e-mail in error, please notify the sender immediately and destroy the
original message and all copies.

Sent from the New York City Office of the Comptroller. This emait and any files transmitted with it are confidentiatl and intended solely for the use of the
individual or entity to whom they are addressed. This footnote also confirms that this email message has been swept for the presence of computer
viruses.

~*Please consider the environment before printing this email.™
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THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

WILLIAM C. THOMPSON, JR.
COMPTROLLER

November 12, 2008

Mr. Arthur R. Block -

Secretary

Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Dear Mr. Block:

The Office of the Comptroller of New York City is the custodian and trustee of the
New York City. Employees’ Retirement System, the New York City Police
Pension Fund, and the New York City Fire Department Pension Fund, and
custodian of the New York City Board of Education Retirement System (the
*funds”). The funds’ boards of trustees have authorized the Comptroller to inform
you of their intention to offer the enclosed proposal for consideration of
- stockholders at the next annual meeting.

| submit the attached proposal to you in accordance with rule 14a-8 of the
Securities Exchange Act of 1934 and ask that it be included in your proxy
statement.

Letters from The Bank of New York certifying the funds’ ownership, continually
for over a year, of shares of Comcast Corporation common stock are enclosed.
The funds intend to continue to hold at least $2,000 worth of these securities
through the date of the annual meeting.

We wouid be happy to discuss this initiative with you. Should the board decide to
endorse its provisions as company policy, our funds will ask that the proposal be
withdrawn from consideration at the annual meeting. Please feel free to contact
me at (212) 669-2651 if you have any further questions on this matter.

Very tr s,

7l
Patrick Doherty
pd:ma
Enclosures
ICOmcast Corporation - intemet censorship

New York City Office of the Comptroller
Bureau of Asset Management




Report on Our Company's Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Internet is becoming the defining infrastructure of our economy and society in the 21* century. Its
potential to open new markets for commerce, new venues for cultural expression and new modalities of

civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s

use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give
far-ranging thought to how these practices serve to promote—or inhibit—the public’s participation in the
economy and in civil society.

Of fundamental concern is the effect ISPs’ network management practices have on public expectations
of privacy and freedom of expression on the Internet.

‘Whereas:

e More than 211 million Americans--70% of the U.S. population--now use the Internet;

» The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;

s  46% of Americans report they have used the internet, e-mail or text messaging to
participate in the 2008 political process;

» The Internet yields significant economie benefits to society, with online US retailing
" revenues —only one gauge of e-commerce - exceeding $200 billion in 2008;

e The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each
day;

e 72% of Americans are concerned that their online behaviors are being tracked and
profiled by companies; '

* 53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

* 54% of Americans are uncomfertable with third parties collecting information about
their online behavior; - "

* Our Company provides Internet access to a very large number of subscribers and is .
considered a leading ISP; :




e Our Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

e Class action lawsuits in several states are challenging the propriety of ISPs’ network
management practices;

e Internet network management is a significant public policy issue; failure to fully and
publicly address this issue poses potential competitive, legal and reputational harm to
. our Company;

o Any perceived compromise by ISPs of public expectations of privacy and freedom of
expression on the Internet could have a chilling effect on the use of the Internet and
detrimental effects on society.

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,
excluding proprietary and confidential information, and to be made available to shareholders no later
than November 30, 2009, examining the effects of the company’s Internet network management
practices in the context of the significant public policy concerns regarding the public’s expectations of
privacy and freedom of expression on the Internet.




>
BNY MELLON
ASSET SERVICING

US Securities Services

November 12, 2008

To Whom It May Concern

Re: COMCAST CORP. CUSIP#: 20030N200

Dear Madame/Sir:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 09, 2007 through today at The Bank of New York
Melion in the name of Cede and Company for the New York City Board of Education Retirement

Systers.

The New York City Board of Education Retirement System 30,524 shares
Please do not hesitate to contact me should you have any specific concerns or questions.

Sincerely, .

Hten Aaslermanme

Alice Tiedemann
Vire Precident

One Wall Street, New York, NY 10286



>

BNY MELLON
ASSET SERVICING

US Securities Services

November 12, 2008

To Whom It May Concem

Re: COMCAST CORP, CUSIP#: 20030N200

Dear Madame/Sir:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 09, 2007 throngh today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Police Pension Fund.

"i.z New York City Police Pension Fund " 115,654 shares
Please do not hesitate to contact me should you have any specific concemns or questions.

Sincerely,
(b, Araderiom

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286



&

>>
BNY MELLON
ASSET SERVICING

US Securities Services

November 12, 2008

To Whom It May Concemn

Re: COMCAST CORP. CUSIP#: 20030N200

Dear Madame/Sir:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 09, 2007 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Employees' Retirement System,

The MNew York City Employees' Retirement System 314,631 shares
Please do not hesitate to contact me should you have any specific concemns or-questions,

Sincerely, ]
i, Adymoro

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286



S~
BNY MELLON

ASSET SERVICING

US Securities Services

November 12, 2008

To Whom It May Concern

Re: COMCAST CORP. CUSIP#: 20030N200

Dear Madame/Sir:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 09, 2007 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Fire Department Pension Fund.

The New York City Fire Department Pension Fund 42,144 shares
Please do not hesitate to contact me should you have any specific concerns or questions.

Sincerely,

Y/ »/aoéwvofwu

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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November 25, 2008 Phlladeiphia, PA 19103-2838

Re: Notice of deficiency regardfng shareholder proposal for inclasion in
Comcast’s 2009 Proxy Statement

VIA FAX AND OVERNIGHT MAIL

Patrick Doherty

The City of New York
Office of the Comptroller

1 Centre Street

New York, N.Y. 10007-2341

Dear Mr. Doherty:

1 refer to your letter dated November 12, 2008, on behalf of the New York City
Employees’ Retirement System, the New York City Police Pension Fund, the New York
City Fire Department Pension Fund, and the New York City Board of Education
Retirement System (the “Funds™), requesting that the Comcast Board of Directors prepare
a report examining the effects of Comcast’s Internet network management practices in
the context of the significant policy concerns regarding the public’s expectations of
privacy and freedom of expression on the Internet. .

Rule 14a-8(b)(1) of the Securities Exchange Act of 1934, as amended, requires
that, to be eligible to submit a proposal for a company’s annual meeting, a shareholder
must (i) have continuously held at least $2,000 in market value, or 1%, of the company’s
securities entitled to be voted on the proposal at the meeting for at least one year by the
date such shareholder submits the proposal and (ii) continue to hold those securities
through the date of the meeting.

» The Funds have not satisfied the proof of ownership requirements of Rule 14a-8.
Your November 12" letter states only that the Funds have held for the required period the
requisite amount of “Comecast Corporation common stock™ and the proof of ownership
submitted for each Fund references the CUSIP number 20030N200, which applies only
to the Class A Special Common Stock of Comcast. This does not satisfy Rule 14a-8
becauseé it does not indicate that the Funds hold the requisite amount of voting common
stock of Comcast. The Funds must prove their beneficial ownership of the requisite
amount of voting securities (i.e. Comcast Class A Common Stock). Comcast has two-
publicly traded classes of common stock — Class A Common Stock and Class A Special
Common Stock. Of these two classes, only the Class A Common Stock is voting stock
under Rule 14a-8 (i.e. entitled to vote at the 2009 annual meeting).

Pursuant to Rule 14a-8, if we do not receive the necessary proof of the Funds’
ownership of Comcast Class A Common Stock, we will not be able to consider the
Funds’ proposal for inclusion in Comecast’s 2009 proxy statement. If we do not receive
such proof within 14 calendar days of your receipt of this letter, we will submit a no
action request letter to the Securities and Exchange Commission indicating that we do not
intend to include the Funds’ proposal in our proxy.




Patrick Doherty 2 November 25, 2008

A copy of Rule 14a-8 is enclosed for your reference. We thank you for your
interest in Comcast. Should you wish to discuss this further, please do not hesitate to
contact me at (215) 286-7564.

Very truly yours, )
r" Ar) g\v(—k

Arthur R. Block
Senior Vice President, General
) Counsel and Secretary
cc:  William H. Aaronson
Hilary Dengel
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When providing the information required by Exchange
Act Rule 14a-7(a)(1)(ii), if the registrant has received affirmative written or implied
consent to delivery of a single copy of proxy materials to a shared address in accor-
dance with Exchange Act Rule 14a-3(c)(1). it shall exciude from the number of record
holders those to whom it does not have to deliver a separate proxy statement.

If the registrant is sending the requesting security holder’s
materials under § 240. 14a-7 and receives a request from the security holder to furnish
the materials in the form and manner described in § 240.14a-16, the registrant must
accomimodate that request.

Rule 14:1-8. Shaveholder Proposals.®#

This section addresses when a company must include a shareholder’s proposal in its
proxy statement and identify the proposal in its form of proxy when the company holds an
annual or special meeting of shareholders. In summary, in order to have your sharcholder
proposal included on a company’s proxy card, and included along with any supporting
statement in its proxy statement, you must be eligible and follow certain procedures.
Under a few specific circumstances, the company is permitted to exclude your proposal,
but only after submitting its reasons to the Commission. We structured this section in a
question-and-answer format se that it is easier to understand. The references to “‘you”
are to a shareholder seeking to submit the proposal.

(a) Question 1: What is a proposal?

A shareholder proposal is your recommendation or requirement that the company
and/or its board of directors take action, which you intend to present at a meeting of the
company’s shareholders. Your proposal should state as clearly as possible the course of
action that you believe the company shouid follow. If your proposal is placed on the
company s proxy card, the company must also provide in the form of proxy means for
shareholders to specify by boxes a choice between approval or disapproval, or abstention.
Unless otherwise indicated. the word “proposal” as used in this section refers both to
your proposal, and to your corresponding statement in support of your proposal (if any).

(b) Question 2: Whae is eligible to submit a proposal, and how do I demonstrate
to the company that I am eligible?

*Effective Januvary 1, 2008, Rule [4a-7 was amended by removing Note 3 to § 240. [4a-7 as part
of the amendments relating to shareholder choice regarding proxy material. See SEC Release Nos.
34-56135; 1C-27911; July 26, 2007. Compliance Dares: “Large accelerated filers,” as that term
is defined in Rule 12b-2 under the Securities Exchange Act, not including registered investment
companies, must comply with the amerdments regarding proxy solicitations commencing on or
after January 1, 2008. Registered investment companies, persons other than issuers, and issuers that
are not large accelerated filers conducting proxy solicitations (1) may comply with the amendments
regarding proxy solicitations commencing on or after January 1, 2008 and (2) must comply with
the amendments regarding proxy solicitations commencing on or after January 1, 2009.

**Effective February 4, 2008, Rule 14a-8 was amended by revising paragraph (e)(1) as part of
the smaller reporting company regulatory relicf and simplification rules. See SEC Release Nos, 33-
8876; 34-56994; 39-2451; December 19,2007. Forcompliance dates, see SEC Releuse No. 33-8876
and the note in the Red Box Regulation S-B bookiet.

Effective January 10, 2008, Rule 14a-8 was amended by revising paragraph (i)(8) to permit the
exclusion of certain sharcholder proposals related to the election of directors. The SEC adopted the
amendment to provide certainty regarding the meaning of this provision in sesponse to the district
court decision in AFSCME v. AIG, No. 05-2825-cv (2d Cir., Sept. 5, 2006). See SEC Release No.
34-56914; 1C-28075; December 6. 2007.
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(1) In order to be eligible to submit a proposal, you must have continuously held at
least $2,000 in market value, or 1%, of the company’s securities entitled to be voted on
the proposal at the meeting for at least one year by the date you submit the proposal. You
must continue to hold those securities through the date of the meeting.

(2) If you are the registered holder of your securities, which means that your name
appears in the company’s records as a shareholder, the company can verify your eligibility
on its own, although you will still have to provide the company with a written statement
that you intend to continue to hold the securities through the date of the meeting of
shareholders. However, if like many shareholders you are not a registered holder, the
company likely does not know that you are a shareholder, or how many shares you own,
In this case, at the time you submit your proposal, you must prove your eligibility to the
company in one of two ways: .

(i) The first way is to submit to the company a wnitten staternent from the “record”
holder of your securities (usually a broker or bank) verifying that, at the time you submit-
ted your proposal, you continuously held the securities for at least one year, You must
also include your own written statement that you intend to continue to hold the securities
through the date of the meeting of sharcholders; or

(ii) The second way to prove ownership applies only if you have filed a Schedule
13D, Schedule 13G, Form 3, Form 4 and/or Forn 5, or amendments to those documents
or updated forms, reflecting your ownership of the shares as of or before the date on
which the one-year eligibility periad begins. If you have filed one of these docoments
with the SEC, you may demonstrate your eligibility by submitting to the company:

(A) A copy of the schedule and/or form, and any subsequent amendments reporting
a change in your ownership level;

{B) Your written statement that you continuously held the required number of shares
for the one-year period as of the date of the stalement; and

(C) Your written statement that you intend to continne ownership of the shares throngh
the date of the company’s annual or special meeting.

(c) Question 3: How many proposals may 1 submit?

Each shareholder may submit no more than one proposal to 2 company for a particular
shareholders’ meeting.

(d) Question 4: How long can my proybsal be?

‘The proposal, including any accompanying supporting statement, may not exceed
500 words.

(e) Question 5: What is the deadline for submitting a proposal?

*(1) If you are submitting your proposatl for the company's annual meeting, you can
in most cases find the deadline in last year’s proxy statement. However, if the company
did not hold an annual meeting last year. or has changed the date of its meeting for this
year more than 30 days from last year’s mecting, you can usually find the deadline in
. one of the company’s quarterly reports on Form 10-Q (§ 249.308a of this chapter), or in

*Effective February 4, 2008, Rule 14a-8 was amended by revising paragraph (e)(1) as part of
the smatller reporting company regulatory relief and simplification rules. See SEC Release Nos. 33-
8876; 34-56994; 39-2451; December 19,2007. For compliance dates, see SEC Release No. 33-8876
and the note in the Red Box Regulation $-B booklet.
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shareholder reports of investment companies under § 270.30d-1 of this chapter of the
Investment Company Act of 1940. In order to avoid controversy, shareholders should
submit their proposals by means, including electronic means, that permit them to prove
the date of delivery.

(2) The deadline is calculated in the following manner if the proposal is submitted
for a regularly scheduled annual meeting. The proposal must be received at the company's
principal executive offices not less than 120 calendar days before the date of the com-
pany’s proxy statement released to shareholders in connection with the previous year’s
annual meeting. However, if the company did not hold an annual meeting the previous
year, or if the date of this year’s annual meeting has been changed by more than 30 days
from the date of the previous year’s meeting, then the deadline is a reasonable time before
the company begins to print and send its proxy materials.

(3) If you are submitting your proposal for a meeting of shareholders other than a
regularly scheduled annual meeting, the deadline is areasonable time before the company
begins to print and send its proxy materials.

(f) Question 6: What if I fail to follow one of the eligibility or procedural require-
ments explained in answers to Questions 1 through 4 of this Rule 14a-8?

(1) The company may exclude your proposal, but only after it has notified you of the
problem, and you have failed adequately to correct it. Within 14 calendar days of receiving
your proposal, the company must notify you in writing of any procedural or eligibility
deficiencies, as well as of the time frame for your response. Your response must be
postmarked, or transmitted electronically, no later than 14 daysfrom the date you received

" the company’s notification. A company need not provide you such notice of a deficiency
i the deficiency cannot be remedied, such as if you fail 1o submit a proposal by the
company ‘s properly determined deadline. If the company intends to exclude the proposal,
it will later have to make a submission under Rule 14a-8 and provide you with a copy
under Question 10 below, Rule 14a-8()).

(2) I you fail in your promise to hold the required number of securities through the
date of the meeting of sharcholders, then the company will be permitted to exclude all
of your proposals from its proxy materials for any meeting held in the following two
calendar years.

(g) Question 7: Who has the burden of persuading the Commission or its staff
that my propesal can be excluded?

Except as otherwise noted, the burden is on the company to demonstrate that it is
entitled to exclude a proposal.

(b) Question 8: Must I appear personally at the shareholders’ meeting to present
the proposal?

(1) Either you, or your representative who is qualified under state Jaw to present the
proposal on your behalf, must attend the meeting to present the proposal. Whether you
attend the meeting yourself or send a qualified representative to the meeting in your.
place, you should make sure that you, or your representative, follow the proper state law
procedures for attending the meeting and/or presenting your proposal.

(2) If the company holds its shareholder meeting in whole or in part via electronic
media, and the comnpany permits you or your representative to present your proposal via
such media, then you may appear through electronic media rather than traveling to the
mecting to appear in person.

(3) If you or your qualified representative fail to appear and present the proposal,
without good cause, the company will be permitted to exclude all of your proposals from
its proxy materials for any meetings held in the following two calendar years.
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(i) Question 9; If I have complied with the procedural requirements, on what
other bases may a eompany rely to exclude my proposal?

(1) Improper Under State Law: If the proposal is not a proper subject for action by
shareholders under the laws of the jurisdiction of the company’s organization;

Depending on the subject matter, some proposals are
not considered proper under state law if they would be binding on.the company if
approved by sharecholders. In onr experience, most proposals that are cast as recom-
mendations or requests that the board of directors take specified action are proper
understate law, Accordingly, we will assume that a proposal drafted as arecommenda-
tion or suggestion is proper unless the company demonstrates otherwise.

(2) Violation of Law: If the proposal would, if implemented, cause the company to
violate any state, federal, or foreign law to which it is subject;

‘ We will not apply this basis for exclusion to permit
exclusion of a proposal on grounds that it would violate foreign law if compliance
with the foreign law would result in a violation of any state or federal law.

(3) Violation of Proxy Rules: If the proposal or supporting statement is contrary to
any of the Commission’s proxy rules, including Rule 14a-9, which prohibits materially
falsc or mislcading statements in proxy soliciting materials;

(4) Personal Grievance; Special Interest: 1If the proposal relates to the redress of a
pessonal claim or grievance against the company or any other person, or if it is designed
to result in a benefit to you, or to further a personal interest, which is not shared by the
other shareholders at large;

(5) Relevance: If the proposal relates to operations which account for less than 5
percent of the company’s total assets at the end of its most recent fiscal year, and for less
than S percent of its net earnings and gross sales for its most recent fiscal year, and is not
otherwise significantly related to the company’s business;

(6) Absence of Power/Authority: 1f the company would lack the power or authority
to implement the proposal;

(7) Management Functions: It the proposal deals with a matter relating to the com-
pany’s ordinary business operations;

*(8) Relates to Election: If the proposal relates 1o a nomination or an election for
membershiponthe company’s board of directors or analogous governing body or a proce-
dure for such nomination or election;

(9) Conflicts with Company’s Proposal: If the proposal directly conflicts with one
of the company’s own proposals to be submitted to sharcholders at the same mecting;

. A company’s submission to the Commission under this
Rule 14a-8 should specify the points of conflict with the company’s proposal.

*Effcctive Janvary 10, 2008, paragraph (i)(8) of Rule 14a-8 was amended to permit the exclusion
of certain shareholder proposals related to the election of directors. The SEC adopted the amendment
1o provide certainty regarding the meaning of this provision in response to the district court decision
in AFSCME v. AlIG, No. 05-2825-cv (2d Cir., Sept. 5, 2006). See SEC Release No. 34-56914;
IC-28075; December 6, 2007. )
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(10) Substantially Implemented: If the company has already substantially imple-
mented the proposal;

(11} Duplication: If the proposal substantially duplicates another proposal previously
submitted to the company by another proponcnt that will be included in the company’s
proxy materials for the same meeting;

(12) Resubmissions: If the proposal deals with substantially the same subject matteras
another proposal or proposals that has or have been previously included in the company’s
proxy materials within the preceding 5 calendar years, a company may exclude it from
its proxy materials for any meeting held within 3 calendar years of the last time it was
included if the proposal received:

(i) Less than 3% of the vote if proposed once within the preceding 5 calendar years;

(i) Less than 6% of the vote on its last submission to shareholders if proposed twice
previously within the preceding 5 calendar years; or

(iii) Less than 10% of the vote on its last submission to shareholders if proposed three
times or more previously within the preceding 5 calendar years; and

(13) Specific Amount of Dividends: If the proposal relates to specific amounts of
cash or stock dividends.

(j)Question 10: What procedures must the comxpany follow if it intends to exclude
my proposai?

(1) If the company intends to exclude a proposal from its proxy materials, it must file
its reasons with the Commission no later than 80 calendar days before it files its definitive
proxy statement and form of proxy with the Commission. The company must simultane-
ouzly provide you with a copy of its submission. The Commission staff may permit the
company to make its submission later than 80 days before the company files its definitive
proxy statement and form of proxy, if the company demonstrates good cause for missing
the deadline.

(2) The company must file six paper copies of the following:
(i) The proposal;

(ii) An explanation of why the company belicves that it may exclude the proposal,
which should, if possible, refer to the most recent applicable authority, such as prior
Division letters issued under the rule; and

(iii) A supporting opinion of counsel when such reasons are based on matters of state
or foreign law.

(k) Question 11: May I submit my own statement to the Commission responding
_to the company’s arguments?

Yes, you may submit a response, but it is not requircd. You should try to submit any
response to us, with a copy to the company, as soon as possible after the company makes
its submission. This way, the Commission staff will have time to consider fully your
submission before it issues its response. You should submit six paper copies of your re-
sponse.

(I) Question 12: Xf the company includes my shareholder proposal with its proxy
materials, what information about me must it include along with the proposal itself?
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(1) The company’s proxy statement must include your nane and address, as well as
the number of the company’s voting securities that you hold. However, instead of provid-
ing that information, the company may instead include 2 statement that it will provide
the information to shareholders promptly upon receiving an oral or written request.

(2} The company is not responsible for the contents of your proposal or supporting
statement.

(m) Question 13: What can I do if the company includes in its proxy statement
reasons why it believes shareholders should not vote in favor of my propesal, and I
disagree with some of its statements?

(1) The company may elect to include in its proxy statement reasons why it believes
shareholders should vote against your proposal. The company is allowed to make argu-
meuts reflecting its own point of view, just as you may express your own point of view
in your proposal’s supporting statement.

(2) However, if you believe that the company’s opposition to your proposal contains
materially false or misleading statements that may violate our anti-fraud rule, Rule 14a-
9. you should promptly send to the Commission staff and the company a letter explaining
the reasons for your view, along with a copy of the company’s statements opposing your
proposal. To the extent possible, your letter should include specific factual information
demonstrating the inaccuracy of the company’s claims. Time permitting, you may wish
to try to work out your differences with the company by yourself before contacting the
Commission staff.

(3) We require the company to send you a copy of its statements opposing your pro-
posal before it sends its proxy materials, so that you may bring to our attention any
materially false or misleading statements, under the following timeframes:

(1) If our no-action response requires that you make revisions to your proposal or
supporting statement as a condition to requiring the company to include it in its proxy
materials, then the company must provide you with a copy of its opposition statements
no laterthan 5 calendar days after thecompany receives a copy of yourrevised proposal; or

(ii) In all other cases, the company must provide you with a copy of its opposition
statements no later than 30 calendar days before it files definitive copies of its proxy
statement and form of proxy under Rule 14a-6.

Rule 1da-9. False or Mislending Statemconts.

(a) No solicitation subject to this regulation shall be made by means of any proxy
statement, form of proxy, notice of meeting or other communication, written or oral,
containing any statement which, st the time and in the light of the circumstances under
which it is made, is false or misleading with respect to any material fact, or which omits
to state any material fact necessary in order to make the statements therein not false or
misleading or necessary to correct any statement in any carlier communication with re-
spect to the solicitation of a proxy for the same meeting or subject matter which has
become false or misleading,

(b) The fact that a proxy statement, form of proxy or other soliciting material has
been filed with or examined by the Commission shall not be deemed a finding by the
Commission that such material is accurate or complete or not falsc or misleading, or that
the Commission has passed upon the merits of or approved any statement contained
therein or any matter to be acted upon by security holders. No representation contrary to
the foregoing shall bc madc.
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OFFICE OF THE P : FAX NUMBER: (212) 669-4
BUREAU OF ASSET MANAGEMENT . WWW.COMPTROLLER NYC.50V

1 CENTRE STREET ROOM 736 EMAIL: KSYLVEScomptrofior.nye.gov o
NEW YORK, N.Y. 10007-2341 .

ASSISTANT COMPTROLLER WILLIAM C, THOMPSON, JR.
'EQR PENSION POLICY . COMPTROLLER

VIA FAX AND EXPRESS MAIL
" December 1, 2008

Arthur R. Block

Senior Vice President, General
-Counsel and Secretary ’
Comcast Corporation

One Comenst Center
Philadelphia, PA 19103-2838

' bear Mr. Block:

Re: Ncw York Clty Pension F unds’ Eligibility to Submit a Shmeholder Proposal for
Inclusion in Comcast’s 2009 Proxy Statement ,

© v response to your letter to Mr. Patnck Doherty, dated November 25, 2008, regarding
the ellgibility of the New York City Employées’ Retirement System, the New York City
Pclice Pension Fund, the New York City Firg Department Pension Fund, and the New -
York City Board of Educatxon Retirement System (the “Funds™) to submit the proposal
which was submitted to you, with a cover letter dated November 12, 2008, for jnclusion

- in Comeast’s 2009-Proxy Statement, I attach letters of ownership from the Funds’

custodian bank, BN'Y Mellon, certifying, pursuant to Rule 14a-8, that each Fund
continuously held the requisite amount of shares of Comcast voting common stock
for one year as of Novensber 12, 2008, and continued to hold the shares through
Décember-1, 2008. Please be advised that the cach Fund intends to continue ta hold the

- ghares of Comcast voting common stock ﬂzmugh the date of Comcast’s 2009 Annual

" "Meeting of Shareholders.

. Pleqse do not hesitatl_a 10 contact me should you have any further concerns..

- Singerply,

Meﬁn

Assistant Comptroller for Pensxon Pohcy
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>

BNY MELLON

ASSET SERVICING

US Securities Services

December 01, 2008

To Whom It May Concern

Re: COMCAST CORP, CUSIP#: 20030N101

Dear Madame/Six:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from October 12, 2007 to November 12, 2008 aud continues through
December 01, 2008 at The Bank of New York Mellon in the name of Cede and Company for The -
New York City Board of Education Retirement System_

. The New York City Board of Education Retirement System 123,771 shares

Please do not hesitate to contact rme should you bave any specific concerns or questions,

Sincerely,

Richard Blanco
Vice President

One Wall Strest, Now York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

December 01, 2008

To Whom It May Concern

Re: COMCAST CORP. CUSIP#: 20030N101

Dear Madame/Sir:
The purpose of this lefter is to provide you with the holdings for the above referenced asset
contipuously held in custody from October 12, 2007 to November 12, 2008 and continues through

December 01, 2008 st The Bank of New York Mellon in the name of Cede and Company for the
New York City Police Pension Fund. .

The New York City Police Pension Fund 1,253,353 shares

Please do not hesitate to contact me should you have any spevific concemns ox questions.

Sincercly,

Richard Blanco
Vice President

One Wall Street, New York, NY 10286
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Decernber 01, 2008

To Whom It May Concern

Re: COMCAST CORP.

Dear Madsine/Sit:

COMPTROLLER PAGE

BNY MELLON

ASSET SERVICING

US Securities Services

CUSIP#: 20030N101

25/86

The purpose of this letter is to provide you with the holdings for the above referenced asset
continiously held in custody from October 12, 2007 to November 12, 2008 and continues through
December 01, 2008 at The Bank of New York Mellon in the name of Cede and Company for the
New York City Employees’. Retirement System.

The New York City Employess’ Retirement System 2,993,412 shares

Please do not hesitate to contact xue should you have any specific concerns or questions.

Sincerely,

Ao

Richard Blanco
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securitles Services

December 01, 2008

To Whom It May Concern

Re: COMCAST CORP. CUSTP#: 20030N101

Dear Madame/Six:

“The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from October 12, 2007 to November 12, 2008 and continues through
December 01, 2008 at The Bank of New York Mellon in the name of Cede and Company for the
New York City Fire Department Pension Fund.

The New York City Fire Department Pension Fund 393,337 shares

Please do not hesitats to contact me should you have any specific concetns of questions.

Sincerely,

AWl

~ Richard Blanco
Yice President

Onc Wall Street, New York, NY 10286
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&‘3 TR' L I- I U M QiSI‘JEKGEM ENT® Trillium Asset Management Corporation

25 Years of Investing for a Better World« www.trilliuminvest.com

November 26, 2008
Via Overnight Mail

Arthur R. Block

Senior Vice President, General Counsel and Secretary
Comcast Corporation

One Comcast Center

Philadelphia, PA 19103

Dear Mr. Block:

Trillium Asset Management Corporation {*Trillium”) is an investment firm based in Boston,
Massachusetts specializing in socially responsible asset management.

Iam authorized to notify you of our intention to file the enclosed shareholder resolution. Trillium submits
this resolution for Inclusion in the 2009 proxy statement, in accordance.with Rule 14a-8 of the General
Rules and Regulations of the Securities and Exchange Act of 1934. Trillium submits this proposal on
behalf of our client Louise Rice, who is the beneficial owner, per Rule 14a-B, of more than $2,000
worth of Comeast Corporation common stock acquired more than one year prior to this date. We will
provide verification of ownership from our custodian separately upon request. We will send a
representative to the stockholders’ meeting to move the resolution as required by the SEC rules.

I can be reached at (917) 222-3366 and lock forward to your response.

Sincerely,

g

Jonas Kron, J.D., M.S.E.L
Senior Social Research Analyst

cc: Brian L. Roberts, Chairman and CEO, Comcast Corporation
Marlene S. Dooner, Senior Vice President, Investor Refations, Comcast Corporation

BOSTON DURHAM SAN FRANCISCO BOISE

771 Atiantic Avenue 353 West Main Street, Second Floor 369 Pine Street, Suite 711 950'W. Bannock Street, Suite 530
Boston, Massachusetts 02111-2809 Durham, North Carolina 27701-321S San Francisco, California 94104-3310 Bolse, Idaho 83702-6118

T: 617-423-6655 F:617-482-6179 T:919-688-1265 F: 919-688-1451 T: 415-392-4806 F: 415-392-4535 T:208-387-0777 F: 208-387-0278
800-548-5684 800-853-1311 800-933-4806 800-567-0538
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Report on Our Company's Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Internet is becoming the defining infrastructure of our economy and society in the 21* century. Its
potential to open new markets for commerce, new venues for cultural expression and new modalities of
civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s
use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give
far-ranging thought to how these practices serve to promote--or inhibit--the public’s participation in the
economy and in civil society.

Of fundamental concern is the effect ISPs” network management pracnces have on public expectations
of privacy and freedom of expression on the Internet.

Whereas:

* More than 211 million Americans—70% of the U.S. populationQ-now use the Internet;

* The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;

¢ 46% of Americans report they have used the internet, e-mail or text messaging to

participate in the 2008 political process;

e The Internet yields significant economic benefits to society, with online US retailing
revenues — only one gauge of e-commerce - exceeding $200 billion in 2008;

* The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each

day;

¢ 72% of Americans are concerned that their online behaviors are being tracked anci
profiled by companies;

* 53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

® 54% of Americans are uncomfortable with third parties collecting information about
their online behavior;

* Our Company provides Internet access to a very large number of subscribers and is
considered a leading ISP;



e OQur Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

e Class action lawsuits in several states are challenging the propriety of ISPs' network
management practices; ’

* Internet network management is a significant public policy issue; failure to fully and
publicly address this issue poses potential competltxve legal and reputational harm to
our Company; . .

e Any percelved compromise by ISPs of public expectations of privacy and freedom of
expression on the Internet could have a chilling effect on the use of the Internet and
detrimental effects on society.

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,
excluding proprietary and confidential information, and to be made available to shareholders.no later
than November 30,2009, examining the effects of the company’s Internet network management
practices in the context of the significant public policy concerns regarding the public’s cxpcctatlons of
privacy and freedom of expressmn on the Internet.




(comcast, ot

Philadelphia, PA 19103-2838

December 8, 2008

Re:  Notice of deficiency regarding shareholder proposal for inclusion in
Comcast’s 2009 Proxy Statement

VIA FAX (617-482-6179) AND OVERNIGHT MAIL

Mr. Jonas Kron

Trillium Asset Management Corporation
711 Atlantic Avenue

Boston, Massachusetts 02111-2809

Dear Mr. Kron:

I refer to your letter dated November 26, 2008, on behalf of Ms. Louise Rice,
proposing that Comcast prepare a report examining the effects of the company’s Internet
network management practices in the context of the significant public policy concerns
regarding the public’s expectations of privacy and freedom of expression on the Internet.

Rule 14a-8(b)(1) of the Securities Exchange Act of 1934, as amended, requires
that, to be eligible to submit a proposal for a company’s annual meeting, a shareholder
must (i) have continuously held at least $2,000 in market value, or 1%, of the company’s
securities entitled to be voted on the proposal at the meeting for at least one year by the
date such shareholder submits the proposal and (ii) continue to hold those securities
through the date of the meeting.

While you indicated in your letter that Ms. Rice meets these eligibility
requirements, Ms. Rice did not provide the necessary proof of ownership required by
Rule 142-8(b)(2). Under this Rule, a beneficial holder may prove its beneficial
ownership of the requisite amount of voting securities (in this case, Comcast Class A
Common Stock) in one of two ways, by submitting to the company (i) a written statement
from the “record” holder of the securities (usually a broker or bank) verifying that, at the
time the beneficial holder submitted its proposal, it continuously held the requisite
amoumnt of such securitics for at least one year or (ii) if the beneficial holder has filed a
Schedule 13D, Schedule 13G, Form 3, Form 4 and/or Form 5, or amendments to those
documents or updated forms, reflecting its ownership of the shares as of or before the
date on which the one-year eligibility period begins, a copy of the schedule and/or form,
-and any subsequent amendments reporting a change in the beneficial holder’s ownership
level, along with a written statement by the beneficial holder that it continuously held the
required number of shares for the one-year period as of the date of the statement. To date
Ms. Rice has not proven her beneficial ownership of the required securities in either of
the ways described above. In addition, your letter states only that Ms. Rice is the owner
of a sufficient amount of “Comcast Corporation common stock.” It does not specify that
this stock is Comcast Class A Common Stock, which is voting stock. Comcast also has
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another class of publicly-traded stock, Comcast Class A Spécial Common Stock, which
does not possess voting rights and accordingly may not be used to satisfy the procedural
and eligibility requirements under Rule 14a-8.

In addition, Rule 142-8(b)(2) provides that Ms. Rice (and not the record holder)
must provide to Comcast a written statement that she intends to continue to hold the
securities through the date of the 2009 annual meeting.

Pursuant to Rule 14a-8, if within 14 calendar days of your receipt hereof we do
not receive the necessary proof of ownership and a statement from Ms. Rice that she
intends to continue to hold the securities through the date of the 2009 annual meeting of
shareholders, we will not be able to consider Ms. Rice’s proposal for inclusion in
Comcast’s 2009 proxy statement and we will submit a no action request letter to the
Securities and Exchange Commission indicating that we do not intend to include Ms.
Rice’s proposal in our proxy.

A copy of Rule 14a-8 is enclosed for your reference. We thank you for your
interest in Comcast. Should you wish to discuss this further, please do not hesitate to
contact me at (215) 286-7564.

Very truly yours,

Uw”"

Arthur R. Block
Senior Vice President, General
Counsel and Secretary
€C: Lyell Cadet
Trillium Asset Management

William Aaronson
Hilary Dengel
Davwvis Polk & Wardwell
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Mot 2 § 24452027, When providing the information required by Exchange
Act Rule 14a-7(a)(3)(ii), if the registrant has received affirmative written or implicd
consent to delivery of a single copy of proxy materials to a shared address in accor-
dance with Exchange Act Rule 14a-3(e)(1), it shall exclude from the number of record

holders those to whom it does not have to deliver a separate proxy statement.

“Newe . g5 480 4 7. I the registrant is sending the requesting security holder’s
materials under § 240.14a-7 and receives a request from the security holder to furnish
the materials in the form and manner described in § 240.14a-16, the registrant must
accommodate that request.

Rule 142-8. Shareholder Proposals.®*

This section addresses when a company must include a shareholder’s proposal in its
proxy statement and identify the proposal in its form of proxy when the company holds an
annual or special meeting of shareholders. In summary, in order to have your shareholder
proposa) included on a company’s proxy card, and included along with any supporting
statement in its proxy statement, you must be eligible and follow certain procedures.
Under a few specific circumstances, the cotnpany is permitted to exclude your proposal,
but only after submitting its reasons to the Commission. We structured this section in a
question-and-answer format so that it js easier to understand. The references to “you”
are to a sharcholder sceking to submit the proposal.

(a) Question 1: What is a proposai?

A shareholder proposal is your recommendation or requirement that the company
and/or its board of directors take action, which you intend to present at a meeting of the
company's shareholders. Your proposal should state as clearly as possible the course of
action that you believe the company should follow. If your proposal is placed on the
company’s proxy card, the company must also provide in the form of proxy means for
shareholders to specify by boxes achoice between approval or disapproval, or abstention.
Unless otherwise indicated, the word “proposal” as used in this section refers both to
your proposal, and to your corresponding statement in support of your proposal (if any).

{b) Question 2: Who is eligible to submit a proposal, and how de I demenstrate
to the company that I am eligible?

*Effective Janvary 1, 2008, Rule I42-7 was amended by removing Note 3 to § 240.14a-7 as part
of the d lating t0 shareholder choice regarding proxy ial. Ses SEC Rel Nos.
34-56135; IC-27911; July 26, 2007. Compliance Dates: “Large accelerated filers,” as that term
is defined in Rule 12b-2 under the Securities Exchange Acl, not including registered investment

Yo Thogs

. companies, must comply with the dments regarding proxy ing on or
after Jannary 1, 2008. Registered investment companies, persons other than issuers, and issuers that
arenot large 1 d filers conducting proxy solicitations (1) may comply with the amendments

rcgarding proxy solicitations commencing on or after January 1, 2008 and (2) must comply with
the amendments regarding proxy solicitations commencing on or after Janvary 1,2009.

**Effective February 4, 2008, Rule 14a-8 was amended by revising paragraph (e)(1) as part of '

the sinaller reporting company regulatosy refief and simplification rules. See SEC Release Nos. 33-
8876; 34-56994; 39-2451; December 19, 2007 For compliance dates, see SEC Release No. 33-8876
and the note in the Red Box Regulation S-B booklet.

EBffective January 10, 2008, Rule 14a-8 was amended by revising paragraph (i)(8) to permit the
exclusion of certain sharcholder proposals related to the clection of directors. The SEC adopted the
amendment to provide cenainty regarding the meaning of this provision in respouse to the districe
court decision in AFSCME v. AJG, No. 05-2825-cv (2d Cir., Sept. 5, 2006). Sce SEC Relcase No.
34-56914; 1C-28075; December 6, 2007.
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(1) In order to be cligible to submit a proposal, you must have continuously held at
least $2,000 in market value, or 1%, of the cornpany’s securities entitled to be voted on
the proposal at the meeting for at least one year by the date you submit the proposal. You
must continue to hold those sccuritics through the date of the mecting,

(2) If you are the registered holder of your securities, which means that your name
appears in the company s records as a shareholder, the company can verify your eligibility
on its own, althongh you will still have to provide the company with a wntten statement
that you intend to continue to hold the securities through the date of the meeting of
shareholders. However, if like many shareholders you are not a registered holder, the
company likely does not know that you are a shareholder, or how many shares you own.
In ths case, at the time youn submit your proposal, you must prove your eligibility to the
company in one of two ways:

(i) The first way is to submit to the company a written statement from the “record”
holder of your securities (usually a broker or bank) verifying that, at the titne you submit-
ted your proposal, you continuously held the securities for at least one year. You must
also include your own written statement that you intend to continue to hold the securities
through the date of the meeting of shareholders; or

(ii) The second way to prove ownership applies only if you have filed a Schedule
13D, Schedule 13G, Form 3, Form 4 and/or Form 5, or amendments to those documents
or updated forms, reflecting your ownership of the shares as of or before the date on
which the one-year eligibility period begins. If you have filed one of these documents
with the SEC, you may demonstrate your eligibility by submitting to the company:

(A) A copy of the schedale and/or form, and any subsequent amendments reporting
a change in your ownership level;

(B) Your written statement that you continuously held the requircd number of shares
for the one-year period as of the date of the statement; and

{C) Your wiitten statement that you intend to continue ownership of the shares through
the date of the company's annual or special meeting.

(c) Question 3: How many propesals may I submit?

Each shareholder may submit no more than one proposal to a company for a particular
shareholders’ meeting.

(d) Question 4: How long can my proposal be?

The proposal, including any accompanying supporting statement, may not exceed
500 words.

(e) Question 5: What is the deadline for submitting a proposal?

- *¥(1) If you are submitting your proposal for the company’s annual meeting, you can
in most cases find the deadline in last year's proxy statement. However, if the company
did not hold an annual meeting last year, or has changed the date of its meeting for this
year more than 30 days from last year’s meeting, you can usually find the deadline in
one of the company’s quarterly reports on Form 10-Q (§ 249.308a of this chapter), or in

*Effective Febuary 4, 2008, Rule 14a-8 was amended by revising paragraph (€)(1) as part of
the smalier reporting company regulatory relief and simplification rules. See SEC Release Nos. 33-
8876; 34-56994; 39-2451; December 19,2007. For compliance dales, see SEC Release No. 33-8876
and the note in the Red Box Regulation S-B booklet. 4
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shareholder reponts of investment companies under § 270.30d-1 of this chapter of the
Investment Company Act of 1940. In order o avoid controversy, shareholders shovld
submit their proposals by means, including electronic means, that permit them to prove
the date of delivery.

(2) The deadline is calculated in the following manner if the proposal is submitted
foraregularly scheduled annual meeting. The proposat must be received at the company’s
principal executive offices not less than 120 calendar days before the date of the com-
pany’s proxy statement released to shareholders in connection with the previous year’s
annual meefing. However, if the company did not hold an annual meeting the previous
year, or if the date of this year's annual meeting has been changed by more than 30 days
from the date of the previous year’s meeting, then the deadline isa reasonable time before
the company begins to print and send its proxy materials.

(3) If you are submitting your proposal for a meeting of shareholders other than a
regularly scheduled annual meeting, the deadline is a reasonable time before the company
begins to print and send its proxy materials.

() Question 6: What if I fail to follow one of the eligibility or procedural require-
ments explained in answers to Questions 1 through 4 of this Rule 14a-8? -

(1) The company may exclude your proposal, but only after it has notified you of the
problem, and you have failed adequately to correct it. Within 14 calendar daysof receiving
your proposal, the company must notify you in writing of any procedural or eligibility
deficiencies, as well as of the time frame for your responsc. Your response must be
postmarked, or transmitted electronically, no later than 14 days fromthe date youreceived
thccompany’s notification. A company need not provide you such notice of adeficiency
if the deficiency cannot be remedied, such as if you fail to submit a proposal by the
company's properly determined deadline. If the company intends toexclude the proposal,
it will later have to make a submission under Rule 142-8 and provide you with a copy
under Question 10 below, Rule 14a-8(j).

(2) If you fail in your promise 1o hold the required number of securities through the
date of the meeting of shareholders, then the company will be permitted to exclude all
of your proposals from its proxy materials for any meeting held in the following two
calendar years.

(g) Question 7: Who bas the burden of persuading the Commission or its staff
that my proposal can be excluded?

Except as otherwise noted, the burden is on the company to demonstratc that it is
entitled to exclude a proposal.

(h) Question 8: Must I appear personally at the sharcholders’ meeting to present
the proposal?

(1) Either yousor your representative who is qualified under state Jaw to present the
. proposal on your behalf, must atiend the meeting 10 present the pr(:ggsal. Whether you

-atrend the meeting yourself or send a qualified representative to meeting in your
place, you should make sure that yon, or your representative, follow the proper state law
procedures for attending the meeting and/or presenting your proposal. .

(2) If the company holds-its shareholder meeting in whole or in part via electronic
media, and the company permits you or your representalive to present your proposal via
such media, then you may appear through electronic media rather than traveling to the

meeting to appear in person.
(3) If you or your qualified representative fail to appear and present the proposal,

without good cause, the company will be permitted to exclude ail of your proposals from
its proxy materials for any meetings held in the following two calendar years. .
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(i) Question 9: Xf X have complied with the procedural requirements, on what -

other bases may a company rely to exclude my proposal?

(1) Improper Under State Law; If the proposal is not a proper subject for action by
shareholders under the laws of the jurisdiction of the company’s organization:

o o senesisei 0% L Depending on the subject matter, some proposals are
not considered proper under state law if they would be binding on the company if
approved by shareholders. In our experience, most proposals that are cast as recom-
mendations or requests that the board of directors take specified action are proper
under state law. Accordingly, we will assume thata proposal drafted as arecommenda-
tion or suggestion is proper unless the company demonstrates otherwise.

(2) Violation of Law: If the proposal would, if implemented, cause the company to
violate any state, federal, or foreign law to which it is subject;

Newe i guersig-aph (1212 We will not apply this basis for exclusion to permit
exclusion of a proposal on grounds that it would violate foreign law if compliance
with the foreign law would result in a violation of any state or federal law.

(3) Violation of Proxy Rules: If the proposal or supporting statement is contrary to
any of the Commission’s proxy rules, including Rule 14a-9, which prohibits materially
false or misleading siatements in proxy soliciting materials;

(4) Personal Grievance; Special Interest: If the proposal relates to the redress of a
personal claim or grievance against the company or any other person, or if it is designed
to result in a benefit to you, or to further a personal interest, which is not shared by the
other shareholders at large;

(5) Relevance: If the proposal relates to operations which account for less than 5
percent of the company’s total assets at the end of its most recent fiscal year, and for less
than 5 percent of its net earnings and gross sales for its most recent fiscal year, andis not
otherwise significantly related to the company’s business;

(6) Absence of Power/Authority: If the company would lack the power or authority
to implement the proposal; .

(7) M ¢ Functions: If the proposal deals with a matter relating to the com- -

- b 3 3
pany’s ordinary business operations;

R *(8) Relates to Election: If the proposal relates to a nomination or an election for
membership on the company’s board of directors or analogous governing body ora proce-
dure for such nomination or clection;

(9) Conflicts with Company’s Propasal: If the proposat directly conflicts with one
of the company’s own proposals to be submitted to shareholders at the same meeting;

Note io parggroph J1K95 A company’s submission to the Commission under this
Rule 14a-8 should specify the points of conflict with the company’s proposal.

*Effectivc January 10, 2008, paragraph (i)(8) of Rule 142-8 was amended to permit the exclusion
of certain shareholder proposals related to the election of directors. The SEC adopted the amendment
1o provide certainty regarding the meaning of this provision in response to the district court decision
in AFSCME v. AIG, No. 05-2825-cv (2d Cir., Scpt. 5, 2006). See SEC Release No. 34-56914;
1C-28075; December 6, 2007,
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(10) Substantially Implemented: If the company has already substantially imple-
mented the proposal;

{11) Duplication: If the proposal substantially duplicates another proposal previously
submitied to the company by another proponent that will be included in the company's
proxy materials for the same meeting;

(12) Resubmissions: Ifthe proposal deals withsubstantially the same subject matter as
another proposal or proposals that has or have been previously included inthe company’s
proxy materials within the preceding 5 calendar years, a company may exclude it from
its proxy materials for any meeting held within 3 calendar years of the last time it was
included if the proposal received:

(i) Less than 3% of the vote if proposed once within the preceding 5 calendar years;

(ii) Less than 6% of the vote on its last submission to shareholders if proposed twice
previously within the preceding 5 calendar years; or -

(i) Less than 10% of the vote on its last submission to shaceholders if proposed three
times or more previously within the preceding S calendar years; and

(13) Specific Amount of Dividends: If the proposal relates 1o specific amounts of
cash or stock dividends.

() Question 10: What procedures raust the company follow ifitintends to exclude
my proposal?

(1) If the company intends 1o exclude a proposal from its proxy matesals, it must file
its reasons with the Commission no later than 80 calendar days before it files its definitive
proxy statement and form of proxy with the Commission. The company must simuliane-
ously provide you with a copy of its submission. The Commission staff may permit the
company to make its submission later than 80 days before the company files its definitive
proxy statement and form of proxy, if the company demonstrates goad cause for missing
the deadline.

(2) The company must file six paper copies of the following:
(i) The proposal;

(ii) An explanation of why the company believes that it may exclude the proposal,
which should, if possible, refer to the most recent applicable authority, such as prior
Division letters issued under the rule; and

(iii) A supporting opinion of counse! when such reasons are based on matters of state
or foreign law. :

(k) Question 11: May I submit my own statemeat to the Commission responding
to the company’s arguments? :

- Yes, you may submit a response, but it is not required. You should try to submit any
response 1o us, with a copy to the company, as soon as possible after the company makes
its submission, This way, the Commission staff will have time 10 consider fully your
submission before it issues its response. You should submit six paper copies of your re-
sponse.

(1) Question 12: If the company inclodes my shareholder proposal with its proxy
materials, what information about me must it include along with the proposal itself?
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(1) The company’s proxy statement must include your name and address, as well as
the number of the company’s voting securities that you hold. However, instead of provid-
ing that information, the company may insicad include a statement that it will provide
the information to shareholders promptly upon receiving an oral or written request.

(2) The company is not responsible for the contents of your proposal or supporting
statement.

(m) Question 13: What can I do if the company includes in its proxy statement

reasons why it believes shareholders should not vote in faver of my proposal,and I

disagree with some of its statements?

(1) The company may elect to include in its proxy statement reasons why it belicves
shareholders should vote against your proposal. The company is allowed to make argu-
ments refiecting its own point of view, just as you may express your own point of view
in your proposal’s supporting staicment.

(2) However, if you believe that the companys opposition to your proposal contains
materially false or misleading statements that may violate our anti-fraud rule, Rule 14a-
9, you should promptly send to the Commission staff and the company aletter explaining
the reasons for your view, along with a copy of the company’s statcments opposing your
proposal. To the exteat possibie, your letter should include specific factual information
demonstrating the inaccuracy of the company’s claims. Time permitting, you may wish
to try to work out your differences with the company by yourself before contacting the
Commission staff. '

(3) We require the company to send you a copy of its statements opposing your pro-
posal before it sends its proxy materials, so that you may bring to our aitention any
materially false or misleading statements, under the following timeframes:

() If our no-action response requires that yon make revisions to your proposal or
supporting statement as a condition to requiring the company to include it In its proxy
materials, then the company must provide you with a copy of its opposition statements
nolaterthan 5 calendar days after thecompany receivesa copy of your revised proposal; or

(i) Tn all other cases, the compuny must provide you with a copy of its opposition
statements no later than 30 calendar days before it files definitive copies of its proxy
statement and form of proxy under Rule 14a-6. i

Rule 14a-9. False or Misleading Statements.

(a) No solicitation subject to this regulation shall be made by means of any proxy
statement, form of proxy, notice of meeting or ather communication, written or oral,
containing any statement which, at the time and in the light of the circumstances under
which it is made, is false or misleading with respect to any material fact, or which omits
to state any material fact nccessary in order to make the statements therein not false or
misleading or necessary to correct any statement in any earlicr communication with re-
spect to the solicitation of a proxy for the same meeting or subject matter which has
become false or misleading.

(b) The fact that a proxy statement, form of proxy or other sbliciting material has .

been filed with or examined by the Commission shall not be deemed a finding by the
Commission that such material is accurate or complete or not false or misleading, or that
the Commission has passed npon the merits of or approved any statement contained
therein or any matter to be acted upon by security holders. No representation contrary to
the foregoing shall be made.
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charles SCHWAB

' ONAL
PO Box 628290 Oflands Floridn 32862-8290 INSTITUTIO

December 16, 2008

‘Arthur R. Block
Senior Vice President, Generat Counsel and Secretary

Comcast Corporation
One Comcast Center
Phifadelphia, PA 19103-2833

Re: Louise B. Rice / Schwab Account # *+ EISMA & OMB Memorandum M-07-16 ***

Dear Mr, Block:

This lefter is to confirm that Charles Schwab & Company holds as custodian for the
above account mera than $2,000 (two thousand doliars) worth of Class A common
stock in Comcast Corporation (CMCSA). These shares have been held continuously for
at least one year prior to and throtigh November 26, 2008.

Tl chares are held at Depository Trust Company under the nominee name of Charles
Schwab and Company, Inc.

This letter services as confirmation that the account holder listed above is the benefisial
owner of the above referenced stock.

Sincerely, :

AP

Jake Carris

Schrnd aULsiong) 12 8 dwison of Charies Schvab A Lo, Ing. ("Schwad’). Mamber SIRC. LTF 210540802
TOTAL P.B4
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25 Years of Investing for a Better Wor{d*

Trillium Asset Management Corporation
www.trillisminvest.com

December 16, 2008

Arthur R. Block

Senior Vice President, General Counsel and Secretary

Comcast Corporation-
One Comcast Center

Philadelphia, PA 19103-2838

Re:  Response to notice of deficiency regarding shareholder proposal for inclusion in Comcast’s
2009 Proxy Statement.

Dear Mr. Block:

Pursuant to your letter dated December 8, 2008, on Lonise Rice’s proposal that Comcast prepare a report
examining the effects of the company’s Internet network management practices in the context of the
significant public policy concems regarding the publics expectations of privacy and freedom of
expression on the Internet, I have enclosed the following: .

»  Proof of ownership required by Rule 14a-8(b)(1). Provided by Louise Rice’s custodian, Charles
. Schwab & Company, confirming she has held at least $2,000 in market value of Comcast
Corporation Class A common stock (voting), for at least one year prior to and through the date of
our filing dated November 26, 2008.

» Signed authorization from Louise Rice to file the shareholder resolution on her behalf and also
confirming she is a holder of Comcast Corporation Class A common stock and will continue to .
hold the stock through the date of Comcast’s annual meeting in 2009.

- Please feel free to contact me with any questions,

Sincerely,

\J
Lyell Cadet, Jr.

Social Research Administrator

BOSTON .

711 Atlantic Avenue

Boston, Massachusetts 02111-2809
¥:617-423-6655 F;617-482-6179
800-548-5684

DURHAM

353 West Maln Street, Second Floor
Durham, North Carolina 27701-3215
T:9719-688-1265 F: 919-688-1451
800-853-‘!3'!1

SAN FRANCISCO

369 Pine Street, Suite 717

San Franelsco, California 94104-3310
T: 415-392-4806 F: 415-392-4535
800-933-4806

BOISE

950 W. Bannock Street, Suite 530
Boise, Idaho B3702-6113

T: 208-387-0777 F: 208-387-0278
800-567-0538

e



charles SCHWAB

PO Box 628290 Orlande Flerida 32862-8290 INSTITUTIONAL

December 16, 2008

Arthur R. Block

Senior Vice President, General Counsel and Secretary
Comcast Corporation

One Comcast Center

Philadelphia, PA 19103-2838

Re: Louise B. Rice / Schwab Account # ** EISMA & OMB Memorandum M-07-16 ***

Dear Mr. Block:

This letter is to confirm that Charles Schwab & Company holds as custodian for the
above account more than $2,000 (iwo thousand dollars) worth of Class A common
stock in Comcast Corporation (CMCSA). These shares have been held continuously for
=i l=zet one year prior to and through November 26, 2008.

The shares are held at Depository Trust Company under the nominee name of Charles
Schwab and Company, Inc.

This letter services as confirmation that the account holder listed above is the beneficial
owner of the above referenced stock.

Sincerely, .

(AP

Jake Carris

Schwab Institutional is & division of Charles Schwab & Co, Inc. ("Schwab®), Member SIPC, LTR21D640R-02



(Comcast. | |

Philadelphia, PA 19103-2838

) bcccmbcr 8, 2008

Re:  Notice of deficiency regarding shareholder proposal for inclusion in
Comcast’s 2009 Proxy Statement

VIA FAX (617-482-6179) AND OVERNIGHT MAIL

Mr. Jonas Kron

. Trillium Asset Management Corporation
711 Atlantic Avenue
Boston, Massachusetts 02111-2809

Dear Mr. Kron:

I refer to your letter dated November 26, 2008, on behalf of Ms. Louise Rice,
proposing that Comcast prepare a report examining the effects of the company’s Internet
network management practices in the context of the significant public policy concerns
regarding the public’s expectations of privacy and freedom of expression on the Internet.

Rule 14a-8(b)(1) of the Securities Exchange Act of 1934, as amended, requires
chat, to be eligible to submit a proposal for a company’s annual meeting, a sharcholder
must (i) have continuously held at least $2,000 in market value, or 1%, of the company’s
securities entitled to be voted on the proposal at the meeting for at least one year by the
date such shareholder submits the proposal and (ii) continue to hold those securities
through the date of the meeting.

While you indicated in your letter that Ms. Rice meets these eligibility
requirements, Ms. Rice did not provide the necessary proof of ownership required by -
Rule 14a-8(b)(2). Under this Rule, a beneficial holder may prove its beneficial
ownership of the requisite amount of voting securities (in this case, Comcast Class A
Common Stock) in one of two ways, by submitting to the company (i) a written statemnent
from the “record” holder of the securities (usually a broker or bank) verifying that, at the
time the beneficial holder submitted its proposal, it continuously held the requisite
amount of such securities for at least one year or (ii) if the beneficial holder has filed a
Schedule 13D, Schedule 13G, Form 3, Form 4 and/or Form 5, or amendments to those
documents or updated forms, reflecting its ownership of the shares as of or before the
date on which the one-year eligibility period begins, a copy of the schedule and/or form,
and any subsequent amendments reporting a change in the beneficial holder’s ownership
level, along with a written statement by the beneficial holder that it continuously held the
required number of shares for the one-year period as of the date of the statement. To date
Ms. Rice has not proven her beneficial ownership of the required sccurities in either of
the ways described above. In addition, your letter states only that Ms. Rice is the owner
of a sufficient amount of “Comcast Corporation common stock.” It does not specify that
this stock is Comcast Class A Common Stock, which is voting stock. Comcast also has



Mr. Jonas Kron

December 8, 2008

Page 2 - e

another class of publicly-traded stock, Comcast Class A Special Common Stock, which
does not possess voting rights and accordingly may not be used to satisfy the procedural
and eligibility requirements under Rule 14a-8.

In addition, Rule 14a-8(b)(2) provides that Ms. Rice (and not the record'holdcr).
must provide to Comcast a written statement that she intends to continue to hold the
securities through the date of the 2009 annual meeting.

Pursuant to Rule 14a-8, if within 14 calendar days of your receipt hereof we do
not receive the necessary proof of ownership and a statement from Ms. Rice that she-
intends to continue to hold the securities through the date of the 2009 annual meeting of
shareholders, we will not be able to consider Ms. Rice’s proposal for inclusion in
Comcast’s 2009 proxy statement and we will submit a no action request letter to the
Securities and Exchange Commission indicating that we do not intend to include Ms.
Rice’s proposal in our proxy.

A copy of Rule 14a-8 is enclosed for your reference. We thank you for your
_ interest in Comcast. Should you wish to discuss this further, please do not hesitate to
contact me at (215) 286-7564.

Very truly youfs,
Arthur R. Block
Senior Vice President, General
Counsel and Secretary
cc: Lyell Cadet

Trillium Asset Management

William Aaronson

Hilary Dengel

Davis Polk & Wardwell
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Shelley Alpern

Director of Social Research & Advocacy
Trillium Asset Management Corp.

711 Atlantic Avenue

Boston, MA 02111

Fax: 617 482 6179

DearMs. Alpern:

| hereby authorize Trillium Asset Management Corporation to file a shareholder
resolution on my behalf at Comcast (CMCSA).

| am the beneficial owner of 162 shares of Comcast (CMCSA) common stock
that | have held for more than one year. |intend to hold the aforementioned
shares of stock through the date of the company’s annual meeting in 20089.

| specifically give Trillium Asset Management Corporation full authority to deal,
on my behalf, with any and all aspects of the aforementioned shareholder
resolution. | understand that my name may appear on the corporation’s proxy
statement as the filer of the aforementioned resofution.

Sincerely,

Lot s I

Lduise Rice ,
c/o Trillium Asset Management Corporation
711 Atlantic Avenue, Boston, MA 02111

Date

]JZ«,(/D’[ 0§




DAVIS POLK & WARDWELL

450 LEXINGTON AVENUE MENLO PARK
NEwW YORK, NY 10017 WasHINGTON, D.C.
Z12 450 4000 LONDON
FAX 212 450 3800 PARIS
FRANKFURY
MADRID
Tokyo

WiLtiam H. AARONSON BEWING
212 A50 4397 .

_wittiam aaRONSON@DPW.COM HoNG KoneG

January 7, 2009

Re:  Shareholder Proposals Submitted by The Office of the Comptroller of
the City of New York and Trillium Asset Management Corporation

Office of Chief Counsel

Division of Corporation Finance
Securities and Exchange Commission

100 F Street N.E:

‘Washington, D.C. 20549

via email: shareholderproposals@sec gov

iadics and Gentlemen

On behalf of our client, Comcast Corporation (“Cemecast” or the
“Company”), we write to inform you of the Company’s intention to exclude from
its proxy statement and form of proxy for the Company’s 2009 Annual Meeting
of Shareholders (collectively, the “2009 Proxy Materials”) shareholder proposals
(the “Proposals” and cach a “Proposal”) and related supporting statements
received from The Office of the Comptroller of the City of New York, on bebalf
of'the New York City Employees’ Retirement System, the New York City Police
Pension Fund, the New York City Fire Department Pension Fund and the New

- York City Board of Education Retirement System (“Proponent A” and its
Proposal, “Proposal A”) and Trillium Asset Management Corporation, on behalf
of Ms. Louise Rice (“Proponent B” and together with Proponent A, the
“Proponents” and Proponent B’s Proposal, “Proposal B”).

We hereby respectfully request that the Staff of the Division of
Corporation Finance (the “Staff”’) concur in our opinion that the Company may,
for the reasons set forth below, properly exclude the. Proposals from the 2009

- Proxy Materials. The Company has advised us as to the factual matters set forth
below.

Pursuant to Staff Legal Bulletin No. 14D (CF), Shareholder Proposals
(November 7, 2008), question C, we have submitted this letter and the related
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correspondence from the Proponents to the Commission via email to
shareholderproposals@sec.gov. Also, in accordance with Rule 14a-8(j), a copy of
this letter and its attachments is being mailed on this date to each of the :
Proponents informing each of them of the Company’s intention to exclude their
respective Proposals from the 2009 Proxy Materials. The Company plans to file
its definitive proxy statement with the Securities and Exchange Commission (the
“SEC”) on or about March 30, 2009. Accordingly, we are submitting this letter
not less than 80 days before the Company intends to file its definitive proxy
statement.

Introduction

The Proposals, which are attached hereto as Exhibit A and Exhibit B
respectively, request that:

“[t]he Board of Directors prepare a report, excluding proprietary and
confidential information, and to be made available to shareholders no later
than November 30, 2009, examining the effects of the company’s Internet
network management practices in the context of the significant public
policy concerns regarding the public’s expectations of privacy and
freedom of expression on the Internet.”

Comcast requests that the Staff of the SEC concur with its view that the
Proposals may be properly omitted from the 2009 Proxy Materials pursuant to the
rrevisions of Rule 14a-8(i)(10) because the Company has-already substantially
unplemented the Proposals and/or Rule 14a-8(i)(7) because the Proposals concern
a matter relating to the Company’s ordinary business operations.

Additionally, Proposal A and Proposal B are identical. Therefore,
Comcast requests that the Staff concur with its view that if Proposal A must be
included in the 2009 Proxy Materials, then Proposal B may be properly omitted
from the Company’s 2009 Proxy Materials pursuant to Rule 14a-8(i)(11) because
Proposal B substantially duplicates Proposal A.

" Grounds for Omission

The Company has substantially implemented the Proposals since adequate
information regarding the Company’s network management practices is
clearly published on the Company’s Web site and therefore the Proposals
may be omitted from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(10).

Pursuant to Rule 14a-8(i)(10), which permits the exclusion of a
shareholder proposal if the company has already substantially implemented the
proposal, the Proposals may be excluded from Comcast’s 2009 Proxy Materials if
they have already been substantially implemented by Comcast. See, Exchange
Act Release No. 34-20091 (August 16, 1983). According to the Commission, the
exclusion provided for in Rule 14a-8(i)(10) “is designed to avoid the possibility of
shareholders having to consider matters which already have been favorably acted
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upon by management.” See, Exchange Act Release No. 34-12598 (July 7, 1976).
A shareholder proposal is considered to be substantially implemented if the
company’s relevant “policies, practices and procedures compare favorably with
the guidelines of the proposal.” Texaco, Inc. (March 28, 1991). The Staff does
not require that every detail of a proposal have been implemented by a company
in order to permit exclusion under Rule 14a-8(i)(10). Instead, the Staff has
consistently taken the position that when a company already has policies and
procedures in place relating to the subject matter of the proposal, or has
implemented the essential objectives of the proposal, the shareholder proposal has
been substantially implemented and may be excluded pursuant to Rule 14a-
8(i)(10). See, ConAgra Foods, Inc. (July 3, 2006), The Talbots, Inc. (April 5,
2002), The Gap, Inc. (March 16, 2001) and Kmart Corporation (February 23,
2000).

Disclosure of Comcast’s Network Management Practices

Through various documents posted on Comcast’s Web site (accessible via
the Web page www.comcast.net/terms/network) that pertain to Comcast’s High-
Speed Internet service, Comcast provides a significant amount of information
regarding its network management practices. These documents contain detailed
information about, among other topics, why Comcast manages its network, how it
manages its network, and how customers are affected by network management.
These documents also clearly state that Comcast’s network management does not
block customer applications or programs nor does it discriminate against
rarticular types of online content. Collectively, these documents not only
vescribe how Comcast’s network management works, but also address how its
network management practices relate to the public policy concerns regarding
freedom of expression on the Internet. The Comcast Customer Privacy Notice at
http://www.comcast.com/customerprivacy/-contains the complete privacy policy
for Comcast’s cable television, High-Speed Internet, and phone services. A
second privacy statement at http://www.comcast.net/privacy/ contains additional
privacy provisions that apply to Comcast’s High-Speed Internet service and
Comcast.net website. Comcast’s network management practices are consistent
with these privacy statements.

Network management in the present context describes the tools and
techniques that an Internet service provider uses to deliver a high quality,
consistent, and safe Internet experience to its customers. Comcast’s network
management practices include, among other things, identifying spam and
preventing its delivery to customer e-mail accounts, detecting malicious Internet
traffic and preventing the distribution of viruses or other harmful code or content,
and temporarily lowering the priority of traffic for users who are the top
contributors to current network congestion. A significant portion of Comcast’s
network management activities relate to congestion management. As part of
Comcast’s own initiatives and as part of its compliance with the Federal
Communications Commission (the “FCC”) order pertaining to network
management, see In re Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation, 23 FCC Red 13028 (2008), Comcast is continually
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evaluating and refining the ways in which it manages its network in order to
continue providing high quality Internet service using reasonable network
management tools and techniques that are consistent with industry standards. As
stated above, Comcast keeps its users and investors clearly apprised of its
activities in this area through information made available on its Web site.

In a September 19, 2008 letter from Comcast to the FCC (available on
Comcast’s Web site at http://downloads.comcast.net/docs/Cover_Letter.pdf and
attached hereto as Exhibit C) (the, “September 19 Letter”), Comcast stated that,
consistent with its prior voluntary commitment and the FCC’s Order noted above,
Comcast would transition away from its prior congestion management practices
that managed certain types of peer-to-peer (“P2P”) traffic. As of December 31,
2008, Comcast has completed its transition to new protocol-agnostic congestion
‘management practices. In the September 19 Letter, Comcast affirmed its
commitment to “ensurfing] continued delivery of a world-class service to all of
[its] subscribers, while minimizing the impact on any individual user whose
traffic must be managed as part of this process.”

As also noted in the September 19 Letter, in September 2008, Comcast
submitted to the FCC and posted on the network management section of its Web
site (1) a description of its prior approach to managing network congestion
(available at http://downloads.comcast.net/docs/Attachment_A_Current“
Practices.pdf and attached hereto as Exhibit D) (ii) a description of its new
protocol-agnostic congestion management practices (available at
hitp://downloads.comcast.net/docs/Attachment B_F uture_Practices.pdf and
atiached hereto as Exhibit E) and (iii) Comeast’s compliance plan for the
transition from the prior approach to the new one (available at
http://downloads.comcast.net/docs/Attachment__C__CompIiancc_Plan.pdf and
attached hereto as Exhibit F). On January 5, 2009, Comcast filed a letter with the

- FCC (available on Comcast’s Web site at http://downloads.comcast.net/
docs/comcast-nm-transition-notification.pdf and attached hereto as Exhibit G)
notifying the FCC that it has ceased employing the prior congestion management
practices and has instituted the new practices throughout its High-Speed Internet
network. These documents not only provide extensive details regarding
Comcast’s past and cutrent practices, but also directly and indirectly address the
privacy and freedom of expression concerns raised by the Proposals.

- Exhibit D, Comcast’s description of its prior congestion management
approach, describes Comcast’s former P2P-specific network management
practices, from which Comcast fully transitioned away as of December 31, 2008.
This document clearly explains the extent to which a given user’s online
information could be inspected by such network management tools and reassures
the reader that the techniques used by Comcast examined only the relevant packet
header or addressing information in a given packet necessary to indicate what
type of protocol (P2P in this case) was being used by a customer. The document
emphasizes that this congestion management technique did not “read” the
contents of customer communications in order to determine whether a packet was -
text, music, video, a voice conversation, or any other type of content, and
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certainly did not identify whether any packet contained political speech,
commercial speech or entertainment, or try to discern whether a packet was
personal or business, legal or illicit, etc. Comcast’s prior network management
practices fully respected customer privacy and did not act based on the contents of
any customer communications.

Exhibit E, Comcast’s description of its new congestion management
approach, stresses that Comcast’s new congestion management technique is
“protocol-agnostic” and focuses only on the extent to which a certain Comcast
subscriber is using a high amount of bandwidth, not what type of protocol is being
used. As was the case with Comcast’s prior congestion management practices,
this new technique fully respects customer privacy and does not act based on the
contents of any customer communications.

In addition to Comcast’s various submissions to the FCC that it
prominently displays on the network management portion of its Web site,
Comcast publishes a Frequently Asked Questions (“FAQs”) section on its Web
site (available at http://help.comcast.net/content/fag/Frequently-Asked-Questions-
about-Network-Management#manage and attached hereto as Exhibit H), which
discusses why Comcast manages its network and the techniques utilized to do so.
This portion of Comcast’s Web site makes it clear to the reader that neither
Comcast’s previous network management practices nor the network management
practices to which it has transitioned discriminate against particular types of
online content.

Comecast clearly explains in the FAQ section (as it does elsewhere) that its
new protocol-agnostic network management technique will not manage
congestion based on the protocols in use, but rather it will focus on the heaviest
users in near real time, such that periods of congestion will be “fleeting and
sporadic.” Most importantly in the context of the Proponents’ concerns about
freedom of expression, the FAQ section clearly indicates that the new practices
will be “content neutral.”

In addition to the statements and FCC letters discussed above, Comcast’s
Acceptable Use Policy (available at http://www.comcast.net/terms/use/ and
attached hereto as Exhibit I) provides additional disclosure to customers about the
types of uses and activities that Comcast considers unacceptable (such as sending
spam or spreading a computer virus) and how it will respond when it determines
there is a violation of its Acceptable Use Policy. Taken together, all of these
documents provide customers and others with a detailed, meaningful explanation
of Comcast’s network management and privacy practices and policies and how
they affect customers. Comcast believes that its network management techniques
reflect reasonable, industry standard practices and do so in a way that fully
respects customer freedom of expression and privacy.
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In ConAgra Foods, Inc. (July 3, 2006), the Staff allowed the company to
exclude a proposal requesting that the board issue a sustainability report to
shareholders because the company had substantially implemented the essential
objective of the proposal through its publication (on its Web site) of a Corporate
Responsibility Report, which focused on certain issues discussed in the proposal.
This is similar to the sitvation at hand, as the network management page of
Comcast’s Web site provides detailed information that explains Comcast’s
network management processes and also directly addresses the concems raised by
the Proposals.

In The Gap, Inc. (March 16, 2001), the Staff allowed the company to
‘exclude a proposal (on substantial implementation grounds) that requested a
report on the child labor practices of the company’s vendors. The company had
already established a code of vendor conduct, monitored vendor compliance,
published related information and was willing to discuss the issue with
shareholders. Likewise, in Nordstrom, Inc. (February 8, 1995), the Staff allowed
the company to exclude a proposal (on substantial implementation grounds) that
requested that the company establish a set of standards for its suppliers that met
certain minimum criteria and also that the company prepare a report to
shareholders describing its policies as well as its current and future compliance
efforts with respect to those policies. In that instance, Nordstrom was able to
successfully argue that it had substantially implemented the proposal where it had -
in place existing company guidelines for suppliers and had issued a press release
© regnading such guidelines (despite the fact that the guidelines did not commit the
company to conduct regular or random inspections to ensure compliance, as
requested in the proposal). As indicated above, Comcast has clearly gone much
further in substantially implementing the essential objectives of the Proposals and
therefore respectfully submits that the Staff should allow Comcast to exclude the
Proposals on such grounds.

In ITT Corporation (March 12, 2008), the Staff did not permit the
exclusion of a proposal requesting a report on ITT Corporation’s foreign sales of
military and weapons-related products and services on substantial implementation
grounds (or any other grounds). The company argued that it had substantially
implemented the proposal by way of (i) availability of the requested information
through the dissemination of such information by government agencies to the
media, (i) information provided to certain government agencies which was
publicly available, (jii) information posted online by several government agencies
and (iv) information contained in the company’s SEC filings, as well as certain
information on its own Web site. Comcast’s claim of substantial implementation
is distinguished from that of ITT Corporation because Comcast’s network
management information page directly supplies the information sought by the
Proposals, as opposed to forcing an investor to search several locations for the
desired information, and it directly responds to the issues raised by the Proposals.
This information page not only links readers to certain of Comcast’s FCC filings,
but also provides updates regarding Comcast’s network management practices
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and links to the FAQ section that provides plain language explanations of network
management issues, including those related to the concerns raised by the
Proposals. Comcast has collected all of its network management documents and
related materials in one place at http://www.comcast.net/terms/network.

Also, in Terex Corporation (March 18, 2005), the Staff did not permit
exclusion (on substantially implemented grounds) of a proposal substantially
similar to that received by ConAgra Foods (discussed above). Terex claimed that
it substantially implemented the proposal by including on its Web site its views
regarding corporate citizenship and by making reference to a variety of its public
disclosures, including filings made with the SEC. Again, Comcast’s claim of
substantial implementation is distinguished from the argument set forth by Terex
because Comcast prepares and publishes on its Web site detailed summaries of its
network management practices and also provides direct access to certain FCC
filings by posting those filings on the network management page of its Web site
(i.e., the actions requested by the Proposals).

Comcast continues to publish and update information describing its
network management practices, including how these practices relate to the public
policy concerns regarding privacy and freedom of expression on the Internet and
believes that through its current disclosures that it has implemented the essential
objectives of the Proposals. The Proposals have therefore been substantially
implemented.

The Proposals may also be omitted from the 2009 Proxy Materials nnder
Kule 14a-8(i)(7) because, while the Proposals may relate to issues of public
policy, the Proponents seek to “micro-manage” the Company with their
request that would intrudc unduly on the Company’s ordinary business
operations.

Pursuant to Rule 14a-8(i)(7), the Proposals may be excluded from ‘
Comcast’s 2009 Proxy Materials because the Proposals deal with a matter relating
to the company’s ordinary business operations.

Rule 14a-8(i)(7) allows a company to omit a shareholder proposal from its
proxy materials if such proposal deals with a matter relating to the comipany’s
ordinary business operations. The general policy underlying the “ordinary
business” exclusion is “to confine the resolution of ordinary business problems to
management and the board of directors, since it is impracticable for shareholders
to decide how to solve such problems at annual shareholders meetings.”
Exchange Act Release No. 34-40018 (May 21, 1998) (the “1998 Release™). This
general policy reflects two central considerations: (i) “[c]ertain tasks are so
fundamental to management’s ability to run a company on a day-to-day basis that
they could not, as a practical matter, be subject to direct shareholder oversight™;
and (ii) the “degree to which the proposal seeks to ‘micro-manage’ the company
by probing too deeply into matters of a complex nature upon which shareholders,
as a group, would not be in a position to make an informed judgment.” The 1998
Release, citing in part Exchange Act Release No. 12999 (November 22, 1976).
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Additionally, when a proposal seeks a report, “the Staff will consider whether the
subject matter of the special report . . . involves a matter of ordinary business;
where it does, the proposal will be excludable under Rule 14a-8(c)(7). Exchange
Act Release 34-20091 (August 16, 1983).

The Proposals Relute to Comcast’s Network Management Practices,
Implicating Comcast’s Business Operations

Comcast earns revenue by, among other things, providing high-quality
High-Speed Internet service to both commercial and individual users. As the
Internet continues to evolve and Comecast strives to provide its customers with the
highest quality Internet service possible, Comcast must also continue to ensure
that its network capabilities are able to provide such service..

As previously discussed in great detail, Comcast manages its network with
the goal of delivering the best possible High-Speed Internet experience to all of its
customers. Network management is essential for Comcast to promote the use and
enjoyment of the Internet by all of its customers, - Comcast uses various tools and
techniques to manage its network. These tools and techniques, like the network
and its usage, are dynamic, and can and do change frequently.

Decisions regarding Comcast’s network management policy depends on
an intimate knowledge of Comcast’s High-Speed Internet network. Only
Comcast management and staff have the requisite knowledge of Comcast’s
network and user population in order to assess, set and refine its network
management policies and tools. In addition, Comcast and its network
management practices were the subject of a proceeding at the FCC, which
resulted in the FCC’s August 20, 2008 Memorandum Opinion and Order, FCC
08-183 noted above. As a result of that proceeding, Comcast committed to make
certain disclosures regarding its current and future network management
practices. Given that the type and content of these disclosures are part of
Comcast’s ongoing commitment to keep its customers and the public informed
regarding one of Comcast’s major services and revenue streams, it seems clear
that disclosure of Comcast’s network management policies falls squarely within
the scope of Comcast’s ordmaxy business operatlons

In Yahoo! Inc. (April 5, 2007), the Staff concluded that a shareholder
proposal which requested the Board of Directors to “report to shareholders as
soon as practicable on the Company’s rationale for supporting and/or advocating
public policy measures that would increase government regulation of the Internet”
fell within the purview of Yahoo!’s ordinary business operations.

Likewise, in Microsoft Corporation (September 29, 2006), the Staff
concurred with Microsoft’s view that a proposal almost identical to the Yahoo!
proposal noted above could be excluded on the basis of Rule 142-8(i)(7), where
Microsoft argued that “[s}hareholders are simply not in a position to frame the
company’s policy on complex questions of business, technology advancement,
policy, and regulation[,]” asserting that these activities are “properly reserved for
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management.” As was the case with Microsoft, the Proponents should not be
allowed to improperly intervene in the day-to-day operations of one of the key
areas of Comcast’s business in order to advance their particular agenda.

As expressly indicated in Exchange Act Release 34-20091 (August 16,
1983), noted above, since the requested report clearly concerns an area of
Comcast’s ordinary business operations, Comcast believes that the Proposals may
be properly excluded from Comcast’s 2009 Proxy Materials under Rule 14a-

8G)(7).

The Proposals Relate to a Complex Matter That Is Most Appropriate for
Management to Address

Issues related to network management are highly complex and require a
detailed understanding of, among other things, Comcast’s and other Intemet
Service Providers” network architectures, business practices, and available
network technology. To make an informed judgment as to what types of network
management practices are necessary and will promote the interests of Comcast, its
stockholders and its customers requires an intimate knowledge of these complex
practices. The complexity and rapid evolution of the Internet and network
management practices make network management a poor topic for action by
stockholders at an annual meeting and are just the type of proposal that “seeks to
‘micro-manage’ the company by probing too deeply into matters of a complex
nature upon which shareholders, as a group, would not be in a position to make an
informed judgment” (as stated in the 1998 Release). Accordingly, the Company
be aeves that it should be permitted to exclude the Proposals on the basis of Rule
{4a-8()(7).

Comcast believes that the Proposals are exactly the type of matter that the
“ordinary business” exception is Rule 14a-8(i)(7) was created to address. By
requesting that the Board of Directors prepare a report regarding its network
management practices, the Proponents are seeking to subject to shareholder
oversight an aspect of Comcast’s business that is most appropriately handled by
Comcast’s management. Additionally, the issues of how Comecast should
properly maintain its network while still respecting users’ concerns regarding
freedom of expression and privacy and how Comcast should respond to
government regulation of this aspect of its business are central to the operation of
the day-to-day business of Comcast. Executives and other managers routinely
make decisions about how best to conduct Comcast’s business in compliance with
current regulations and it would be highly unusual and impractical to interject
Comcast’s shareholders into what is otherwise a routine management decision.

In General Electric Company (January 17, 2006) the proponent requested
that the issuer prepare a report on the impact of a flat tax on the company.
General Electric successfully argued that tax planning and compliance were
“intricately interwoven with a company’s financial planning, day-to-day business
operations and financial reporting,” In the same way, Comcast’s network
management practices involve intricate systems related to the unique services that
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Comcast provides and Comecast’s selection and disclosures of its network
management practices are a function of Comcast’s ongoing business practices and
any applicable FCC rules or requirements.

Comcast is aware that the Staff will make an exception for proposals that
pertain to significant social policy issues, even if they involve ordinary business
operations. However, the Commission has permitted the exclusion of shareholder
proposals that seek to require a company to prepare and issue a report pertaining
to its otherwise ordinary business operations but involving social policy issues,
where such proposals call for reports but not action in furtherance of such social
policy issue. See, Washington Mutual, Inc. (March 6, 2002) (excluding a
proposal requesting a report identifying all company costs associated with land
development projects); The Mead Corporation (January 31, 2001) (excluding
shareholder proposal requesting a report on the company’s environmental risks in
financial terms).

In Washington Mutual, the shareholder proposal was excluded under Rule
14a-8(i)(7) where the proponent merely sought a report concerning the impact of
a portion of the company’s business operations and did not request adoption of
corporate policies regarding the environment. Like the shareholder proposal that
was excluded under Rule 14a-8(i)(7) in Washington Mutual, the Proposals merely
ask Comcast to issue a report regarding its network management practices in light
of the public’s concerns regarding privacy and freedom of expression on the
Internet, but do not request that Comcast take any affirmative steps to attempt to
mndify its network management practices.

Accordingly, Comcast believes that the Proposals intrude into the realm of
the ordinary business operations of Comcast without calling for the necessary
action that sometimes prevents the exclusion of social policy related proposals.
For that reason, in addition to the reasons indicated in the subsection above,
Comcast respectfully submits that it should be permitted to exclude the Proposals
from its 2009 Proxy Materials in accordance with Rule 14a-8(i)(7).

If Proposal A may not be excluded under either Rule 142-8(i)(10) or Rule
14a-8(i)(7) and must be included in the 2009 Proxy Materials, Proposal B
may be excluded from the Company’s 2009 Proxy Materials because it is
substantially duplicative of Proposal A. '

Pursuant to Rule 14a-8(i)(11), if Proposal A is included in the 2009 Proxy
Materials, Proposal B may be excluded from Comcast’s 2009 Proxy Materials
because the proposal substantially duplicates another proposal previously
submitted to the company by another proponent that will be included in the
company’s proxy materials for the same meeting (i.e., Proposal A).

In this case, the Proposals are not only substantially duplicative, but are
identical and therefore squarely fit into the exclusion provided by Rule 14a-
8(1)(11). For that reason, if Proposal A must be included in the 2009 Proxy
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Materials, Comcast believes that it may properly exclude Proposal B in
accordance with Rule 14a-8(i)(11).

Conclusion

Comcast believes that the Proposals may be properly exciuded from the
2009 Proxy Materials pursuant to Rule 14a-8(i)(10) because the Proposals have
been substantially implemented. Comcast also believes that the Proposals may be
properly excluded from the 2009 Proxy Materials pursuant to Rule 14a-8(i)(7)
because issues relating to network management are within the scope of Comcast’s
ordinary business operations and the Proposals do not satisfy the social policy
exception to this rule.

If the Staff does not concur with Comcast’s belief that the Proposals may
be properly excluded pursuant to either Rule 14a-8(i)(10) or Rule 14a-8(i)(7),
Comcast believes that if Proposal A must be included in its 2009 Proxy Materials,
then Proposal B may be properly excluded from its 2009 Proxy Materials
pursuant to Rule 14a-8(i)(11) because Proposal B is substantially duplicative of
Proposal A. '

We would be happy to provide you with any additional information and
answer any questions that you may have regarding this subject. Should you
disagree with the conclusions set forth herein, we respectfully request the
opportunity to confer with you prior to the determination of the Staff’s final
position. Please do not hesitate to call me at (212) 450-4397 or Arthur R. Block,
iie: Ccmpany’s Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter. :

Very truly yours,

M&Wmﬁﬁw

William H. Aaronson

Enclosures
cc w/enc: The Office of the Comptroller of the City of New York
o Trillium Asset Management Corporation

Arthur R. Block



Office of Chief Counsel January 7, 2009

EXHIBIT A



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
" 1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

WILLIAM C. THOMPSON, JR.
COMPTROLLER

November 12, 2008

Mr. Arthur R. Block
Secretary -

" Comcast Corporation
One Comcast Center
Philadelphia, PA 19103

Dear Mr. Block:

The Office of the Comptroller of New York City is the custodian and trustee of the
New York City. Employees’ Refirement System, the New York City Police
Pension Fund, and the New York City Fire Department Pension Fund, and
custodian of the New York City Board of Education Retirement System (the
“funds™). The funds’ boards of trustees have authorized the Comptroller to inform
you of their intention to offer the enclosed proposal -for consideration of
- steckholders at the next annual meeting.

{ submit the attached proposal to you in accordance with rule 14a-8 of the
Securities Exchange Act of 1934 and ask that it be included in your proxy
statement. :

Letters from The Bank of New York certifying the funds’ ownership, continually
for over a year, of shares of.Comcast Corporation common stock are enclosed.
" The funds intend to continue to hold at least $2,000 worth of these securities
through the date of the annual meeting.

We would be happy to discuss this initiative with you. Should the board decide to
endorse its provisions as company policy, our funds will ask that the proposal be
withdrawn from consideration at the annual meeting. Please feel free to contact
me at (212) 668-2651 if you have any further questions on this matter.

Very t

atrick Doherty
pd:ma

Enclosures
Comcast Corporation - internet censorship

@ New York City Office of the Comptroller
Bureau of Asset Management




Report on Our Company's Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Intemet is becoming the defining infrastructure of our economy and society in the 21% century. Its
potential to open new markets-for commerce, new venues for cultural expression and new modalities of

civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s
use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give
far-ranging thought to how these practices serve to promote--or inhibit--the public’s participation in the
economy and in civil society.

Of fundamental concern is the effect ISPs’ network management practices have on public expectations
of privacy and freedom of expression on the Internet.

Whereas:

More than 211 million Americans--70% of the U.S. population--now use the Internet;

The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;

46% of Americans report they have used the internet, e-mail or text messaging to
participate in the 2008 political process;

The Internet yields significant economic benefits to society, with online US retailing
revenues — only one gauge of e-commerce - exceeding $200 billion in 2008;

The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each
day;

72% of Americans are concerned that their online behaviors are being tracked and
profiled by companies;

53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

54% of Americans are uncomfortable with third parties collecting information about

~ their online behavior;

Our Company provides Internet access 1o a very large number of subscribers and is .
considered a leading ISP; :




. Our Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

¢ Class action lawsuits in several states are challenging the propriety of ISPs’ network
management practices;

* Internet network management is a significant public policy issue; failure to fully and
" publicly address this issue poses potentlal competitive, legal and reputational harm to
. our Company;

* Any perceived compromise by ISPs of public expectations of privacy and freedom of
expression on the Internet could have a chilling effect on the use of the Internet and
detrimental effects on society.

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,
excluding proprietary and confidential information, and to be made available to shareholders no later
than November 30, 2009, examining the effects of the company’s Internet network management
practlccs in the context of the significant public policy concerns regarding the pubhc 's expectations of
privacy and freedom of expression on the Internet.
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Gy TRILLIUM 555 sevenr-

25 Years of Investing for a Better World*

Trillium Asset Management Corporation
www.trilliuminvest.com

November 26, 2008
Via Overnight Mail

Arthur R. Block

Senior Vice President, General Counse! and Secretary
Comcast Corporation

One Comcast Center

Philadelphia, PA 19103

Dear Mr. Block:

Trillium Asset Management Corporation (“Trillium”) is an investment firm based in Boston,
Massactiusetts specializing in socially responsible asset management.

} am authorized to notify you of our intention to file the enclosed shareholder resolution. Trillium submits
this resolution for inclusion in the 2009 proxy statement, in accordance with Rule 14a-8 of the General
Rules and Regulations of the Securities and Exchange Act of 1984. Trillium submits this proposal on
behalf of our client Louise Rice, who is the beneficial owner, per Rule 14a-8, of more than $2,000
worth of Comncast Corporation common stock acquired more than one year prior 1o this date. We will
; rerification of ownership from our custodian separately upon request. We will send a

tive to the stockholders’ meeting to move the resolution as required by the SEC rules.

3G}
1 can be reached at (917) 222-3366 and look forward to your response.

Sincerely,

Jonas Kron, J.D., M.S.E.L
Senior Social Research Analyst

cc: Brian L, Roberts, Chairman and CEO, Comcast Corporation
Marlene S. Dooner, Senior Vice President, Investor Relations, Comcast Corporation

‘BOSTON

711 Atlantic Avenue

Boston, Massachusetts 02111-2808
T:617-423-6655 F:617-482-6179
800-548-5684

DURHAM

353 West Main Street, Second Floor

Durham, North Caralina 27701-3215
T:919-688-1265 F: 919-688-1451
800-853-1311

SAN FRANCISCO

369 Pine Street, Suite 711

San Francisco, California 94104-3310
T: 415-392-4806 F: 415-392-4535
800-932-4806

BOISE

950 W. Bannock Street, Suite 530
Boise, idaho 837026118

T: 208-387-0777 F: 208-387-0278
800-567-0538
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Report on Our Company's Network Management Practices,
Public Expectations of Privacy and Freedom of Expression on the Internet

The Internet is becoming the defining infrastructure of our economy and society in the 21 century, Its
potential to open new markets for commerce, new venues for cultural expression and new modalities of
civic engagement is without historic parallel.

Internet Service Providers (ISPs) serve as gatekeepers to this infrastructure: providing access,
managing traffic, insuring communication, and forging rules that shape, enable and limit the public’s
use of the Internet.

As such, ISPs have a weighty responsibility in devising network management practices. ISPs must give
far-ranging thought to how these practices serve to promote--or inhibit—the public’s participation in the
economy and in civil society. ’

Of fundamental concern is the effect ISPs’ network management practices have on public expectations
of privacy and freedom of expression on the Internet.

Whereas:
» More than 211 million Americans--70% of the U.S. populationQ-now use the Internet;

o The Internet serves as an engine of opportunity for social, cultural and civic
participation in society;

e 46% of Americans report they have used the internet, e-mail or text messaging to
participate in the 2008 political process;

e The Internet yields significant economic benefits to society, with online US retailing
revenues — only one gauge of e-commerce - exceeding $200 billion in 2008;

¢ The Internet plays a critical role in addressing societal challenges such as provision of
health care, with over 8 million Americans looking for health information online each
day;

* 72% of Americans are concerned that their online behaviors are being tracked and
profiled by companies;

" e 53% of Americans are uncomfortable with companies using their email content or
browsing history to send relevant ads;

* 54% of Americans are uncomfortable with third parties collecting information about
their online behavior;

_* Our Company provides Internet access to a very large number of subscribers and is
considered a leading ISP, _



¢  Our Company’s network management practices have come under public scrutiny by
consumer and civil liberties groups, regulatory authorities and shareholders.

e Class action lawsuits in several states are challenging the proprxety of ISPs' network
management practiccs;

» Internet network management is a significant public policy issue; failure to fully and
publicly address this issue poses potential competitive, legal and reputatxonal harm to
our Company; .

¢ Any percexved compromise by ISPs of public expectations of privacy and freedom of
expression on the Intemnet could have a chilling effect on the use of the Internet and
detrimental effects on society. :

Therefore, be it resolved, that shareholders request that the Board of Directors prepare a report,

excluding proprietary and confidential information, and to be made available to shareholders no later

than Novembet 30,2009, examining the effects of the company’s Internet network management

practices in the context of the significant public policy concerns regarding the public’s expectauons of
privacy and freedom of expression on the Interriet.
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2001 Pennsyivania Ave., NW/
Sune 500

Veshiaglon, DC 20006
202.373.7160 Tet
202.456.7718 Fax
HWV.COMGast.com

' é‘;\g/o m Cq S.t | Comcast Cotporation

September 19, 2008

VIA ECFS AND HAND DELIVERY

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No. EB-08-TH-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling that Degrading an Internet Application Violates the

. FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

Tens My Dortche:

In accordance with the Commission’s August 20, 2008 Memorandum Opinion and Order
regarding Comcast’s network management practices for our High-Speed Internet (“HSP”)
service,' Comcast hereby complies with the three filing requirements set forth therein.
Specifically, consistent with Paragraphs 54 and 59 of the Commission’s Order, we submit the
following:

(1) a description of our current approach to managing network congestion
(Attachment A); '

(2} a description of the new protocol-agnostic congestion management practices to which
we are transitioning no later than year-end 2008 (Attachment B); and

(3) a compliance plan setting forth the benchmarks that we will meet as part of this
transition (Attachment C). We have also included in this document our plans for direct
communication with our customers during this transition.

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC'’s Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 (Aug. 20, 2008) (“Order”).



Ms. Marlene Dortch
September 19, 2008
Page 2 of 3

These filings are consistent with our previously announced commitment to transition
away from the congestion management practices we currently use to prevent peer-to-peer
(*P2P”) traffic from degrading our customers” use and enjoyment of our HSI service to a new set
of protocol-agnostic congestion management practices, and to do so across our network by
December 31, 2008. Over the last several months, we have conducted technical trials to
determine how best to implement a new protocol-agnostic approach to congestion management.
We are making excellent progress and are on track to complete the transition as scheduled. As in
everything we do, our goal is to ensure continued delivery of a world-class service to all of our
subscribers, while minimizing the impact on any individual users whose traffic must be managed
as part of this process.

We continue to refine the details of our new practices, so we commit to make
supplementary filings in this docket as necessary to keep the Commission (and the public)
informed of any material changes in our plans before we complete the transition to protocol-
agnostic congestion management by year-end. Separate and apart from the requirements of the
Order, we have an ongoing commitment to our customers to provide a world-class Internet
experience. To do so, we must always preserve the flexibility to manage our network in lawful
and appropriatc ways. Moreover, we know that clear communication with our customers is
essential to a successful long-term relationship. So we are committed to ensuring that our
customers receive clear, concise, and useful information about the services that we provide.

Even as we adopt the new network management practices described in Attachment B, we
continue to make the investments in network upgrades that will permit us to better prevent
congsstion and meet our customers’ ever-increasing demands for bandwidth. For example,

oetivs itis vear we doubled, and in many cases tripled, the upload speeds for almost all of our
existing HSI customers. In addition, since our initial rollout of DOCSIS 3.0 (which currently
offers consumers wideband download speeds of up to 50 Mbps and upload speeds of uptos
Mbps) in the Twin Cities Region in April, we have continued preparations to deploy

DOCSIS 3.0 to up to 20 percent of our footprint by the end of this year, and in many more
markets in 2009,

As all of the Commissioners recognize, the Internet is an engine for innovation and
economic growth. We are proud to be a leader in bringing broadband Internet to consumers all
over the country, adding fuel to that engine. We will continue to work hard to deliver a world-
class service that gives all of our subscribers access to the content, applications, and services that
they demand.



Ms. Marlene Dortch
September 19, 2008
Page 3 of 3

cc:

Please contact me should you have any questions regarding this submission.

Chairman Kevin J. Martin
Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
Commissioner Deborah T. Tate
Commissioner Robert M. McDowell
Daniel Gonzalez :
Dana Shaffer

Scott Bergmann

Scott Deutchman

Sincerely,

/s/ Kathryn 4. Zachem

Kathryn A. Zachem
Vice President, Regulatory Affairs
Comcast Corporation

Kris Monteith
Amy Bender
Greg Orlando
Nick Alexander
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COMCAST CORPORATION
DESCRIPTION OF CURRENT NETWORK MANAGEMENT PRACTICES

Pursuant to Paragraphs 54 énd 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI”) nefwork,
Comcast hereby “disclose[s] to the Commission the precise contours of the network management
practices at issue here, including what equipment has been utilized,v when it began to be
employed, when and under what circumstances it has been used, how it has been configured,
what protocols have been affected, and where it has been depléyed.”]

I INTRODUCTION

Comcast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the available bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
*hat degredes their neighbors’ Internet experience. In our experience, over the past several years,
the primary cause of congestion (particularly in the upstream portion of our network) has been
the high-volume consumption of bandwidth associated with use of certain peer-to-peer (“P2P”)
protocols. In order to tailor our network management efforts to this reality, Cor_ncast’s current
congestion management practices were designed to address this primary contributor to
congestion. Our objective in doing so was to provide all our customers with the best possible
broadband Internet experience in the marketplace.

As described in Attachment B, in response to significant stated concerns of the Internet

community, Comcast had already announced plans to transition away from its P2P-specific

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comeast Corp. for Secretly Degrading

Peer-io-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. Jor Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 Y 54, 59 (Aug. 20, 2008) (“Order™).



congestion management practices and terminate them entirely by December 31, 2008. Paragraph
54 of the Order directs Comcast to describe these current practices, and we do so here.2

At the outset, we provide some background on how these practices came into being and
how they work in a general sense. We then provide the greater detail required by the Order.

II. BACKGROUND

To understand exactly how Comcast currently manages congestion on its network, it is
helpful to have a general understanding of how Comcast’s HSI network is designed.® Comcast’s
HSI network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable
connecting each subscriber’s cable modem to an Optical Node, and fiber optic cables connecting
the Optical Node, through distribution hubs, to the Cable Modem Termination System
(“CMTS™), which is also known as the “data node.” The CMTSes are then connected to higher-
level routers, which in turn are connected to Comcast’s Internet backbone facilities. Today,
Comcast has_approximatély 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers. | |

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS.
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the “ports” on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depcnding on whether they send information to cable modems (downstream)

or receive information from cable modems (upstream) attached to the port. Today, on average,

Y

z Although the Order focuses entirely on Comeast’s current practices with respect to controlling network

congestion, Comcast’s efforts to deliver a superior Intemet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers’ ability to control the content that enters their homes.

: The reader may find it useful to refer to the attached glossary for additional explanation of unfamiliar
terms.



about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. As will be described later in this document, Comcast’s current congestion
management practices focus solely on a subset of upstream traffic.

Internet usage patterns are dynamic and change constantly over time. As broadband
networks deliver higher speeds, this enables the deployment of new content, applications, and
services, which in turh leads more and more households to discover the benefits of broadband
Internet services. Several years ago, Comcast became aware of a growing problem of congestion
on its HSI network, as traffic volumes, particularly for upstream band&idth (which is
provisioned in lesser quantities than downstream bandwidth®), were growing rapidly and
éffecting the use of various applications and services that are particularly sensitive to latency
(i.e., packets arriving slowly) or jitter (i.¢., packets arriving with variable delay).

In order to diagnose the cause of the congestion and explore means to alleviate it, in May
2003, Comcast began trialing network management technology developed by Sandvine, Inc.

The Sandvine tecﬂnology idgntiﬁed which protocols were generating the most traffic and where
in the network ihe congéstion was occurring. After jointly reviewing significant amounts of
usage data, Comcast and Sandv_ine determined that the use of several P2P protocols was
regularly generating disproportionate burdens on the network, primarily on the upstream portion
of the network, causing congestion that was affecting other users on the network. -

As previously explained on the record and described in greater detail below, in order to

mitigate congestion, Comcast determined that it should manage only those protocols that placed

4 This asymmetric provisioning of bandwidth is based on how the vast majority of consumers have

historically used the Internet, i.c., most consumers have been far more interested in how fast they could surf the web,
how fast they could download files, and whether they could watch streaming video than in uploading large files.
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most
consumers still download much more than they upload, and so we continue to architect our network to optimize the
experience of the vast majority of our users. As usage patterns change over time, so, too, will our provisioning
practices.



excessive burdens on the network, and that it should manage those protocols in a minimally
intrusive way utilizing the technology available at the time. More specifically, in an effort to
avoid upstream congestion, Comcast established thresholds for the number of simultaneous
unidirectional uploads that can be initiated for each of the managed protocols in any given
geographic area; when the number of simultaneous sessions remains below those thresholds,
uploads are not managed. The thresholds for each protocol vary depending upon a number of
factors discussed in detail below, including how the particular protocol operates and the burden
that the particular protocol was determined to place on our upstream bandwidth. These
management ﬁractices were not based on the type (video, music, data, etc.) or content of traffic
being uploaded. h

The Sandvine equipment has been used (1) to determine when the number of
simultaneous unidirectional upload sessions for a particular P2P protocol in a particular
geographic area reaches its pre-determined threshold, and (2) when a threshold is reached, to
temporarily delay the initiation of any new unidirectional ;.zpload sessions for that protocol until
the number 6f simultaneous unidirectional upload sessions drops below that threshold.
IIl. WHATEQUIPMENTIS UTILIZED?

The specific equipment Comcast uses to effectuate its network management practices is a
device known as the Sandvine Policy Traffic Switch 8210 (“Sandvine PTS 8210”). Literature

describing this product is attached. The following sections explain where and how Comcast uses

the Sandvine PTS 8210.




- IV. . WHERE HAS THE EQUIPMENT BEEN DEPLOYED AND WHEN AND UNDER
WHAT CIRCUMSTANCES HAS IT BEEN USED?

Comecast initially began technical trials with the Sandvine PTS 8210s starting in May
2005. Commercial (i.e., not trial) deployment of this equipment took place over an extended
period of time, beginning in 2006. We achieved wide-scale d¢ployment in 2007

On Comcast’s network, the Sandvine PTS 8210 is deployed “out-of-line” (that is, out of
the regular traffic flow)® and is located adjacent to thé CMTS. Upstream traffic from cable
modems will pass through the CMTS on its way to upstream routers, and then, depending on the
traffic’s ultimate destination, onto Comcast’s Internet backbone. A “mirror” replicates the traffic
flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the
Sandvine PTS 8210, where the protocols in the traffic flow are identified and the congestion
management policy is applied in the manner described in greater detail below. In some
circumstances, two small CMTSes located near each other may be managed by a single Sandvine

27 £2107 The following graphics provide a simplified illustration of these two configurations:

3 Some locations currently have 2 network design that is different from the standard Comcast network design

because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those
systems from other operators and are in the process of standardizing them. The congestion management practices
described herein are not used in those systems. The locations of our trials have been widely publicized, but
disclosure of proprietary plans regarding the order and timing for network investments and service upgrades would
cause substantial competitive harm.

6 Comcast deploys the Sandvine PTS 8210 “out-of-line” 50 as to not create an additional potential “point-of-
failure” (i.e., a point in the network where the failure of a piece of equipment would cause the network to cease
operating properly). The Sandvine equipment can also be deployed “in-linc,” which can make the management
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration.

? Although the PTS generally monitors traffic and effectuates policy at the CMTS level, the session
management interface is administered at the Upstream Router, one layer higher in the overall architecture.

5
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Y. HOW HAS THE EQUIPMENT BEEN CONFIGURED AND WHAT PROTOCOLS
HAVE BEEN AFFECTED?

For purposes of managing network conges‘tion,8 the Sandvine PTS 8210 has been
configured to identify unidirectional P2P uploads for the protocols -- identified below -- that
were determined to be the primary causes of upstream congestion.” To do this, the Sandvine
PTS uses technology that proccsses the addressing, protocol, and header information of a
particular packet to determine the session type. The Sandvine PTSes, as deployed on Comcast’s
network, do not inspect the content. These devices only examine the relevant header information
in the packet that indicates what type of protocol is being used (i.e., P2P, VoIP, e-mail, etc.).
The equipment used does not read the contents of the message in order to determine whether the
P2P packet is text, music, or video; listen to what is said in a VoIP packet; read the text of an e-
mail packet; identify whether any packet contains political speech, commercial speech, or
entertainment; or try to discern whether packets are personal or business, legal or illicit, ctc.

“he following diagram graphically depicts the session identification technique
undertaken by the Sandvine PTS 8210 as deployed on Comcast’s network. The first layers
include addressing, protocol, and other “header” information that tells the network equipment
what kind of packet it is. The “confent” layer is the actual web page, music file, picture, video,

etc., and is not examined by the Sandvine equipment.

8 The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous

functions related to network management and security, including traffic analysis, anti-spam measures, denial-of-
service attack prevention, and other similar functions.

i A “unidirectional upload” session is different from an upload associated with a “bidirectional upload”
session. A session is considered bidirectional when the user is simultaneously uploading to and downltoading from
another individual using a single TCP flow. Two of the protocols that are managed, BitTorrent and eDonkey, use
bidirectional sessions; the other protocols only use unidirectional sessions. A large percentage of P2P traffic is
bidirectional and is not managed by these techniques.
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In selecting which P2P protocol uploads to manage, network data were analyzed that
identified the particular protocols that were generating disproportionate amounts of traffic.
Sasvu wn that analysis, five P2P protocols were identified to be managed: Ares, BitTorrent,
eDonkey, FastTrack, and Gnutella.. Four of those protocols have been subject to Comcast’s
management practices since Comcast first implemented these practices. Ares was added in
November 2007 after. ﬁafﬁc analysis showed that it, too, was generating dispropf)rtionate
demands on network resources. '

For each of the managed P2P protocols, the PTS monitors and identifies the numbér of
- simultaneous unidirectional uploads that are passed from the CMTS to the upstream router.
Because of the prevalence of P2P traffic on the upstream portién of our nétwork, the number of
simultaneous unidirectional upload sessions of any particular P2P protocol at any given time
serves as a useful proxy for determining the level of overall network congestion. For each of the

protocois, a session threshold is in place that is intended to provide for equivalently fair access
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between the protocols, but still mitigate the likelihood of congestion that could cause service
degradation for our customers.

Developing session thresholds for cach P2P protocol must take into account the unique
characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey
use both bidirectional and unidirectional upload session;, whereas Ares, FastTrack, and Gnutella
only use unidirectional upload sessions.'® And even between BitTorrent and eDonkey, there are
significant differences. The BitTorrent protocol more heavily promotes bidirectional uploads as
compared to eDonkey, so, while they both may have the same total number of sessions,
BitTorrent wouldr have a much higher percentage of bidirectional sessions than eDonkey.
Differences also arise between Ares, FastTrack, and Gnute]la. For example, each protocol
consumes different amounts of bandwidth per session (e.g., a high percentage of Ares
unidirectional uploads consume negligible bandwidth). |

The following table lays out by protocol the simultaneous unidirectional upload session
thresholds for each protocol as well as the typical ratio of bidirectional to unidirectional traffic
observed on our HSI network for those P2P protocols that use both, and other factors that

contribute to the overall bandwidth consumption by protocol.

1 Session thresholds are not applied to bidirectional uploads so as to not interfere with the corresponding

dowrload.



 Protocol " | Ratil

Many overhead flows exist for
signaling, using little or no
bandwidth. The session limit is
set higher to account for this.
Atres is typically used for small
files.

BitTorrent | ~20:1 ~160 8 " | High ratio of bidirectional to

‘ unidirectional flows. The
bidirectional to unidirectional
ratio varies. Typically used fo

: large files. '
eDonkey |~.3:1 ~42 32 Low ratio of bidirectional to
unidirectional flows. Used for
large files.

FastTrack | (N/A) |24 24 | Typically used for large files.
Gnutella {(N/A) | 80 80 " | Typically used for small files.

Ares

Table 1: Managed Protocols, Relevant Thresholds, and Other Notes

When the number of unidirectional upload sessions for any of the managed P2P protocols
i 2 nzsticular Sandvine PTS reaches the pre-determined session threshold, the Sandvine PTS
issues instructions called “reset packets;’ that delay unidirectional upioads for that particular P2P
protocol in the geographic area managed by that Sandvine PTS. The “reset” is a flag in the
packet header used to communicate an error condition in communicaﬁdn_between two.computers
on the Internet. As used in our current congestion management practices, the reset packet is used
to convey that the system cannot, at that moment, process additional high-resourcé demands
without creating risk of congestion, Once the number of simultaneous unidirectional uploads
falls below the pre-determined session limit threshold for a particular protocol, new uploads

using that protocol are allowed to proceed. Some significant percentage of P2P sessions Jast

" This number reflects the total number of sessions that we estimate are on-going at any moment in time

when the number of simultaneous upload sessions has met the threshold that has been established for that protocol.
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional
uploads generally occur quite frequently.

VL. CONCLUSION

Data collected from our HSI network demonstrate that, even with these curreﬂt
management practices in place, P2P traffic continues to coniprise approximately half of all
upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffic is as much
as two-thirds of total upstream traffic. The data also show that, even for the most heavily used
P2P protocols, more than 90 percent of these flows are unaffected by the congestion
management. Data recently collected from our network show that, when a P2P upload from a
pérticular computer was delayed by a reset packet, that same computer successfully initiated a
pP2p upldad within one minute in 80 percent of the cases. In fact, most of our customers using
P2P protocols to upload on any given day never experienced any delay at all.

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast will
end these protocol-specific congestion management practices throughout its network by the end

of 2008.
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (eMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes.

“’hannel Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comcast High Speed Internet (HSI):

A service/product offered by Comcast for delivering Internet service over a broadband
connection.

Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CM'T'S independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

‘Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web '
pages, or downloading software updates. .

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
_ sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

5.7 of standards for sending data across a packet switched network like the Internet. In the Open
Svstem Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3,” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
. data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers” local neighborhoods that is
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa.- A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
iisted below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
[.ayer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

- Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
:kets that are marked as having higher priority will have higher likelihood of getting

serviced,

Transmission Control Protocol (TCP):

Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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COMCAST CORPORATION
DESCRIPTION OF PLANNED NETWORK MANAGEMENT PRACTICES TO BE
DEPLOYED FOLLOWING THE TERMINATION OF CURRENT PRACTICES

Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI”) network,
Comcast hereby “disclosefs] to the Commission and the public the details of the network
management practices that it intends to deploy following the termination of its current practices,
including the thresfxolds that will trigger any limits on qustomers’ access to bandwidth.”

L INTRODUCTION & SUMMARY

Comcast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the availab]e bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
that degrades their neighbors® Internet experience.” The goal of Comcast’s new congestion
management practices will be to enable all users of our network resources to access a “fair share”
of that bandwidth, in the interest of ensuring a high-quality online experience for all of

Comcast’s HSI customers.’

! Inre F, ormal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading

Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
“Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 {§ 54, 59 (Aug. 20, 2008) (“Order").

z Although the Order focuses entirely on Comcast’s current practices with respect to controiling network
congestion, Comcast’s efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comeast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers’ ability to control the content that enters their homes.

’ These congestion management practices are independent of, and should net be confused with, our recent
announcement that we will amend the “excessive use” portion of our Acceptable Use Policy, effective October 1,
2008, to establish a specific monthly data usage threshold of 250 GB per account for all residential HSI customers.
This excessive use threshold is designed to prevent any one residential account from consuming excessive amounts



Importantly, the new approach will be protocol-agnostic; that is, it will not manage
congestion by focusing on the uée of the specific protocols that plape a disproportionate burden
on network resources, or any other p‘rotocols. Rather, the new approach will focus on managing
the traffic of those individuals who are using the most bandwidih at times when network
congestion threatens to degrade subscribers’ broadband experience and who are comributihg
disproportionately to such congestion at those points in time.

Specific details about these practices, including relevant threshold information, the type
of equipment used, and other particulars, are discussed at some length later in this document. At
the outset, however, we present a very high-level, simplified overview of how these practices
will work once they are deployed. Despite all the detail provided further below, the
fundamentals of this approach can be sﬁmmarized succinctly:

1. Software installed in the Comcast network continuously examines aggregate traffic

usage data for individual segments of Comcast’s HSI network. If overall upstream or

downstream usage on a particular segment of Comcast’s HSI network reaches a pre-
determined level, the software moves on to step two.

2. At step two, the software examines bandwidth usage data for subscribers in the
affected network segment to determine which subscribers are using a disproportionate
share of the bandwidth. If the software determines that a particular subscriber or
subscribers have been the source of high volumes of network traffic during a recent
period of minutes, traffic originating from that subscriber or those subscribers
temporarily will be assigned a lower priority status.

3. During the time that a subscriber’s traffic is assigned the lower priority status, such
traffic will not be delayed so long as the network segment is not actually congested.
If, however, the network segment becomes congested, such traffic could be delayed.

4. The subscriber’s traffic returns to normal priority status once his or her bandwidth
usage drops below a set threshold over a particular time interval,

of network resources as measured over the course of a month. That cap does not address the issue of network
congestion, which results from traffic levels that vary from minute to minute. We have long had an “excessive use”
limit in our Acceptable Use Policy but have been criticized for failing to specify what is considered to be
“excessive.” The new cap provides clarity to customers regarding the specific monthly consumption limit per
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject
to having his or her Internet service account terminated for one year. .
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We have made considerable progress in recent months in formulating our plans for this
new approach, adjusting them, and subjecting them to real-world trials. Market trials in
Chambersburg, PA; Warrenton, VA; Lake City, FL; East Orange, FL; and Colorado Springs, CO
have enabled us to validate the utility of the general approach and collect substantial trial data to
test muitiple variations and alternative formulations.

Comcast appreciates the Order’s recognition that Comcast “may not have finalized the
details of the network management practices that it intends to deploy following termination of its
current practices” by the date of this report,” but our progress to date is sufficient that we do not
need to make the certification contemplated by the Order or postpone disclosing the details of
our current plans. Certainly some additional adjustments -- and possibly material changes - will
be made as we continue our trials and move forward with implementation. Thus, consistent with
the spirit of the language quoted above, Comcast commits that, until we have completed our
transition to-the protocol-agnostic congestion management practices described below, we will
inform the Commission and the public of any material changes to the practices and plans detailed
here, at least two weeks prior to implementation of any such changes.’

1L IMPLEMENTATION AND CONFIGURATION

To understand exactly how these new congestion management practices wili work, it will
be helpful to have a general understanding of how Comcast’s HSI network is designed.
Comcast’s HSI network is what is commonly referred to as a hybrid fiber-coax network, with
coaxial cable connecting each subscriber’s cable modem to an Opfical Node, and fiber optic

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination

4 Order 4 55 n.246.
> We recognize that clear communication with our customers is an important part of a successful long-term
relationship. On an ongoing basis, we will provide our customers with clear, concise, and useful information about
the services that we provide.



System (“CMTS”), which is also known as a “data node.”® The CMTSes are then connected to
higher-level routers, which in turn are connected to Comcast’s Internet backbone facilities.
Today, Comcast has approximately 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers.

Each CM’I‘S has multiple “ports” that handle traffic coming into and leaving the CMTS,
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the ports on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)
or receive information from cable modems (upstream) attached to the port.” Today, on average,
about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. Both types of ports can experience congestion that could degrade the
broadband experience of our subscribers and, unlike with the previous congestion management
nractices, both upstream and downstream traffic will be subject to management under these new
practices.

To implement Comcé_st’s new protocol-agnostic congestion management practices,
Comcast will purchase new hardware and software that will be deployed near the Regional
Network Routers (“RNRs”) that are further upstream in Comcast’s network. This new hardware
will consist of Internet Protocol Detail Record (“IPDR™) servers, Congestion Management
servers, and PacketCable Multimedia (“PCMM”) servers. Further details about each of these

pieces of equipment can be found below, in Section I, It is impdrtant to note here, however,

s The reader may find it useful to refer to the attachcd glossary for additional explanation of unfamiliar

terins.

! The term “port” as used here generally contemplates single channels on a CMTS, but these statements will

apply to virtual channels, also known as “bonded groups,” in a DOCSIS 3.0 environment.
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that, even though the physical location of these servers is at the RNR, the servers will
communicate with -- and manage individually -- multiple ports on multiple CMTSes to
effectuate the practices described in this document. That is to say, bandwidth usage on one
CMTS port will have no effect on whether the congestion management practices described
herein are applied to a subscriber on a different CMTS port.

The following diagram provides a simplified graphical depiction of the network

architecture just described:

( Simplified Network Diagram Showing High-evel Comcast Network arkt Servers Relovont to tha New Prachices )
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Each Comcast HSI subscriber’s cable modem has a “bootfile” that contains certain pieces
of information about the subscriber’s service to ensure that the service functions properly.® For
example, the bootfile contains information about the maximum speed (what we refer to in this
document as the “provisioned bandwidth”) that a particular modem can achieve based on the tier
(personal, commercial, etc.) the customer has purchased. Bootfiles are generally reset from time
to time to account for changes in the network and other updates, and this is usually done through
a command sent from the network and without any effect on the subscriber. In preparation for
the transition to the new practices, Comcast will send new bootfiles to our HSI customers’ cable
modems that will create two Quality of Service (“QoS”) levels for Internet traffic going to and
from the cable modem: (1) “Priority Best-Effort” traffic (“PBE”); and (2) “Best-Effort” traffic
(“BE”). As with previous changes to cable modem bootfiles, the replacement of the old bootfile
with the new bootfile requires no active participation by Comcast customers.”

Thereafter, all traffic going to or coming from cable modems on the Comecast HSI
network will be designated as either PBE or BE. PBE will be the default status for all Internet
traffic coming from or going to a particular cable modem. Traffic will be designated BE for a
particular cable modem only when both of two conditions are met:

* First, the usége level of a particular ui‘)stre'am or downstream port of a CMTS, as

measured over a particular period of time, must be nearing the point where congestion
could degrade users’ experience. We refer to this as the “Near Congestion State” and,

based on the technical trials we have conducted, we have established a threshold,.
described in more detail below, for when a particular CMTS port enters that state.

* No personal information is included in the bootfile; it only includes information about the service that the
subscriber has purchased.

? . A very small percentage of Comcast’s HSI customers use first-generation cable modems that cannot
support the new congestion management practices. These cable modems will not receive the new bootfiles and,
after December 31, 2008, those cable modems will not be subject te congestion management and all their traffic
effectively will be designated PBE. These clder cable modems have less capability to utilize significant amounts of
bandwidth and will, in any event, be replaced over time. ’ )



» Second, a particular subscriber must be making a significant contribution to the
bandwidth usage on the particular port, as measured over a particular period of time.
We refer to this as the “Extended High Consumption State” and, based on the
technical trials we have conducted, we have established a threshold, described in
more detail below, for when a particular user enters that state.
When, and only when, both conditions are met, a user’s upstream or downstream traffic
(depending on which type of port is in the Near Congestion State) will be designated as BE.
Then, to the extent that actual congestion occurs, any delay resulting from the congestion will
affect BE traffic before it affects PBE traffic.

We now explain the foregoing in greater detail.

A. Thresholds For Determining When a CMTS Port Is in a Near Congestion
State

For a CMTS port to enter the Near Congestion State, traffic flowing to or from that
CMTS port must exceed a specified level (the “Port Utilization Threshold”) for a specific period
of time (the “Port Utilization Duration”). The Port Utilization Threshold on a CMTS port is
iaeziui oG as a percentage of the total aggregate upstream or downstream bandwidth for the
particular port during the relevant timeframe. The Port Utilization Duration on the CMTS is
measured in minutes.

Values for each of the thresholds to be used as part of this new management technique
have been fentativciy establisiléd aﬂcr.an extensive bi’ocess of lab tests, simulations, technical
trials, vendor evaluations, customer feedback, and a third-party consulting analysis. In the sz;me
way that specific anti-spam or other network management practices are adjusted to address new
issues that arisé; it is a near certainty that these values will change in both the short-term and the
long-term, as Comcast gathers more data and performs additional-analysis resulting from wide-
scale dcpioymént of the new technique. Moreover, as with any large network or software

system, software bugs and/or unexpected errors may arise, requiring software patches or other
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corrective actions. As always, our decisions on these matters will be driven by the marketplace
imperative that we deliver the best possible experience to our HSI subscribers.

Given our experience so far, we have determined that a starting point for the upstream
Port Utilization Threshold should be 70 percent and the downstream Port Utilization Threshold
should be 80 percent. For the Port Utilizatidn Duration, we have determined that the starting
point should be approximately 15 minutes (although some technical limitations in some newer
CMTSes deployed on Comcast’s network may make this time period vary slightly). Thus, over
any 15-minute period, if an average of more than 70 percent of a port’s upstream bandwidth
capacity or more than 80 percent of a port’s downstream bandwidth capacity is utilized, that port
will be determined to be in a Near Congestion State.

Based on the trials to dbatc, we expect that a typical CMTS port on our HSI network will
be in a Near Congestion State only for relatively small poniéns of the day, if at all, though there
is no way to forecast what will be the busiest time on a particular port on a particular day.
Morecover, the trial data indicate that, even when a particular port is in a Near Congcstion' State,
the instances where the network actually becomes congested during the Port Utilization Duration
are few, and managed users whose traffic is delayed during those congested periods perceive

little, if any, effect, as discussed below.

B. Thresholds For Determining When a User Is in an Extended High
Consumption State and for Release from that Classification

Once a particular CMTS port is in a Near Congestion State, the software examines

whether any cable modems are consuming bandwidth disproportionately.’® For a user to enter an

i0

Although each cable modem is typically assigned to a particular household, the software does not (and
cannot) actually identify individual users or analyze particular users’ traffic. For purposes of this report, we use
“cable modem,” “user,” and “subscriber” interchangeably to mean a subscriber account or user account and not an
individual person.



Extended High Consumption State, he or she must consume greater than a certain percentage of
his or her provisioned upstream or downstream bandwidth (the “User Consumption Threshold™)
for a specific length of time (the “User Consumption Duration”). The User Consumption
Threshold is measured as a user’s consumption of a particular percentage of his or her total
provisioned upstream or downstream. bandwidth (the maximum speed that a particular modem
can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., if a
user buyé a service with speeds of 8 Mbps downstream and 1 Mbps upstream, then his or her
provisioned downstream speed is 8 Mbps and provisioned upstream speed is 1 Mbps).!" The
User Consumption Duration is measured in minutes.

Following lab tests, simulations, technical trials, customer feedback, vendor evaluations,
and a third—p-arty consulting analysis, we have determined that the appropriate starting point for
the User Consumption Threshold is 70 percent of a subscriber’s provisioned upstream or
dovwenstream bandwidth, and that the appropriate starting point for the User Consumption
Duration is 15 minutes. That is, when a subscribe§ uses an average of 70 percent or more of his
or her provisioned upstream or downstream bandwidth over a particular 15-minute period, that
user will be in an Extended High Consumption State.'” As noted above, these values are subject
to change as necessary in the same way that specific anti-spam or other network management
practices are adjusted to adércss new issues that arise, or should unexpected software bugs or

other problems arise.

" Because the User Consumption Threshold is a percentage of provisioned bandwidth for-a particular user

account, and not a static value, users of higher speed tiers will have correspondingly higher User Consumption
Thresholds. '

2 The User Consumption Thresholds have been sct sufficiently high that using the HSI connection for VoIP
or most streaming video cannot alone cause subscribers to our standard-level HSI service to exceed the User
Consumption Threshold. For example, while Comcast’s standard-level HSI service provisions downstream
bandwidth at 6 Mbps, today, streaming video (even some HD vxdeo) from Hulu uses less than 2.5 Mbps, a Vonage
or Skype VoIP call uses less than 131 Kbps, and strcammg music uses less than 128 Kbps.
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Based on data collected from-the trial markets where the new management practices are
being tested, on average less than one-third of one percent of subscribers have had their traffic
priority status changed to the BE state on any given day. For example, in Colorado Springs, CO,
the largest test market, on any given day in August 2008, an average of 22 users out of 6,016
total subscribers in the trial had their traffic priority status changed to BE at some point during
the day.

A user’s traffic is released from a BE state when the user’s bandwidth consumption drops
below 50 percent of his or her provisioned upstream or downstreani bandwidth for a period of
approximately 15 minutes. These release criteria are intended to minimize (and hopefully
prevent) user QoS oscillation, i.e., a situation in which a particular user could cycle repeatedly
between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis
and recommendations regarding Comcast’s trials and related congestion management work,
suggested this approach, which has worked well in our ongoing trials and lab testing."” In trials,
we have observed that user traffic rarely remains in a managed state longer than the initial 15-
minute period.

Simply put, there are four steps to détermining whether the traffic associated with a
particular cable modem is designated as PBE or BE:

1. 'Determine if the CMTS port is in a Near Congestion State. |

2. If yes, determine whether any users are in an Extended High Consumption State.

3. Ifyes, change those users’ traffic to BE from PBE. If the answer at either step one or
step two is no, no action is taken.

1 NetForecast, Inc. is an internationally recognized engineering consulting company that, among other

things, advises network operators and technology vendors about technology issues and how to improve the
performance of a network.
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4. Ifauser’s traffic has been designated BE, check user consumption at next interval. If
user consumption has declined below predetermined threshold, reassign the user’s’
traffic as PBE. If not, recheck at next interval.

The following diagram graphically depicts how this management process would work in the case
of a situation where upstream port utilization may be reaching a Near Congestion State (the same
diagram, with different values in the appropriate places, could be used to depict the management

process for downstream ports, as well):

{ Analysis & Decision-Making Flow Using an Example of an Upstream Port That May Be Approaching Congestion )
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Diagram 2: Upstream Congestion Management Decision Flowchart

C. Effect of BE Quality of Service on Users’ Broadband Experience

When a CMTS port is in a Near Congested State and a cable modem connected to that

port is in an Extended High Consumption State, that cable modem’s traffic will be designated as
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BE. Depending upon the level of congestion in the CMTS port, this designation may or may not
result in the vser’s traffic being delayed or, in extreme cases, dropped before PBE traffic is
dropped.'* This is because of the way that the CMTS handles traffic. Specifically, CMTS ports
have what is commonly called a “scheduler” that puts all the packets coming from or going to
cable modems on that particular port in a queue and then handles them in turn. A certain number
of packets can be processed by the scheduler in any given moment; for each time slot, PBE
traffic will be given priority access to the available cap’acity, and BE traffic will be processed on
a space-available basis.

A rough analogy would be to busses that empty a;ﬁxd fill up at incredibly fast speeds. As
empty busses arrive at the figurative “bus stop” -- e;/ery two milliseconds in this case -- they fill
up with as many packets as are waiting for “seats” on the bus, to the limits of the bus’ capacity.
During non-congested periods, the bus will usually have several empty seats, but, dur_ing
congested periods, the bus will fill up and packets will have to wait for the next bus. It is in the
congested periods that BE packets will be affected. If there is no congestion, packets from a user
in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on
the other hand, there is congestion in a particular insténce, the bus m'ay become filled by packets
in a PBE state before any BE packets can get on. In that situatioﬁ, the BE packeﬁ would have to
wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two-
millisecond increments, so even if the packets miss 50 “busses,” the deléy only will be about

one-tenth of a second.

1 Congestion can occur in any IP network, and, when it does, packets can be delayed or dropped. As a result,

applications and protocols have been designed to deal with this reality. Our new congestion management practices
will ensure that, in those rare cases where packets may be dropped, BE packets will be dropped before PBE packets
are dropped.
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During times of actual network congestion; when BE traffic might be delayed, there are a
variety of effects that could be experienced by a>user whose traffic is delayed, depending upon
~ what applications he or she is using. Typically, a us-cr whose traffic is in a BE state during actual
congestion may find that a webpage loads sluggishly, a peer-to-peer upload takes somewhat
longer to complete, or a VolP call sounds choppy. Of course, the same thing could happen to the
customers on a port that is congested in the absence of any congestion management; the
difference here is that the effects of any such delays are shifted toward those who have been
placing the greatest burden on the network, instead of being distributed randomly among the
users of that port without regard to their consumption levels.

NetForecast, Inc. explored the potential risk of a worst-case scenario for users whose
traffic is in a BE state: the possibility of “bandwidth starvation” in the theoretical case where
100 percent of the CMTS bandwidth is taken up by PBE traffic for an extended period of time.

_ Intheory, such a condition could mean that a given user whosé traffic is designated BE would be
unable o effectuate an upload or download (as noted qbove, both are managed separately) for
some period of time. However, when these management techniques were tested, first in
company testbeds and then in our real-world trials conducted in the five markets, such a _
theoretical condition did not occur. In addition, trial results demonstrated that these management
practices have very modest real-world impacts. To date, Comcast has yet to receive a single
customer complaint in bny of the trial markets that can be traced to the new congestion
management practices, despite having broadly publicized its trials. |

Comcast will continue to monitor how user traffic is affected by these new congestion
management techniques and will make the adjustments necessary to ensure that all Comcast HSI

customers have a high-quality Internet experience.
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. EQUIPMENT/SOFTWARE USED AND LOCATION

The above-mentioned functions will be carried out using three different types of
application servers, supplied by three different vendors. As mentioned above, thesg servers will
be installed near Comcast’s regional network routers. The exact locations of various servers
have not been finalized, but this will not change the fact that they will manage individual CMTS
ports.

" The first application server will be an IPDR server, which will collect relevant cable
modem volume usage information from the CMTS, such as how many aggregate upstream or
downstream bytes a subscriber uses over a particular period of time."> Comcast has not yet
chosen a vendor for the IPDR servers, but is in active negotiations with several vendors.

The second application server is the Sandvine Congestion Management Fairshare
(“CMF”) server, which will use Simple Network Management Protocol (“SNMP”) to measure
C1ATS port utilization and detect when a port is in a Near Congestion State. -When this happens,
the CMF server will then query the relevant I?DR data for a list of cable modems meeting the
criteria set forth above for being in an Extended High Consumption State.

If one or more users meet the criteria fo be managed, then the CMF server will notify a
third application server, the PCMM application server developed by Camiant Technologics, asto
which users have been in an Extended High Consumption State and whose traffic shouki be
treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffic
for specific cable modems with a BE QoS, and for tracking and managing the state of such
. CMTS actions. If no users meet the criteria to be managed, no users will have their traffic

managed.

13 IPDR has been adopted as a standard by many industry organizations and initiatives, such as CableLabs,

ATIS, ITU, and 3GPP, among others.
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The following diagram graphically depicts the high-level management flows among the

congestion management components on Comcast’s network, as described above:

(S)mphﬁed Diagram Showing High-Level Management Flows Relevant to the New Pracllcea
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Diagram 3: High Level Management Flows

IV. CONCLUSION

‘ Comcast’s transition to protocol-agnostic congestion management is already underway,
and Comcast is on schedule to meet the benchmarks set forth in Attachment C in order to
complete the transition by December 31, 2008. As described above, the new approach will not
manage congestion by foéusing on managing the use of specific protocoils. Nor will this
approach use “reset packets.” Rather, the new approach will (1) during periods when a CMTS

port is in a Near Congestion State, (2) identify the subscribers on that port who have consumed a
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disproportionate amount of bandwidth over the preceding 15 minutes, (3) lower the priority
status of those subscribers’ traffic to BE status until those ﬁubscribers meet the release criteria,
and (4) during periods of congestion, delay BE traffic before PBE traffic is dclaycd. Our trials
indicate that these new practices will ensure a quality online experience for all of our HSI

customers.
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (¢eMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally servesa
neighborhood of hundreds of homes.

kannel Bonding:

# technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. -Multiple channels from the HFC
network can be bonded into a single virtual port (calied a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment {(CPE) — such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network. :

Comcast High Speed Internet (HSI):

A service/product offered by Comecast for delivering Internet service over a broadband
connection, ‘ .

Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates. :

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. -This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):

Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

Sct of siandards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers’ local neighborhoods that is
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are
listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, muitiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customer. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
cldss or flow and assigning priorities to each type. When the network becomes congested, the

i mackets that are marked as having higher priority will have higher likelihood of getting
serviced, .

Transmission Control Protocoel (’I_‘CP):

Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery. of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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COMCAST CORPORATION
NETWORK MANAGEMENT TRANSITION COMPLIANCE PLAN

1. New Network Management Practices. Comcast is preparing to transition to new, protocol-
agnostic practices for managing congestion on our High-Speed Internet (“HSI”) network
(“congestion management™). We will complete that transition across our HSI network by
December 31, 2008. We provide more details about these new practices, and detailed
information about some of the hardware and software referenced in this document, in
Attachment B.

2. Trials. Comcast is currently performing technical trials of the new congestion management
practices in the following communities: Chambersburg, PA; Warrenton, VA; Lake City, FL;
East Orange, FL; and Colorado Springs, CO. If Comcast management deems it necessary to
conduct additional trials, they will be announced on Comcast’s Network Management Policy
page, located at hitp://www.comcast.net/networkmanagement/.

3. Benchmarks. Comcast expects to meet the following benchmarks in our transition to the
new protocol-agnostic congestion management practices:

-a. October 15, 2008. Comcast will have completed installation of the PacketCable
" Multimedia and Internet Protocol Detail Record servers, and will have begun
installation of the Congestion Management Fairshare servers. These servers, and
other hardware used for the new congestion management practices, are described in
detail in Attachment B.

Nevember 15,2008. Comcast will have begun commercial (i.e., not trial) “cut-
overs” to the new congestion management practices on a market-by-market basis.
Once the equipment is in place in a particular area, this involves Comcast installing a
software update to our customers’ cable modems in that area, launching the software
for the new protocol-agnostic congestion management practices in that area, and
disabling the current congestion management techniques in that area.

c. December 31,2008. Comcast will have completed the deployment of all hardware
and software needed to implement our new congestion management practices, and
will have completed the “cut-overs” to the new, protocol-agnostic congestion -
management practices. We will also have discontinued the protocol-specific
congestion management practices throughout our network.

d. January 5, 2009. Comcast will report to the FCC that we have discontinued our
protocol-specific congestion management practices throughout our network, and that
we have completed transitioning to the new congestion management practices.

4. Information Sharing. Comcast will take the following steps to provide timely information
to our customers about the fransition to our new congestion management practices. We
intend for our disclosures to be clear, concise, and useful to the average consumer.



a. Congestion Management Trials. Comcast already provides information about the
trials of our new congestion management practices on our Network Management
Policy page. Information about any additional trials will be posted there.

b. Revision of Acceptable Use Policy. Comcast will take the following two steps with
regard to revising our Acceptable Use Policy (“AUP”).

i. Comcast will revise our AUP to explain that our network congestion
management practices may include temporarily lowering the priority of traffic
for users who are the top contributors to current network congestion. This
new AUP will be published on October 1, 2008.

ii. By January 1, 2009, Comcast will publish an amended AUP to reflect the
discontinuation of the current protocol-specific congestion management
practices, as well as any other necessary and appropriate updates.

c. Customer Disclosures. Comcast will take the following steps to inform our
customers of the new congestion management practices.

i. Attachment B, detailing Comcast’s planned network management practices, as
. filed with the Commission on September 19, 2008, will be posted by midnight
on that date to Comcast’s Network Management Policy web page.

ii. Comcast will, by midnight on September 19, 2008, provide new Frequently
Asked Questions that explain these developments clearly, and will continue to
post on our Network Management Policy web page updated information about
the new congestion management practices.

iii. At least two wéck§ prior to the first commercial (i.e., not trial) deployment of
the new congestion management practices, Comcast will send e-mail
notifications to the primary Comcast.net e-mail address associated with each
customer regarding the new congestion management practices, informing
them of the AUP revisions, and directing them to Comcast’s Network
Management Policy page for FAQs and other information. These
developments will be further publicized through announcements at
http://www.comcast.net.

d. Customer Support. Comcast will also answer customer questions on our Customer
Support Forums page, located at http:/forums.comeast.net/, which is available to all
Comcast HSI customers. A link from the Network Management Policy page to the
Customer Support Forums will also be provided.

5. Management Responsibility. The transition to these new practices and the discontinuation
of the old practices is a high-priority effort. The project is being led and overseen at a senior
executive level. The actual engineering and operations work is a joint project of the Office
of the Chief Technology Officer and National Engineering & Technical Operations. In
addition, regular customer communications and messaging are overseen by the company’s
Online Services business unit representatives.

-2-



6. Employee Training. Educational materials about the new protocol-agnostic practices are
being developed for bread distribution throughout the relevant business units in Comcast.
All affected employees in those business units will receive appropriate training about
Comcast’s transition to the new protocol-agnostic congestion management practices.
Detailed technical customer inquiries about the new practices will be directed to the
representatives in the Online Services business unit who will be trained to deal with such
questions.

7. FCC Notification of Material Changes. Comcast will make supplementary filings with the
Commission as necessary 1o keep the FCC (and the public) informed of any material changes
in our plans before the transition to protocol-agnostic congestion management is completed
at year-end. ~ .
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2001 Pennsylvania Ave, NW
Suite 500

Weshingten, DC 26006
202.379.7100 Tol
202.466.2718 Fax
WRY.COMCaSL.com

January 3, 2009

VIA ECFS

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer-to—Peer
Applications, File No. EB-08-1H-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling That Degrading an Internet Application Violates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

s s, Dorteh:

In accordance with the Compliance Plan filed by Comcast on September 19, 2008 and
consistent with the voluntary agreement that Comcast announced on March 27, 2008,2 Comcast
hereby notifies the Commission that, as of December 31, 2008, Comcast has ceased employing
the congestion mana§ement practices described in Attachment A of Comcast’s filing of
September 19, 2008.° We have published a revised Acceptable Use Policy
(http://www.comcast.net/terms/use/) and updated our Network Management web page
(http://www.comcast.net/networkmanagement) to reflect the discontinuation of these practices.
We also hereby notify the Commission that we have mstltuted the congestion management
practices descrlbed in Attachment B of our September 19™ ﬁhng throughout our high-speed
Internet network.* Consistent with our letter of September 19" Comecast will continue to refine
and optimize these congestion management practices to dehver the best possible broadband

! See Ex Parte Letter of Kathryn A. Zachem, Comcast Corp., to Marlene H. Dortch, Secretary, FCC, WC
Docket No. 07-52, File No. EB-08-1H-1518, at 2 & Attachment C, at I (Sept. 19, 2008) (“Comcast Disclosures™).

z See Ex Parte Letter of David L. Cohen, Comcast Corp., to Chairman Kevin J. Martin et al., FCC, WC
Docket No. 07-52 (Mar. 27, 2008).

3 See Comcast Disclosures, Attachment A.

4 See id. Attachment B.



Ms. Marlene Dortch
January 5, 2009
Page 2 of 2

experience for our customers, and we will continue to provide our customers with clear, concise,
and useful information about the services we provide.

The Internet continues to be an engine for innovation and economic growth. We are
proud to be a leader in bringing broadband Internet to consumers all over the country, serving
some 14.7 million broadband subscribers, and adding fuel to that engine. We will continue to
work hard to deliver a world-class service that gives all of our subscribers access to the content,
applications, and services that they demand.

Please contact me should you have any questions regarding this submission.

Sincerely,

/s/ Kathryn A. Zachem
Kathryn A. Zachem
Vice President,
Regulatory and State Legislative Affairs
Comcast Corporation

cc:  Chairman Kevin J. Martin
Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
“renimissioner Robert M. McDowell

Daniel Gonzalez . Kris Monteith
Dana Shaffer Ian Dillner
Scott Bergmann Scott Deutchman

Nick Alexander
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Comcast Help & Support - Frequently Asked Questions about Network Management Page 1 of 3

comceasnet

change location &t Zip

[IEUTR  Billing High-Speed Internet  Cable TV Digital Voice: a5 L

Frequently Asked Questions about Network Management

) Top Overali FAQs
Comeast is committed to providing the best online experience possible for all of its customers. The campany uses * It XIhave already d
reasonable network management practices that are consistent with industry standards. C t maintains an Acceptabl Mcafee Security S
Use Policy ("AUP") located at hip: nstuse! for its Comcast High-Speed Internet Service customers. The reinstall alf or part
AUP and these FAQs discuss why Comcast manages its network and how it may do so, * Whycan't T view ¢
: Cotle on the Chang
The following Frequently Asked Questions are intended to help clarify what Comcast means by network management. page in My Accour
+ Can X use Comcast
YWhy does Gomeast manage jl: 1) died(:‘\,om thans
c twork? » What Is my Pessar
Hovs does Comeast manage jts network? address?
¢+ How can I resolve
Dovs neiwork management chiange over fime? being 100% used:
. o Getting started wi
Hoye will the new technique work? . . Vieb Pages
& How do I prevent:
Will the i larget P2P of other icg {i of nyake isions about the conterit of my traffic? o How do Y detesmic
1P address?
How dues the new network management techninue impace me and iy bise of the Comeast High Soeed internel seevice?
How often dous Gomeast expect 1o use this technique?
Cin you give me some “real world” examples of how muach bandwitth ion weuld be idered too auch? For fe, how many
movies yrould Ehave to download ta be affected by this new techinique?
Hows v:ill know they are being 42
Does this techuique apply to both Commercial and Residential serviges?

How is this announgeme related o the rocent 256 GB monthly ugage threshold?
15 Comeast Digital Yoice affected by this techaique? YWhat ahoutother VoIP providers? ’

s stcom and sireaming viden of videc downlonds? What will happen to ihem?

- Does Comeast bioch peer-to-pear ("P2P" trafiic or applications fike BitTomrent, Gnutolfa, or others?

Daas Comeaat discril apainst types of online content
"

Why doss Comeast manage its network?

Comeast manages its network with one goal: fo deliver the best possible broadband Intemet experience to all of its
customers. High-speed bandwidth and network resources are not unlimited. Managing the kis lia! to promote
the use and enjoyment of the intemet by all of our custemers. We use reasonable network management praciices that are
consistent with industry standards. We also iry to use tools and technologies that are minimally intrusive. Just as the
Internet continues to change and evolve, so 100, will our network management practices o address the challenges and
threats on the Internet. .

Al internet service providers need fo manage their networks and Comcast is no different. In fact, many of them use the
same or similar tools that Comcast does. If we didn't manage our network, our customers would be subject to the negative
effects of spam, viruses, securily attacks, network congestion, and other risks and degradations of the service. By engaging
in reasonable and responsible network g t, Comcast ¢can deliver the best possible broadband Internet experience
to all of its customers.

Comcast uses varsious tools and techniques to manage its network, deliver the Service, and ensure compllance with the,
Acceptable Use Policy and the Comcast Agreement for Residential Services available at

hitp:/iwvww.c t.netiter viber!. These tools and techniques are dynamic, like the network and its usage, and can
and do change frequently. For example, these network management activities may include identifying spam and preventing
its delivery to customer e-mail accounts, delecting malicious Internet traffic and preventing the distribution of viruses or
other harmful code or content and using other tools and techniques that Corcast may be required to implement in order to
meet its goal of delivering the best possible broadband Internet experience to all of its customers.

Doos network management change over tme?

Yes. The internet is highly dynamic. As the Internet and related technologies continue to evolve and advance, Comcasl's
network management tools will evoive and keep pace so that we can defiver an excellent. refiable, and safe online
experience 1o alt of our customers.

In March 2008, we announced thal by the end of the year, Comcast would switch to a new network management technique
for managing congestion on Comcast's High Speed Internet k. Effective D 31, 2008, we have completed
this transition, which is now part of our daily business operations for managing congestion on our network. (See more FAQs
about that in this section.)

http://nelp.comcast.net/content/fag/Frequently-Asked-Questions-about-Network-Management  1/6/2009
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Howr viilt the new technigue work?

The new network congestion management practice works as follows:

it a certain area of the network nears a state of congestion, the technique will ensure that all customers have a fair share of
. access to the network. It will identify which customer accounts are using the greatest amounts of bandwidth and their

Internet traffic will be temporarily managed until the period of congestion passes. Customers will still be able to do anything

they want to online, and many actvities will be unaffected, but they could experience things like: longer times to download

or upload files, surfing the Web may seem somewhat slower. or playing games online may seem somewhat sluggish.

The new technique does hot manage congestion based on the online activities, protecols or applications a customer uses,
rather it only focuses on the heaviest users in real time, so the periods of congestion could be very fleeting and sporadic.

It is importarit to note that the effect of this technique is temporary and it has nothing to do with aggregate monthly data
usage. Rather. it is dynamic and based on prevailing network conditions as well as very recent data usage.

Will the technique targew P2P or other applications, or make decisions 3bout the content of my traftic?

No. The new technique is ‘protocol-agmstic," which means that the system does not manage congestion based on the
applications being used by customers. it is content neutral, so i does not depend on the type of content that is generating
traffic congestion. Sald another way, customer traffic is congestion-managed not based on their applications, but based on
current network conditions and recent byles transferred by users.

How does the new network manngzM technigue impact sue and iy use of the Comcast High Speed intarnet sarvice?

With this new technique, most customers will notice no change in their Internet experience. The goal of congestion
management is to enable alt users to have access to a fair share of the network at peak times, when congestion
occasionally occurs. Congestion management focuses on the consumption activity of individual customer accounts that are
using a disproportionate amount of bandwidth. As a result, and hased on our technical trials of this technique, we expect
that the farge majority of customers will not be affected by it. In fact, based on consumer data collected from these trials, we
found that on average less than 1% of our high-speed Internet customers are affected by the approach.

How offen does Comcasi expoct to vse this technique?

Based on market trials conducied this summer, Comcast expects that select portions of the network will be in a congested
state only for relatively small portions of the day, if at all.

During these trials, Comcast did not receive a single customer complaint that could be traced to this new congestion
management practice, despitg having pubiicized the irials and nolifying customers involved in the trials via e-maii.

Comcast will continue to monitor how user traffic is affected by these new congestion managesment techniques and will
make the adjusiments reasonably necessary to ensure that our Comcast High-Speed Interet customers have a high-
guahity onfine experience.

Lan you give me some “realworld” exanples of how much i plion would be ? too nwch? For example, how many
movies would § have to wbe by this now 7

Since the technique is dynamic and works in real time, the answer reafly depends on a number of factors including overall
usage, time of day and the number of applications a customer might be running at the seme time. First, the Jocal network
must be approaching a congested state for our new technigue 1o even look for traffic o manage. Assuming that is the case,
customers’ accounts must d a certain perc of their upstream or downstream {both currently set at 70%)
bandwidth for longer than a certain period of time, currently set at fifteen minutes.

A significant amount of normal Internet usage by our customers does not last thal long. For example, most downloads
would have completed within that time, and the majority of streaming and downloading will not exceed the threshdid to be
eligible for congestion management. And the majority of longer-running applications, such as VoIP, video conferencing, and
streaming video content (including HD streaming on most sites) will not exceed these thresholds sither.

The point of the fechnique is to deliver the best overall online experience possible. The technique should help ensure that
all customers get their fair share of bandwidth resources to enjay all that the lnlemet has to offer and that includes surfing
the web, readmg emails, downicading ies, g video, g g or listening to music.

How will customers know they are belng managed?
We are exploring ways to create new tools that will let customers know when the management is occurring.

We believe this sort of congestion notification should be an Internet standard and have been discussing this issue in
technical bodies like the Intemet Engineering Task Force. We believe the use of Intemet Standards for such a real-ime
nolification is important as applications developers can write for networks beyond the Comceast network: However we are
planning to develop a capability that may snable a customer to see if they were managed in the past, though this is nof yel
ready for testing,

Does this technique apply 1o both Commersial and Restdenttal services?

Yes

How s this announcement related to the recont 25“ GR monthly usage thrashoid?

The two are completely separate and distinct. The new congeslion management technique is based on real-time internet
aclivity. The goal is o avoid congestion on our network that is being caused by the heaviest users, The techniqua is

different from the recent announcement that 250 GB/month is the aggregate monthly usage threshold that defines
excessive use.

http://help.comcast.net/content/fag/Frequently-Asked-Questions-about-Network-Management  1/6/2009
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15 Corncast Digital Voice affected by this technique? What about other VoliP providers?
Comcast Digital Voice is a separate facilities-based IP phone service that is not affected by this technique.

Comcast customers who use VolP providers that rely on delivering calls over the public Intemet who are also using a
disproportionate amount of bandwidth during a pericd when this network management technigue goes into effect may
experience a degradation of their call quality at imes of network congestion. It is important to note, however, that VoIP
calling in and of itself does not use a significant amount of bandwidth. Furthermore, our real-worid testing of this technique
dig not indicate any significant change in the quality of VoIP calls, even for managed customer traffic during periods of
congestion.

What sbout Fancast.com and sweaming video or video dowmlcads? What will happen to ihem?

During periods of congestion, any customers who are using a disproportionate amount of bandwidth ~ no matter what type
or content of the online activily (for example, it does not matter if the content is coming from a Comcast owned site fike
Fancast.com or not) — may be affected by this technique.

Our technique also has no ability to determine the appiications or protocols being used or the content, source or
destination.

Dce:s Comcast block peerdo-pear {"P2P"} traflic or applications ke BitTorrent, Goutolla. or others?

No. Comcast does not block P2P traffic or applications tike BitTorrent, Gnutella, or others as part of its current network
congestion management technique. .

Does Comcast discrimingte against gaticulas types of unling content?

No. Comcast provides its customers with full access to all the content, services, and applications that the intermet has to
offer. However, we are committed to protecting customers from spam, phishing, and other unwanted or harmful onfine
content and activities. Comcast uses industry standard tools and generally accepted best practices and policies o help it
meet this customer commitment. In cases where thess tools and policies identify certain online content as harmful and
unwanted, such as spam or phishing Web sites, this content is usually prevented from reaching customers. In other cases,
these tools and policies may penmit customers to identify certain content that is not clearly harmful or unwanted, such as
bulk e-mails or Web sites with questionable security ratings, and enable those customers to inspect the content further if
they want to do sa.
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Why is Comcast providing this Policy to me?

Comeast's goel is to provide ifs customers with the best residenbat cable Intemet service possidle. In order to help accomplish this, Comcast bas adopted this Acceptable Use Policy (the “Pollcy”). This

Policy outlines acceptable use of the Comcast High-Speed Internet aervice (hie "Service®). This Policy is in addition lo any n the Comeast for ial Services (the
“Subscriber Agreemant’) available at Someast, criberl. The Frequently Asked Questions {"FAQs”) st b omsastaet nchide othow Comcast
Implements and applies many o} the i in this Poficy. All capi; terms used in this Palicy that are not defined here have the meanings given 1o them In the Subscriber Agreement.

What obligations do I have vnder this Policy?

At Comeazt High-Speed Intesnet custamers and all others who use the Service (the "customes,” “user,” “you,” of “yous”) must comply with this Policy. Your failure to compty with this Policy coutd result in
the suspension of lermination of your Service account. if you do not agree to comply wih this Poficy, you must inmediately stop afl use of the Service and notify Comcast so hat it can close yous
eccount

How wilt I know when Comcast changes this Policy and how do I report violations of it?

Comcast may sevise this Policy from Bme to Sme by posting a new version on the Webh site at mcastaet! or any URL (s} (the “Comcast.net Web aita"). Comcast wil use
reasonable efforts to make customers awars of any changes to this Policy, which may include sending o-mail ar posting lnk on the Comcast.net Web site. Revised versions of
this Poficy are effective immediately upan posting. Accerdingly, customess ofthe Comeast High-Speed intemet i read any Comcast they receive and regutarty visit the
Comeest.net Web site and review this Policy to ensure that their activiies conform to the most recent version. You can send questions segarding this Policy to. and report viclations of it at,

hitp: CHMCIAL. To report & child exploltation Incident Involving the intemat, go to hitp: ity.comeast.netiget-b ity-threot
ssawpagpxEchiluPomography.

20} Uses and Activities

What uses and activities does Comcast prohibit?

n genesal, the Paficy prohibits uses and activilies involving the Service thal are Megal, inkinge the righis of others, of inferfare with of diminish tha use and enjoymant of the Sesvice by nthera. For
example, these prohibiled uses and ectivities include, bt are natfimiled lo, using the Service, Customar Equipmant, of the Comeanst Exquis orin on with ene another, $o:

Conduct and information restrictions

undertske of mmpﬁsh i unlewhu! purpose. Ths includes, butis not Savted to, posiing, storng. ting or inat data Is kbelous, obstens, urlawtul, tiveatening or
propenty sights of ny pesson of enfity, or which in any way of condud that 3 criminal offense, or otherwise viclale any focsl,
slats, bnual. orno»lls hw order, of tegulation:

post, siote, send, tansek, or disseminate any informetion or matesial which » reasonabls persen muld deem to be uskawiu;

® ugload, post, publsh, transm, raproduce, cresle darivative works of, or delribute in any way software of olher niaterial obfainod through the Service or otherwise thatis piotected by copyright o
olher ploprietary ﬂym. wlhmx obtaining any required permission of the owner.

® transmit y known 35 “spam;”

L smdvnryh-wnum:olwpbsnlmawu similar ampty oF messages which contain no substantive cantant, of send very laige messages or fiss that dstupts »

sorvar, accowt, Sy, Newsgroup, chet, or simiar service;

initiale, porpetuats, of in any way participats in any pyramid or other illegal schente;

participate in ihe collection of vaty large numbers of s-mail addresses, scresn names, of othax identliars of n.ms {writhous their prior consent). & practice somesimes known as spidaring oc harvesting, of
Ppagticipate in the use of softwate {including “spywara"} designed o faciliate this activity.

collect from buk

{alsify, aXes, or mNove massage headars;

Talsify reforences ta Comgast or Ks network, by name o othes identdiet, in messages;

impotsonate any person or £ollly, engage in sender address falsification. forge anyone else’s digital of manual signatine. or perfoim any other similar fraudulent activily {for examgle, “phishing”).

wialate tha Jules, regulesons, tesms of senvics, o policies apphicable (o 3hy Retwork, server, computer database, 30rvice, eppication, system, or Wab site that you accass or use;

oe

Technical restrictions

@ access any olher person’s compuer of compuler System, network, $0ftwase, or date without his rnhcrlmmucgv-mcons-m;bvenhunsmxyﬂmlmuarwsyslomunmmwmmnmmeuset
n of secusily of any host, nedwork, of account This includes, but is not mited 10, accessing data nol inteaded for you, bgging nlo or making use of » server or accoun you are not axpressly
authorized 10 access. OF probing the sécurdy of othet hasts, n!mﬁs,wmmm express permission to do so;

® use or distribute lools or devices deslgnod o used for promising secwity hos s olherwise Such 24 password gusssing progesms, decodass, password gathesers, keystroke foggers.
analyzess, cracking look, packat snitfers, encfyyrhn circumvention dwms, of Trojan Horsa progsams. Unauthorzed port scanning is strictly prohibited;

® copy. distibute, or any by Comcast of any ihisd pagty, excapt that you may make one copy of each soltware program for back-up
Purposes only;

® distibute programs that maki changss to sof

Us8 o 1un dedicated, stand-alone equipment ot sesvers from e Pncmku that provide network content or any othar sesvices to anyane oulside of your Premises local aton network ' Promises LAN'), also
‘conmnonly iofented lo as public services of sesvers. Exsmples of piohibited aquipment and seivers include, but are not Emited to, e-mail, Web mhy.ﬂc:h'hg :nﬂpmlywveundumn.

use of run programs kom the Premises that provide hetwork canient or any othef services to anyone oitside of your Pramises LAN, except for
service, akor, modify. of tamper with the Comcast Equipment o Service of parmk any other parson 1o dothe same who i not authorized by Comcast:

Network and usape restrictions

. tulﬂd, mti. ©f otherwise intarfero with the abiRy of any ather porson, regardiess of inlent, purpose oF knowledgo, tH $e of wijuy the Senvice (axcopt for 1nols for safety and sectrly tuinctions such as parentat
for example), including, withoul Emiation, pumgwtnnsml‘hgany informaton or softwara which contains & worm, viriss, of othes harmiul festute, or generating lavels of traffic sutSclent to mpede
ovurf abiny to use, serd, of mk»vt informatbon;
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o restrict innidit. intartere with, of otherwise disrupl o7 Causs 1o the Servica or any Comcast {or Comaast suppier) host, server, backbone

REWOIK, node OF service, of otherwise cause # performance degradation to any Comcast {or Comaﬂ suwbet)hcﬂih: used to deliver tha Service:

sesed Ine Service or otverwise make avakable to anyone outside the Premises the abilty 1o use the Service (lor exampie, thiough wi-fi o1 other methods of networking}, in whote or i par, ditectly of indiroctly.

The Service is for personet and non-commercial residential use only and you agree nol {0 use the Service for operation 83 an iteinal servics provides of lor any business enterprive of puspuss (whether or not

for profity, .

connect the Comcast Equipmant 10 any comgster autsids of your Premises;

interfers with computer networking of telecomsmunicstions sesvice to arry user, host o network, including, without firilation, derial of service aitacks, flooding of a netwosk, ovarloading » service, Mmproper

seizing and abusing cperator priviepes. and attempts lo “crash” a host: and

® accessing and using the Sorvice with snything other than 8 dynamic laternet Prolocd {'IP”) address that adherus to the dynamic hos? configuration protocol CDHCP”). You may nol configure the Service of any
related squipiment 1o access of uss @ stalic 1P sddisss of use aay protocol other than DHCP unless you are subject ko 2 Service plar that sxpressly permis you 1o do s

1. Customer Conduct and Features of the Service
What obligations do [ have under this Policy?

in addition % being responsiblz for your own compliance with this Policy, you are also responsibie for any use of misuse of the Service that viofales this Policy, even if it was commitied by a kiend, tamily
member, or guest with access 10 your Service account. Therefore. you must take stops lo ensure that others do not use your account fo gain tnauthorized access to the Service by, for example, strictly
maintaining the confidentiality of yout Service login and password. In 21 casas, you are solely responsible for the secuiity of any device you chovse to connect to the Sesvice, including any dala stored or
shared on that device. Comcast recommends agaiast enabling file or printer sharing unless you do o W strict compliance with all security recommendations and festures provided by Comcast and the
menufacturet of the apphcable fie or printes sheoring devices. Any fites of devices you choose to make evallable for shared access on a home LAN, for example, should be protected with 3 stong

P oras

itis also yow sesponsibillty 1o secure the Customes Equipment and any other Premises equipment of programs not provided by Comeast thal coanect to the Service from extemal threats such as vilvses,
spam, bot nets, and other mathods of intrusion.

How does Comcast address inappropriate content and transmissions?

Comcast reserves Lhe right ta refuse Lo ransmil of pest, and te remove o7 black, any information of matedals, in whdle of in part, that i, In its sole discretion, deems to be in violation of Sections [ or H of
this Policy. or otherwise hasmiul to Comcast's network of customers using the Service. regasdiess of whether this materisl o7 its disseminalion is unlawhul 50 long a5 2 vickates this Policy. Neither Comcast
nor any ofits alfikates. suppliers, of agenis have any on te it ions of pestngs but not fimited to, e-mail, fe ansfer, blog, newsgroup, and instant messape irensmissions
a3 well a5 maltarials avaliadie on the Personal Web Pages and Online Storage features) made on the Service. However, Comcast and its affflates, suppliers, and agents have mng‘»t o monitor these
ransmisslons and postings from time to time for violations of this Policy and to disclose, block, or temove them In accordance with this Pelicy, the faw.

‘What requirements apply to electronic maif?

The Service may not be used fo communicate or distibule e-mall or other forms of communications bn violation of Section | of this Pokicy. As described below in Section 81 of his Policy, Comcasl uses
network tools and 1o protect fram recedving spem and from sending spam {offen without their knowledge over an infected compurer). Comcast's ent-apam
approach is explained in tha FAQs under the topic "VWWhat is Comeast doing about spam?” focated at comicast, q/What-is-Cs dolng-about-

Comcastis not responsible for deleting or forwarding any e-mail seni to he wiong e-mail addsess by you or by somicone efse rying lo send e-mail lo you. Comcast is also nol responsible for forwarding
e-maB sant to any account thal has been suspended or tarminated. This e-mail will be relumed to the sender, ignorad, deletad, or slored sole In tha avent that
Comeast befleves in fis sole discretion thal any subscriber name, sccount name, or e-mail address {collectively, an ‘identifier”) on the Service may be used for, o1 Is being used for, any misteading,
Gaudhident of other Improper o illegal puspose, Comcast {i) resarvos the right fo block ascess to and grevent the use of any of these Identfiers and () may at any time requirs any customer to change his
E = midition, Comcast may at any time reserve any identifiers on the Service for Comeast's own purposes, In he event that a Service account s terminated for any reason, afl e-mait
associated with thal accouns (and any At b deleted as well.

What requirements apply to instant, video, and audio messages?

Each user is responsible for the contents of his or her instant, video. and audis messages and the consequences of any of thase messages, Comcast assumes no responsibifly for the imeliness, wis-

delivery, deletion, or faflure lo stose these messages. In the event that a Service account is terminated for any reason. afth video, and audis it account (and any
will deleted as well.
What requi apply to web pages and file storage?

As part of the Service, Comuas provides actess lo personal Web pages and storage space through the Personal Web Pages and Online Siorage features {collectvely, the "Personal Web Features”).
You are solely responsible for any infosmation that you of others publish or store on the Personal Web Fealwes. You are alsa racponsile for enswring that akt content made avaliable through the
Personal Web Features is approprisie for ihose who may have access to it. For example, you must lake appropriate precautions to prevent minors &om receiving or accessing lnappropriate content.
Cemeast reserves the right to remove, block, or refuse to post of store: my lnfom:auan or matertals, in whole orin vmt. that It In its sole discreion, deams to be In viclalion of Section | of this Pollcy. For
putposes of this Palicy, "malerial” refers to ak forms of i # g text, praphics imnges, drawings, logos), executable programs and sciipts, video
recordings, and audio rocosdings. Comcast may remove of biock content contained on yous Personal Web Featwres and terminate your Personat Web Features and/or your use of he Service if we
determine that you have viclated the laims of this Policy.

I, Network Management and Limitations on Data Consilmption

‘Why does Comcast manage its network?

Comcast manages its network with one goal: to defives the binadband Intemnet to ol of its High-ap: a0 not unlimited. Managing
the network is essenfial as Comeast works to promote the use and enjoyment of the Infernet by all of its customers. The company uses reasanable network menagement practices that are consisterst with
industry standasds. Comcast Iries fo use loois and technologies that are minirmally inbusive and, in fis independent judgment guided by industry expesience, among the best in cdass. Of course, the
sompany’s oetwark management practices will change and evolve along with the Uses of the Inteme) and the challenges and threals on the intemet.

The need to engage In L is not Limi! Comcast. in fact, all large Intemet wervice providers manage thelr networks, Many of them use the same o similes tools that Gomeast does.

It e company ddn'l manage ils network, Rs customers would be subject lo the negalive effects of spam, viruses, security altacks, network d other risks and ions of service. By

engaging in network including of his Pokicy, Comcast can delives the best passible Intermet b allofits Visit Comeast’s Network
page at omeast. for mote

How does Comcast manage fts network?

Comcast uses various tools and techniques to manage it network, defiver the Service, and ensure comptiance with bis Policy and the These tools and are dynamie,
ke e network and its usage, and can and do change fraquently. For example, these network activites may incude () i g its delivery to customer e-mail
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accounts, () detecting malicious Inlemet lratfic and preventing the distribution of viuses o+ other harmiul code o+ content, (W) lempor asily lowering the piiority of Tatfic for users who e the top
conbibuters to cursent network congestion, and fiv} using other tocis and techniques that Comcast may be required 1o implement in order to meet lis goal of defivering the best possible broadband
Internet experience 1o 2k of its customers.

Are there r&xfctlum on data consumption that apply to the Service?

The Service Is for personal and non-commerdial residential use only. Theretore, Comcast reserves the right 1o suspend os terminate Servica accounts whese data eonsumption is not chamacteristic of a
typlcal residential User of the Service as detenmined by the company in i3 sole discretion. Comcrst has cotablished x monthly data consumption bweshold per Comaast High-Speed intamet account of
250 Gigabylos ("GB). Uae of te Sesvice in excess of 250GB pes month bs excessive use sndis a violation of the Policy. See the Network Management page at hitp:fiwww.comcastnatiterms/aetwork!
for more information and 1o lean how Comcast appies this Pokicy to excessive use. Common activities that may cause excessive data consumpbon in violation of this Policy include, but are not Emited Yo,
numerous of continuous bulk Yansfers of Res and other high capacity waffic using (i) Sle transies protocol (FTP"), (i} poer-to-peer applications, and (i) newsgroups. You must also ensire that your use
of the Service does not restiict, inhibi, Intesiese withs, or degrade any other person's use of the Service, nor {as by C in Rts sole ) mn overly facge burden on the
petwork. In addition. you must ensure $at yours use of the Service does not limit of Interiere with Comcast's abifity to delives and monilos the Seivice of eny part ofits natwaork.

IFyou use the Senvice In violation of the restrictions referenced above, that is a viokation of this Policy. In thes » cases, Comcast may, i its sole discretion, suspend of tetminate your Service account of
requost thal you subscribe to a version of the Service (such as » commercial grade Intemel service, if appropriste} it you wish o conlinue to use he Service st higher data consumption Jevels. Comeast
may also provide versions of the Service with different speed snd dota b among other ch: ica, subject fo Service plans. Comcast's detetmination of the data
consumption for Service accounts is fmal.

1V. Violation of this Acceptable Use Poficy

What happens If you violate this PoRcy?

Comeast reserves the right immediately o suspend or tesminate your Service account and terminate the Subscriber Agreement if you violate the terms of this Policy or the Subscriber Agreement.

How does Comcast enforce this Policy?

Comcast does not soutinely menitor e activity of Individuat Service accounts for violations of this Policy, except for i data '3 ton with the data
provisions of this Poficy. However, in the company’s efforts to promote good citizenship wilhin the intemet it witf respond i it aware of ate use of the Service.
Comcast has no obligation 1o monilor the Service and/or the netwosk. However, Comcast and its supphiers reserve the sight at any time to monitor usage, 134 4 content in ardes

10, among other things, operate the Service; identify viclations of this Poficy: and/or profect the network, the Sefvite and Comsast users.

Comcast prefers to inform customers of inapptoptiate activiies and give them a reasonable period of time in which to take corective acton. Comcast also prefers lo have cusiomers disectly resolve any
disputes of disagreements they may have with olhers, whiethsr customers of not, withoul Comcast's intervention, However, K the Service is used in a way that Comcast ot its suppliers, in thelr sole
discretion, beieve viclates this Policy. Comeast or its suppliers.may lake any responsi b they daem approprista under the i with of without notice. These actions inchide, but are no!
limited to, temporary of permanent removal of content. canceliation of newsgroup posts, Sllering of intesnet 85 and the it i ion of H of all or any porfion of the Service
(inciuding but not limited to newsgroups). Neither Comcast por s affiiates. suppllers, or agents will have any liabillty for any of these responsive actions. These actions are not Comeast’s exdusive
ramodios and Comcast may Laka any other legal or tachnical scions it deems Bppropriate with ot without nolice.

5 tha right fo investigate suspecied violations of this Policy, inchuding the gathering of information rom the user of usess invoived and the compialning party, it any, and examination of
stivers nd network. During an kwesBgation, Comcast may suspend the account or accounts involved and’or remove or block material that patentially viclates this Policy. You
expiessly aulhorize and consesl to Comcast and its suppliers tng with (i) taw ites i the igation of. d fegal violat and §H) and cyst dni at other
Intenret sarvice wiuviders of other netwark or computing fadiities in ordes fo enforce this Policy, Upon termination of your Service account, Gomeasl Is authorized to delete any fles, programs, data, e~
mali zrsi ather messages assodaled with yout account {(and any secondary accoonts).

The faiiure of Comeast or its suppiers to enforce this Policy. for whatever reason, shall not be constnsed as a waiver of 2ny right to da so et any §me. You agree thal if any portion of ibis Polcy is held
iavalid or unenforceable, that portion will be construzd consistent with applicable jaw as nearly as possible, and the semaining portions wil remain by full force and effect,

You agree 10 indemnify, defend and hold hasmiess Comcast end #s affiiates, suppliess, and agents against ol claims sad expenses (incloding reasonable attomey fees) resuling ¥om any viofaBon of this
Palicy. Your Indemniscation will survive ary i of the g

V. Copyright and Digital Millennium Copyright Act Requirements

What fs Comcast’s DMCA policy?

Comeasl is committed to complying with U.S. copyright andrelated laws, and requires all cuslomers and users of the Service ta comply with these faws. Accordingly, you may not store any material or
content on, of dissemingte any matorial or conlent over, fhe Servica {or any part of the Service) in any manner that 5l I of bird party propesty sights, Including rights
granted by U.S. copyrdght law. Owners of copyrighted works who believe that their rights under LS. copyright law have been infringed may lake advantage of cerfain provislons of the Dighal Milennium
Copyiight Acl of 1995 (the "OMCA™) ta seport d Ris C s policy in with the DMCA and other spplicable laws to reserve the figit to terminate the Service provided lo
any customer os user who Is elther found to infinge third party copyright or other Intellackual propesty rights, induding repeat mbiingers, of who Comcast, In s sole discretion, believes s infringing these
rights. Comeast may 1erminate the Service at any time with of without noice (gr any sffected customer of user.

How do copyrioht owners report alleged infringements to Comcast?

Copyiight owners may report aleged inkingaments of their works thal are stored on the Senvice of the Personsl Web Features by sending Comeast's agent & noti of claimed
infingement that satisfes the requirements of the DMCA. Upon Comcast's receipt of 3 salisfactory natice of claimed intringement tor these works, Comcast will respond expeditiously to elthes directly o
indicecty (I} remove the slegedly inkinging work{s} stored on the Service os the Personsl Web Features or (i) disable access to the wark(s). Comeast will 2ieo natity the aflected customer or user of the
Savice of the removal of disabling of access o the work(s). ’

Copyrght owners may send Comcast 8 nosfication of claimedinkingement o seport alleged infingements af their works to:

J. Opperman & M. Moletki

Comcast Cable Comsmunications, LLC
701 East Gate Otive, 3rd Floor

Mount Leurel, NJ 08054 US A,
Phone: 888.565.4328 °

Fax: 856.324.2940
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Email: dnea@comeassnat

Copyright owners may use their own notification of claimed infringenent form that satisfies the requirements of Section 512{¢)(3) of the U.S. Copyright Act. Under the DMCA, enyone who knawingly
makes misrepresentations regarding aleged copyright infiingement may be habte 1o Comcan, the alleged infinges, and the affected copyright owner for any damages Incured in connection with the
semoval, blocking, or repiacement of altegedly Infringing material.

What can customers do Iif they recelve a notification of alleged infringement?

It you seceive 8 of alleged nting as above, and you beljeve In good faith that the allegedy Infringing works have been removed of blocked by mistake or misidentification,
then you may aand a countes notification to Comeasl. Upon Comeast's receipt of 2 counter notifcation that satisfies the requirements of DMCA, Comceasi will provide 8 copy of the counter notification to
the person who sent tha original notification of claimed infringement and will follow the DMCA's procedures with izspect 1o a received counter notification, In all cvents, you expressly agree that Comcast
wi not be o party to any dispules or lawsuits regasding alleped copyright inkingement.

i » nobfication of claimed infringement has been Aled against you, you can e a counter nobficotion with Comcast's designated agert using the contact informaSon shown abave. All counter nolifications
must satisty the requirements of Section 512{g)(3) of the U.S. Copyright Act.

Revised and eflective: January 1, 2009
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