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Special Note Regarding Forward-Looking Statements

This Annual Report on Form 10-K contains forward-looking statements, within the meaning of
Section 27A of the Securities Act of 1933, as amended, and Section 21E of the Securities Exchange Act of
1934, as amended, that reflect our current estimates, expectations and projections about our future results,
performance, prospects and opportunities. Forward-looking statements include, without limitation,
statements about our market opportunities, our business and growth strategies, our projected revenue and
expense levels, possible future consolidated results of operations, the adequacy of our available cash
resources, our financing plans, our competitive position and the effects of competition and the projected
growth of the industries in which we operate. This Annual Report on Form 10-K also contains forward-
looking statements attributed to third parties relating to their estimates regarding the size of the future
market for products and systems such as our products and systems, and the assumptions underlying such
estimates. Forward-looking statements include all statements that are not historical facts and can be
identified by forward-looking statements such as “may,” “might,” “should,” “could,” “will,” “intends,”
“estimates,” “predicts,” “projects,” “potential,” “continue,” “believes,” “anticipates,” “plans,” “expects”
and similar expressions. Forward-looking statements are only predictions based on our current expectations
and projections, or those of third parties, about future events and involve risks and uncertainties.
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Although we believe that the expectations reflected in the forward-looking statements contained
in this Annual Report on Form 10-K are based upon reasonable assumptions, no assurance can be given
that such expectations will be attained or that any deviations will not be material, In light of these risks,
uncertainties and assumptions, the forward-looking statements, events and circumstances discussed in this
Annual Report on Form 10-K may not occur and actual results could differ materially and adversely from
those anticipated.or implied in the forward-looking statements. Important factors that could cause our
actual results, level of performance or achievements to differ matertally from those expressed or forecasted
in, or implied by, the forward-looking statements we make in this Annual Report on Form 10-K are
discussed under "lItem 1 A. Risk Factors" and elsewhere in this Annual Report on Form 10-K and include:

e our ability to successfully implement our business strategy;
+ our expectation that we will incur losses, on a consolidated basis, for the foreseeable future;
e our ability to fund our operations;

+ borrowings under our existing bank facility are payable on demand and the facility could be
terminated at any time without notice;

s the impact on our success of the relative maturity in the United States, and limited size, of
the markets for our infant protection and wander prevention systems and vibration
monitoring instruments;

» the degree of success we have in leveraging-our brand reputation, reseller network and end-
use customer-base for our infant protection and wander prevention systems to gain inroads in
the emerging market for asset/staff location and identification systems;

s the rate and extent of the 1).S. healthcare industry’s adoption of radio frequency
identification, or RFID, asset/staff location and identification systems;

+ the relative degree of market acceptance of our zonal, or cell identification, active RFID
systems compared to competing technologies, such as lower power Ultra Wide Band-based
location technologies, 802.11 and Zigbee-based location and wireless networking
technologies;

¢ our ability to complete our efforts to integrate our infant protection, wander prevention and
asset/staff location and identification systems on one technology platform;

» our ability to complete our efforts to introduce a new vibration monitoring instrumentation
platform;




o the impact on our success of uncertainty as to whether we will be able to increase our sales
of infant protection and wander prevention systems outside of North America;

e our success in integrating our Canadian-based businesses;
s our reliance on third-party dealers to successfully market and sell our products;

¢ we may become subject to costly product liability claims and claims that our products
infringe the intellectual property rights of others;

s our ability to comply with current and future regulations relating to our businesses;

s uncertainty as to whether a market for our VeriMed, VeriGuard and VeriTrace systems will
develop and whether we will be able to generate more than a nominal level of revenue from
the sale of these systems;

« the potential for patent infringement claims to be brought against us asserting that we hold
no rights for the use of the implantable microchip technology and that we are violating
another party’s intellectual property rights. If such a claim is successful, we could be
enjoined from engaging in activities to market the systems that utilize the implantable
microchip and be required to pay substantial damages;

o market acceptance of our VeriMed system, which will depend in large part on the future
availability of insurance reimbursement for the VeriMed system microchip implant
procedure from government and private insurers, and the timing of such reimbursement, ifit,
in fact, occurs;

o apotential disruption to our business, loss of sales and higher expense if we are unable to
obtain the implantable microchip used in our VeriMed, VeriGuard and VeriTrace systems
from our sister company Digital Angel Corporation, or Digital Angel, and other risks related
to our supply agreement with Digital Angel,

s our ability to provide uninterrupted, secure access to the VeriMed database;

o conflict of interest risks related to our continued affiliation with Digital Angel and our parent
company, Applied Digital Solutions, Inc., or Applied Digital; and

e our ability to establish and maintain proper and effective internal accounting and financial
controls.

You should not place undue reliance on any forward-looking statements. In addition, past
financial or operating performance is not necessarily a reliable indicator of future performance, and you
should not use our historical performance to anticipate future results or future pertod trends. Except as
otherwise required by federal securities laws, we disclaim any obligation or undertaking to disseminate any
updates or revisions to any forward-looking statement contained in this Annual Report on Form 10-K to
reflect any change in our expectations or any change in events, conditions or circumstances on which any
such statement is based. All forward-looking statements attributable to us, or persons acting on our behalf,
are expressly qualified in their entirety by the cautionary statements included in this Annual Report on
Form 10-K.




PARTI
ITEM 1. BUSINESS
The Company

We were formed as a Delaware corporation by Applied Digital Solutions, Inc., or Applied
Digital, in November 2001. In January 2002, we began our efforts to create a market for radio frequency
identification, or RFID, systems that utilize our human implantable microchip. Applied Digital owned over
90% of our stock as of December 31, 2006. On February 14, 2007, we completed our initial public offering
in which we sold 3,100,000 shares of our common stock at $6.50 per share. As a result, as of March 27,
2007, Applied Digital owned 60% of our stock.

In March 2005, we acquired EXI Wireless Inc., a Canadian corporation engaged through its
subsidiaties in the business of developing and marketing RFID systems for infant protection, wander
prevention and asset/staff location and identification for use within the healthcare industry and asset
management systems used by indusirial companies to manage and track their mobile equipment and tools.
Subsequent to the acquisition, EX1 Wireless was renamed VeriChip Holdings Inc., or VHI.

In June 2005, we acquired Instantel Inc., a Canadian corporation engaged in the business of
developing and marketing RFID systems for infant protection, wander prevention, emergency response and
asset tracking within the healthcare industry, as well as vibration monitoring instruments for the
construction, mining and blasting industries. In January 2006, we effected an amalgamation of Instantel
and the former EXI Wireless subsidiaries under Canadian law. The combined entities now operate as a
wholly-owned subsidiary of VHI.

In early 2007, we realigned our business into three business segments: healthcare security,
implantable, and industrial. This change was made to align our financial reporting with our new
operational management structure. All segment information in this Annual Report on 10-K has been
reclassified to reflect the segment realignment.

Our principal executive offices are located at 1690 South Congress Avenue, Suite 200, Delray
Beach, Florida 33445. Qur telephone number is (561) 805-8008. Unless the context provides otherwise,
when we refer to the "Company,” "we," "our," or "us" in this Annual Report on Form 10-K, we are
referring to VeriChip Corporation and its consolidated subsidiaries.

Hugs, Kisses, Roam Alert, Assetrac, Blastmate, Minimate, and BioBond are our registered
trademarks, and HALO, VeriMed, VeriChip, VeriGuard, VeriTrace and ToolHound are our
trademarks. This Annual Report on Form 10-K contains trademarks and tradenames of other
organizations and corporations.

Available Informatien

We file or fumnish with or to the Securities and Exchange Commission, or SEC, our quarterly
reports on Form 10-Q), annual reports on Form 10-K, current reports on Form 8-K, annual reports to
stockholders and annual proxy statements and amendments to such filings. Qur SEC filings are available to
the public on the SEC's website at http://www.sec.gov. These reports are also available free of charge from
our website at http://www.verichipcorp.com as soon as reasonably practicable after we electronically file or
furnish such material with or to the SEC. The information on our website is not incorporated by reference
into this Annual Report on Form 10-K or any registration statement that incorporates this Annual Report on
Form 10-K by reference.

Overview

We are primarily engaged in the development, marketing and sale of radio frequency
identification systems used to identify, locate and protect people and assets. The healthcare industry
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represents the principal market for our RFID systems. Our goal is to become the leading provider of RFID
systems in the healthcare industry.

Through our acquisitions in the first half of 2005 of two Canadian-based businesses, each of
which has been engaged in the design, marketing and sale of RFID systems for more than 20 years, we
have become one of the leading providers of:

+ infant protection systems that help to prevent mother-baby mismatching and infant
abduction; and .

*  wander prevention systems that help to protect and locate residents in nursing homes and
assisted living facilities. .

As of December 31, 2006, our RFID systems for one or the other of these applications have been
installed in over 4,000 healthcare locations, primarily located in North America. Sales of these systems
currently represent a majority of our revenue.

We are in early stages of marketing an asset/staff location and identification system to hospitals
and other healthcare facilities. This system is designed to efficiently identify, locate and protect medical
staff, patients, visitors and medical equipment. We are seeking to leverage our established brand reputation,
reseller network and extensive end-use customer base for our infant protection and wander prevention
systems to gain inroads in the developing market for RFID real-time location systems in hospitals and other
healthcare facilities. The healthcare market for these systems is just emerging, but several market research
firms predict that these types of systems will develop into the second-largest application for RFID
technology in the healthcare industry over the next decade.

RFID technology involves the use of radio frequency, or RF, transmissions, typically achieved
through communication between a microchip-equipped transponder and a receiver, for identification,
location and other purposes. The basic components of an RFID system consist of:

*  a“tag,” containing a microchip-equipped transponder, an antenna and a capacitor, attached
to the item to be identified, located or tracked, which wirelessly transmits stored
information to a receiver;

+  one or more receivers, also referred to as “readers,” which are devices that read the tag by
sending out an RF signal to which a tag, in the range of the signal, responds;

» the equipment, cabling, computer network and software applications to use the processed
data for one or more applications.

Most RFID systems use either “active™ or “passive” tags, with the choice reflecting the different
characteristics of the tags and the nature of the RFID system application. The key difference in the
technology is that active RFID systems deploy tags with battery-powered microchips that emit a signal at
regular intervals or continuously and do not rely on power from the reader to operate, while passive RFID
systems deploy tags with microchips that have no attached power supply and receive an activating charge
from the reader’s signal. Applications that require receipt of signais between the tag and the reader beyond
approximately 10 meters in range usually need a battery in the tags.

Our infant protection, wander prevention and asset/staff location and identification systems all
make use of active RFID tags which are worn by the people or attached to the objects these systems are
designed to identify, locate or protect, enabling the systems to be used for perimeter control, tamper
notification, and location and tracking purposes. Multiple receivers with radio frequency antennas are
placed in selected locations throughout a facility to receive coded beacon messages from these active tags.
All receivers in range of a particular tag decode the message and send the received information to a central
server. The received tag information is used for multiple purposes across the range of system applications,
including to provide supervisory alerts when tag messages are absent and to provide tag positional location
through triangulation or other context-sensing algorithms. In addition, many of our active tags include a
tamper detection feature to prevent unauthorized removal, enhancing the security features of our systems.




This includes our proprietary skin-sensing and cut band technologies used with our infant protection tags,
as well as our proprietary tamper-proof asset tag used in our asset/staff location and identification system.
We are also in the process of attempting to create a market within the healthcare sector for the
first, and, to date, we believe the only, human-implantable radio frequency transponder systetn cleared for
use for patient identification and health information purposes by the U.S. Food and Drug Administration, or
FDA — our VeriMed patient identification system. To date, we have generated nominal revenue from sales
of our VeriMed system. The key components of the VeriMed system are a passive microchip, which is
approximately the size of a grain of rice, a fixed.location or a wireless handheld scanner used to read the
16-digit identification number contained on the microchip, and a secure, web-enabled database containing
information appropriate for the specific application. The implantable microchip is not worn or attached as
are the tags used in our infant protection, wander prevention and asset/staff location and identification
systems but rather is implanted under the skin in a person’s upper right arm utilizing a different technology.

We are also engaged-in the development, markéting and sale of products with applications
outside the healthcare sector that do not make use of RFID technology. Specifically, we offer:

+  a wide range of vibration monitoring instruments used by enginegering, construction and
mining professionals to monitor and document the effects of human-induced vibrations on
neighboring structures in an area where blasting activity occurs. We believe we are the
leading provider of vibration menitoring instruments. Sales of such instruments currently
represent the second-largest source of our revenue; and

*  an asset management system used by industrial companies to manage and track their
mobile equipment and tools for purposes of, among other things, reducing theft and the
hoarding of assets. Our asset management system provides broad functionality, including
multi-facility management, usage tracking by cost center, remote requisition, employee
certification, third-party enterprise resource planning integration, and time and attendance
capability. : o : ;

Industry Overview
RFID and the Healthcare Industry

RFID technology has been widely adopted and used in a number of industries and for a number
of different applications. Today, RFID is being used to identify objects in retail, transportation and logistics
industries, as.well as to identify and locate livestock and companion pets. RFID technology offers a number
of advantages over other systems used to identify and track objects, such as barcode technology. RFID
technology offers instantaneous Jocation ability without the need for ongoing human intervention, and
provides greater range, accuracy, speed and lower line-of-sight requirements than barcode technology.

According to a 2006 report prepared by IDTechEx, a United Kingdom-based consulting firm,
entitled “RFID in Healthcare 2006-2016,” the market for RFID tags and systems in the healthcare industry
in 2006 amounts to $90 million, representing approximately 3% of the total RFID market. IDTechEx has
forecast that by 2016 the market for RFID tags and systems in the healthcare industry will grow to
approximately $2.1 billion, estimated to then represent 8% of the total market for RFID technology. The
anticipated rapid growth in the healthcare industry’s adoption of RFID technology reflects the many
healthcare-related applications envisioned and the benefits — for example, operational efficiencies, cost
control and error prevention — to be derived from such applications.

Some of the major applications of RFID systems being deployed in the healthcare industry today
include: . <

»  Infant Protection—At present, approximately 50% of maternity wards and other birthing
facilities in the United States, and 65-75% of maternity wards with greater than 1,000
births per year, have some type of infant protection system — though not necessarily an
RFID system. Based on our experience, we anticipate that hospital maternity, wards and
birthing centers will continue to upgrade their security measures, with RFID systems

- designed for these applications achieving greater market penetration. The adoption of

5




security measures, such as the implementation of an RFID infant protection system, has
been prompted by problems in dealing with mother-baby mismatching and infant
abduction. The Journal of Healthcare Protection Management has reported that an
estimated 20,000 mismatching incidents occur annually in the United States. Between
1983 and 2004, 223 infants were recorded as being abducted in the United States, with
over 50% taken from healthcare facilities.

»  Wander Prevention—At present, we estimate that roughly 30% of the long-term care
facilities in the United States have deployed an RF1D-type wander prevention system. The
level of system deployment varies by type of facility. Nursing homes reflect the highest
level, followed by assisted living facilities. The implementation of RFID wander
prevention systems has been prompted by the significant number of individuals residing in
long-term care facilities, including nursing homes and assisted living facilities, who are at
risk of wandering away from their care facility. This can result in danger to the individual
and subsequent liability to the healthcare facility and its insurer. According to the National
Institute on Aging of the U.S. National Institutes of Health, in 2005 there were
approximately 37 million people over the age of 65 in the United States alone, and that
number is expected to grow to approximately 58 million by 2025. Furthermore, according
to the National Nursing Home Survey, published by the Center for Disease Control in June
2002, as of 1999, there were 18,000 nursing homes in the United States in which
approximately 27% of the residents suffered from Alzheimer’s disease, dementia or
related disorders. We believe that existing and future state regulations applicable to long-
term facilities, which include security and wander prevention requlrements will drive the
growth in demand for wander prevention systems

IDTechEx expects that over the next ten years the second-largest RFID application, by value,
within the healthcare industry will be real-time location systems for staff, patients, visitors and assets. Real-
time location systems are designed to locate persons or objects from a distance within a defined physical
space, such as an entire hospital, a care unit or a patient’s room. In this context, “real-time” means that the
RFID system checks and updates the location of the persons and/or objects on a frequent basis, such as
every few seconds. The IDTechEx report cites a number of factors underlying the expected growth in real-
time location system applications, including: the increase in incidents of violence towards staff in hospitals
and long-term care facilities; the increase in the dependent elderly as a percentage of the overall population,
which is causing the ratio of patients to staff to increase, necessitating more efticient use of staff; and the
excessive costs and inadequate level of service and safety resulting from the inability to locate assets and
supplies. RFID real-time location systems can enhance the operational flow and productivity of medical
staff, enable appropriate personnel to more quickly respond to incidents of patient violence against staff,
locate patients and assets, and respond to patients’ needs for assistance.

Notwithstanding the predictions of significant growth for RFID real-time location systems in the
healthcare sector, the pace at which healthcare facilities have implemented RFID systems has been slower
than many who follow the industry have anticipated. Market analysts have cited a number of factors that
may be constraining the rate and extent of the U.S. healthcare industry’s adoption of RFID asset/staff
location and identification systems, including:

«  the cost of deployment, coupled with the limited budgets of many hospitals;
»  the uncertainty or unquantifiable nature of the return on investment; -

»  system compatibility issues;

» the low level of awareness; and

*  privacy concerns.

To date, hospitals in the United States that have implemented real-time location systems have
done so primarily on a departmental basis. This reflects, in part, the funding constraints of U.S. hospitals,

nearly two-thirds of which operate at break-even level financially, as well as the difficulty of quantifying
the return on investment derived from deployment of an RFID system. Most of the existing system
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installations represent early adopters of the technology, typically teaching hospitals. IDTechEx expects that’
the future rate of adoption of RFID real-time location systems will depend on the size of the hospital, with
large and mid-sized hospitals more likely being early adopters. IDTechEx also expects that the average
price of real-time location systems will rise as larger-scale and more sophisticated projects are undertaken,
notwithstanding the expected reduction in the costs of tags and some degree of standardization of the
software and modularity of hardware. In general, a real-time location system with a greater coverage area
translates into greater potential for applications that improve productivity, increase revenues and reduce
COSts,

We believe that RFID technology may also be used to address the need of emergency room
personnel and other first responder medical practitioners to identify uncommunicative patients and rapidly
access their personal health records, and we believe that use of such technology has the potential to
improve patient care, enhance productivity and lower costs. The [DTechEx report refers to a study
performed by the U.S. Institute of Medicine that estimated that preventable medical errors in the United
States cause between 44,000 and 98,000 deaths each year, due in part to mistaken patient identification and
lack of information on a patient’s medical history, and results in losses, other than the loss of human life, of
$17 billion to $29 billion annually. These losses include the expense of additional care needed because of
mistakes, disability, and lost productivity and income. One factor that can contribute to the occurrence of
preventable medical errors is the inability to identify a patient and/or access his or her health records.
Recognizing the problem of patient identification and access to medical records, the United States
government is currently attempting to address certain inefficiencies in the healthcare system related to
information technology. In particular, the current administration has developed a National Health
Information Technology Plan which features as one of its main initiatives a plan to establish electronic
health records for a majority of Americans within the next ten years.

RFID and Security and Industrial Applications

The security, industrial and government sectors also stand to benefit from the implementation of
RFID technology. Many high security facilities, such as government and industrial facilities, have a need
for access monitoring. For example, nuclear power plants, national research laboratories and correctional
facilities, among others, require the means to accurately and securely monitor activity, Line of sight
tdentifiers, such as 1D cards, suffer from problems that RFID technology readily overcome, such as reliance
on human visual identification, loss, theft, tampering and slow speed.

Large industrial companies in higher-value asset-intensive industries, such as construction, oil
and gas, and power companies, can face significant costs related to inefficiencies in locating mobile assets
and tools. A January 2005 report by the National Equipment Register cites estimates of the total value of
construction and farm equipment stolen annually in the United States ranging from $300 million and $1
billion. Companies in these industries frequently experience problems and incur costs related to managing
inventory. To address these problems, companies such as SAP, Oracle and Peoplesoft offer enterprise
resource planning, warehouse management, and manufacturing execution systems that include asset
tracking modules and capabilities. To date, RFID solutions have achieved limited market penetration.

Vibration Monitoring

Govemment regulations relating to the monitoring of vibrations resulting from activities, such as
mining, commercial blasting, pile driving and heavy construction, require compliance with specified
standards. These standards serve to limit the potential for damage to neighboring structures and to
minimize human annoyance. The demand for such monitoring, though affected by the level of economic
activity, has, in general, increased over the last 20 years, reflecting the greater degree of blasting and
vibration activities occurring closer to densely populated areas. In addition, the insurance industry requires
monitoring to avoid claims for vibration-related damage.

Our Solutions

We are primarily engaged in the development, marketing and sale of RFID systems used to
identify, locate and protect people and assets. The healthcare industry represents the principal market for
our RFID systems. We also market and sell RFID and non-RFID systems with applications outside the
healthcare sector, specifically for security and industrial applications. In addition, we market and sell
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vibration monitoring instruments used to monitor and document the effects of human-induced vibrations on
neighboring structures in an area where blasting occurs. All of our systems are designed to enable our end-
use customers to enhance operating efficiencies, reduce costs, and reduce the exposure to potential liability.

In early 2007, we realigned our business into three business segments: healthcare security,
implantable, and industrial. This change was made to align our financial reporting with our new
operational management structure. All segment information in this Annual Report on Form 10-K has been
reclassified to reflect the segment realignment.

QOur Healthcare Security Systems
Infant Protection '

We are a leading providér of RFID infant protection systems, which we market and sell under
the Hugs and HALQ brand names. Our systems reduce the risk of infant abductions and mother-baby
mismatching, and enable healthcare professionals to accurately identify infants. Qur systems help protect
infants from abductions.by sounding alarms, locking doors and disabling elevators, While infant abductions
are rare, the impact of a single case can create a severe negative impact on hospitals, birthing centers and
families. With an additional optional component worn by the mother, one of our systems can be used to
help prevent mother baby-mismatching through an audible signal to indicate a match or mismatch.

The benefits of our infant protection systems include:

+ areliable and accurate security system using RFID technology, requiring no manual
checking of infant tags or other devices to make sure they are working (as the system
software continually monitors the status of all key system components, and generates an
alarm if something goes wrong);

«  automatic alerting of mother-baby mismatches (in the case of one of our systems);

»  aproprietary skin-sensing or cut band technology that sounds an alarm if the tag is
e removed-or tampered with; '

+ areduction of potential liability to hospitals and birthing centers; and

»  an enhanced marketability of a hospital or birthing center. :

The Hugs System
: : .

The Hugs system uses a proprietary anklet band containing an active RFID tag: If the band is cut
or tampered with, a signal is emitted to a receiver. The Hugs system software continually monitors the
status of all infant tags, and will generate an alarm if a tag does not send a status message every 12 seconds
— and more frequently when within the range of a mounted receiver at a point of egress. The beacon is
received by receivers positioned above the ceiling or by a door that monitor the tag’s location, Once a
signal is emitted to a receiver, the receiver then sends the signal to a server containing our application
software. L ' :

The Hugs system will alert the staff of a maternity ward or birthing center if:

*  someone tries to exit via a monitored door or elevator with a protected infant, without
authorization,

+  the band is cut or tampered with;
« the tag’s signal is not detected by the system for a specified period of time;

+  the tag’s battery power is low; ' 2




-

. ». an authorized exit occurs but someone tries to ¢ piggyback” through the protected exit with

" another infant; or : S

] . . . - .
+  an authorized exit occurs, but the infant is not retumecl to the demgnated safe areain a
spec1fied time. - . '
In the event of an alarm, the server indicates the tag' 1D number and the exact location on a floor plan map

| of the facility, The Hugs system can automatically activate magnetic door locks or hold an elevator. It'can
, also integrate with and activate other security and access control systems, such as alpha-numenc pagers and

cameras. : . C

Through the use of simple password procedures, the Hugs system allows staff to sign tags out of
the system, so infants can be moved, for example, from the maternity ward for testing or other medical ¢
procedures.

o ) -

The optional Kisses component to the Hugs system is designed to ensure mother infant
matching. With the Kisses option, each mother wears a small Kisses tag. Every time a mother and infant
are brought together, an audible signa! indicates a match or mismatch. In the event of a m1smatch the
infant’s tag 1mmedlately alerts the maternity ward or birthing center

The HALQ system is offered at a lower price point than our Hugs system. The HALQ system
uses a generic bracelet, which goes around an infant’s ankle, containing an active RFID tag incorporating
our proprietary skin-sensing technelogy. If the skin-sensing tag is removed from the infant’s skin, a signal

' is emitted to a receiver. Any unauthorized attempt to remove the HALO tag, or to take the infant through a
' monitored exit, immediately results in an alarm at the HALO computer. The alarm identifies the infant and
exact location.

‘ : The Halo System '

The HALQ system supports easy, secure bypass of exits via a keypad or card-access system,
recording the identity of the staff member and the baby being transported. With optlonal staff tags, this
pracess becomes completely automatic.

The HALO system is modular in design and can be easily expanded to new areas of the medical
facility — for example, the pediatrics wing — with the addition of more receivers and tags.

Wander Prevention .

We believe that we are one of the leading providers of active, wearable tag RFID wander
prevention systems, which we market and sell under the Roam Alert brand name. Our systems allow
healthcare professionals to accurately identify and locate residents of long-term care facilities, including
nursing homes and assisted living facilities, as well as hospital psychiatric wards and trauma units. Our
systems help protect residents from wandering by sounding alarms, locking doors and disabling elevators.
Residents wearing our tags are typically individuals who suffer from a dementia-related disorder, such as
Alzheimer’s disease. In addition, hospitals can use our wander preventlon systems in their pediatric wards
to help protect their patients and reduce potential liability.

The benefits of our wander prevention systems include:

v

» the protection of residents without physical restraint, providing them freedom to move
throughout their place of residence; '

»  the reduction of staffing requirements and the increased ability to focus on care rather than
“protection; and : )

»  the reduction of potential Hability to long-term care and related facilities.




With the Roam Alert wander prevention system, an at-risk resident of a long-term care facility
wears an active tag RFID bracelet, which we believe to be one of the smallest and lightest on the market.
Exits are protected by door receivers. When the resident approaches an exit, the door controller tocks the
door to prevent the resident from leaving or, if the door is open, an alarm sounds. All alarm information is
presented in an intuitive visual format: the name of the resident, his/her location and even a picture can be
displayed on PCs installed at one or several nurse stations around the long-term care facility. For bypassing
doors, staff members wear staff pendant tags. Doors will unlock automatically and the system will record
the identity of the staff member, as well as the resident(s) the staff member is escorting.

The Roam Alert system allows for customization of resident care so as to give each resident the
maximum possible freedom compatible with his/her safety. The system can be programmed to enable a
resident to pass through certain exits, for example to reach a common area, while all other exits and _
residents remain protected. !

The system provides not only wander prevention, but can also be expanded to include personal
emergency response and resident locating. Residents and staff can call for help fronm.anywhere in the
facility at any time. ' |
Our Roam Alert ECO product, which we sell at a lower price point, is targeted at facilities with
only a few exits to monitor and/or only a few residents in need of protection. The Roam Alert ECO can
cover elevators, and supports display of the resident tag D number at the door with the optional ID display
unit. It is easily integrated with nurse call, access control and fire safely systems. In addition, the ECO
product can be upgraded to the fuller functionality of the Roam Alert system.

Asset/Staff Location and Identification

Our Assetrac asset/staff location and identification system provides a reliable and efficient
method for hospitals and other healthcare facilities to locate high-value mobile medical equipment, which
we believe can be of help in providing ready access to such equipment when needed and reducing losses
due to misplacement or theft. The location information provided by the system can also be used to establish
whether that equipment has been sterilized since its last use. This information helps to ensure that patients
are treated with sterile and safe equipment.

QOur location and identification system can be utilized for other applications, such as:

+  tracking patients for identification purposes prior to the administration of medications or
surgery;

« tracking the location of caregivers in healthcare facilities to ensure timely response to
‘ emergencies; and

»  facilitating staff alarms in the event-of patient violence.

Hospitals have the ability to deploy asset/staff location and identification systems of varying
scale, ranging from a system covering a single department, such as the emergency room or the operating
room, to one covering the entire facility. The system can provide a combination of portal-based tracking
and true real-time tracking. To date, five of our asset/staff location and identification systems have been
sold and three of those systems have been installed, with the other two expected to be completed by the
third quarter of 2007, These systems were sold through a single distributor on a private label basis.

Qur VeriMed System

Our VeriMed system is designed to rapidly and accurately identify people who are unconscious,
confused or unable to communicate at the time of medical treatment, for example, upen arrival at a hospital
emergency room. Our VeriMed system provides emergency room physicians and staff who have access to
our scanner and either our or a third-party database with rapid access to patient pre-approved information,
including the patient’s name, primary care physician, emergency contact information, advance directives
and, if the patient elects, other pertinent data, such as personal health records. In addition, we believe that
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our.recent introduction of our wireless handheld scanner will make the VeriMed system an important
identification tool for EMTs and other emergency personnel outside the hospital emergency room setting.
The components of our system include:

*  a glass-encapsulated microchip-equipped transponder, antenna, and capacitor; .
« afixed location, and now a wireless handheld, scanner; and
*  asccure, web-enabled database containing patient-approved information.

The microchip used in the VeriMed system is a passive RFID microchip, approximately the size
of a grain of rice, which is implanted under the skinin a patlent s upper right arm by the patient’s
physician. The capsule is coated with a polymer, BioBond™ to form adherence to human tissue, thereby
preventing migration in the body. Each microchip contains a unique 16-digit identification number. The
identification nuriber can be read by one of our handheld scanners. When the scanner is placed within a
few inches of the microchip, a small amount of radio frequency energy passes from the scanner, energizing
the dormant microchip, which then emits a radio frequency signal transmitting the identification number.
With that identification number, emergency room personnel or EMTs can securely obtain from our or a
third party’s database the patient’s pre-approved information, including the patient’s name, primary care
physician, emergency contact information, advance dlrectlves and, if the patient elects, other pertinent data,
such as personal health records.

We currently envision offering patients two annual subscription levels to our database, basic and
full-featured. The following table sets forth the type of information that a patient can store on our database
at each subscription level.

Basic Full-Featured
Type of Information Subscription Level Subscription Level
Personal identification and contact information ...............ccceee.e. v v
Physician and emergency contact information v v
Blood type and allergies ... e v v
Information about medical facilities where additional
information is stored v v

Advance directives: .....cooeeeeeerennanennie. v v

* living will

* power of attorney

» health care agent

» do-not-resuscitate order

» organ/tissue donor card
Personal health records:........ccoviiiiiniiinnnnnne e v

+ medical conditions

+ medications and over-the-counter drugs and
supplements

» medical device implants

= previous surgeries and recent hospital admissions and
medical tests

* specialty physicians

An individual implanted with our microchip is under no obligation to subscribe to our database
and, instead, may have his or her information stored solely on a third-party database, such as that
maintained by a nearby hospital. In such case, we would not derive the recurrent revenue associated with
the subscription to our database. Alternatively, a patient may decide to store his or her information in both
our database and a third-party database. If a hospital or other healthcare facility desires, we will, in general,
seek to integrate our database with its own database.

Initially, we anticipate that a microchip-implanted individual will take responsibility for
inputting all of his or her information into our database, including personal health records, as physicians
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currently have little interest in being involved in this process — primarily because of liability concems and
because they are not generally paid for this service. However, in time we envision that persons with our
microchip may prevail upon their physicians to assist them with the inputting-of information for which, by
virtue of their medical training, physicians are better equipped to provide. This, in turn, should provide
emergency room personnel and EMTs with greater confidence in the accuracy and completeness of
patients’ personal health records in the database.

An individual implanted with our microchip whose information is included in our database may
grant access to such information to any of the following categories of persons, at the sole discretion of the
patient:

public safety personnel, including local policé,‘« ﬁrela.nd rescue workers;
“»  emergency medical personnel, including EMTs and paramedics;

«  medical facilities, including hospitals, urgent care centers apd physician offices; and
. law ‘enforcement personnel, including sheriff’s departments, state police and the FBIL.

Unless a patient decides otherwise, such persons will have read-only access to a patient’s
information.

There are a number of risks associated with our VeriMed business, inbluding without limitation:

*  uncertainty as to whether a market for the VeriMed system will develop and whether we will be’
able to generate more than a nominal level of revenue from the sale of such systems;

+  uncertainty as to the future availability of insurance reimbursement for the microchip implant
procedure from government and private insurers;

«  a potential disruption in our operations, loss of sales and higher expense in the event we are
unable to obtain the implantable microchip from Digital Angel Corporation, our sole supplier of
the microchip, or have to make alternative arrangements for the manufacture of the microchip;

+  our obligation to meet annual minimum purchase requirements beginning in 2007 under our
supply agreement with Digital Angel, as a condition to maintaining the exclusivity of our supply
arrangement, that may exceed our sales of the microchip; and N

+  possible third-party claims asserting that we hold no rights for the use of the implantable
microchip technology and are violating the third party’s intellectual property rights. If such a
claim were successful, we could be enjoined from marketing this technology and could be
required to pay substantial damages.

For additional information relating to the risks associated with our VeriMed business, see “Item 1A. Risk
Factors—Risks Related to Our Businesses Which Utilize the Implantable Microchip.”

QOur Industrial Systems
Vibration Monitoring Instruments

Our Blastmate and Minimate vibration monitoring instruments provide engineering, construction
and mining professionals with an accurate and efficient means to monitor and document the effects of
human-induced vibrations on neighboring structures in an area where blasting occurs. Government
regulations relating to vibration monitoring require comipliance with specified standards to limit the
potential for damage to neighboring structures and to minimize human annoyance that may result from
commercial blasting or heavy construction. Our instruments assist in evaluating the peak vibration level,
which is a key statistic in the prevention of structural damage.
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We are in the process of developing and introducing a new instrumentation platform. The new
platform will replace our existing platforms for our vibration monitoring instruments, for which we are
facing certain manufacturing challenges due to the discontinuation and unavailability of key components,
We believe the new platform, when completed, will better integrate with contemporary data
communications protocols so as to improve our products’ remote monitoring capabilities. In addition, we
expect the new platform will entail the addition of several sensors and peripherals that will enhance the
ability to monitor additional environmental and structural parameters related to vibration and overpressure
monitoring,.

Asset Management System

Qur asset management system, ToolHound, is used by industrial companies to manage and track
their mobile equipment and tools, Our primary markets for the ToolHound system are the heavy
construction, power generation and petrochemical processing industries. ToolHound is a turnkey system
consisting of barcodes, durable scanners, wireless.access points and management application software that
includes a check-out and return system for mobile equipment and tools. The information relating to the
equipment is maintained in a database enabling a company to monitor inventory, equipment maintenance
status and job activity status. The ToolHound system provides broad functionality relative to competitive
products, including multi-facility management, usage tracking by cost center, remote requisition, employee
certification, third-party enterprise resource planning integration, and time and attendance capability. In
addition, our core competency in RFID technology provides us with expanded product development
possibilities, such as the ability to read data from RFID tags.

Our Strategy - o

'For the foreseeable future, we expect that our revenue will continue to be derived primarily from
sales of our infant protection and wander prevention systems, which along with out asset/staff location and
identification system, make up our healthcare security system offerings, and sales of our vibration
monitoring instruments. :

Healthcare Security System Offerings

We believe that the global market for infant protection systems, including components of such
systems that are consumable items, is currently growing at a rate of approximately 10-15% per year,
although we consider the market relative mature. The United States currently accounts for more than 95%
of the global market for infant protection systems. There are approximately 3,400 birthing hospitals in the
United States. We estimate that infant security systems have been implemented in approximately half of
these facilities. Management.estimates that approximately one in three, or 1,100, U.S. hospitals and
birthing centers use our infant protection systems, In 2006, we achieved record sales of our infant
protection products. These sales were across all of our product platforms and multiple geographies,
focused in North America. We believe that growth opportunities exist among the remaining facilities that
do not yet have infant protection systems in place, as well as through replacement of legacy systems.
Presently, approximately halt of our infant protection system sales are replacement system sales.

We estimate that within the United States RFID-type wander prevention systems are currently
installed in approximately 30% of the more than 52,000 nursing homes and assisted living facilities. While
the nursing home segment is considered fairly well penetrated, we believe that existing and future state
regulations applicable to long-term facilities, which include security and wander prevention requirements,
will continue to drive growth in demand for wander prevention systems for the next several years. - Over
340 of our wander prevention systems were purchased by long-term care facilities in 2006.

In view of the relative maturity of the markets for our infant protection and wander prevention
systems — at least in the United States -- our growth strategy for these businesses encompasses the
following:

s Market and sell these systems internationally through distribution relationships. We are only
Just beginning to penetrate geographic markets outside of North America for our infant
protection and wander prevention systems. In an effort to aceelerate this process, we intend to
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enter into distribution agreements with a combination of both local distributors who have an in-
_ depth knowledge of the relevant geographic region, as well as larger distributors with a global or
near-global reach.

«  Leverage our established brand recognition, reseller network and extensive end-use customer
base for our infani protection and wander prevention systems to gain inroads in the emerging
market for asset/staff location and identification systems. We intend to leverage our established
‘brand reputation, reseller network and extensive end-use customer base for our infant protection
and wander prevention systems to gain inroads in the emerging market for RFID location and
identification systems in the healthcare industry. We are in the process of building out our
distribution network for our asset/staff location and identification system and providing the
requisite training to certain dealers in an effort to be on the forefront of the emerging market for
these systems in the healthcare sector. We effected a limited commercial launch of our asset/staff
location and identification system to our dealer channel for this system in the first quarter of
2007. We believe that it is important for our asset/staff location and identification system to
capture market share in this emerging market within the next 12-24 months, as we expect that a
significant factor in hospitals’ choice of system vendors will be referrals to other healthcare
facilities that have deployed, and are pleased with, such systems. To achieve this, we will need
to be on the forefront of the effort to educate the healthcare industry regarding the benefits,
including the return on investment, achievable through implementation of RFID location and
identification systems.

«  Offer healthcare security applications that are flexible, scalable and expandable. Our current
product development efforts for our infant protection, wander prevention and asset/staff location
and identification systems include having all of these systems share a common technology
platform. This platform consists of a networked hardware infrastructure and a software-based
server running on an industry standard computing platform thereby allowing it to be integrated
with a customer’s existing technology platform. On top of this common hardware and software
platform, each of the applications, such as infant protection, augments the platform with specific
RFID tags designed for that application and a software module that provides the application-
specific graphical user interface. We believe that a common technology platform for our
healthcare security system offerings will help us to migrate our existing end-use customers into
deployment of asset/staff location and identification systems. A common technology platform
will also allow us to provide our end-use customers with an enhanced value proposition through
the ability to maximize their return on investment from deployment of an RFID system, and
distribute the infrastructure and installation costs, across multiple applications. We are also in the
process of interfacing our technology platform with other location technologies. The first
interface we have completed is with WiFi. This has been done to illustrate the platform’s
flexibility to interface to other wireless air interfaces and perform an even higher level of system
integration that coilects location-based information. This capability will make the platform more
flexible, scalable and expandable.

The VeriMed System and Other Applications for Our Implantable Microchip

We believe that our VeriMed system, which is one of our systems that utilizes our implantable
microchip, may make a significant contribution to our revenue in-the future. As part of our growth strategy,
we intend to dedicate a portion of the operating cash flows generated by our healthcare security systems
and security and industrial products, as well as a significant portion of the proceeds of our initial public
offering, to our efforts to create markets for the VeriMed system, as well as our other systems that utilize
the implantable microchip.

Healthcare Application

We believe our VeriMed system will prove of use to emergency room personnel and other first
responder medical practitioners in identifying uncommunicative patients and rapidly accessing their
personal health records at the time of initial treatment. The primary target market for our VeriMed system
consists of people who are more likely to require emergency medical care, persons with cognitive
impairment, persons with chronic diseases and refated conditions, and persons with implanted medical
devices. According to a study we commissioned by Fletcher Spaght, Inc., there are approximately
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45 million patients in the United States alone who fit this profile. Through use of our VeriMed system, a
person can be scanned for the unique, 16-digit identification number on the implanted microchip, enabling
access from our or a third party’s database to that person’s pre-approved information, including the
person’s name, primary care physician, emergency contact information, advance directives, and if the
person elects, other pertinent data, such as personal health records. See “Item 1A. Risk Factors—Risks
Related to Our Businesses Which Utilize the Implantable Microchip.”

Our sales and marketing strategy for our VeriMed systern is to contemporaneously market our
system to hospitals, hospital networks, third-party emergency department management companies and
nursing homes, as well as to physicians who treat at-risk patients: persons with diabetes, cancer, coronary
heart disease, chronic obstructive pulmonary disease, cerebrovascular disease (stroke), congestive heart
failure, Alzheimer’s, epilepsy and other diseases or conditions, including persons with implanted devices.
This sales and marketing approach is intended to accelerate the adoption of the VeriMed system by
healthcare facilities, as well as by physicians and patients.

In the initial phase of our efforts to create a market for the VeriMed system, we have focused on
getting hospitals and third-party emergency room management companies to adopt the VeriMed system in
their emergency rooms. This focus reflects our recognition that physicians who treat patients within our
target market may be disinclined to discuss with their patients, and patients may not be persuaded by, the
benefits of the VeriMed system in the absence of some or all of the hospital emergency rooms in their
immediate geographic area having become part of our network. To build out our network, we have been
providing our scanners, at no charge, to hospitals and third-party emergency room companies. As of
December 31, 2006, 392 hospitals and other medical facilities, approximately 80 of which were protocol
adopted, have agreed to adopt our VeriMed system in their emergency rooms. Approximately 20% of these
facilities have received training in the use of our system and, as part of their standard protocol, are scanning
patients who arrive in their emergency rooms unconscious, confused or unable to communicate. During the
six-month period from July to December 2006, we recorded a 266% increase in the number of medical
facilities enrolled in the VeriMed network. We expect to continue this “seeding” process for the foreseeable
future, as we endeavor to build out the network across the United States and overseas.

Physicians whose patients fit within our target market are the focus of the second phase of our
commercialization efforts. At present, cur sales and marketing strategy for physicians who treat patients
who fit the profile for which our VeriMed system is intended to benefit includes using our sales force to
directly market to and educate such physicians in those geographic regions surrounding hospitals that have
adopted the VeriMed system as part of their standard protocol. We are distributing marketing materials,
such as brochures and posters, intended to be displayed in physicians’ offices. Qur focus on physicians
reflects our belief that, as with all medical treatments and procedures, it is the physician who is responsible
for discussing and recommending a particular course of action, knowing the particular circumstances of the
individual patient. Our plan is to sell VeriMed kits directly to physicians, who will charge their patients for
the cost of the implant process on a fee for service basis.

As of December 31, 2006, over 1,200 physicians have registered in our VeriMed physician
network and, as such, have agreed to make the VeriMed system available to their patients. Through-March
23, 2007, these physicians have implanted 222 people, from which we have generated nominal revenues.
We attribute the modest number of people who have undergone the microchip implant procedure to a
number of factors:

»  Many people who fit the profile for which the VeriMed system was designed may not be
willing to have a microchip implanted in their upper right arms.

»  Physicians may be reluctant to discuss the implant procedure with their patients until a
greater number of hospital emergency rooms have adopted the VeriMed system as part of
their standard protocol.

»  The media has from time to time reported, and may continue to report, on the VeriMed
system in an unfavorable and, on occasion, an inaceurate manner. For example, there have
been articles published asserting, despite at least one study to the contrary, that the
implanted microchip is not MRI compatible.
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«  Privacy concerns may influence individuals to refrain from undergoing the implant
procedure or dissuade physicians from recommending the VeriMed system to their
patients. Misperceptions that a microchip-implanted person can be “tracked” and that the
microchip itself contains a person’s basic information and personal health records may
contribute to such concerns.

«  Misperceptions and/or negative publicity may prompt legislative or administrative efforts
by politicians or groups opposed to the development and use of human-implantable RFID
microchips. In that regard, in 2006, a number of states have introduced, and at least one
state has enacted, legislation that would prohibit any requirement that an individual
undergo a microchip-implant procedure. While we support ali pending and enacted
legislation that would preclude anything other than voluntary implantation, legislative
bodies or government agencies may determine to go further, and their actions may have
the effect, directly or indirectly, of delaying, limiting or preventing the use of human-
implantable RFID microchips or the sale, manufacture or use of RFID systems utilizing
such microchips.

« At present, the cost of the microchip implant procedure is not covered by Medicare,
Medicaid or private health insurance.

«  Atpresent, no clinical studies to assess the impact of the VeriMed system on the quality of
emergency department care have been completed.

With respect to the last two factors listed above, we are in the process of facilitating and, in one
case, funding clinical studies that we believe may demonstrate the efficacy of the VeriMed system. We
believe that once this is established, govérmment and private insurers may be more likely to cover the cost
of the microchip implant process. In any event, these studies are hkely to be of considerable interest to
physicians who treat at-risk patients. -

In- June 2006, we entered into a memorandum of understanding with Horizon Blue Cross Blue
Shield of New Jersey, the largest health insurer in the State of New Jersey (Horizon BCBSNJ), the
Hackensack University Medical Center Independent Physicians Association (IPA) and the Hackensack
University Medical Center, under which Hackensack University Medical Center and its physicians have the
right to test the VeriMed systerh over a period of approximately two years. We have been advised that
Horizon BCBSNJ has recently initiated efforts to enroll in a pilot program 250 members of Horizon
BCBSNJ who were treated for an episode of care by a Hackensack IPA physician between January 1, 2004
and December 31, 2006. Each participant in the program is to be tested for a period of two years after
receiving the.microchip implant, The objective of this clinical study is to assess the impact of the VeriMed
systemn on emergency department care provided to patients with specified chronic medical conditions. This
will include an assessment of: the insertion technique; patient data selection and input; staff acceptance and
use of the technology; frequency of database access; the time involved for information gathering with
current methods compared to the VeriMed System; the impact of the VeriMed system on clinical
presentation and treatment; and the functionality of the VeriMed system in an application environment. The
memorandum of understanding contemplates that Horizon BCBSNJ, as the sponsor of the program, will
prepare a report no less than six months after the program has ended. To facilitate this clinical study, we
have agreed, among other things, to enter Horizon BCBSNJ-furnished patient data in each program
participant’s personal health record, such that the information can be passed through to Horizon BCBSNJ
or its designee in an automated manner. We are also supplying our handheld scanners at no cost, as is
typical for clinical studies. No patient or third party will be billed for use of the VeriMed system during the
study. The study has been reviewed by the Horizon BCBSNJ privacy board and will be managed by the
Horizon BCBSNI clinical innovations department At the end of the study, implanted patients will have the
option of subscribing to our database or the database of Hackensack University Medical Center, or having
the microchip removed.

We are currently in discussions with the American Medical Directors Association (AMDA)
regarding a proposed study to assess the efficacy of the VeriMed system in improving patient outcomes and
improving access to patient medical information while patients are in route to emergency rooms from long-
term care facilities, both skilted nursing facilities and assisted living facilities. The proposed study would
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involve 10 facilities, either skilled nursing facilities or assisted living facilities, with an estimated study
population of 225 people. The inclusion criteria for.the study participants would include being age 65 or
above and having two or more of the following conditions: dementia, stroke, diabetes, chronic obstructive
pulmonary disease, congestive heart failure, coronary heart disease and epilepsy. No patient or third party
will be billed for use of the VeriMed system during the study. At the end of the study, implanted patients
will have the option of subscribing to our database or having the microchip removed.

In carly 2007, we entered into a partnership with Alzheimer's Community Care, or ACC, of West
Palm Beach, Florida, in which VeriChip and ACC will conduct a study of the effectiveness of the VeriMed
Patient Identification System in managing the records of Alzheimer's patients and their caregivers. In the
two-year, 200 patient study, participating individuals suffering from Alzheimer's disease and other forms of
dementia, as well as their caregivers, would receive the VeriMed implantable microchip to provide
emergency department staff easy access to those patients' identification and medical information.
Alzheimer's disease is one of several medical conditions we identify as being ideally suited for the benefits
of the VeriMed system since individuals with the disease or other forms of dementia are often unable to
give necessary identifying information or critical medical history upon being admitted to a hospital. ACC
also believes it is important for caregivers to obtain the implantable VeriMed. [f a caregiver becomes ill,
the VeriMed database will inform medical personnel that he or she is the caregiver for someone unable to
care for themselves. All participanis in the study will be voluntary. The legally designated responsible party
of an Alzheimer's patient unable to make medical decisions must give permission for the patient to
participate,

We believe that if the results of these and other clinical studies that may be undertaken are
sufficiently compelling, the Center for Medicare and Medicaid Services may determine that the. VeriMed
microchip implant procedure is reimbursable under Medicare and Medicaid. If this were to occur, we
believe many private insurers would follow suit.. We can provide no assurance as to if and when .
government or private insurers will decide to take such action. [t may take a considerable period of time for
this to occur, if, in fact, it does occur. If government and private insurers do not determine to reimburse the
cost of the implant procedure, we would not expect to realize the currently anticipated level of sales of our
implantable microchip and the database subscription fees.

We are also in the process of seeking endorsements of the VeriMed system from patient
advocacy groups, which we believe would greatly enhance our efforts to reach out directly to at-risk
patients. To date, we have engaged in very limited direct marketing to at-risk patients. We are also seeking
to develop physician “champions” to serve as spokespersons for the VeriMed system.

Other Applications

We have also developed two other systems that utilize the implantable microchip, our VeriGuard
and VeriTrace systems. : ‘

Our VeriGuard system uses our implantable microchip and/or active RFID tags to provide secure
access control into restricted areas, map/track visitors throughout a facility, and track assets. We believe
these applications could be of value to high security facilities, such as government facilities, nuclear power
plants, national research laboratories and correction facilities, by providing secure ingress and egress and
local area location. In 2003-2004, we derived minimal revenue from sales of the VeriGuard system. We
have focused most of our efforts on creating a market for our VeriMed system since receipt of the FDA’s
clearance of the human-implantable radio frequency transponder system for patient identification and
healih information purposes in October 2004. Currently, we are not actively marketing our VeriGuard
system,

O