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A Focus on New M riets
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of Texas Childrers Hospital, MDD Anderson - , Humana and others early in 2001, BindViey
also introduced the HIPAA Toolkit in the §’3“1”‘ of 2001, which offered hospitzﬁj and healtheare organizations
a comprehensive suite of sciitions to manage i es wity and privacy overhaul required by HIPAA. Additionally,
we faunched www.readyforhipaa.com, becoming the first sponsor of an online HIPAA portal for IT
professionals, which provides rescurces, federal regiation information, and compliance tools for national

patient security and privacy standards.

Financial Services Organizations

While accustomed to meeting strict regulatory practices, the fnancial services industry is struggling to

co*nply with th ‘egdanons of the Gramm-Leach-Biiley Act, GLBA, among other regulations. Changes in
ke industry resulted in business and [T issues that every provider in the financial services industry needs

to understand and prepere for, BindView’s preactive security management solutions are focused on

helping the financial services industry meet strict Industry aud government mandates.

BindView’s Financia: Services Soluticns spec! ﬁcaLy add value in the aveas of risk assessment and risk
management and control, shovﬁéih g access cortrols on customer information systems, system
modification controls that mect information security program requirements, and security monitoring.

Government Organizations
Governmen* agencies face new ﬂ’m*"a*o*y praciices, _‘cludmg those required by the Government
Information Security Reform Act, or GISRA, which requires federal agencies to assess the security of their
nen-classified information syase,_‘s. The law requires every agency to provide a risk assessment and report
f the security needs of its sys ms, These reports must De included in every agency budget request.
Agencies must aisc report findings of significant deficiencies in policies, procedures, and practices.
BindView solutions are positioned w nﬁc the syster-hardening capabilities that GISRA demands,
including vulnerability assessment, policy enforcement, and compliance enforcement.

A Focus on Building Relationships
BindView has built a global network of technelogy, services and distribution partnerships to
ensure the delivery of best-in-class security management solutions to our mutual customers.

BindView formed these parinersaips to work with the dest integrators in the world to help
provide more complete infrastructure security soliztions for our customers.
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BindView's
'*’dV’ e fve security solutions are built around a flexible architecture that enables
the rapic desloyment of BindView technologies enterprise-wide. Offering single-console
se-wide scalability, BindView solutions secure and manage today’s

yrerm e

control anc enterpri
multi-platforz: env <0nments Qur solutions offer:

* Single-conscle, cross-platform control

* Easy, enterprise-wide deployment and ongoing maintenance
Non-inirusive, low-mpact architecture

Two product lines provide security management solutions for today’s multi-platform networks

bv-Control® Product Line
The bv-Control product line helps to ensuze the soc;:::y of information assets by using
sreticn management to close

-
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vulnerability assessment to find security holes

security holes, enforce security policies, and cenf best practices. bv-Control
products enhance security by helping to audit critica! systers, report viinerabilities, enforce
security policies, and establish security standards.
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bv-Admin® Product Line
maintain information security ona

The 5v-Admin product line helps today’s IT enterprise to maint
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Going into 2001, we had c\ma*cd ST
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tor our preducts and had invested heavily

infrastructure to take advantage of tha! opportunity.

Untortunately, becanse of the siowdown m the

cconomy and the resulting gloal decliine in L
spending, demand was softer tran expected end

g rosults were aeve"sw/ affected.

uly of 20&;, I took over as CEC of the Company to lead the development and execution
2 plan to deal with the chalienges facing the Company in the difficult economic
nvironiment. Early in the third quarter, we completed a corporate reorganizaticn and
implemented a number of cost-cutting measares to mp*ove operating efficiency and

acceierate the Company’s return to profitapility. We believe these efforts have significantly

"v\ rered our © rev ating costs without impairing our ability to grow revenues, to deliver the
highest level of customer support, or to continue to develop and maintain highly competitive
ec -‘_/ 'ra agemar.’r T

ment rodv icts, I'm pleased to say that for the fourth quarter we exceeded both
ur revenue and profitability targets.
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Market Leadership and Continuing innovation

BindView continued its history of technological innevation and leadership in 2001. During the vear,

we sold our 20 millionth license, delivered major new versions across all product lines, and completed
our largest sales transaction in history. Additionally, our bv-Control product line was rcmgnized tor

the second consecutive year as the woridwide leader for host-based vulnerability ent software in

IDC’s Intrusion Detection 2nd Vulnerability Assessment (1 .)nA) market report.

BindView refocused its mark
software and services, iatr

d‘ cing new targeted solutions and initiatives specific to the market segments
most acutely affected by secu !
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ity threats to their IT infrastructures.
We introduced our new Sea ‘ ecitically targeted at securing Microsoft’s new .NET
platforms, servers, and director is ne g long with our attainment of the Micresoft Gold
Certified Partner status, st Cngt‘lcn”

Lt

our relationship with Microsoft. By the end of 2001, Microscft had
“hosen BindView as the first company in ¢

any in the U.3. to become a Gold Certified Partner for Security Services.

BindView became the first security software vendor to work with key healthcare consultants and vendors,
focusing on enabling healthcare providers to meet the 2003 HIPAA security compliance deadlines. In

late 2001, we launched www.readyforhipaa.com, a community portal offering timely security and privacy
compliance information. Other key soluti

ER AL

ions offerings include financial services and government segments
2002: Return to Growth and Profitability
of 2001, we undertook a init

In the second haif a major initiative to optimize our sales and marketing programs

/
with the assistance of McKinsey & Company. The plan was completed early in the fourth quarter. We are
w1 the process of imslementing its recommendations

and we should begin to see the benefits in the
second half of 2002.
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Future success at BindView ﬂepp”f'

ends on our ability to consistently expand our value proposition to
our customers in a responsi 1 cost-effective manner. To grow, we must continue to anticipate
customer needs b y deliveriz mologies to secure their environments while delivering profitability
to our stakehol nyear or ergamza, onal restructuring and other changes, I believe
we are well posit to ta 1

of growth opportunities in the security software market.




o BindView Financial Highlights )

(In thousands, except per share amounts)

Income Statement Data

!
/! / /

I i /
/ / /
Year Ended December 31, ;1887 {1998 /’ 1999 / 2000 / 2001
i { [
Revenues 1821272 839,827 871,739 ($86,036 | $70,888

Gross proli

Dpereting costs and expenses (M
T o Ll
Cperating income (loss)

Net Loss

Loss per common share (1)

| 13,895 | 37,620
| 34,850 | 41,676
(14,951) | (4,056)
(11,706) | (5,765)

(0.60) | (0.19)

D

67,885 | 79,881 | 63,422
65,290 | 88,954 | 94,920
2,595 | (5,070 (31,498)
(441) | (3,844) | (24,146)
(.01 | (007)] (0.47)

Balance Sheet Data

December 31,

/?99’7/ 1938

/1999/2000/ 2001

Cash and investments
Working capital
Shareholders’ equity

Total assets

$10,280 | $61,905
13,252 | 62,931
12,059 | 63,106
20,602 | 81,445

$83,104 | $59,541 | $47,544
{

73,785 | 64,483 1 33,450

93,056 | 92,261 | 63,809

! :
113,242 1 113,034 | 88,121

(1) Amounts include stock compensation expense, purchased research and development, asset impairment charges and restructuring expenses of $15.262 in
1997, $2,488 in 1998, $3,724 in 1999, $7,928 in 2000 and $8,573 in 2001. Net loss and diluted loss per share amounts include after-tax affects of these charges, s
well as a $5,000 asset impairment charge that was included in other income (expense).
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systerns and networks from secur ity breaches before they occur. 1 'n ike traditional approa
company's solutions work from the inside out to help protect business sys cems from bo th mte al and
external threats, thus reducing business risks. BindView’s suite of cross-platform software and associated
services help secure, automate and reduce the costs of managing information technology mf*astmctures.
More than 20 million licenses of the company’s solutions have been shipped worldwide to approximately

5,000 companies, including more than 80 of the Fortune 100 and 24 of the largest 25 U.S. banks.

Board of Directors

Eric]. Pulaski, Chairman of the Board and Chief Executive Officer I

Peter L. Bloom, Munuging Member, General Atlantic Partners, LLC ..~ = -7
Richard A. Hosley Ii, President and Chief Executive Officer, BMC Software, Inc.t. Retired)

Edward L. Pierce, Senior Vice President and Chief Financial Ojj‘icer "

Armand Shapire, Chairman and Chief Executive Oﬂicer,Me"sagePro, Inc.

e
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Executive Officers and Senior Management

Eric . Pulaski, Founder, President and Chief Executive Officer
Edward L. Pierce, Senior Vice President and Chief Financial Officer
William D. Milier, Senior Vice President and Chicf Operating Officer
Gary Margolis, Vice President and Chief Technology Officer

Scott S. Blake, Vice President, {formation Security
Kevin P. Cohn, Vice President, Controller and Chief Accounting Officer
Amanda Jobbins, Vice Presiden, Solutions Marketing

Jeffrey E. Margolis, Vice President, Corporate Strategy and Business Development

Diana Massaro, Vice President, Product Marketing
Kenneth D. Naumnann, Vice President, Sales for the Americas
D. C. Toedt U1, Vice President und General Counsel

Independent Auditors:
PricewaterhouseCoopers LL
1201 Louisiana, Suite 2900
Houston, Texas 77002

USA

-

Transfer Agent and Registrar:
Mellon Investors Services

600 North Pear] Street, Suite 1010
Dallas, Texas 75201

USA

International Offices:
Sao Paulo, Brazil

Paris, France

Frankfurt, Germany

Pune, India

Mexico DE, Mexaco
Amsterdam, The Netherlands
London, United Kingdom
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¢ Microsoft Corporation
BindView’s relationship with Microsoft moved to a new level in 2001, As a globally managed partner,

|
' BindView already enjoys an elite status with Microsoft. We are one of only a few software vendors in
the security space assigned directly to a Microsoft business development manager, who helps drive

our joint partnership.

In 2001, we strengthened our relarzonsth with Mzcrosoﬁ even ﬁm‘her by achzevmg two new levels

of partnership: '
= 'We became one of the first secunty management software vendors to be named by Mmrosoft as

a Gold Certified Partner for Software Products.
* We were recognized as the first companyin the U.S. to earn the status of Microsoft Gold

Certified Partner for Security Solutions.

By year-end, Microsoft had invited BindView to participate in its internal technical conference, Envision,
as one of only six external vendors and as the only security software vendor. BindView and Microsoft -
solutions and sales teamns are currently working together to take ]omt healthcare, government, and .NET

solutions to the marketplace

Other 2001 milestones with Microsoft included:
° BindView earned Microsoft Windows 2000 Certification for its bv-Control for Active Directory

and bv-Admin products
* BindView sponsored a-free eBook, The Deﬁmtwe Guzde To Windows 2000 Securlt;v
BindView delivered a solution for Group Policy management for Microsoft Active Directory

BindView Platinum sponsored Microsoft TechEd Conference 2001
» BindView Gold sponsored the invitation-only Microsoft Fusion Partner Conference 2001

¢ BindView Gold sponsored the Microsoft Enterprise Conference (MEC) 2001

o

Novell Corporation
BindView has maintained its leadership posmon for security management solutions on Novell based

platforms. We were one of the first companies to provide a security solution to defend against BIND
vulnerabilities and the first security vendor to respond to the Novell GroupWise Padlock vulnerability. In
2001, BindView’s bv-Control products for NetWare and NDS received Novell’s “YES, Tested and Approved”
Software Certification, and BindView announced the industry’s first security and configuration management
solution for Novell NDS eDirectory, providing cross-platform support for our enterprise customers.

BindView is strongly committed to the long-term development and support of our Novell focused solutions,
and we will continue to provide the best security management products for the Novell environment.

Focused On Delivering Information Security Solutions
The growing focus on the security and integrity of IT systems will continue to drive BindView’s sales, marketing,

and R&D efforts in 2002. Our commitment is to deliver to our customers the best products available to help
them secure, automate, and lower the costs of managing their IT infrastructures. We will continue to focus on
proactive security management technologies that can help seek out security holes and close them before they can
be exploited, safeguarding our customers’ networks from the inside out. We will work to protect those networks
from both internal and external threats, while also helping to lower our customers’ total cost of ownership
through automation of numerous administrative tasks and security reporting requirements.

Our solid combination of best-of-breed products, a great management teamn, and talented employees position
BindView as a leading vendor of security management solutions going into a year in which security management

solutions promise to be more important than ever.
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- BindView Corporation

5151 San Felipe, 25th Floor
Houston, Texas 77056

Phone: 713.561.4000
Fax: 713.561.1000

Sales Toll-Free: 8C0.813.5869
Support Toll-Free: 830.813.5867

www.bindview.com
800.749.8439
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